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1.	Introduction
In RAN2#125bis meeting [1], the following agreements were reached regarding the Ambient IoT (A-IoT) paging-like functionality (hereafter referred to as A-IoT paging functionality).
	[bookmark: _Hlk166245255]Agreements – RAN2#125bis
1. Legacy paging message for device will not be supported.
2. Legacy paging occasion and legacy DRX for the device is not supported.  This doesn’t preclude solutions that address device monitoring (taking into account discussions from RAN1 as well).
3. RAN2 assumes that the device will not support tracking/RAN area update procedure.
4. For the case of reaching single or group of devices, an identifier may be required to identify the device/group of devices in the trigger message.    FFS pending the details from SA2



In this contribution, we further discuss the issues related to the A-IoT paging functionality.

[bookmark: _Hlk163068303]2.	Discussion
2.1.	Identifier for A-IoT paging
As stated in Section 1, RAN2 has made the following agreement on the identifier in the trigger message (i.e., A-IoT paging message) in RAN2#125bis meeting [1]. Here we further discuss on the identifier of A-IoT paging.
	4. [bookmark: _Hlk166073133]For the case of reaching single or group of devices, an identifier may be required to identify the device/group of devices in the trigger message.    FFS pending the details from SA2



2.1.1. Basic A-IoT paging procedure
We first revisit the basic A-IoT paging procedure and discuss how the identifier in the A-IoT paging message functions. Figure 1 illustrates the basic A-IoT paging procedure for Topology 1 [2]. Core network (CN) requests A-IoT service from reader, providing service information (e.g., inventory or command) and identifier(s) for the target device(s). Subsequently, the reader sends an A-IoT paging message containing the identifier to the designated A-IoT device(s). Each A-IoT device compares the received identifier with its own identity, and if there is a match, proceeds with subsequent procedures, such as the random access-like procedure (hereafter referred to as A-IoT RA procedure) and data transmission procedure. Considering these procedures, we note that CN, which initiates the A-IoT service, should be responsible for setting identifier(s) for target device(s) within A-IoT paging messages.
Proposal 1: RAN2 assumes that CN sets identifier for target device(s) of A-IoT service in A-IoT paging messages.


[image: ]
Figure 1: Basic A-IoT paging procedure for Topology 1

2.1.2. Identifier for A-IoT paging
Taking into account the discussions and agreements of RAN2 or other WGs, as well as A-IoT representative use cases (rUCs) captured in [2][3], we can determine the types of identifiers needed for A-IoT paging functionality.
As stated in the aforementioned agreement, A-IoT paging functionality should be capable of triggering a single device, a group of devices or all devices via the A-IoT paging message. Therefore, identifiers for the identities of individual devices, a group of devices, or indicating all devices should be defined.
Proposal 2. The A-IoT paging functionality should define and support identifiers for a single device, a group of devices, or all devices within the A-IoT paging message.
[bookmark: _Hlk166113472]In some cases, having an identifier for a group of unidentified devices may be necessary. If an A-IoT service specifically targets unidentified devices, excluding already-identified ones from the A-IoT paging can streamline subsequent procedures, such as A-IoT RA and data transmission procedures. For example, in an automated warehousing scenario like AI 5.1 in [3], newly arrived items may require inventorying, while previously stored items do not. In this situation, excluding the previously stored items from A-IoT paging might allow for downsizing the A-IoT RA and data transmission procedures for inventorying. Supporting such a service requires defining an identity/identifier for a group of unidentified devices.
Proposal 3. A-IoT paging functionality should define and support an identity/identifier for a group of unidentified devices within the A-IoT paging message.
SA discussion/agreement or A-IoT rUCs motivate another type of identifier: temporary identifier. For example, Solution #1 in [4] emphasizes the need for temporary device identity due to security concerns. If supported, each device should have a temporary identity, necessitating a temporary identifier in the A-IoT paging message.
In real A-IoT operations, additional temporary grouping may be required. For example, in an automated warehousing scenario like AI 5.1 in [3], each stored item may be assigned a different delivery address. Then, when exporting items, the warehouse management platform might need to inventory the items for each delivery address. Group paging based on the delivery address could be an effective strategy in such a scenario. However, the group identity related to the delivery address is usually not pre-configurable. Thus, there is a need for temporary device grouping and corresponding group identity/identifier configuration based on the delivery address. Note that the need for such temporary grouping is not limited to the aforementioned example.
Even for preconfigured device groups, a temporary group identifier can be beneficial. By further dividing the preconfigured group, the A-IoT system can reduce the number of devices participating in the subsequent A-IoT RA procedure. This makes each RA procedure more compact and adds flexibility to performing RA on all devices.
Proposal 4. A-IoT paging functionality should define and support temporary identifiers for a single device or a temporary group of devices within the A-IoT paging message.
Meanwhile, we note that the aforementioned temporary identifier requires temporary identity allocation to A-IoT devices. As stated in Proposal 1, CN is assumed to set identifiers in A-IoT paging messages. Therefore, CN should also be responsible for allocating temporary identities to A-IoT devices. In the case of temporary group identity, CN should also handle temporary grouping. For instance, when necessary, CN initiates temporary device grouping for specific devices. CN requests the reader to provide an A-IoT service, such as a Write command, to assign a temporary group identity to the targeted A-IoT devices. After receiving such a service request, the reader performs paging for each device within the temporary group to trigger the target devices, and executes the Write command to assign the temporary group identity. Another potential method for temporary grouping of the preconfigured group is by introducing modular operation. For example, by applying modular operation to the device identity, subgrouping can be achieved based on the result of the modular operation.
Proposal 5. In order to support temporary identifier in A-IoT paging functionality, the A-IoT system should support the configuration of corresponding temporary identities for A-IoT devices. CN should be responsible for allocating temporary identities to A-IoT devices.
Proposal 6. If Proposal 5 is agreeable, RAN2 should send an LS to SA2 to ask whether the configuration of temporary identities for A-IoT devices by CN is feasible.

2.2.	Transmission/monitoring procedure for A-IoT paging
In the design of the A-IoT paging functionality, it is crucial to define the transmission and monitoring procedures of A-IoT paging messages. Given that A-IoT devices operate on an energy harvesting basis and cannot communicate without sufficient energy, the availability of A-IoT devices based on their energy level should be taken into account when designing the A-IoT paging transmission/monitoring procedure.

2.2.1. Consideration on A-IoT device availability based on device energy level 
Considering that A-IoT devices cannot communicate without sufficient energy, the transmission/monitoring procedure for A-IoT paging message should be performed when the A-IoT devices have enough energy to perform the A-IoT service (including A-IoT RA procedure, data transmission, as well as A-IoT paging message reception). To this end, from our understanding, reader-oriented approaches have been discussed. One example is for the reader to allocate long enough energy harvesting signals to charge the A-IoT devices before sending A-IoT paging messages. Through this, most A-IoT devices could be powered up through the energy harvesting signal before the A-IoT paging message is transmitted, enabling them to monitor the incoming A-IoT paging message.
However, even with such a long energy harvesting signal provided, the energy harvesting pattern can differ between A-IoT devices. For instance, for one device, the energy harvesting signal can be long enough to fully charge its own energy, but due to various reasons (e.g., signal characteristics change, environmental change, etc.), other devices might fail to get enough energy to proceed with the subsequent A-IoT procedures. Even among the A-IoT devices that harvest sufficient energy, some might not have enough energy at the moment of receiving the A-IoT paging message. This could occur if they finish energy harvesting and start paging monitoring too early, resulting in excessive energy waste before the reception of the A-IoT paging message. We note that for reader-oriented approaches, such potential failures are inevitable. Exceptional cases can always occur on the A-IoT device side, but the reader cannot fully understand the exact status of individual A-IoT device. That is, transmission/monitoring procedures for A-IoT paging are best-effort, as long as they are reader-oriented.
To compensate for such limitation, A-IoT device-oriented transmission/monitoring procedures should be studied as well as reader-oriented procedures. Specifically, understanding the energy level of devices is important, and there is a need to investigate device-oriented approaches based on the device energy level. For example, A-IoT devices can determine whether subsequent A-IoT procedures are executable based on their energy charge status, and perform additional charging if the subsequent A-IoT procedure is not feasible.
In short, to enhance A-IoT device availability, adopting an approach that considers the energy level of devices is necessary. Without consideration of the A-IoT device energy level, the A-IoT paging message transmission/monitoring procedure design might be imperfect. Hence, we derive Proposal 7.
Proposal 7: In designing A-IoT paging transmission/monitoring procedure, RAN2 should consider A-IoT device-oriented approaches those take into account the energy level of the A-IoT device.

2.2.2. Paging re-transmission and response
Despite implementing abovementioned strategies to enhance the availability of A-IoT devices for paging transmission/monitoring, there remains a possibility that A-IoT devices may miss A-IoT paging messages due to issues like insufficient energy, poor channel reliability, or CRC errors, etc. Therefore, it is necessary to consider further methods for triggering all A-IoT devices targeted by A-IoT paging messages.
One approach could involve re-transmitting paging messages, possibly multiple times, for the same A-IoT service. This aims to trigger devices that failed to receive the initial trigger message due to errors or energy shortages. Through this, devices that missed the A-IoT paging message can have another chance to receive it. For example, devices that failed to receive the A-IoT paging message due to low energy levels can catch up after recharging.
For the efficient operation of paging re-transmissions and subsequent procedures, A-IoT devices that have already responded to the A-IoT paging message should refrain from responding again. RFID can serve as a baseline for this [5]. RFID introduces session and flag to record the reception status of a query message, which is similar to the A-IoT paging message in A-IoT. With this system in place, A-IoT devices that have already received the A-IoT paging message can ignore re-transmissions, allowing only devices that have yet to receive it to respond. Note that the session information or flags should be stored in non-volatile memory or registers which can maintain the session/flag values longer than the registers for data communication.
Proposal 8: RAN2 should support a method to address the issue of some A-IoT devices missing the A-IoT paging message due to errors or energy shortage. The following can be considered as a baseline:
· The reader can re-transmit the A-IoT paging message, possibly multiple times;
· Only those A-IoT devices that failed to receive the A-IoT paging message should respond to the re-transmitted paging messages. RFID can serve as a baseline for implementing this.

2.3.	Multiple access
In RAN1#116bis meeting [6], RAN1 reached an agreement on the frequency-domain multiple access for A-IoT as follows.
	Agreement – RAN1#116bis
· Study frequency-domain multiple access of D2R transmissions, at least by utilizing a small frequency-shift in baseband. Further details, including pros/cons, are FFS



According to this RAN1 agreement, frequency-domain multiple access can be introduced to D2R transmissions. This implies that A-IoT procedures can be performed across multiple different frequencies. Therefore, it is necessary for RAN2 to explore ways to incorporate frequency-domain multiple access into the A-IoT procedure. Considering that the A-IoT procedure is initiated by the A-IoT paging functionality, discussions on A-IoT paging functionality should also take into account the frequency-domain multiple access.
Proposal 9: RAN2 should study how to incorporate and support frequency-domain multiple access with the A-IoT procedures, and discussions should also take place in terms of A-IoT paging functionality.

3.	Conclusion
This contribution makes the following observations and proposals:
Proposal 1: RAN2 assumes that CN sets identifier for target device(s) of A-IoT service in A-IoT paging messages.
Proposal 2. The A-IoT paging functionality should define and support identifiers for a single device, a group of devices, or all devices within the A-IoT paging message.
Proposal 3. A-IoT paging functionality should define and support an identity/identifier for a group of unidentified devices within the A-IoT paging message.
Proposal 4. A-IoT paging functionality should define and support temporary identifiers for a single device or a temporary group of devices within the A-IoT paging message.
Proposal 5. In order to support temporary identifier in A-IoT paging functionality, the A-IoT system should support the configuration of corresponding temporary identities for A-IoT devices. CN should be responsible for allocating temporary identities to A-IoT devices.
Proposal 6. If Proposal 5 is agreeable, RAN2 should send an LS to SA2 to ask whether the configuration of temporary identities for A-IoT devices by CN is feasible.
Proposal 7: In designing A-IoT paging transmission/monitoring procedure, RAN2 should consider A-IoT device-oriented approaches those take into account the energy level of the A-IoT device.
Proposal 8: RAN2 should support a method to address the issue of some A-IoT devices missing the A-IoT paging message due to errors or energy shortage. The following can be considered as a baseline:
· The reader can retransmit the A-IoT paging message, possibly multiple times;
· Only those A-IoT devices that failed to receive the A-IoT paging message should respond to the re-transmitted paging messages. RFID can serve as a baseline for implementing this.

Proposal 9: RAN2 should study how to incorporate and support frequency-domain multiple access with the A-IoT procedures, and discussions should also take place in terms of A-IoT paging functionality.
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