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1	Introduction 
In this contribution we provide our views on the outstanding stage-2 issues of Ambient IoT design.
2   	Discussion
2.1	A-IoT device types
RAN1 consider 3 types of A-IoT devices:
· Device 1: ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2a: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2b: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is generated internally by the device.

While the details of this device categorization do not directly impact RAN2 discussion, the fact there are different A-IoT devices with different capabilities does! Therefore, it makes sense to also consider different device capabilities in terms of their baseband (i.e. RAN2-related) capabilities. 
Observation 1: RAN1 agreed to consider different A-IoT device types and therefore it makes sense to consider different device types in terms of their baseband/RAN2-related capabilities. 
One way to approach this problem is to start from the RAN1 device type definitions and assumptions and make our way up from there to discuss their baseband related capabilities. This approach is likely to be difficult, though, as it is not clear how we could agree on those. One point to keep in mind though is that if we consider various RFID EPC Class 1 Gen 2 devices in the market (see our contribution submitted to RAN2#125bis in [4]), their capabilities vary rather radically: from read-only devices to devices with writable memory, from sticker form factor to cards, etc. Needless to say, those devices also vary radically in terms of cost. 
Observation 2: even RFID EPC Class 1 Gen 2 devices come in different types in terms of their baseband capabilities, form factors and cost. 
This discussion eventually boils down to questions of cost and complexity, which incidentally would affect very much other important topics under discussion, such as security. It is rather obvious that RAN2 has two conflicting goals for the A-IoT design:
· A-IoT device is extremely cost-sensitive, which suggests the simplest possible design.
· There are already RFID EPC C1G2 (and many other) low-cost devices in the market. In order to compete with them, 3GPP solution must provide differentiation – this suggests a somewhat more advanced design with features not currently supported by the devices on the market.
One possible way out of this conundrum is to consider (as RAN1 did!) at least two A-IoT device types: low-end A-IoT device and high-end A-IoT device. Naturally, there can be more than two types, but we think it is sufficient and is definitely a good starting point. Not only would this align with RAN1 design approach, but would also provide a way to resolve many of the conflicting requirements and opinions on the design. For example: 
· the low-end A-IoT device type many not need to address privacy requirements and may also use permanent device identifier 
· the high-end A-IoT device would use a temporary identifier, to address privacy concerns
This is just one example of such device categorization provided here for illustrative purposes only. All we are proposing at the moment is:
Proposal 1: RAN2 to consider two A-IoT device types (e.g. low-end and high-end) in terms of their baseband/RAN2-related capabilities.  
If this is agreeable, eventually we may need to discuss how the RAN1 device types “map” to the RAN2 A-IoT device types, but this issue can be addressed later.
2.2	Baseline procedure
RAN2#125bis agreed the following initial baseline procedure/message call flow:
a. Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
b. Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
c. Step C: The device may perform the data communication with the reader as needed,: Details FFS

Naturally, as the study progresses this procedure needs to be further revised and more details filled in, which is what we attempt to do below.

With regards to Step A, we would first like to clarify the “service request” term, as not only it means something else entirely in our specifications, but such terminology should also be discussed in SA2. Therefore, instead of the confusing “service request” we should rather use a generic term “indication from 5GC”, until/unless SA2 and RAN3 provide more details.

Observation 3: the term “service request” in the baseline procedure is rather confusing.

Even though we agreed to strive for common design for topologies 1 and 2, this (step A) is clearly one example where there will be differences as in one case the “service request” is likely to be an NG-AP messages whereas in another case it is likely to be a NAS message. 

Furthermore, it is also possible that the reader may decide to page (err, “initially trigger”) the devices in the area without an indication from the 5GC. This may be useful for many reasons, ranging from proximity detection to paging optimizations. Furthermore, SA2 has assumed that DO-DTT trigger will not come from 5GC, so it has to be triggered by RAN itself. Thus, if the reader needs to check if there is any UL traffic from any device(s) in its coverage, it has to trigger this without an indication from the 5GC.

Observation 4: it is possible and indeed desirable in many cases for a reader to initiate paging/initial trigger even without an indication from the 5GC.

Finally, another aspect of Step A that needs to be clarified is how the initial trigger message indicates which devices need to respond. The details should be discussed in AI 8.2.4, while here in the stage-2 discussion we can perhaps agree that paging/initial trigger should carry an indication of either device id(s), device group id(s), no id (to paging all the devices). 

Step B may be further revised when more details in the respective agenda item 8.2.5 emerge. The only thing we can clarify in Step C at the moment is that it comprises of UL/DL MAC PDU(s) transfer – the rest can be discussed in AI 8.2.3. 

In summary, we propose to further amend the baseline procedure agreed in RAN2#125bis as follows:
a. Step A: Based on the indication from 5GC (NG-AP message for topology 1, NAS message for topology 2) or its own determinationservice request, the reader sends the Initial Trigger Message indicating device(s) that need to respond. The message carries: device id(s), or device group id(s), or no id (to trigger all the devices in the area); Details FFS
b. Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
c. Step C: The device may perform the data communication (i.e. UL/DL A-IoT MAC PDU(s) exchange) with the reader as needed,: Details FFS

Proposal 2: to amend the agreement on the baseline procedure as follows:
a. Step A: Based on the indication from 5GC (NG-AP message for topology 1, NAS message for topology 2) or its own determination, the reader sends the Initial Trigger Message indicating device(s) that need to respond. The message carries: device id(s), or device group id(s), or no idea (to trigger all the devices in the area); Details FFS
b. Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
c. Step C: The device may perform the data communication (i.e. UL/DL A-IoT MAC PDU(s) exchange) with the reader as needed,: Details FFS

2.3	Inventory and Command 
In RAN2#125bis we’ve agreed to introduce the terminology of “inventory” and “command” use cases. In particular, the following two agreements of relevance have been made:
1. RAN2 will support two use cases, “inventory” and “command”.  The definition, detailed wording is FFS
2. We will study the support of both “inventory” and “command” in the same procedure.  

It should be noted that as of now, the terms “inventory” and “command” haven’t actually been defined – neither in RAN2, nor in SA2.
Observation 5: the terms “inventory” and “command” haven’t actually been defined – neither in RAN2, nor in SA2.
We think the difficulty in discussing the concepts of “inventory” and especially “command” in 3GPP is because 3GPP follows a very different design pattern and working procedures compared to EPC, where the terms inventory and command originate from. The figure below ilustrates the differences. 
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In 3GPP, we always follow a somewhat strict layer separate model, in which RAN2 defines radio related protocol layer(s) (e.g. A-IoT MAC in this case and maybe even a dedicated control plane layer), SA2/CT1 define non-access stratum protocol layer(s) (which may or may not be needed for A-IoT) and the application layer is usually outside of the 3GPP scope. 
On the other hand, EPC G2C1 specification (where the terms “inventory” and “command” originate from) doesn’t follow such protocol layer separation – in that specification, there is only one protocol layer (referred to as “tag-identification layer”) which encompasses the functionality of 3GPP A-IoT MAC, other 3GPP protocols (if we end up defining additional protocol layers for A-IoT) and also the application layer (which is unlikely to be defined in 3GPP).
Observation 6: unlike 3GPP, EPC G2C1 specification doesn’t have protocol layer separation – everything from MAC to the application is defined in a single protocol referred to as tag-identification layer.
It is now perhaps obvious why the discussion of “inventory” and more so “command” is difficult in RAN2. As a side note, in EPC G2C1 spec inventory is a command, so separating them into two seemingly different groups further increases confusion. 
Observation 7: in EPC G2C1 spec Inventory is A Command.
To illustrate the core issue here, let’s take a look at the Access Command, as it is defined in EPC G2C1:
“Access. Communicating with an identified Tag. The Interrogator may perform a core operation such as reading, writing, locking, or killing the Tag; a security-related operation such as authenticating the Tag; or a file-related operation such as opening a particular file in the Tag’s User memory. Access comprises multiple commands. An Interrogator may only access a uniquely identified Tag.”
“The access command set comprises Req_RN, Read, Write, Lock, Kill, Access, BlockWrite, BlockErase, Block- Permalock, Authenticate, ReadBuffer, SecureComm, AuthComm, KeyUpdate, Untraceable, FileOpen, FileList, FilePrivilege, FileSetup, and TagPrivilege.”
As one can see, the Access Commands supports operations such as Read, Write, BlockWrite, FileList, etc which would perhaps belong to the application layer in the 3GPP protocol stack model.
Observation 8: EPC G2C1 Access Commands supports operations such as Read, Write, BlockWrite, FileList, etc which would perhaps belong to the application layer in the 3GPP protocol stack model.
Therefore, in order to proceed the discussion of the protocol stack design, it is important that everybody in RAN2 are on the same page of what protocol stack model we are discussion. Hence the proposal.
Proposal 3: RAN2 to confirm that in the A-IoT study we stick to the layer separation as we always do in 3GPP, i.e. A-IoT MAC only carries radio related information and application information is in the upper layers outside of the RAN2 scope.
We would like to acknowledge that there can be indeed technical reasons why EPC adopted the single protocol stack model. The obvious one id overhead reduction, which in turn results in cost reduction. Having said that, if we deviate from the usual 3GPP protocol stack and work separation which can be summarized as follows:
· RAN2 define radio/AS protocols,
· SA2/CT1 define non-AS protocols, and 
· Application protocols are defined outside of 3GPP,
This would require quite a bit of coordination between RAN2, SA2 and CT1 which is likely to delay the study.
3	Conclusions and Proposals
Observation 1: RAN1 agreed to consider different A-IoT device types and therefore it makes sense to consider different device types in terms of their baseband/RAN2-related capabilities. 
Observation 2: even RFID EPC Class 1 Gen 2 devices come in different types in terms of their baseband capabilities, form factors and cost. 
Observation 3: the term “service request” in the baseline procedure is rather confusing.
Observation 4: it is possible and indeed desirable in many cases for a reader to initiate paging/initial trigger even without an indication from the 5GC.
Observation 5: the terms “inventory” and “command” haven’t actually been defined – neither in RAN2, nor in SA2.
Observation 6: unlike 3GPP, EPC G2C1 specification doesn’t have protocol layer separation – everything from MAC to the application is defined in a single protocol referred to as tag-identification layer.
Observation 7: in EPC G2C1 spec Inventory is A Command.
Observation 8: EPC G2C1 Access Commands supports operations such as Read, Write, BlockWrite, FileList, etc which would perhaps belong to the application layer in the 3GPP protocol stack model.



Proposal 1: RAN2 to consider two A-IoT device types (e.g. low-end and high-end) in terms of their baseband/RAN2-related capabilities.  
Proposal 2: to amend the agreement on the baseline procedure as follows:
a. Step A: Based on the indication from 5GC (NG-AP message for topology 1, NAS message for topology 2) or its own determination, the reader sends the Initial Trigger Message indicating device(s) that need to respond. The message carries: device id(s), or device group id(s), or no idea (to trigger all the devices in the area); Details FFS
b. Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
c. Step C: The device may perform the data communication (i.e. UL/DL A-IoT MAC PDU(s) exchange) with the reader as needed,: Details FFS

Proposal 3: RAN2 to confirm that in the A-IoT study we stick to the layer separation as we always do in 3GPP, i.e. A-IoT MAC only carries radio related information and application information is in the upper layers outside of the RAN2 scope.
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