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1	Introduction
In last meeting, RAN2 discussed the functionality and content aspects of A-IOT paging procedure, the following agreements were achieved.

Agreements
1. Legacy paging message for device will not be supported.  
2. Legacy paging occasion and legacy DRX for the device is not supported.  This doesn’t preclude solutions that address device monitoring (taking into account discussions from RAN1 as well).
3. RAN2 assumes that the device will not support tracking/RAN area update procedure.    
4. For the case of reaching single or group of devices, an identifier may be required to identify the device/group of devices in the trigger message.    FFS pending the details from SA2

In this contribution, we would like to discuss some other details related to A-IOT paging procedure and have corresponding observations and proposals.
2	Discussion
2.1 A-IOT paging procedure for a single device
In last meeting, RAN2 agreed to study the support for access triggering for a single device, group of devices, or all devices. 
Agreement
1 We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
To be more detailed, to reach a single device, an identifier e.g., temporary ID and/or permanent ID should be included in the initial access message, which initiates a contention-free access procedure, the triggered device should reply an acknowledge if the initial access message is decoded successfully and the identifier is matched. To indicate the resource/slot for the acknowledgement from the triggered device, some additional indication can be included as well. The acknowledgement message from the triggered device should include the device identifier and after reception of the acknowledgement message, the BS reader should forward the message to CN. The detailed procedure to reach a single device is shown in Figure 1. 
[image: ]
Figure 1: A-IOT paging procedure for single device
Proposal 1: A-IOT paging message from CN to BS reader for a single device should include a device identifier e.g., permanent ID.
Since the transmission between device and BS reader is Uu resource, which is not visible to the CN/server, therefore it should be the BS reader to allocate the resource/slot for the acknowledgement message from the triggered device and include the information of resource/slot in the A-IOT paging message from the BS reader to the device.
Proposal 2: A-IOT paging message from BS reader to device for a single device should include a device identifier e.g., temporary ID and/or permanent ID and resource/slot for the acknowledgement message from the triggered device.
Proposal 3: Acknowledgement message from the triggered device includes the device identifier e.g., temporary ID and/or permanent ID.
2.2 A-IOT paging procedure for a group of devices
[bookmark: OLE_LINK3]To reach a group of devices, an identifier e.g., group ID or MASK should be included in the initial access message, which initiates a contention-based access procedure, each device within the triggered group should reply with a device identifier e.g., temporary ID and/or permanent ID when its resource/slot is available. In our companion contribution, the detailed procedure of contention-based access procedure is discussed and we think similar as RFID, “Q” should be indicated to the group of devices to allow each device to generate a random value and to obtain a slot when the random value is set to a certain value e.g., 0. 
The response message from each device within the triggered group should include the device identifier e.g., temporary ID and/or permanent ID and after reception of the response message, the BS reader should forward the message to CN. The detailed procedure to reach a group of devices is shown in Figure 2. 
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Figure 2: A-IOT paging procedure for a group of devices
Proposal 4: A-IOT paging message from CN to BS reader for a group of devices should include group identifier e.g., group ID/MASK.
Similar as the initial access procedure for single device, it should be the BS reader to determine the value of “Q” based on the available resource/slots and the number of devices within the triggered group. In this case the information of the number of devices within the triggered group should be indicated from CN to BS reader and it is up to BS reader implementation to set the value of “Q” and indicates to the device via the initial access message from BS reader to device.  
Proposal 5: A-IOT paging message from BS reader to device for a group of devices should include group identifier e.g., group ID/MASK and Q.
Proposal 6: Response message from each device within the triggered group includes the device identifier e.g., temporary ID and/or permanent ID.
2.3 A-IOT paging procedure for all devices
To reach all devices, no identifier should be included in the initial access message, each device that can receive the message should response. Therefore, similar as the initial access procedure for a group of devices, a contention-based access procedure is initiated and similarly “Q” should be indicated. 
The response message from each device receiving the message should include the device identifier e.g., temporary ID and/or permanent ID and after reception of the response message, the BS reader should forward the message to CN. The detailed procedure to reach all devices is shown in Figure 3. 
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Figure 3: A-IOT paging procedure for all devices
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Proposal 7: A-IOT paging message from CN to BS reader for all devices should include no identifier, neither device ID nor group ID.
Similar as the initial access procedure for a group of devices, it should be the BS reader to determine the value of “Q” based on the available resource/slots and the number of all devices. However, in most cases to reach all devices, it is quite possible that the CN/server may have no knowledge on the total number of the devices, without this information, it is hard for the BS reader to set the value of “Q”. In this case, we think it can be left to BS reader implementation to determine the “Q” and dynamically adjust it if not suitable.  
Proposal 8: A-IOT paging message from BS reader to device for all devices should include Q.
[bookmark: _GoBack]Proposal 9: Response message from each device that has received the A-IOT paging message includes the device identifier e.g., temporary ID and/or permanent ID.
2.4 Temporary ID between BS reader and device
In last meeting, RAN2 discussed the general procedures and achieved the following agreement
	4 Baseline procedure:
Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
Step C: The device may perform the data communication with the reader as needed,: Details FFS


After reception of the initial access message, random access like procedure and/or data communication may follow. During these procedures, for each respond message from the device, an identifier should be included for validation, however always including a permanent ID e.g., EPC will increase power consumption of the device and also bring traffic burden on the interface. Therefore, it makes sense to apply a temporary ID for the message transmission between the device and the BS reader. 
As shown in Figure 4, during the initial access for a single device, besides a permanent device ID and the resource/slot for reply, a temporary ID can be allocated to the device by the BS reader, the BS reader maintains a mapping between the permanent ID and the temporary ID for the device, which is used for the following message transmission between the device and the BS reader e.g., data communication. Regarding the acknowledgement from the triggered device to the BS reader, the temporary ID is included to identify the device and when forwarding the acknowledge message to the CN/server, the BS reader includes the permanent ID associated with the temporary ID based on the maintained mapping. 
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Figure 4: A-IOT paging procedure for single device with temporary ID
Proposal 10: RAN2 assumes a temporary ID is used for the message transmission between the device and the BS reader.
2.5 Visibility of A-IOT paging message
In last RAN2 meeting, RAN2 discussed the visibility of information required by the reader and achieved the following agreement. 
1 FFS about the level of visibility required by the reader and what information is necessary for AS layer operations.  
Based on the above sections, the initial access message from the BS reader to the device are different depending on whether the access procedure is initiated for a single device, a group of devices or all devices. To be more detailed, if the access procedure is for a single device, contention-free access procedure should be initiated between the BS reader and the triggered device, where the dedicated resource/slot should be indicated. While if the access procedure is for a group of devices or all devices, contention-based access procedure should be initiated between the BS reader and triggered group of devices/all devices, where “Q” should be indicated for contention resolution. In addition, to assist the BS reader to set the value of “Q” properly, CN/server should also inform the BS reader of the number of the triggered devices if available. In addition, if the BS reader is responsible of allocating the temporary ID and maintains the mapping between the temporary ID and the permanent ID for the device, the permanent device identifier should be visible to the BS reader as well.  
Proposal 11: During the A-IOT paging procedure, RAN2 assumes the following message is visible to BS reader.
· Whether the A-IOT paging procedure is for a single device or a group of devices/all devices
· The number of the triggered devices if the A-IOT paging procedure is for a group of devices/all devices and if available
· The permanent device identifier, e.g., EPC
2.6 Periodical A-IOT paging procedure 
In last meeting, RAN2 discussed the functionality of paging in A-IOT and agreed to not support legacy PO/PF and DRX cycle for the device. 
Agreements
5. Legacy paging message for device will not be supported.  
6. Legacy paging occasion and legacy DRX for the device is not supported.  This doesn’t preclude solutions that address device monitoring (taking into account discussions from RAN1 as well).

However, in order to reduce the interaction between CN and BS reader and to support some periodic requirement, periodical inventory can be considered to be supported. A use case to support periodical inventory is to check the number/status of the devices periodically for frequent in-and-out-of-storage management. To be more detailed, CN configures the parameters related to periodical initial access/inventory e.g., operation period, identifier field, etc. BS reader triggers initial access/inventory and encapsulates the initial access command periodically according to the configuration from CN. Even the device does not support paging cycle and PO/PF, there is no problem to support the periodical initial access procedure, as long as the device is energy-harvest, the device is power-on and continues to monitor the initial access command. 
Proposal 12: RAN2 to discuss and support the BS reader to trigger A-IOT paging procedure periodically according to the configuration from CN.
3	Conclusion		
In this contribution, we discussed the procedures and signalling for the initial access in A-IOT and have corresponding proposals.
Proposal 1: A-IOT paging message from CN to BS reader for a single device should include a device identifier e.g., permanent ID.
Proposal 2: A-IOT paging message from BS reader to device for a single device should include a device identifier e.g., temporary ID and/or permanent ID and resource/slot for the acknowledgement message from the triggered device.
Proposal 3: Acknowledgement message from the triggered device includes the device identifier e.g., temporary ID and/or permanent ID.
Proposal 4: A-IOT paging message from CN to BS reader for a group of devices should include group identifier e.g., group ID/MASK.
Proposal 5: A-IOT paging message from BS reader to device for a group of devices should include group identifier e.g., group ID/MASK and Q.
Proposal 6: Response message from each device within the triggered group includes the device identifier e.g., temporary ID and/or permanent ID.
Proposal 7: A-IOT paging message from CN to BS reader for all devices should include no identifier, neither device ID nor group ID.
Proposal 8: A-IOT paging message from BS reader to device for all devices should include Q.
Proposal 9: Response message from each device that has received the 	A-IOT paging message includes the device identifier e.g., temporary ID and/or permanent ID.
Proposal 10: RAN2 assumes a temporary ID is used for the message transmission between the device and the BS reader.
Proposal 11: During the A-IOT paging procedure, RAN2 assumes the following message is visible to BS reader.
· Whether the A-IOT paging procedure is for a single device or a group of devices/all devices
· The number of the triggered devices if the A-IOT paging procedure is for a group of devices/all devices and if available
· The permanent device identifier, e.g., EPC
Proposal 12: RAN2 to discuss and support the BS reader to trigger A-IOT paging procedure periodically according to the configuration from CN.
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