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1 Introduction
In TSG RAN Meeting #102, a new SID of studying on solutions for Ambient IoT in NR has been approved [1]. Paging will be supported as a basic function to enable DO-DTT and DT data transmission. In RAN2#125bis, the following agreements were made:
	Paging
1.	Legacy paging message for device will not be supported.  
2.	Legacy paging occasion and legacy DRX for the device is not supported.  This doesn’t preclude solutions that address device monitoring (taking into account discussions from RAN1 as well).
3.	RAN2 assumes that the device will not support tracking/RAN area update procedure.    
4.	For the case of reaching single or group of devices, an identifier may be required to identify the device/group of devices in the trigger message.    FFS pending the details from SA2
Random access
1	RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2	We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3	Random Access is triggered by the reader 
4	Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
5	Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
6	Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
7	For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   


This contribution provides our views on the paging of ambient-IoT.
2 Discussion 
2.1 Signaling aspect
In RFID technology, there are SELECT command and QUERY command, which used to select tags and trigger access respectively. In previous meeting we agreed that random access is triggered by the reader and assume there would be random access trigger message. At the same time, we understand that A-IoT paging procedure is used to reach single or group of devices by device/group identifier, it may provide the information that whether the device needs to respond to the random access trigger. Therefore, we think initial trigger message (used for paging) and access trigger can be separate messages.
[bookmark: _Toc165898689][bookmark: _Toc165987748][bookmark: _Toc165997863][bookmark: _Toc166076480][bookmark: _Toc166076536][bookmark: _Toc166173686]Initial trigger message (used for paging) and access trigger can be separate messages.
In RFID technology, selecting tag populations is implemented by successive SELECT commands which brings much more flexibilities for device identifying. Similarly, we think it is also beneficial to support multiple initial trigger messages for one paging procedure. For example, an initial trigger message set consists of multiple initial trigger messages, device(s) to determine whether to respond based on more than one initial trigger messages (i.e., intersections or unions of device/group identifiers).
[bookmark: _Toc165898690][bookmark: _Toc165987749][bookmark: _Toc165997864][bookmark: _Toc166076481][bookmark: _Toc166076537][bookmark: _Toc166173687]Support multiple initial trigger messages for one paging procedure, device(s) to determine whether to respond based on more than one initial trigger messages.
2.2 Paging content
Considering use cases of reaching devices for collecting data, i.e., sensor data, it is possible that only part of devices have available data. If all the devices respond upon being paged, some of them performing a successful random access-like procedure will be found with empty senor data buffer.
[bookmark: _Toc165898687][bookmark: _Toc165987746][bookmark: _Toc165997860][bookmark: _Toc166076477][bookmark: _Toc166076533][bookmark: _Toc166173683]In some use cases it is possible that not all of the devices being paged need to respond.
Large device populations will bring more collisions in the access stage, causing more delay or access failures. Therefore, for devices without available data to report, it is better not to respond the paging even if it is being paged. In such a case we think allowing indicated devices to determine whether to respond is beneficial. In other words, device(s) can determine whether to respond the paging procedure not only based on the indicated device/group identifier, but also based on whether there’s available data to be reported
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Support identify group of devices leads to how to group devices. We think at least following aspects can be considered:
a) Group information based on particular provider or operator, or particular product type, which may be a static grouping information;
b) Group information decided by NAS layer;
c) Group information based on paging: initial trigger message(s) may be used to set group information. Device may be identified to be in different groups and further access the reader according to the group information.
[bookmark: _Toc165898692][bookmark: _Toc165987752][bookmark: _Toc165997867][bookmark: _Toc166076484][bookmark: _Toc166076540][bookmark: _Toc166173689]Consider how to group devices from following aspects:
a) [bookmark: _Toc165987753][bookmark: _Toc165997868][bookmark: _Toc166076485][bookmark: _Toc166076541][bookmark: _Toc166173690]Group information based on particular provider or operator, or particular product type, which may be a static grouping information;
b) [bookmark: _Toc165987754][bookmark: _Toc165997869][bookmark: _Toc166076486][bookmark: _Toc166076542][bookmark: _Toc166173691]Group information decided by NAS layer;
c) [bookmark: _Toc165987755][bookmark: _Toc165997870][bookmark: _Toc166076487][bookmark: _Toc166076543][bookmark: _Toc166173692]Group information based on paging: initial trigger message(s) may be used to set group information. Device may be identified to be in different groups and further access the reader according to the group information.
2.3 Multiple readers issue
As per the general scope of SID [1], the following coverage requirement is considered:
	General Scope
· Coverage design target: Maximum distance of 10-50 m with device indoors as per TR 38.848: “…a range that WGs can sub-select within”.


Given such a small coverage and the need for seamless coverage, a region may be covered or served by multiple readers.
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In RFID technology, inventory process comprising an interrogator and an associated tag population. An interrogator chooses one of four sessions and inventories tags within that session. From the tag perspective, each session may associate to different interrogators or the same interrogator with different inventory service. In this way sessions allow tags to keep track of their inventoried status separately for each of four possible time-interleaved inventory processes, using an independent inventoried flag for each process. The interrogator and associated tag population operate in one and only one session for the duration of an inventory round. 
[bookmark: _Toc165898688][bookmark: _Toc165987747][bookmark: _Toc165997862][bookmark: _Toc166076479][bookmark: _Toc166076535][bookmark: _Toc166173685]RFID sessions allow tags to keep track of their inventoried status separately for each of four possible time-interleaved inventory processes.
When we come to A-IoT device, whether or how do A-IoT devices handle multiple processes with the same or different readers may need to be considered.
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3 [bookmark: _Toc166076489][bookmark: _Toc166076545][bookmark: _Toc77689036][bookmark: _Toc77689047][bookmark: _Toc77689058][bookmark: _Toc77689069][bookmark: _Toc77689080][bookmark: _Toc77689091][bookmark: _Toc77689102][bookmark: _Toc77689113][bookmark: _Toc77689124] Conclusion
Observation 1:	In some use cases it is possible that not all of the devices being paged need to respond.
Observation 2:	An A-IoT operating area may be covered or served by multiple readers.
Observation 3:	RFID sessions allow tags to keep track of their inventoried status separately for each of four possible time-interleaved inventory processes.

Proposal 1:	Initial trigger message (used for paging) and access trigger can be separate messages.
Proposal 2:	Support multiple initial trigger messages for one paging procedure, device(s) to determine whether to respond based on more than one initial trigger messages.
Proposal 3:	In some cases, device(s) can determine whether to respond the paging procedure not only based on the device/group identifier, but also based on whether there’s available data to be reported.
Proposal 4:	Consider how to group devices from following aspects:
a)	Group information based on particular provider or operator, or particular product type, which may be a static grouping information;
b)	Group information decided by NAS layer;
c)	Group information based on paging: initial trigger message(s) may be used to set group information. Device may be identified to be in different groups and further access the reader according to the group information.
Proposal 5:	RAN2 to study whether or how do A-IoT devices handle multiple processes with the same or different readers.
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