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1	Introduction
The Rel-18 work on further NR mobility enhancements is described in the WID in [1], including an objective related to enhancements for PSCell mobility in case of NR-DC configurations. Subsequent CPAC has been specified in Rel-18 for this objective.
In this contribution we discuss the remaining open issues for subsequent CPAC.
[bookmark: _Ref178064866]2	Discussion
2.1	Compliance checks for subsequent CPAC (RIL issue E203)
Since a conditional reconfiguration can be executed some time after the reception of the message (if at all executed), it has been agreed that it is up to UE implementation whether the corresponding compliance check is performed at reception of the message or at the corresponding execution. This has been captured in the following note in 38.331, 5.3.5.8.2, including subsequent CPAC (SCPAC) configurations:
NOTE 3:	It is up to UE implementation whether the compliance check for an RRCReconfiguration received as part of ConditionalReconfiguration is performed upon the reception of the message or upon CHO, CPA, CPC, and subsequent CPAC execution (when the message is required to be applied).
Unlike other RRCReconfiguration messages, the ones that are included in SCPAC configurations may however be executed more than once.
In case the SCPAC configuration is to be used for an inter-SN PSCell change (i.e. where the SCPAC candidate has a securityCellSetId that is different from the current servingSecurityCellSetId) or for PSCell addition, the UE must use a different key for the PSCell change/ addition. The UE is thus configured with an sk-CounterList associated to the target SN (with the same securityCellSetId as the SCPAC configurations to that SN). At each execution of an SCPAC configuration for inter-SN PSCell change or PSCell addition the next available sk-counter value for that target SN will be used from the corresponding sk-CounterList.
After a number of such SCPAC executions the corresponding list of sk-counters may become empty and the network should therefore send an RRC reconfiguration message to the UE with additional sk-counter values. There is then however a slight risk that the UE ends up with an empty list. In such case the UE would not have a complete configuration and it should be clear that the UE then does not execute the SCPAC configuration. It should instead be handled as a non-compliant case in 5.3.5.8.2.
Since the same SCPAC configuration can be executed more than once, it means that the UE should also check that there is an associated available sk-counter value at each execution that requires a new security key (i.e. for inter-SN PSCell change or PSCell addition). Exactly when that check is done, e.g. at the time of execution or when the last security key from the corresponding sk-CounterList is used, could however be left for UE implementation.
[bookmark: _Toc166143552]Subsequent CPAC configurations for inter-SN PSCell changes or PSCell additions are not possible to use without an available sk-counter value in the associated sk-CounterList.
[bookmark: _Toc166143553]A subsequent CPAC configuration may be compliant at reception but not at a later point in time. This is the case e.g. if the associated sk-CounterList runs out of unused sk-counter values and the SCPAC configuration is to be executed for inter-SN PSCell change or PSCell addition.

[bookmark: _Toc166143557]If SCPAC execution that requires a new security key is triggered but there is no sk-counter value available in the corresponding sk-CounterList, the UE should trigger the same actions as at a failed compliance check (in 5.3.5.8.2).
[bookmark: _Toc166143558]The compliance check in 5.3.5.8.2 should cover whether there is any sk-counter value available (in the corresponding sk-CounterList) for execution of an SCPAC configuration requiring a new security key. When to perform the check can be left to UE implementation.
[bookmark: _Toc166143559]Include the Text Proposal in Annex A1 into TS 38.331.

2.2	SCPAC candidate configurations to evaluate (RIL issue E205)
Part of the updates to 38.331 included in the RRC CR from the post-meeting email discussion ([Post125bis][510][R18Mob] RRC CR (Ericsson)) concern the procedure for evaluation of conditional reconfigurations in 5.3.5.13.4. The following changes are there included in the final CR:

The UE shall:
1>	for each condReconfigId within the VarConditionalReconfig:
[…]
2>	else if the RRCReconfiguration within condRRCReconfig includes the secondaryCellGroup including the reconfigurationWithSync:
3>	if the cell which has a physical cell identity matching the value indicated in the ServingCellConfigCommon included in the reconfigurationWithSync within the secondaryCellGroup within the received condRRCReconfig is not the PSCell:; and
4>	if the condReconfigToAddMod for the condReconfigId does not include subsequentCondReconfig is not included for the PSCell; or
4>	if there is no condReconfigToAddMod which includes subsequentCondReconfig for the PSCell; or
4>	if the condReconfigToAddMod for the condReconfigId includes subsequentCondReconfig is included in the condConfigID that contains configuration for the PSCell and there is a subsequentCondReconfig for the PSCell with a matching condReconfigId value in condExecutionCondToAddModList for the PSCell:
5>	consider the cell to be applicable cell;

This part of the procedure is an implementation of the agreement at the RAN2#125 meeting that the “UE stops evaluating cand cell for which execution condition is not provided (but configurations are kept)”. This corresponds to that if the UE has executed an SCPAC configuration to the current PSCell, it should only (while in this PSCell) evaluate other SCPAC candidates that are included in the SCPAC configuration for the current PSCell (i.e. in it’s subsequentCondReconfig).
There are then however some different possible cases that need to be considered in the check, and which were included in the procedure (in 38.331, v18.1.0):
1. Whether the other conditional reconfiguration (with condReconfigId) is a SCPAC configuration. If not, it is a legacy CPC (or CPA) configuration and in that case it would not be impacted by the current PSCells SCPAC configuration (in fact it would have been added after entering the current PSCell).
· This was in 38.331, V18.1.0 checked through “4>	if the condReconfigToAddMod for the condReconfigId does not include subsequentCondReconfig”.
2. Whether there is any SCPAC configuration for the current PSCell. If the current PSCell is not an SCPAC candidate, all the other stored conditional reconfigurations shall be evaluated. This would be the case if a normal PSCell addition or change has been performed to the current PSCell.
· This was in 38.331, V18.1.0 checked through “4>	if there is no condReconfigToAddMod which includes subsequentCondReconfig for the PSCell”
3. If the current PSCell is an SCPAC candidate, it should be checked whether the other conditional reconfiguration (with condReconfigId) is included in subsequentCondReconfig for the current PSCell, i.e. whether execution condition were provided for it at the SCPAC execution to the current PSCell.
· This was in 38.331, V18.1.0 checked through “4>	if the condReconfigToAddMod for the condReconfigId includes subsequentCondReconfig and there is a condReconfigToAddMod which includes subsequentCondReconfig with a matching condReconfigId value in condExecutionCondToAddModList for the PSCell”.

In the changes in the final CR to 38.331 from [Post125bis][510][R18Mob], the first check (for 1, i.e. whether the other conditional reconfiguration is an SCPAC configuration) was updated to include “for the PSCell”, meaning that it now corresponds to check 2 (i.e. whether the current PSCell is an SCPAC candidate). This was then the same as the second check, which thus was removed.
This now means that the check whether the other conditional reconfiguration is a legacy CPC/CPA configuration is no longer present. Legacy CPC/CPA is supported in parallel to SCPAC, but without the removed check it would be necessary to have the legacy CPC/CPA candidate included in subsequentCondReconfig of the SCPAC configuration for the current PSCell, in order to be evaluated. This does not make sense and the check whether the other conditional reconfiguration (with condReconfigId) is a legacy CPC/CPA configuration should thus be reintroduced.
A corresponding Text Proposal is included in Annex A2, where the changes are done on top of the final CR from the [Post125bis][510][R18Mob] email discussion. It is proposed to include the corresponding changes in 38.331.
The final CR has also included some late updates that seem incorrect. This includes the use of “condConfigID”, which is not present in 38.331. It is assumed that it should be “condReconfigId” and thus corresponds to the other conditional reconfiguration that is being checked for evaluation (i.e. whether the cell is to be considered applicable). It has also been added that this configuration “contains configuration for the PSCell”. This seems incorrect since it would mean that the other conditional reconfiguration needs to have a configuration for the current PSCell in order to be evaluated. The Text Proposal also includes related updates for these issues.
[bookmark: _Toc166143554]In the final CR from [Post125bis][510][R18Mob], in the checks of which CPA/CPC/CPAC configurations to evaluate, the check if the conditional reconfiguration is a legacy CPA/CPC configuration is missing.
[bookmark: _Toc166143555]In order for the UE to evaluate a legacy CPA/CPC configuration that is configured in parallel to SCPAC, there is a need to add it to subsequentCondReconfig of the current PSCell’s SCPAC configuration, if any.
[bookmark: _Toc166143560]The check whether the other conditional reconfiguration (with condReconfigId) is a legacy CPC/CPA configuration should be included in the procedure for evaluation of CPA/CPC/CPAC configurations in 5.3.5.13.4.
[bookmark: _Toc166143561]Include the Text Proposal in Annex A2 into TS 38.331

2.3	Security configuration at legacy inter-SN PSCell additions/changes (RIL issue E220)
In case the UE is configured with subsequent CPAC configurations that require security key changes (for inter-SN PSCell changes or PSCell additions), both the UE and the SN will be pre-configured with a number of sk-counter values and keys for (future) connections towards that SN. The UE will receive these from the MN as an list of sk-counters (sk-CounterList-r18) associated to the corresponding candidate target SN, whereas the SN will receive both SN security keys and associated sk-counters in the SN Addition Request or SN Modification Request messages from the MN.
If the network then decides to trigger a normal PSCell addition or change to that same SN it is however not clear how the associated security configuration is to be handled. Should the UE and SN then:
· use the next available sk-counter/security key in the pre-configured list; or
· should a new separate sk-counter/security key be used before the next available one in the pre-configured list?
In the latter case, the new security configuration would, towards the UE, be provided using the legacy sk-Counter field in RRCReconfiguration. This value would then “override” the list of pre-configured values and the target SN would then also need to be informed that the corresponding security key is to be used before the pre-configured list that has been received as part of the SCPAC configurations for the UE. The same issue would also occur at PDCP wrap-around.
It should be checked with SA3 whether it is acceptable to send a separate sk-counter/security configuration to the UE and target SN when the UE has a pre-configured list of sk-counters (sk-CounterList) for that same SN (and the SN has a corresponding list of security keys for the UE). We propose to send an LS to SA3 to get their view about this.
[bookmark: _Toc166143556]It is unclear how a new security configuration for the SCG is to be provided to the UE at a normal PSCell addition or change, if the UE is configured with SCPAC and pre-configured sk-counters.
[bookmark: _Toc166143562]Send an LS to SA3 to ask whether it is acceptable to send a separate sk-counter/security key to the UE and SN when the UE is configured with an sk-CounterList for that SN.

2.4	Autonomous release of execution conditions (RIL issue E218)
In the CR to 38.331 from the post-meeting email discussion [Post125bis][510][R18Mob] the following changes were introduced for handling of SCPAC configurations at the SCG release procedure:
2>	if SCG release was triggered by NR (i.e. NR-DC case):
3>	remove all the entries in the condReconfigList within the MCG VarConditionalReconfig for which subsequentCondReconfig is not present and the RRCReconfiguration within condRRCReconfig does not include the masterCellGroup with reconfigurationWithSync, if any;
3>	remove the servingSecurityCellSetId within the VarServingSecurityCellSetID, if any;
3>	for each entry in the condReconfigList within the MCG VarConditionalReconfig for which subsequentCondReconfig is present:
4>	remove the condExecutionCondSCG, if stored;

The last (highlighted) addition consists of that the UE autonomously releases the SCG execution conditions (condExecutionCondSCG) for the SCPAC configurations. This is however not necessary since the SCG release procedure is always triggered by an explicit configuration (RRCReconfiguration message) from the network.
The UE will then anyway not have any SCG, and thus no SCG measurement configuration, after the SCG release procedure. This means that the execution conditions cannot be used. A subsequent PSCell/SCG addition will then either be triggered by another explicit RRCReconfiguration message (legacy PSCell addition) or by execution of an SCPAC configuration, where the UE will either get new (updated) execution conditions (condExecutionCondSCG) for the stored SCPAC configurations or the stored execution conditions will not be evaluated.
This autonomous release of execution conditions is thus not necessary and can be removed. A corresponding Text Proposal, with changes on top of the final CR from the [Post125bis][510][R18Mob] email discussion, can be found in Annex A4. It is proposed to include the corresponding changes in 38.331.
[bookmark: _Toc166143563]Remove the changes for UE autonomous release of execution conditions at SCG release. Include the corresponding Text Proposal in Annex A4 to 38.331.

Conclusion
Based on the discussion in the previous sections we propose the following:
Observation 1	Subsequent CPAC configurations for inter-SN PSCell changes or PSCell additions are not possible to use without an available sk-counter value in the associated sk-CounterList.
Observation 2	A subsequent CPAC configuration may be compliant at reception but not at a later point in time. This is the case e.g. if the associated sk-CounterList runs out of unused sk-counter values and the SCPAC configuration is to be executed for inter-SN PSCell change or PSCell addition.
Observation 3	In the final CR from [Post125bis][510][R18Mob], in the checks of which CPA/CPC/CPAC configurations to evaluate, the check if the conditional reconfiguration is a legacy CPA/CPC configuration is missing.
Observation 4	In order for the UE to evaluate a legacy CPA/CPC configuration that is configured in parallel to SCPAC, there is a need to add it to subsequentCondReconfig of the current PSCell’s SCPAC configuration, if any.
Observation 5	It is unclear how a new security configuration for the SCG is to be provided to the UE at a normal PSCell addition or change, if the UE is configured with SCPAC and pre-configured sk-counters.

Based on the discussion in the previous sections we propose the following:
Proposal 1	If SCPAC execution that requires a new security key is triggered but there is no sk-counter value available in the corresponding sk-CounterList, the UE should trigger the same actions as at a failed compliance check (in 5.3.5.8.2).
Proposal 2	The compliance check in 5.3.5.8.2 should cover whether there is any sk-counter value available (in the corresponding sk-CounterList) for execution of an SCPAC configuration requiring a new security key. When to perform the check can be left to UE implementation.
Proposal 3	Include the Text Proposal in Annex A1 into TS 38.331.
Proposal 4	The check whether the other conditional reconfiguration (with condReconfigId) is a legacy CPC/CPA configuration should be included in the procedure for evaluation of CPA/CPC/CPAC configurations in 5.3.5.13.4.
Proposal 5	Include the Text Proposal in Annex A2 into TS 38.331
Proposal 6	Send an LS to SA3 to ask whether it is acceptable to send a separate sk-counter/security key to the UE and SN when the UE is configured with an sk-CounterList for that SN.
Proposal 7	Remove the changes for UE autonomous release of execution conditions at SCG release. Include the corresponding Text Proposal in Annex A4 to 38.331.
 
[bookmark: _In-sequence_SDU_delivery]References
[bookmark: _Ref107489175][bookmark: _Ref174151459][bookmark: _Ref189809556]RP-223520, Revised WID on Further NR mobility enhancements, MediaTek Inc., Apple, 3GPP TSG RAN Meeting #98-e, December 12-16, 2022
Page 4
Draft prETS 300 ???: Month YYYY

	4/4	
Annex A1
Below is a Text Proposal to TS 38.331, based on the final CR from the [Post125bis][510][R18Mob] RRC CR (Ericsson) email discussion, i.e. 38.331_CR4705(Rel-18)_R2-240xxxx- Miscellaneous corrections on further mobility enhancements in NR-v019_Ericsson (Rapp)_Final.

5.3.5.8.2	Inability to comply with RRCReconfiguration
NOTE 00:	The UE behaviour specified in this clause does not apply to the following, and the UE ignores, i.e. does not take an action on and does not store, the fields that it does not support or does not comprehend:
-	The fields in ServingCellConfigCommon that are defined in Rel-16 and later.
-	The fields of searchSpaceMCCH and searchSpaceMTCH in PDCCH-ConfigCommon that are defined in Rel-17 and later.
The UE shall:
1>	if the UE is in (NG)EN-DC:
2>	if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB3;
3>	if the RRCReconfiguration message was received as part of ConditionalReconfiguration:
4>	continue using the configuration used prior to when the inability to comply with the RRCReconfiguration message was detected;
3>	else:
4>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	if MCG transmission is not suspended:
4>	initiate the SCG failure information procedure as specified in clause 5.7.3 to report SCG reconfiguration error, upon which the connection reconfiguration procedure ends;
3>	else:
4>	initiate the connection re-establishment procedure as specified in TS 36.331 [10], clause 5.3.7, upon which the connection reconfiguration procedure ends;
2>	else, if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB1;
3>	if the RRCReconfiguration message was received as part of ConditionalReconfiguration:
4>	continue using the configuration used prior to when the inability to comply with the RRCReconfiguration message was detected;
3>	else:
4>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	initiate the connection re-establishment procedure as specified in TS 36.331 [10], clause 5.3.7, upon which the connection reconfiguration procedure ends.
1>	else if RRCReconfiguration is received via NR (i.e., NR standalone, NE-DC, or NR-DC):
2>	if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB3;
NOTE 0:	This case does not apply in NE-DC.
3>	if the RRCReconfiguration message was received as part of ConditionalReconfiguration; or,
3>	if the RRCReconfiguration message was received as part of ltm-Config:
4>	continue using the configuration used prior to when the inability to comply with the RRCReconfiguration message was detected;
3>	else:
4>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	if MCG transmission is not suspended:
4>	initiate the SCG failure information procedure as specified in clause 5.7.3 to report SCG reconfiguration error, upon which the connection reconfiguration procedure ends;
3>	else:
4>	initiate the connection re-establishment procedure as specified in clause 5.3.7, upon which the connection reconfiguration procedure ends;
2>	else if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over the SRB1 or if the upper layers indicate that the nas-Container is invalid:
NOTE 0a:	The compliance also covers the SCG configuration carried within octet strings e.g. field mrdc-SecondaryCellGroupConfig. I.e. the failure behaviour defined also applies in case the UE cannot comply with the embedded SCG configuration or with the combination of (parts of) the MCG and SCG configurations.
NOTE 0b:	The compliance also covers the V2X sidelink configuration carried within an octet string, e.g. field sl-ConfigDedicatedEUTRA. I.e. the failure behaviour defined also applies in case the UE cannot comply with the embedded V2X sidelink configuration.
3>	if the RRCReconfiguration message was received as part of ConditionalReconfiguration; or,
3>	if the RRCReconfiguration message was received as part of ltm-Config:
4>	continue using the configuration used prior to when the inability to comply with the RRCReconfiguration message was detected;
3>	else:
4>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	if AS security has not been activated:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'other'
3>	else if AS security has been activated but SRB2 and at least one DRB or multicast MRB or, for IAB and NCR, SRB2, have not been setup:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure';
3>	else:
4>	initiate the connection re-establishment procedure as specified in 5.3.7, upon which the reconfiguration procedure ends;
1>	else if RRCReconfiguration is received via other RAT (Handover to NR failure):
2>	if the UE is unable to comply with any part of the configuration included in the RRCReconfiguration message or if the upper layers indicate that the nas-Container is invalid:
3>	perform the actions defined for this failure case as defined in the specifications applicable for the other RAT.
NOTE 1:	The UE may apply above failure handling also in case the RRCReconfiguration message causes a protocol error for which the generic error handling as defined in clause 10 specifies that the UE shall ignore the message.
NOTE 2:	If the UE is unable to comply with part of the configuration, it does not apply any part of the configuration, i.e. there is no partial success/failure.
NOTE 3:	It is up to UE implementation whether the compliance check for an RRCReconfiguration received as part of ConditionalReconfiguration is performed upon the reception of the message or upon CHO, CPA, CPC, and subsequent CPAC execution (when the message is required to be applied). For an RRCReconfiguration received as part of a subsequent CPAC configuration, a compliance check is done for each execution that requires a new security key.
NOTE 4:	It is up to UE implementation whether the compliance check for an RRCReconfiguration message received as part of an LTM-Config IE is performed upon the reception of the message or during an LTM cell switch procedure (when the message is required to be applied).


Annex A2
Below is a Text Proposal to TS 38.331, which is based on the final CR from the [Post125bis][510][R18Mob] RRC CR (Ericsson) email discussion, i.e. 38.331_CR4705(Rel-18)_R2-240xxxx- Miscellaneous corrections on further mobility enhancements in NR-v019_Ericsson (Rapp)_Final.

[bookmark: _Toc60776797][bookmark: _Toc162894118]5.3.5.13.4	Conditional reconfiguration evaluation
The UE shall:
1>	for each condReconfigId within the VarConditionalReconfig:
2>	if the RRCReconfiguration within condRRCReconfig includes the masterCellGroup including the reconfigurationWithSync:
3>	if the associated condExecutionCondPSCell is configured:
4>	consider the cell which has a physical cell identity matching the value indicated in the ServingCellConfigCommon included in the reconfigurationWithSync within the masterCellGroup in the received condRRCReconfig to be applicable cell; and
4> consider the cell which has a physical cell identity matching the value indicated in the ServingCellConfigCommon included in the reconfigurationWithSync within the secondaryCellGroup within the nr-SCG within the received condRRCReconfig to be applicable cell;
3>	else:
4>	consider the cell which has a physical cell identity matching the value indicated in the ServingCellConfigCommon included in the reconfigurationWithSync within the masterCellGroup in the received condRRCReconfig to be applicable cell;
2>	else if the RRCReconfiguration within condRRCReconfig includes the secondaryCellGroup including the reconfigurationWithSync:
3>	if the cell which has a physical cell identity matching the value indicated in the ServingCellConfigCommon included in the reconfigurationWithSync within the secondaryCellGroup within the received condRRCReconfig is not the PSCell:
4>	if subsequentCondReconfig is not included for the condReconfigId; or
4>	if subsequentCondReconfig is not included for the PSCell; or
4>	if subsequentCondReconfig is included infor the condReconfigIdcondConfigID that contains configuration for the PSCell and there is a subsequentCondReconfig for the PSCell with a matching condReconfigId value in condExecutionCondToAddModList:
5>	consider the cell to be applicable cell;
2>	if condExecutionCondSCG is configured and condExecutionCond is not configured:
3>	in the remainder of the procedure, consider each measId indicated in the condExecutionCondSCG as a measId in the VarMeasConfig associated with the SCG measConfig;
2>	if the condExecutionCondPSCell is configured:
3>	in the remainder of the procedure, consider each measId indicated in the condExecutionCondPSCell as a measId in the VarMeasConfig associated with the MCG measConfig;
2>	if condExecutionCond is configured and condExecutionCondSCG is not configured:
3>	if it is configured via SRB3 or configured within nr-SCG or within nr-SecondaryCellGroupConfig (specified in TS 36.331[10]) via SRB1:
4>	in the remainder of the procedure, consider each measId indicated in the condExecutionCond as a measId in the VarMeasConfig associated with the SCG measConfig;
3>	else:
4>	in the remainder of the procedure, consider each measId indicated in the condExecutionCond as a measId in the VarMeasConfig associated with the MCG measConfig;
[…following parts skipped…]
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Fukuoka, Japan, May 20th – 24th, 2024


Title:	[Draft] LS on combination of pre-configured list of SN security keys and separate SN security key configuration for UE configured with subsequent CPAC
Response to:	
Release:	Release 18
Work Item:	NR_Mob_enh2-Core

Source:	RAN2
To:	SA3
Cc:	RAN3

Contact Person:	
Name:	Cecilia Eklöf
E-mail Address:	cecilia.eklof@ericsson.com

Attachments: -


1. Overall Description:
RAN2 would like to inform SA3 that RAN2 has discussed security aspects related to scenarios where a UE that is configured with subsequent Conditional PSCell Addition or Change (CPAC), and an associated pre-configured list of SN security keys to one or more SNs, receives a configuration for a legacy (non-conditional) PSCell addition or change to one of those SNs.
In legacy PSCell addition or change, both the UE and the target SN receives a new SN security key configuration from the MN. However, if the UE has subsequent CPAC configurations for PSCell in that same SN, both the UE and the SN may already be pre-configured (by the MN) with a number of SN security key configurations for future connections between the UE and the SN. When a new connection, requiring a key change, is established between the UE and the SN, both the UE and the SN then uses the next SN security key configuration in the pre-configured list.
RAN2 has considered different solutions for how to handle the case that the UE then is configured with a legacy PSCell addition or change to an target SN for which there is a pre-configured list of SN security key configurations:
· The UE and the target SN uses the next available security key configuration in the pre-configured list of SN security key configurations for that SN.
· The MN provides the UE and the target SN with a new separate SN security key for the legacy PSCell addition or change. The UE and the target SN then uses this SN security key configuration before the next available SN security key configuration in the pre-configured list.
RAN2 would like to get feedback from SA3 on the different alternative solutions above.

2. Actions:
To SA3
ACTION: 	RAN2 respectfully asks SA3 to take the above information into account and to provide feedback on the different solutions.

3. Date of Next TSG-RAN2 Meetings:
3GPP RAN2#127 		19 August – 23 August 2024		Maastricht, Netherlands
3GPP RAN2#127-bis 		14 October– 18 October 2024	China (TBC)



Annex A4
Below is a Text Proposal to TS 38.331, which is based on the final CR from the [Post125bis][510][R18Mob] RRC CR (Ericsson) email discussion, i.e. 38.331_CR4705(Rel-18)_R2-240xxxx- Miscellaneous corrections on further mobility enhancements in NR-v019_Ericsson (Rapp)_Final.

[bookmark: _Toc60776761][bookmark: _Toc162894076]5.3.5.4	Secondary cell group release
The UE shall:
1>	as a result of SCG release triggered by E-UTRA (i.e. (NG)EN-DC case) or NR (i.e. NR-DC case):
2>	reset SCG MAC, if configured;
2>	for each RLC bearer that is part of the SCG configuration:
3>	perform RLC bearer release procedure as specified in 5.3.5.5.3;
2>	for each BH RLC channel that is part of the SCG configuration:
3>	perform BH RLC channel release procedure as specified in 5.3.5.5.10;
2>	release the SCG configuration;
2>	for each application layer measurement configuration that is part of the SCG configuration:
3>	forward the measConfigAppLayerId and inform upper layers about the release of the application layer measurement configuration;
3>	release the application layer measurement configuration including its fields in the UE variables VarAppLayerIdleConfig and VarAppLayerPLMN-ListConfig, if stored;
3>	discard any application layer measurement reports which were not yet fully submitted to lower layers for transmission;
3>	consider itself not to be configured to send application layer measurement reports for the measConfigAppLayerId;
2>	discard any application layer measurement reports which were configured to be reported via SRB5 and which were not yet fully submitted to lower layers for transmission;
2>	remove all the entries within the SCG VarConditionalReconfig, if any;
2>	if SCG release was triggered by NR (i.e. NR-DC case):
3>	remove all the entries in the condReconfigList within the MCG VarConditionalReconfig for which subsequentCondReconfig is not present and the RRCReconfiguration within condRRCReconfig does not include the masterCellGroup with reconfigurationWithSync, if any;
3>	remove the servingSecurityCellSetId within the VarServingSecurityCellSetID, if any;
3>	for each entry in the condReconfigList within the MCG VarConditionalReconfig for which subsequentCondReconfig is present:
4>	remove the condExecutionCondSCG, if stored;
2>	else (i.e. EN-DC case):
3>	perform VarConditionalReconfiguration CPC removal as specified in TS 36.331 [10] clause 5.3.5.9.7;
2>	stop timer T310 for the corresponding SpCell, if running;
2>	stop timer T312 for the corresponding SpCell, if running;
2>	stop timer T304 for the corresponding SpCell, if running.
NOTE:	Release of cell group means only release of the lower layer configuration of the cell group but the RadioBearerConfig may not be released.


