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[bookmark: _Ref35586532]1	Introduction
In RAN2#125bis, the following agreements were achieved.
Agreements
1. Legacy paging message for device will not be supported.  
2. Legacy paging occasion and legacy DRX for the device is not supported.  This doesn’t preclude solutions that address device monitoring (taking into account discussions from RAN1 as well).
3. RAN2 assumes that the device will not support tracking/RAN area update procedure.    
4. For the case of reaching single or group of devices, an identifier may be required to identify the device/group of devices in the trigger message.    FFS pending the details from SA2
In this contribution, the A-IoT paging functionality will be further discussed.
2	Discussion
2.1	 A-IoT paging procedure
Monitoring of the initial trigger message
In RAN2#125bis, it has been agreed that the legacy paging occasion and legacy DRX is not supported for device. But how the A-IoT device monitor the initial trigger message is still unclear.
Considering the energy of the A-IoT device is harvested from the environment, that there is no energy conservation requirement for A-IoT. So as long as the device has energy, it could monitor the initial trigger message. RAN2 could deprioritize the discussion on how to reduce energy consumption of A-IoT device.
Proposal 1: When the A-IoT device has energy, it’s able to detect the initial trigger message. RAN2 deprioritize the discussion on how to reduce energy consumption of A-IoT device.
Then, based on Proposal 1 the issue of how to guarantee the target device could receive the initial trigger message is equivalent to how to guarantee the target device has energy. This issue is depends on RAN1. For example, carrier wave can be used to provide energy for Type-1 and Type-2 devices with energy storage. In this situation, the A-IoT device can collect energy during the switching time before backscattering the response signal. We could wait for RAN1’s progress and come back to check whether any enhancement is needed by RAN2.
Proposal 2: How to guarantee the device not missing the initial trigger message depends on RAN1. RAN2 can come back to check whether any enhancement is needed when there is progress in RAN1.
UE behaviour upon detecting the initial trigger message
After detecting the initial trigger message, the device will determine whether the initial trigger message is for itself. For example, if a group ID is included in the initial trigger message, the device will determine whether its own device ID is matched with the group ID. If yes, the device will initiate random access procedure for the subsequent signalling/data transmission as illustrated in our contribution [1]. Otherwise, the device will do nothing.
Proposal 3: Upon detecting the initial trigger message, the device will trigger A-IoT random access procedure, if its own device ID is matched with the target identity in the initial trigger message, i.e., the device ID equals to the target identity for paging single device, or the device ID includes the target group ID for paging group of device.
2.2	 Content of the initial trigger message
Information for different service procedures (e.g., inventory, command)
Regardless of the identified procedures including inventory, inventory plus command and command only, the paging function is triggered firstly to reach the target device(s). Hence, the identity of device(s) is the basic information to be contained in the initial trigger message. Apart from the identity of device(s), whether any other information for different procedures needs to be contained in the initial trigger message will be discussed.
For the inventory service, based on a common understanding of SA1 [2] and SA2 [3], the device only need to response its device ID. Considering after device receives the initial trigger message, the device needs to response its device ID in the following procedure for NW verification. At the same time, the inventory procedure can be finished. Any other information to device for inventory is not needed.
Proposal 4: To reach the target device(s) for inventory, besides the identity info of device(s), no other information is needed to be contained in the initial trigger message.
For the command procedure and inventory and command procedure, we have a basic conception on that, refers to the procedures in our contribution [4]. The discussion includes whether the command can be contained in the initial trigger message and how the device response its device ID and data. From our perspective, the command can be contained in the initial trigger message for the command only procedure, and the command can be send separately after the initial trigger message for the inventory and command procedure. This issue will be discussed in “8.2.2 Stage 2/General aspects”. After this procedures are determined, we could further discuss whether any other indication needs to be contained the initial trigger message, e.g., if the command is not contained in the initial trigger message, whether an indication on command will be send later is needed.
Observation 1: For command only procedure and inventory and command procedure, whether other info requires to be contained in the initial trigger message needs to wait for the decision on stage 2 procedures.
Information for access occasion
In RAN2#125bis, the following agreements were reached.
1 RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2 Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
To support slotted-ALOHA, the reader needs to configure some parameters for device to determine the slot for raising access. For example, we could reuse the Q and N of RFID mechanism, but the detailed parameters and procedures for A-IoT random access are in scope of “8.2.5	A-IoT Random Access”. What we should discuss in scope of A-IoT paging functionality is whether the information for access occasion is contained in the initial trigger message. One option is to contain these related parameters in the initial trigger message, another option is to send these parameters separately right behind the initial trigger message. We have a little preference on the former option with the following reasons:
· The information for access occasion is necessary for device to finish the subsequence procedure of the paging triggered by inventory and command. From our perspective, for the paging procedure triggered by both services of inventory and command, the device needs trigger access to response the NW. For inventory, the device needs reply its device ID to the NW. For command, the device needs reply content for the “read” and reply ACK for the “write” or “deactivation”. Anyway the access will be triggered.
· [bookmark: _GoBack]Reduce the number of messages is benefit for the device complexity and could reduce the probability of failure. If the information for access occasion is sent behind the initial trigger message, the device needs to continue monitor the subsequence message, which is additional device behaviour compare with the former option. And there is a certain probability that the device loss the message containing information for access occasion, the inventory/command procedure will fail.
Observation 2: The information for access occasion is necessary for device to finish the subsequence procedure of the A-IoT paging. And merge the information for access occasion into the initial trigger message is benefit for the device complexity and could reduce the probability of failure.
Proposal 5: The information for access occasion, e.g. Q and N, is contained in the initial trigger message.
2.3	 Issue of device receive initial trigger message from multiple readers
Under the actual network deployment, it is possible that the device may be deployed at the overlap area of multiple readers. In this situation, the device may be paged by all these readers for the same service procedure. For example, a service is triggered by CN to inventory all the devices within a warehouse. The warehouse is covered by two gNBs, and both of these two gNBs receive the inventory service request from CN. Then these two gNBs send initial trigger message with the device identity set as “reach all devices”. The devices deploys at the overlap area of these two gNBs will receive the initial trigger message twice and response twice, which is undesirable.
Observation 3: In the real network deployment, device may be deployed at the overlapped area of multiple readers, so it may be paged by multiple readers for the same service and responds multiple times accordingly.
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]For this issue, we could discuss whether it is necessary to solve it by RAN2, i.e., let device realizes that these initial trigger messages are for the same service, the device just needs to response once. Or we leave this issue to the NW, i.e., the device responses to any received initial trigger message, and then the merger of the response from the same device is implemented by NW.
Proposal 6: Discuss whether to solve the issue of “when device is deployed at the overlap area of multiple readers, it may be paged by multiple readers for the same service and respond accordingly multiple times”.
3	Conclusion
In this contribution, paging functionality for A-IoT is discussed with giving corresponding observations and proposals:
Paging procedure:
Proposal 1: When the A-IoT device has energy, it’s able to detect the initial trigger message. RAN2 deprioritize the discussion on how to reduce energy consumption of A-IoT device.
Proposal 2: How to guarantee the device not missing the initial trigger message depends on RAN1. RAN2 can come back to check whether any enhancement is needed when there is progress in RAN1.
Proposal 3: Upon detecting the initial trigger message, the device will trigger A-IoT random access procedure, if its own device ID is matched with the target identity in the initial trigger message, i.e., the device ID equals to the target identity for paging single device, or the device ID includes the target group ID for paging group of device.
Content of the initial trigger message
Proposal 4: To reach the target device(s) for inventory, besides the identity info of device(s), no other information is needed to be contained in the initial trigger message.
Observation 1: For command only procedure and inventory and command procedure, whether other info requires to be contained in the initial trigger message needs to wait for the decision on stage 2 procedures.
Observation 2: The information for access occasion is necessary for device to finish the subsequence procedure of the A-IoT paging. And merge the information for access occasion into the initial trigger message is benefit for the device complexity and could reduce the probability of failure.
Proposal 5: The information for access occasion, e.g. Q and N, is contained in the initial trigger message.
Issue of device receive initial trigger message from multiple readers
Observation 3: In the real network deployment, device may be deployed at the overlapped area of multiple readers, so it may be paged by multiple readers for the same service and responds multiple times accordingly.
Proposal 6: Discuss whether to solve the issue of “when device is deployed at the overlap area of multiple readers, it may be paged by multiple readers for the same service and respond accordingly multiple times”.
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