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1. [bookmark: _Ref73829754]Introduction
[bookmark: Proposal_Pattern_Length]At RAN2#125bis, RAN2 discussed the random access for AIoT device, and made the following agreements:
Agreement
1 RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2 We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3 Random Access is triggered by the reader 
4 Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
5 Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
6 Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
7 For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   
In this contribution, we continue the discussion on open issues.
Discussion
0.1 Comparison and terminology
At RAN2#125bis meeting, RAN2 discussed the random access procedure for AIoT. Some companies proposed to introduce NR like 4 step RACH, 2 step RACH, contention based and contention free concept for AIoT random access procedure. To our understanding, the random access procedure defined in RFID is totally different from NR RACH design. In addition, RAN1 design also cannot support NR RACH procedure since they did not define CBRA preamble, PRACH resources, etc. For D2R, the preamble defined in RAN1 is only used for clock acquisition purpose. 


	Agreement
For D2R, a preamble preceding each PDRCH transmission is studied as the baseline at least for the D2R timing acquisition signal:
· Preamble is not part of PDRCH
· FFS: Other functionalities of the preamble


We show the procedure of RACH procedure defined in NR in figure 1 [8], and random access procedure defined in RFID [7] in figure 2. We can see the procedure is quite different between these two systems. 
[image: ] [image: ]
Figure 1: NR RACH							Figure 2: RFID RACH

The compassion details are provided in the following table 1 for NR 4 step RACH and RFID RACH and table 2 for NR 2 step RACH and RFID RACH:
Table 1: comparison between NR 4 step RACH and RFID RACH
	Step
	NR 4 step RACH
	RFID
	Difference

	Contention RA operation
	CBRA
	CFRA
	N/A
	1 Only with or without random access procedure in RFID. 
2 Contention free RACH concept is not applied for RFID.
Note: This comes from the fundamental difference in the objective of RACH for both systems. For NR, RACH is meant to achieve UL synchronisation. For RFID, there is no synchronisation, and RACH is only used to select a device among multiple ones.

	Step 0
	Event trigger, e.g. initial access, DL message triggered, e.g. handover, etc.
	DL message triggered, e.g. handover or PDCCH order triggered
	R2D message Query/Adjust/Rep triggered
	1 Only R2D message triggered random access procedure in RFID

	Step 1
	MSG 1: CBRA preamble
	MSG 1: Dedicated preamble
	16 bits Random number (RN)
	1 Random number (RN) used in RFID instead of preamble.
Note: Same as RAN1 design, preamble used in RFID is mainly for clock acquisition, and to be transmitted at the beginning of every message.
2 Random number selection
· NR: Preamble selected by UE or assigned by network. 
· RFID: random number selected by UE.

	Step 2
	MSG 2: Random access Response
	MSG 2: Random access Response (contention resolution)
	ACK (RN16)
(contention resolution)
	1 contention resolution in step 2 for both CFRA based 4 step RACH and RFID RACH. However, RN16 is contained in ACK for RFID. 

	Step 3
	MSG 3: transmission based on UL grant in RAR
	NA
	NA
	NA for RFID

	Step 4
	MSG 4: DL scheduling with same C-RNTI (contention resolution)
	NA
	NA
	NA for RFID

	Failure handling
	Go back to MSG1 transmission;
	Go back to MSG1 transmission;
	Change the state to arbitrate state (holding state), and wait for QueryRep command.
	1 RFID still needs to wait for the DL triggering message;



As defined in the NR, Msg1 or PRACH is the first uplink transmission from UE during initial access, which is utilized to achieve uplink synchronization. However it is not the case for RFID or AIoT devices, RAN1 has not introduced NR preamble, PRACH concept for AIoT, therefore it cannot work for AIoT. Further, due to the limitations of extremely low-cost A-IoT devices when maintaining timing for D2R transmissions, PRACH transmission in the first step of random access procedure as defined for NR is not essential for A-IoT system design. 
Summary for NR 4 step RACH:
· Based on the above analysis, the NR contention based 4 step RACH procedure is too complex compared to RFID procedure. The procedure of NR contention free based 4 step RACH looks similar to RFID from procedure perspective, but still too complex compared to RFID design and is not applied for AIoT due to synchronization requirements. 
· There is no additional benefit compared to RFID RACH procedure
Observation 1: the NR contention based 4 step RACH procedure is too complex compared to RFID procedure. The procedure of NR contention free based 4 step RACH looks similar to RFID from procedure perspective, but still too complex compared to RFID design without additional gain and it is not applied for AIoT due to synchronization requirements.
Table 2: comparison between NR 2 step RACH and RFID RACH
	Step
	NR 2 step RACH
	RFID
	Difference

	Contention RA operation
	CBRA
	CFRA
	N/A
	1 Only with or without random access procedure in RFID. 
2 Contention free RACH concept is not applied for RFID.

	Step 0
	Event trigger, e.g. initial access, DL message triggered, e.g. handover, etc.
	DL message triggered, e.g. handover 
	R2D message Query/Adjust/Rep triggered
	1 Only R2D message triggered random access procedure in RFID

	Step 1
	MSG A CBRA preamble with payload
	MSG A Dedicated preamble with payload
	16 bits RN
	1 Random number used in RFID instead of preamble.
Note: Same as RAN1 design, preamble used in RFID mainly for clock acquisition, and to be transmitted at the beginning of every message.
2 Random number selection
· NR: Preamble selected by UE or assigned by network. 
· RFID: random number selected by UE.

	Step 2
	MSG B: Random access Response (contention resolution)
PDCCH addressed to the C-RNTI if it is contained with MSGA
Contention Resolution ID if it is contained with MSGA
	MSG B: Random access Response (contention resolution)
	ACK (RN16)
(contention resolution)
	1 contention resolution in step 2 for both 2 step RACH and RFID RACH. RN16 is contained in ACK for RFID. 
2 Timing
· NR: RAR window; 
· RFID: min/max timing requirement for each R2D, D2R message (RAN1 is working on this) 

	Failure handling
	Go back to MSG3 based on fallback indication or MSGA transmission or switch to CBRA with 4 step RA type
	Go back to MSG3 based on fallback indication or MSGA transmission or switch to CBRA with 4 step RA type
	Change the state to arbitrate state (holding state), and wait for QueryRep command.
	1 RFID still needs to wait for the DL triggering message;



Summary for NR 2 step RACH:
· Similar to the analysis for NR 4 step RACH, the procedure of NR 2 step RACH procedure looks similar to RFID from procedure perspective, but still too complex compared to RFID design and is not applied for AIoT due to synchronization requirements. 
· There is no additional benefit compared to RFID RACH procedure
Observation 2: The procedure of NR 2 step RACH looks similar to RFID from procedure perspective, but still too complex compared to RFID design without additional gain and it is not applied for AIoT due to synchronization requirements.
Proposal 1: NR 4 step RACH and 2 step RACH are not applied for AIoT. 
Proposal 2:Use a RACH procedure that is more similar to the RFID based one as a baseline for AIoT. 
So far, 4 step RACH, 2 step RACH, contention based and contention free access were used during RAN2 discussion. All of them were introduced in cellular system and with special meaning. It will cause confusion which design we are referring to if these terminologies are reused. To avoid confusion, we suggest:
Proposal 3: If proposal 2 is agreed, to introduce terminology AIoT RACH and AIoT RACH MSG1, AIoT RACH MSG2 (to avoid confusions). I.e., Do not use 4 step RACH, 2 step RACH, contention based and contention free access concept in AIoT discussion. 



0.2 AIoT RACH procedure design
Based on RFID RACH, the RACH procedure for AIoT is illustrated in the figure 3 as below:


Figure 3: AIoT RACH procedure
In particular, the following steps may be included in AIoT RACH procedure:
· Step 0: reader may send an Inventory Request periodically to a group of A-IoT devices. The Inventory Request message may contain specific broadcast information, e.g., the backoff indication as defined for NR. Further, the reader may adjust the backoff indication in the following Inventory message, which may depend on the collision rate that is detected in the A-IoT system. 
· Step 1: According to the backoff indication, the group of A-IoT devices may randomly generate a backoff counter and perform random backoff for transmitting the first message to the reader. In this step, a contention resolution ID that is randomly generated from the A-IoT devices can be included in the first D2R message during the contention-based access procedure. 
Note-1: when an A-IoT device receives the Inventory message, it may decrement the counter by 1 for random backoff.
Note-2: the contention resolution ID used in RFID is 16 bits. The probability of collision defined in RFID is shown as below:
	Probability of simultaneously identical sequences: For a Tag population of up to 10,000 Tags, the probability that any two or more Tags simultaneously generate the same sequence of RN16s shall be less than 0.1%, regardless of when the Tags are energized.


Considering the density requirements described in the SID is “150 devices per 100 m2 for indoor scenarios” and the coverage requirement is “the maximum distance of 10 – 50 m for indoor”, the maximum number of devices in the coverage for indoor scenario should be around 376 devices to 11775 devices. Therefore if 16 bits RN is used, the worst collision probability should still be less than 0.1% which is similar to RFID.
Observation 3: 16 bits RN can achieve the similar performance as RFID for all scenarios defined in 3GPP.
· Step 2 (contention resolution): After correctly receiving the initial D2R message from A-IoT device, the reader would send the acknowledgement message that may include the decoded contention resolution ID. If the contention resolution ID is same as the one sent by the device in step 1, contention resolution is successful, and the device is allowed to send the additional message with data. Device sends “Device Response” with Device ID, Data, etc information back to Reader;
Proposal 4: For A-IoT RACH procedure, the following aspects can be considered:
· Step 0: R2D message “Inventory Request” is used to trigger the AIoT RACH procedure (sent by the Reader to the AIoT device(s)). Backoff indication is contained in “Inventory Request”.
· Step 1: AIoT devices randomly generate a backoff counter based on indicated backoff values for contention-based access. 16 bits Contention resolution ID which is carried in the initial D2R message “A-IoT RACH MSG 1” for AIoT RACH (sent by the AIoT device to the Reader).
· Step 2: Reader generates R2D message “A-IoT RACH MSG 2” for AIoT RACH Contention resolution, include Contention resolution ID. Reader sends this “A-IoT RACH MSG 2” to the AIoT device.
0.2.1 Trigger Repetition
As defined in RFID, AIoT devices can only send D2R message upon receiving the R2D request. RAN2 agreed the similar thing as 
1 Random Access is triggered by the reader 
 If a Reader wants to trigger the RACH procedure for multiple AIoT devices, the Reader has to send the R2D messages several times since every D2R message shall be triggered by R2D message, i.e. there is no device initiated D2R message. It is also related to D2R transmission timing described in [10], the device needs to know the timing to transmit the MSG1 based on R2D message.
	Proposal 8: An AIoT device can transmit D2R message as the response of R2D message in the period between two consecutive R2D messages within min/max of R2D response timing. The details on the exact timing design is defined by RAN1.


We illustrate it as described in figure 4. 
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Figure 4: AIoT RACH procedure for multiple AIoT devices
Proposal 5: To address a group of devices, Reader needs to send R2D message “Inventory request” multiple times.

0.2.2 Failure handling
[10] discussed how to handle the case if the AIoT device has no power to complete the required operation. “The simple way is that the network shall guarantee that there is enough time for AIoT device to get power, and an AIoT device shall always monitor the R2D message if it has enough energy to handle the operation. As described in [10], AIoT is an unsynchronized system, there is not SFN, etc timing. The AIoT device can only know the timing based on DL message e.g. our companion TDoc [10] explains  “Proposal 8: An AIoT device can transmit D2R message as the response of R2D message in the period between two consecutive R2D messages within min/max of R2D response timing, the exact timing refers to RAN1 timing design.”. Therefore if the error case happens, i.e. an AIoT device has no enough energy to complete the procedure, the DL message is the triggering for the AIOT device to know when to transmit the UL for the same session, i.e., the AIoT device should just skip the procedure and wait for the next round of operation.”. 
Proposal 6: AIoT device shall wait for the reader to trigger the next round of operation if it has no enough energy to complete the requested operation. 
For RACH related failure cases:
· Case 1 (contention resolution failure): Collison with other devices, and therefore the RN received in ACK is different from RN transmitted by the AIoT device;
· Case 2 (others): no response from the Reader in the period between two consecutive R2D messages within min/max of R2D response timing;
For these RACH related failure cases, same handling can be applied, i.e. the AIoT device should just skip the procedure and wait for the next round of operation .
Proposal 7. AIoT RACH Failure includes case (1) failure of contention resolution (i.e. a collison with other devices that leads the RN to receive a ACK with RN of a different AIoT device) or case (2) other failure scenarios (e.g., when AIoT device does not response from the Reader in the period between two consecutive R2D messages within min/max of R2D response timing).
Proposal 8: AIoT device shall wait for the reader to trigger the next round of operation upon AIoT RACH failure. 
1. Conclusion
Based on the discussion, we have following proposals:
Comparison and terminology
Observation 1: the NR contention based 4 step RACH procedure is too complex compared to RFID procedure. The procedure of NR contention free based 4 step RACH looks similar to RFID from procedure perspective, but still too complex compared to RFID design without additional gain and it is not applied for AIoT due to synchronization requirements.
Observation 2: The procedure of NR 2 step RACH looks similar to RFID from procedure perspective, but still too complex compared to RFID design without additional gain and it is not applied for AIoT due to synchronization requirements.
Proposal 1: NR 4 step RACH and 2 step RACH are not applied for AIoT. 
Proposal 2: Use a RACH procedure that is more similar to RFID based as a baseline for AIoT. 
Proposal 3: If proposal 2 is agreed, to introduce terminology AIoT RACH and AIoT RACH MSG1, AIoT RACH MSG2 (to avoid confusions). I.e., Do not use 4 step RACH, 2 step RACH, contention based and contention free access concept in AIoT discussion. 

AIoT RACH procedure design
Observation 3: 16 bits RN can achieve the similar performance as RFID for all scenarios defined in 3GPP.
Proposal 4: For A-IoT RACH procedure, the following aspects can be considered:
· Step 0: R2D message “Inventory Request” is used to trigger the AIoT RACH procedure (sent by the Reader to the AIoT device(s)). Backoff indication is contained in “Inventory Request”.
· Step 1: AIoT devices randomly generate a backoff counter based on indicated backoff values for contention-based access. 16 bits Contention resolution ID which is carried in the initial D2R message “A-IoT RACH MSG 1” for AIoT RACH (sent by the AIoT device to the Reader).
· Step 2: Reader generates R2D message “A-IoT RACH MSG 2” for AIoT RACH Contention resolution, include Contention resolution ID. Reader sends this “A-IoT RACH MSG 2” to the AIoT device.

AIoT RACH procedure for a group of devices
Proposal 5: To address a group of devices, Reader needs to send R2D message “Inventory request” multiple times.

Failure handling
Proposal 6: AIoT device shall wait for the reader to trigger the next round of operation if it has no enough energy to complete the requested operation. 
Proposal 7. AIoT RACH Failure includes case (1) failure of contention resolution (i.e. a collison with other devices that leads the RN to receive a ACK with RN of a different AIoT device) or case (2) other failure scenarios (e.g., when AIoT device does not response from the Reader in the period between two consecutive R2D messages within min/max of R2D response timing).
Proposal 8: AIoT device shall wait for the reader to trigger the next round of operation upon AIoT RACH failure. 
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Figure E-1: Example of Tag inventory and access
INTERROGATOR TAG

Interrogator issues a Query,
QueryAdjust, or QueryRep

Two possible outcomes (assume #1):
2] 1) Slot = 0: Tag responds with RN16
2) Slot <> 0: No reply

Interrogator acknowledges
Tag by issuing ACK with
same RN16

Two possible outcomes (assume #1):

2] 1) Valid RN16: Tag responds with {PC/XPC, EPC}
2) Invalid RN16: No reply

Interrogator issues Req_RN
containing same RN16

Two possible outcomes (assume #1):
6] 1) Valid RN16: Tag responds with {handle}
2) Invalid RN16: No reply

Interrogator accesses Tag.
Each access command uses
handle as a parameter

Tag verifies handle. See Table C.30
8] for a Tag’s reply to a command with

NOTES: an incorrect handle.
-- CRC-16 not shown in transitions

-- See command/reply tables for command details
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