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1. [bookmark: _Ref73829754]Introduction
[bookmark: Proposal_Pattern_Length]At RAN2#125bis, RAN2 made following agreements:
Agreements
1. Legacy paging message for device will not be supported.  
2. Legacy paging occasion and legacy DRX for the device is not supported.  This doesn’t preclude solutions that address device monitoring (taking into account discussions from RAN1 as well).
3. RAN2 assumes that the device will not support tracking/RAN area update procedure.    
4. For the case of reaching single or group of devices, an identifier may be required to identify the device/group of devices in the trigger message.    FFS pending the details from SA2

In this contribution, we continue the discussion on FFS points for the initial message used to trigger.
Discussion
0.1 The content of Initial trigger message 
2.1.1 Initial trigger message for Inventory procedure
The purpose of the Inventory procedure is to discover and acquire the identifier of a single or group of AIoT devices by a Reader as explained in our RAN2#125bis companion TDoc [6],.


[bookmark: _Ref163077392]Figure 1. Inventory procedure for multiple devices

Therefore the Reader shall send the Inventory request to devices when receiving the Inventory operation request from CN, i.e. the initiate trigger message for Inventory procedure is Inventory request. 
Proposal 1: The initial trigger message for Inventory procedure is Inventory request (which is sent by the Reader to the AIoT device(s)).
The inventory request is used to request an AIoT device or a group of AIoT devices or all AoT devices to provide the ID, therefore following information should be needed:
· Selection criteria: Used to indicate which AIoT Device(s) should reply to the inventory request. It may consist of Device ID, Device ID with mask or particular address and the corresponding data stored in A-IoT device’s memory which can be detected by the A-IoT device. It may indicate a particular device or a group of devices.
· Control info: scheduling information to indicate the frequency/time resource for the AIoT device to respond.
· Random access control info (if RACH is needed): Counter or Backoff indication to distribute AIoT devices in different slots to trigger the RACH procedure.

Proposal 2: The Inventory request of proposal 1 may include selection criteria, control info and Random-access control info.
2.1.2 Initial trigger message for Command procedure
For Command procedure, depending on SA2 design, the Reader may need to trigger Inventory procedure first in order to know which UE is under the range of the Reader, and then send the Command accordingly. 


Figure 2. Command procedure for multiple devices

For Command procedure, the Reader may send the Inventory request to devices when receiving the Command operation request from CN, i.e. the initiate trigger message for Command procedure could be Inventory request or Command. 
Proposal 3: The initial trigger message for Command procedure could be Inventory request or Command (which is sent by the Reader to the AIoT device(s)).
For Command Request message itself, following information may be needed:
· ID: to identify the AIoT device
· Operation Info: Read, Write (including data to be written), etc.
· Control info: scheduling information to indicate the frequency/time resource for the AIoT device to response.
However some of information may be transparent to Reader if it is unrelated to AS layer, e.g. operation. 
Proposal 4: The Command request of proposal 3 should include ID, Operation info and control info. FFS on which information should be captured in AS layer and upper layer.
Based on the above analysis, we do not see the need to introduce AIoT Paging concept. We can use message name, e.g. Inventory Request, Command Request to discuss the initial trigger message.
Proposal 5: Use the message name, Inventory Request, Command Request instead of AioT Paging when discussing the initial trigger message to avoid confusions.

0.2 Visibility of AIoT information in RAN 
RAN2 discussed what information should be visible in RAN, but no conclusion on this. 
FFS about the level of visibility required by the reader and what information is necessary for AS layer operations.  
To our understanding, the principle should be that the information shall be visible to RAN if the operation in RAN is different. We list some information as following:
· Multiple devices or single device: Random access is needed if multiple devices are targeted, but random access is not needed if only single device is requested;
· Device ID/Criteria: RAN needs to know the device ID/criteria, otherwise RAN has no idea to which Device the message shall be sent;
Proposal 6: To enable the procedure for multiple devices and single device, the Reader needs to know whether the procedure is for multiple devices or single device, and corresponding Device ID/Criteria. 

2.3 Timing related aspects
In last meeting, RAN2#125bis TDocs [7] [8] discussed the boundaries for AIoT device to send the response. To our understanding, there are two issues:
· Issue 1: when should the AIoT device monitor the R2D message?
· Issue 2: when should the AIoT device to transmit the response message?

2.3.1 When should the AIoT device monitor the R2D message
RAN2 has agreed that 
Legacy paging occasion and legacy DRX for the device is not supported.  This doesn’t preclude solutions that address device monitoring (taking into account discussions from RAN1 as well).
[bookmark: _Hlk162624946]As defined in TS22.369:
	Energy harvesting. An Ambient IoT device is an IoT device powered by energy harvesting, being either battery-less or with limited energy storage capability (e.g. using a capacitor). Energy is provided through harvesting of radio waves, light, motion, heat, or any other suitable power source. Energy harvesting can be continuous or incidental (e.g. based on the vibration that a vibration sensor has to report). It cannot be assumed that Ambient IoT devices always have enough power to initiate or receive communication.
Communication characteristics. Ambient IoT devices can have a variety of communication characteristics, different from other IoT devices, based on how the Ambient IoT devices are powered by energy harvesting and whether / how the harvested energy can be stored. Ambient IoT devices will only be able to communicate when they have enough power. This can be an issue, especially when communication is initiated towards the Ambient IoT device, while it is not known whether the Ambient IoT device has enough power to receive this communication. For communications initiated by the Ambient IoT device, the Ambient IoT device cannot transmit data until it has harvested / stored enough energy. Some Ambient IoT devices can be powered on demand when they need to communicate. Additionally, some Ambient IoT devices will be able to communicate on a regular basis and have communication characteristics similar to regular IoT devices.



AIoT device can get power based on energy harvesting, as the reasonable implementation, Reader or other network entities shall transmit radio wave to help AIoT device for energy harvesting. The simple way is that the network guarantees that there is enough time for AIoT device to get power, and an AIoT device shall always monitor the R2D message if it has enough energy to handle the operation. If the error case happens, i.e. an AIoT device has not enough energy to complete the procedure, the AIoT device should be allowed to skip the procedure and wait for the next round of operation. Therefore we do not see the need to introduce additional solution to control when an AIoT device should monitor or not monitor the R2D message.
Proposal 7: AIoT device shall monitor the R2D message if it has enough energy to handle the operation. I.e., AIoT device should be allowed to skip the procedure and wait for the next round of operation when it does not have enough energy to complete the procedure.
2.3.3 When should the AIoT device respond the R2D message?
At the RAN1#116 meeting, the following terminologies are agreed for A-IoT for studying processing time aspects. 
	R1-2401789	FL summary #2 on frame structure and timing aspects for Rel-19 Ambient IoT	Moderator (vivo)

Agreement
For further discussion, the following terminologies are used for A-IoT for studying processing time aspects:
· TR2D_min: Minimum Time between a R2D transmission and the corresponding D2R transmission following it. 
· TD2R_min: Minimum Time between a D2R transmission and the corresponding R2D transmission following it.
· TR2D_R2D_min: Minimum Time between two different consecutive R2D transmissions to the same A-IoT device. 
· TD2R_D2R_min: Minimum Time between two different consecutive D2R transmissions from the same A-IoT device.
· The study should consider at least following aspects 
· Implementation restrictions for the existing BS/UE
· [Processing time is common or different for different A-IoT devices]
· [Processing time for different traffic types/command types (e.g. DT or DO-DTT) and/or different use case (e.g., Inventory or Command)] 
· FFS other timing aspects 



Figure 3 illustrates the minimum time for various cases for R2D and D2R transmissions for A-IoT operations. 
· TR2D_min: Minimum Time between a R2D transmission and the corresponding D2R transmission following it. 
· TD2R_min: Minimum Time between a D2R transmission and the corresponding R2D transmission following it.
· TR2D_R2D_min: Minimum Time between two different consecutive R2D transmissions to the same A-IoT device. 
· TD2R_D2R_min: Minimum Time between two different consecutive D2R transmissions from the same A-IoT device.
[image: A diagram of a computer system

Description automatically generated]
[bookmark: _Ref160643541]Figure 3. Minimum time for various cases for A-IoT operations
Some companies in RAN1 also proposed to introduce the max timing between a R2D transmission and the corresponding D2R transmission following it.
Based on these timing, we can see that:
· The transmission of D2R is always triggered by R2D message, and the AIoT device shall respond based on TR2D_min, and may be TR2D_max (depends on RAN1 discussion).
· The Reader can transmit next R2D message take into account of TD2R_min, TR2D_R2D_min and TD2R_D2R_min.
From RAN2 perspective, the key information is the definition, i.e. the period between two R2D messages is the timing for device to transmit D2R, and the exact timing can refer to RAN1 agreements.
Proposal 8: An AIoT device can transmit D2R message as the response of R2D message in the period between two consecutive R2D messages within min/max of R2D response timing. The details on the exact timing design are defined by RAN1.
1. Conclusion
Based on the discussion, we have following proposals and observations:
The content of initial trigger message:
[bookmark: _Ref434066290]Proposal 1: The initial trigger message for Inventory procedure is Inventory request (which is sent by the Reader to the AIoT device(s)).
Proposal 2: The Inventory request of proposal 1 may include selection criteria, control info and Random-access control info.
Proposal 3: The initial trigger message for Command procedure could be Inventory request or Command (which is sent by the Reader to the AIoT device(s)).
Proposal 4: The Command request of proposal 3 should include ID, Operation info and control info. FFS on which information should be captured in AS layer and upper layer.
Proposal 5: Use the message name, Inventory Request, Command Request instead of AIoT Paging when discussing the initial trigger message to avoid confusions.

Visibility of AIoT information in RAN:
Proposal 6: To enable the procedure for multiple devices and single device, the Reader needs to know whether the procedure is for multiple devices or single device, and corresponding Device ID/Criteria. 

When should the AIoT device monitor the R2D message:
Proposal 7: AIoT device shall monitor the R2D message if it has enough energy to handle the operation. I.e., AIoT device should be allowed to skip the procedure and wait for the next round of operation when it does not have enough energy to complete the procedure.

When should the AIoT device respond the R2D message:
Proposal 8: An AIoT device can transmit D2R message as the response of R2D message in the period between two consecutive R2D messages within min/max of R2D response timing. The details on the exact timing design are defined by RAN1.
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