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2
Classification of the Work Item and linked work items

2.1
Primary classification

	
	Study 

	
	Normative – Stage 1

	X
	Normative – Stage 2

	
	Normative – Stage 3

	
	Normative – Other*


2.2
Parent Work Item 

	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	FS_eNA_SEC_PH3 
	SA3
	950021
	Study on security aspects of enablers for Network Automation for 5G – phase 3


2.3
Other related Work Items and dependencies

	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	940073
	Study on Enablers for Network Automation for 5G - phase 3
	Rel-18 SA2 study on eNA-phase 3


3
Justification
The study on security aspects of the eNA has captured the results in the TR 33.738. The study has investigated 6 key issues for the security of enablers for Network Automation (eNA) for the 5G phase 3, and proposed 21 solutions for the security protection. The study has concluded in specifying normative work for key issue #1, #2 and #3 and a work item is needed to specify the security protection mechanisms for eNA phase 3.  

4
Objective
The main objective of the work item is to produce normative specification based on the conclusions identified in TR 33.738 (clause 7).  More specifically, the following objectives are expected to be specified as a result of this work item:
-
Protection of data and analytics exchange in roaming case

-
Security for AI/ML model storage and sharing
-             Authorization of selection of participant NWDAF instances in the Federated Learning group 
5
Expected Output and Time scale

	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	TS 33.501
	Revise Annex X with Rel-18 updates
	TSG#101
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Work item Rapporteur(s)

Chang Liu, China Mobile, liuchangyjy@chinamobile.com
7
Work item leadership

SA3

8
Aspects that involve other WGs

SA2 for architectural aspects 

Potential impact to the CT-WGs on the stage-3 work
9
Supporting Individual Members

	Supporting IM name

	China Mobile

	ZTE

	Ericsson

	Apple

	China Unicom

	Huawei

	Hisilicon

	CAICT

	China Telecom

	Xiaomi

	Cablelabs

	Lenovo

	Nokia

	Nokia Shanghai Bell

	CATT

	Samsung

	InterDigital


