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Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a … 
	
	Feature

	
	Building Block

	
	Work Task

	X
	Study Item


2.2
Parent and child Work Items 
	Parent and child Work Items 

	Unique ID
	Title
	Nature of relationship

	
	
	


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship
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Justification

Automation in vertical domains was identified by SA1 as important topic for 5G (see TR 22.891). Many vertical domain use cases fall under the topic of critical communication (see TR 22.862). Some vertical requirements are already part of TS 22.261 (see section 7.2 in V1.1.0). 
However, besides the already specified latency, jitter, reliability, and data rate, other general vertical requirements need to be mapped onto service requirements for users in 5G systems and EPS, for instance the need for a network monitoring interface. 
Also, there are at least two mobility use cases that are not covered in TS 22.261, only partially in TR 22.889 (FRMCS), nor in TR 22.886 (eV2X): automated guided vehicles and rail-based mass transit (subways and suburban rail). 

Furthermore, the vertical domains have their own security standards and pertinent implementations (e.g., IEC 62443 – Network and system security and IEC 62351 – security for electricity distribution systems) as well as regulations (e.g. NERC CIP).
SA1 needs to understand the implications of the related vertical requirements and standards for the 3GPP  system.
4
Objective

· Identify stage 1 potential requirements based on existing work in IEC on dependable communication (e.g. IEC 61907) as used, for instance, in industrial automation.
· Identify stage 1 potential requirements resulting from common usage of the network, for instance assurance of network operation (SLA) to the user through network monitoring.
· New use cases (including e.g. rail-based mass transit, industrial automation), also based on input from relevant vertical interest organisation (e.g. UITP, CCBG, ZVEI, CENELEC)
· Note: this study will only address use cases that are not already covered in TR 22.889.
· Identify stage 1 potential security requirements based on work already done, e.g. IEC 62443, NERC CIP, and IEC 62351.
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Proposed Spec no. or series
	Type (see note 1) 
	Rapporteur(s)
(see note 2)
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	22.XYZ
	Internal TR
	Walewski, Joachim, Siemens AG, joachim.walewski@siemens.com 
	3GPPSA#77
	3GPPSA#78
	


Note 1:
Only TSs may contain normative provisions. Study Items shall create or impact only TRs.
"Internal TR" is intended for 3GPP internal use only whereas "External TR" may be transposed by OPs.

Note 2:
The first listed Rapporteur is the specification primary Rapporteur. Secondary Rapporteur(s) are possible for particular aspect(s) of the TS/TR. In this case, their responsibility has to be provided as "Remarks".
	Impacted existing TS/TR 

	TS/TR No.
	Description of change 
	Target completion plenary#
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Work item Rapporteur(s)
Walewski, Joachim, Siemens AG, joachim.walewski@siemens.com
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Work item leadership

SA1 
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Aspects that involve other WGs
Security aspects may be studied by SA3.
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