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Decision/action requested

No actions required. This is only for information.
2
Meeting information
Scope: 
Date and time: The 21st of October 15:00 CEST to 17:00 CEST
Chair: 
Participants: 
3
Agenda and notes
	Discussion item
	Notes

	Opening
	Meeting opened at 15:00 CEST. 

	Issue 1: whether UP based solution can co-exist with the CP based solution

	Rapporteur: There are three options on the table:

· Option 1: CP only

· Option2: CP only, leave UP based solution to R-18

· Option3: UP based solution co-exists with the CP based solution



	Issue 2:details for CP based solution
	

	2.1 key generator 
	Rapporteur:  There are three options on the table:
· Option 1: MBSF
· Option 2: MBSTF

· Option 3: Other entities


	2.2 key hirachy
	Rapporteur: There are three options on the table:
· Option 1: MTK only
· Option 2: MTK&MSK, MSKs ars used to protect MTKs 

· Option 3: Other proposals


	2.3 call flow
	Rapporteur:

From MB-SMF to UE side, the keys are distributed in the UE joining procedure.

From Key generator (eg. MBSF) to MB-SMF, there are two options
· Option 1: in the UE joining procedure, MB-SMF request keys to Key generator if the keys are not available (eg. the first UE joining the multicast group);
· Option 2: in the initial MBS session configuration, key generator configures the keys to MB-SMF
· Option 3: Other proposals


	Issue 3: prevention of unauthorized operations on MBS sessions
	Rapporteur: There are three options on the table:
· Option 1: the issue does not exist; 
· Option 2: the issue exists, but left for implementation
· Option 3: the issue exists, the solution is needed


	Other issues
	Rapporteur: discuss other issues if time limited

	Closing
	Action points:
Meeting closed at 17:00 CEST


