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3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
DAA application policy: The configuration provided to the UAS application specific client by a UAS application specific server for handling of detect and avoid.
DAA assist capability: The functionality for the UAE layer to assist the UAV application specific layer with handling of detect and avoid during flight.
LDGS capability: A UAE client with LDGS capability offers the ground based DAA support for the UAVs in the monitoring range of the LDGS. The Local DAA Ground-Station (LDGS) can be operated by a USS and can serve one or more USSes.
Multi-USS capability: The functionality for the UAE layer to assist at change of USS during flight.
NOTE:	A UAV with Multi-USS capability can be controlled by more than one USS during a flight, but at any given time, the UAV is under the control of only one USS.
Multi-USS policy: The configuration provided by a UAS application specific server to assist at change of USS.
Remote Identification (Remote ID) of UAS: The ability of a UAS to provide identification and tracking information that can be received by other parties, to facilitate advanced operations for the UAS (such as Beyond Visual Line of Sight operations as well as operations over people), assist regulatory agencies, air traffic management agencies, law enforcement, and security agencies when a UAS appears to be flying in an unsafe manner or where the UAS is not allowed to fly.
UAS Service Supplier (USS): An entity that provides services to support the safe and efficient use of airspace by providing services to the operator / pilot of a UAS in meeting UTM operational requirements. A USS can provide any subset of functionality to meet the provider’s business objectives (e.g., UTM, Remote Identification). In the scope of this specification, the term USS refers to both USS and USS/UTM.
UAV: The Uncrewed Aerial Vehicle (also called remotely piloted aircraft or drone) of a UAS.
For the purposes of the present document, the following terms given in 3GPP TS 22.125 [2] apply
Command and Control (C2) Communication
Uncrewed Aerial System (UAS)
Uncrewed Aerial System Traffic Management (UTM)
UAV controller
For the purposes of the present document, the following terms given in clause 4.2 of 3GPP TS 22.125 [2] apply
Direct C2 Communication
Network-Assisted C2 communication
UTM-Navigated C2 communication

* * * Next Change * * * *
3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
BVLOS	Beyond Visual Line Of Sight
C2	Command and Control
CAPIF	Common API Framework for northbound APIs
DAA	Detect And Avoid
LDGS	Local DAA Ground Station
QoS	Quality of Service
SEAL	Service Enabler Architecture Layer
UAE	UAS Application Enabler
UAS	Uncrewed Aerial System
UAV	Uncrewed Aerial Vehicle
UAV-C	Uncrewed Aerial Vehicle-Controller
USS	UAS Service Supplier
[bookmark: clause4]UTM	UAS Traffic Management

* * * Next Change * * * *
7.1a.3.1	Registration request
Table 7.1a.3.1-1 describes the information flow for a UAE client to register with the UAE server.
Table 7.1a.3.1-1: Registration request
	Information element
	Status
	Description

	UAV ID
	M
	The identifier of the UAV/UAV-C/LDGS (e.g., 3GPP UE ID or CAA level UAV ID) which initiates the registration request.

	UAS UE information
	O
	UAS UE information like IP address, Multi-USS capability, DAA assist capability, Dual Network-Assisted C2 communication link capability, real time flight path monitoring assistance capability, LDGS capability, etc.

	Proposed registration lifetime (NOTE)
	O
	Proposed registration lifetime.

	NOTE:	If Proposed registration lifetime IE is not included, then the registration lifetime is valid until explicit deregistration is performed.
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7.1a.3.5	Registration update request
Table 7.1a.3.5-1 describes the information flow for a UAE client to update registration with the UAE server.
Table 7.1a.3.5-1: Registration update request
	Information element
	Status
	Description

	UAV ID
	M
	The identifier of the UAV/UAV-C/LDGS (e.g., 3GPP UE ID or CAA level UAV ID) which initiates the registration request

	UAS UE information
	M
	UAS UE information like IP address, Multi-USS capability, DAA assist capability, Dual Network-Assisted C2 communication link capability, real time flight path monitoring assistance capability, LDGS capability, etc.

	Proposed registration lifetime
	O
	Proposed registration lifetime.
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[bookmark: _Toc138277484]7.7.1	General
This feature enables the UAS application enablement services for assisting the UAS application with DAA handling. In particular, the UAE layer provides support for the following operations:
-	Support of the registration of the UAE clients DAA assistance capability and, if supported, the LDGS capability to the UAE server as described in clause 7.1a.
-	Support the distribution of the DAA application policy from the UAS application specific server to the UAE server and the UAE client, as described in clause 7.7.2.1.
-	Support the UAS application with DAA, as described in clause 7.7.2.2.
NOTE:	The Detect and Avoid operations are out of scope of the present specification.
[bookmark: _Toc138277487]* * * Next Change * * * *
7.7.2.1.1	Management of DAA support configuration
Figure 7.7.2.1.1-1 illustrates the DAA support management procedure where the UAE server receives an application request for managing the DAA application policy from the UAS application specific server.
Pre-condition:
1.	The UAV has received its UAS ID from the UAS application specific server.
2.	The UAV has performed the UAS UE registration procedure.


Figure 7.7.2.1.1-1: DAA support management procedure
1.	The UAS application specific server sends to the UAE server a DAA support management request. The request includes the UAV (UAE client) identifier and the DAA application policy. If the procedure is for LDGS assisted DAA, then the request may include a list of UAE client identifiers (LDGS IDs) and/or geographical area so UAE server may select the relevant UAE client(s). The DAA application policy includes parameters for the control of LGDS assisted DAA.
2.	The UAE server shall send to the UAS application specific server a DAA support management response with a positive or negative acknowledgement of the request.
3.	The UAE server shall timestamp and store the DAA application policy and execute the DAA configuration according to clause 7.7.2.1.2.
4.	After execution of DAA configuration, the UAE server shall send a DAA support management complete to the UAS application specific server.
[bookmark: _Toc138277488]
* * * Next Change * * * *
7.7.2.1.2	DAA support configuration procedure
Figure 7.7.2.1.2-1 illustrates the DAA support configuration procedure. This procedure enables the configuration of the UAE client, based on a request from UAS application specific server to configure the DAA application policy to the UAE client.
Pre-conditions:
1.	The UAS UEs are connected to 5GS and authenticated and authorized by UAS application specific server as specified in clause 5.2 of 3GPP TS 23.256 [4].
2.	UAE server has established a UAE session with the respective UAE clients as the UAE clients are successfully registered to the UAE server.
3.	UAE server has performed the DAA support management procedure according to clause 7.7.2.1.1.



Figure 7.7.2.1.2-1: DAA support configuration procedure
1.	The UAE server shall send a DAA support configuration request to the UAE client. The UAE client receives a DAA support configuration request from the UAE server that includes the DAA application policy. If the UAE client has LDGS capability, and the procedure is for LDGS assisted DAA, then the DAA application policy includes parameters for the control of LGDS assisted DAA.
NOTE:	The UAE client can serve multiple USSes, hence, the UAE client receives configuration information pertaining to each USS.
2.	The UAE client shall store or remove the DAA application policy as per the information received in step 1. The DAA application policy is forwarded to the UAS application.
3.	The UAE client shall send a DAA support configuration response to the UAE server.

* * * Next Change * * * *
[bookmark: _Toc138277490]7.7.2.2.1	DAA support involving UAVs with U2X support
Figure 7.7.2.2.1-1 illustrates the procedure with DAA support involving UAVs with U2X support. If the UAE client has LDGS capabilities, the UAE client provides ground based DAA assistance for the target UAVs in its monitoring range.
Pre-conditions:
1.	UAE server has provided the DAA application policy to the UAE client.
2	The UAE client can communicate with the target UAVs using U2X communication.




Figure 7.7.2.2.1-1: DAA support involving UAVs with U2X support
1.	The UAE layer has, e.g. based on information provided by the U2X layer, detected UAVs in proximity, see 3GPP TS 23.256 [4] clause 5.6. The UAV UAE client informs its own UAS application specific server about the detected collision. If the UAE client has LDGS capability, and the procedure is for LDGS assisted DAA, then based on the configuration/policy received from the USSes (e.g., DAA triggering thresholds), the LDGS assists with deconfliction by detecting possible collisions.
2.	The UAE client shall send a DAA client event information to the UAE server with information about one or more UAVs in proximity as detected or about a LDGS collision detection performed in step 1.
3.	The UAE server shall record the DAA client event information with current timestamp. UAE server shall request UAE client location information from the SEAL location services. The UAE server shall record the received location information with current timestamp. The UAE server shall send the DAA client event information to the UAS application specific server.
4.	The UAS application specific server provides a DAA client event information acknowledge to the UAE server. The UAS application specific server may include more information in the acknowledgement (e.g., other UAVs detected information by UAS application layer mechanisms, alternative flight path). If the event information indicates LDGS deconfliction assistance, the UAS application specific server sends DAA flightpath update to the LDGS.
5.	The UAE server shall send a DAA client event information acknowledge to the UAE client, and the UAE client shall provide the application layer (i.e. UAS client) with the consolidated information from the UAS application specific server. If the UAE client has LDGS capability, and the procedure is for LDGS assisted DAA, then the LDGS assists with deconfliction by sending the flight path information to respective target UAVs using U2X connectivity.
[bookmark: _Toc138277491]
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7.7.3.1	DAA support management request
Table 7.7.3.1-1 describes the information flow DAA support management request from the UAS application specific server to the UAE server.
Table 7.7.3.1-1: DAA support management request
	Information element
	Status
	Description

	UASS ID
	M 
	Identity of the UAS application specific server which requests the DAA management. This ID can be the USS identifier, when the UAS application specific server is the USS.

	UAS ID
	M
	The identification of the UAS (UAV or LDGS) for which the DAA support management request applies. This could be in form of identifier for the UAS, e.g., group ID; or collection of individual identifiers for the UAV and UAV-C, e.g. CAA level UAV ID, GPSI

	List of UAS ID
	O
	A list of UAS identification information, e.g. CAA level UAV ID, of the UAVs that are identified as target UAVs, is included when UAE client has LDGS capability.

	Geographical area
	O
	The area where the DAA client configuration applies to locate relevant LDGS capable UAE clients. This can be geographical area, or topological area.

	The DAA application policy
	O
	The DAA application policy.

	>DAA triggering thresholds
	O
	Indicate threshold for DAA, that determine when an LDGS may trigger detect and/or resolution of flightpath conflict.

	>Time validity 
	O
	Time validity where the DAA client configuration applies for an LDGS capable UAE client.

	> Reporting frequency
	O
	Indication on how often the LDGS collect target UAVs information and how often UAS application specific server would like to be reported. This can be event based and / or time based.




* * * Next Change * * * *
[bookmark: _Toc138277496]7.7.3.4	DAA support configuration request
Table 7.7.3.4-1 describes the information flow DAA support configuration request from the UAE server to the UAE client.
Table 7.7.3.4-1 : DAA support configuration request
	Information element
	Status
	Description

	UAS ID
	M
	The identification of the UAS (UAV or LDGS) for which the DAA management request applies. This could be in form of identifier for the UAS, e.g. group ID; or collection of individual identifiers for the UAV and UAV-C, e.g. CAA level UAV ID, GPSI

	List of UAS ID
	O
	A list of UAS identification information, e.g. CAA level UAV ID, of the UAVs that are identified as target UAVs, is included when UAE client has LDGS capability.

	The DAA application policy
	O
	The DAA application policy.

	>DAA triggering thresholds
	O
	Indicate threshold for DAA, that determine when an LDGS may trigger detect and/or resolution of flightpath conflict.

	>Time validity 
	O
	Time validity where the DAA client configuration applies for an LDGS capable UAE client.

	> Reporting frequency
	O
	Indication on how often the LDGS collect target UAVs information and how often UAS application specific server would like to be reported. This can be event based and / or time based.



[bookmark: _Toc138277498]
* * * Next Change * * * *
7.7.3.6	DAA client event information
Table 7.7.3.6-1 describes the information flow DAA client event information from the UAE client to the UAE server and from the UAE server to the UAS application specific server.
[bookmark: _Hlk164399492]Table 7.7.3.6-1: DAA client event information
	Information element
	Status
	Description

	UAS ID
	M
	The identification of the UAS (UAV or LDGS) for which the DAA client support information applies. This could be in form of identifier for the UAS, e.g group ID; or collection of individual identifiers for the UAV and UAV-C, e.g. CAA level UAV ID, GPSI.

	UAE layer detected information
	M
	List of UASes where e.g. U2X layer or LDGS has detected possible flight path conflict.

	> UAS identity
	M
	The identification of e.g. a U2X-UAS where U2X layer has detected possible flight path conflict or an LDGS where LDGS has detected possible flight path conflict via U2X or Uu communication.

	> Location information
	M
	Location of e.g. a U2X-UAS where U2X layer has detected possible flight path conflict or an LDGS where LDGS has detected possible flight path conflict via U2X or Uu communication.

	> Associated alert
	M
	Alert based on the detection of the UAE client, e.g. collision detected, collision resolved etc.

	Time of arrival
	O
	The time when UAS enters the monitoring range of an LDGS, reported by LDGS as event to USS for the purpose of tracking.

	Time of departure
	O
	The time when UAS leaves the monitoring range of an LDGS, reported by LDGS as event to USS for the purpose of tracking.




* * * Next Change * * * *
[bookmark: _Toc138277499]7.7.3.7	DAA client event information acknowledge
Table 7.7.3.7-1 describes the information flow DAA client event information acknowledge from the UAS application specific server to the UAE server and from the UAE server to the UAE client.
[bookmark: _Hlk164399519]Table 7.7.3.7-1: DAA client event information acknowledge
	Information element
	Status
	Description

	UAS ID
	M
	The identification of the UAS (UAV or LDGS) for which the DAA client support information acknowledge applies. This could be in form of identifier for the UAS, e.g., group ID; or collection of individual identifiers for the UAV and UAV-C, e.g. CAA level UAV ID, GPSI

	UAE layer detected information
	M
	List of UASes where the UAS application specific server has confirmed possible flight path conflict.

	> UAS identity
	M
	The identification of a UAS where UAS application specific server has confirmed possible flight path conflict or an LDGS where LDGS has detected possible flight path conflict via U2X or Uu communication.

	> Location information
	M
	Location of a UAS where UAS application specific server has confirmed possible flight path conflict or an LDGS where LDGS has detected possible flight path conflict via U2X or Uu communication.

	> Updated flight path
	O
	Updated flight path from USS.




* * * End of Changes * * * *
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