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* * * First Change * * * *
[bookmark: _Toc21747][bookmark: _Toc106116316][bookmark: _Toc117364389][bookmark: _Toc133483994][bookmark: _Toc162868772]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Application connection: Association between the VAL client and the VAL service to provide the VAL service.
Application traffic: a set of signaling messages or a set of media packet constituting a application service flow. E.g., one or more picture(s) may be an application traffic, the audio stream and the video stream are two different application traffic.
SEALDD–S connection: Association between the SEALDD server and the VAL server to achieve data delivery of the application traffic. One application connection may have one SEALDD-S connection, e.g., for all the application traffic flows, or have more SEALDD-S connections, e.g., one for application signaling flow, and the other or application media traffic flow(s). A SEALDD-S connection shall be uniquely identified between the VAL server and the SEALDD server.
SEALDD-S flows: a set of packets have the same attributes, e.g., the same 5-tuple, media type. The application traffic flow may be mapped to one ore more SEALDD-S flow(s). A SEALDD-S flow should be uniquely identified with the  SEALDD-S connection.
SEALDD-UU connection: Association between the SEALDD server and the SEALDD client to achieve the data delivery of the application traffic from the VAL server or the VAL client. One SEALDD-S connection may be associated with one SEALDD-UU connection or multiple SEALDD-UU connections. A SEALDD-UU connection shall be uniquely identified between the SEALDD client and the SEALDD server.
SEALDD-UU flows: a set of packets have the same attributes, e.g., the same 5-tuple, media type, QoS requirements. One SEALDD-S flow(s) may be mapped to one or multiple SEALDD-UU flows. A SEALDD-UU flow should be uniquely identified with the SEALDD-Uu connection.
* * * Next Change * * * *
[bookmark: _Toc133484055][bookmark: _Toc155261679]8.4	SEALDD-UU flow ID
The SEALDD-UU flow ID is used by the SEALDD client and SEALDD server to identify different VAL application traffic, which has the same attributes, e.g. the same 5-tuple, media type, QoS requirements. The SEALDD-UU flow ID should be uniquely identified with the SEALDD-UU connection.
* * * Next Change * * * *
[bookmark: _Toc117364421][bookmark: _Toc133484059][bookmark: _Toc155261683]9.2.1	General
The following clauses specify procedures, information flow and APIs for establishing an SEALDD enabled end-to-end connection between VAL client and VAL server. The end-to-end connection (also termed SEALDD-UU flow) is uniquely identified in the SEALDD layer by the SEALDD-UU flow ID. The specific procedures detailed in the subsequent clauses are for cases in which the SEALDD regular connection is used respectively for application signalling, application data delivery initiated by VAL server, and application data delivery initiated based on DD policy.
* * * Next Change * * * *
[bookmark: _Toc117364423][bookmark: _Toc133484061][bookmark: _Toc155261685]9.2.2.1	SEALDD enabled signalling transmission connection establishment procedure
Figure 9.2.2.1-1 illustrate the procedure for signalling transmission connection establishment.
Pre-condition:
-	The VAL server can discover and select the SEALDD server by CAPIF functions.


Figure 9.2.2.1-1: SEALDD signalling transmission connection establishment procedure
1.	The VAL server decides to use SEALDD service for application signalling transfer and allocates address/port as SEALDD-S Data transmission connection information for receiving the application signalling packets from SEALDD server. The VAL server sends Sdd_RegularTransmission request to the SEALDD server. The service request includes the VAL server ID, VAL service ID to identify the VAL application traffic, the SEALDD-S Data transmission connection information of the VAL server side. 
2.	Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, the SEALDD server allocates a specific address or port used for SEALDD traffic transfer with the incoming SEALDD client(s) for the VAL server and responds with a SEALDD service response.  
NOTE 1: The SEALDD server does not allocate address/port in this step and VAL server treats the SEALDD-S Data transmission connection information as wildcard endpoint for SEALDD-S reference point to receive all the application signalling traffic.
3.	The VAL client sends a SEALDD service request to SEALDD client. The service request also indicates to establish application signalling transmission connection. The VAL client receives a SEALDD service response to the SEALDD client. The response indicates that whether the SEALDD service request is successful or not.
4.	The VAL/SEALDD client discovers and selects the proper SEALDD server for the VAL application, as described in clause 9.4.3. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server's address.
5.	The SEALDD client allocates a SEALDD-UU flow ID(s) mapping to application traffic for application signalling transmission. The SEALDD client sends Sdd_RegularTransmissionConnection_Establish request to SEALDD server with the SEALDD client ID, the SEALDD-UU flow ID(s), VAL server ID, VAL service ID and the SEALDD traffic descriptor of the SEALDD client side (the address/port of the SEALDD client for receiving the downlink SEALDD traffic). The request message also contains the selected VAL server endpoint information. The SEALDD server retrieves the location information of the VAL UE or SEALDD client from SEAL LM services defined in 3GPP TS 23.434[4] clause 9.3.12 and verifies with the Geofence policy configured by the VAL server to allow or restrict the signalling connection establishment. If the location information is allowed as per the configured geofence policy then the SEALDD server allows the signalling connection establishment, otherwise SEALDD server returns failed result e.g. performs connection reject.
NOTE 2:	The SEALDD-UU flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped to the VAL service ID.
6.	The SEALDD server responds to the SEALDD client with the SEALDD traffic descriptor of SEALDD server side (e.g. address/port allocated in step 2, transport layer protocol) mapping to the application traffic.
7.	The SEALDD server stores the SEALDD client ID, SEALDD-UU flow ID(s) to identify the SEALDD traffic and establishes SEALDD-S connection with VAL server for the VAL client to transmit application traffic mapping to the SEALDD traffic. SEALDD server may use different address/port to establish the SEALDD-S data transmission connection for application signalling transfer towards the VAL server for different SEALDD client and SEALDD-UU flow. Then each VAL client will have different SEALDD-S data transmission connection at the SEALDD server side. 
8.	The SEALDD client uses the SEALDD traffic descriptor of SEALDD server side for SEALDD connection establishment.
NOTE 3:	If the UE's address for SEALDD traffic transfer is different from the address used in the control plane interaction (step 5 and 6), another SEALDD interaction procedure may be triggered to notify the SEALDD server about the address/port used by the SEALDD client for SEALDD traffic transfer. Or the SEALDD server reuses the SEALDD client's address used in step 5 for SEALDD traffic transfer.
	After this step, the SEALDD client and SEALDD server both get the whole SEALDD traffic descriptor (including the UE's address/port and SEALDD server's address/port for the SEALDD traffic transmission). The SEALDD client gets the mapping information (i.e. SEALDD-UU flow ID for the application signalling transfer). The SEALDD server gets the mapping information between the SEALDD-UU flow ID, the signalling transmission Session ID and the SEALDD-S connection. The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.
Upon receiving application signalling traffic from VAL client, the SEALDD client maps it into SEALDD traffic with SEALDD traffic descriptor as negotiated with SEALDD server. The SEALDD server maps the SEALDD traffic to the application traffic according to the stored SEALDD traffic descriptor, SEALDD client ID, SEALDD-UU flow ID. The SEALDD server sends the recovered application traffic to VAL server via the connection established in step 7 according to the mapping relationship between the SEALDD-S connection and the SEALDD traffic.
For the downlink application signalling traffic in response to the uplink application signalling, the VAL server can respond to the source address/port (SEALDD-S address/port of the SEALDD server side) of the uplink signalling traffic. Upon receiving the downlink application signalling traffic from the SEALDD-S connection, the SEALDD server can map the downlink application signalling traffic to the related SEALDD client ID and SEALDD-UU flow ID and send the mapped SEALDD traffic to the SEALDD client. The rest of the downlink application traffic transfer is processed similarly with the uplink traffic. 
After the connection establishment, the VAL server can communicate with VAL client for application layer signalling traffic transfer via the established SEALDD connection. 
* * * Next Change * * * *
[bookmark: _Toc117364424][bookmark: _Toc133484062][bookmark: _Toc155261686]9.2.2.2	SEALDD enabled regular data transmission connection establishment procedure
Figure 9.2.2.2-1 illustrate the procedure for establishing regular SEALDD data transmission connection.
Pre-condition:
-	The VAL server can discover and select the SEALDD server by CAPIF functions.


Figure 9.2.2.2-1: SEALDD enabled regular data transmission connection establishment procedure
1.	The VAL server decides to use SEALDD service for application traffic transfer and allocates address/port as SEALDD-S Data transmission connection information for receiving the data packets from SEALDD server. The VAL server sends Sdd_RegularTransmission request to the SEALDD server discovered by CAPIF. The service request includes UE ID/address, VAL server ID, VAL service ID, SEALDD-S Data transmission connection information of the VAL server side, and optionally, the QoS information for the application traffic, e.g. QoS requirements.
2.	Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, SEALDD server allocates address/port of the SEALDD server to receive the packets from the VAL server for application data transfer as SEALDD-S data transmission connection information of the SEALDD server side. The SEALDD server allocates a specific address or port used for SEALDD traffic transfer with the specific UE for the VAL server and responds with a SEALDD service response (including SEALDD-S data transmission connection information of the SEALDD server side). The VAL server and SEALDD server can use SEALDD-S data transmission connection information to establish the data transmission connection between VAL server and SEALDD server for application data transfer. 
	The SEALDD server may send the AF request to provide the required QoS information to 5GC via N33/N5, as defined in clause 5.2.6.9 and in clause 5.2.5.3 of 3GPP TS 23.502 [6]. The AF request includes the application traffic descriptor containing the address or ports allocated by SEALDD server, and the QoS information for application traffic. The QoS information may be determined by SEALDD server according to VAL service ID for different service type of application traffic if the QoS information is not provided by VAL server. The SEALDD server relies on the northbound Policy Authorization Service API exposed by the PCF as specified in 3GPP TS 23.502 [6] and 3GPP TS 23.503 [7], if the SEALDD server is connected to the PCF via the N5 reference point, or the northbound AF Session with QoS Service APIs and/or the PFD Management northbound APIs exposed by the NEF as specified in 3GPP TS 23.502 [6] and 3GPP TS 23.503 [7], if the SEALDD server is connected to the PCF via NEF. SEALDD may also rely upon the EES Session with QoS API as specified in 3GPP TS 23.558 [10] and/or the NRM QoS functionality as described in 3GPP TS 23.434 [4].
NOTE 1:	The SEALDD-S data transmission connection information of the SEALDD server side is optional to respond to the VAL server, if the SEALDD server uses the downlink pull mode to obtain the data/content from the address provided by the VAL server in step 1, and uses the uplink push mode to send the data/content to the address provided by VAL server.
3.	Data transmission session information is provisioned to the VAL client by the VAL server via application signalling.
NOTE 2:	The application signalling may be transmitted via direct application layer connection or via the SEALDD layer.
4.	The VAL client sends a SEALDD service request to SEALDD client. The VAL client receives a SEALDD service response to the SEALDD client. The response indicates that whether the SEALDD service request is successful or not.
5.	The VAL/SEALDD client discover and select the proper SEALDD server for the VAL application, as described in clause 9.4.3. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server's address.
6.	The SEALDD client allocates a SEALDD-UU flow ID(s) mapping to the identifiers of the application traffic. The SEALDD client sends Sdd_RegularTransmissionConnection_Establish request to SEALDD server with the SEALDD client ID, the SEALDD-UU flow ID(s), the SEALDD traffic descriptor of the SEALDD client side (the address/port of the SEALDD client for receiving the downlink SEALDD traffic), VAL server ID, VAL service ID. The request message also contains the selected VAL server endpoint information and UEID. The SEALDD server retrieves the location information of the VAL UE or SEALDD client from SEAL LM services defined in 3GPP TS 23.434[4] clause 9.3.12 and verifies with the Geofence policy configured by the VAL server to allow or restrict the data connection establishment. If the location information is allowed as per the configured geofence policy then the SEALDD server allows the data connection establishment, otherwise SEALDD server returns a failed result e.g. performs connection reject.
NOTE 3: The SEALDD server can use or update the association between SEALDD-UU connection and SEALDD-S connection that associated with UE ID, VAL service ID, VAL server endpoint, which is used to correlate the SEALDD traffic and the VAL application traffic.
NOTE 4:	The SEALDD-UU flow ID is used by the SEALDD client and SEALDD server to identify different VAL application traffic of the same SEALDD client. The SEALDD-UU flow ID may be same with the identifiers of the application traffic or new simplified IDs allocated by SEALDD. 
7.	The SEALDD server responds to the SEALDD client with the SEALDD traffic descriptor of SEALDD server side (e.g. address/port allocated in step 2, transport layer protocol) mapping to the application traffic.
8.	If the connection between VAL server and SEALDD server is not established in step 2, the SEALDD server establishes connection with VAL server for the VAL client to transmit application traffic mapping to the SEALDD traffic according to the SEALDD-S information negotiated in step 1-2.
9.	The SEALDD client uses the SEALDD traffic descriptor of SEALDD server side for SEALDD connection establishment. 
	After this step, the SEALDD client and SEALDD server both get the whole SEALDD traffic descriptor (including the UE's address/port and SEALDD server's address/port for the SEALDD traffic transmission).
After the negotiation and establishment of the connections, the SEALDD client gets the mapping information between application traffic and SEALDD-UU flow ID. The SEALDD server gets the mapping information between the SEALDD-UU flow ID and the SEALDD-S connection. Upon receiving application traffic from VAL client, the SEALDD maps it to SEALDD traffic with SEALDD traffic descriptors as negotiated with SEALDD server in step 6 and step 7. The SEALDD traffic is sent to the SEALDD server. The SEALDD server maps the SEALDD traffic to the application traffic according to the stored SEALDD traffic descriptor, SEALDD client ID and SEALDD-UU flow ID. The SEALDD server sends the recovered application traffic to the address provided by VAL server in step 1, via the connection established in step 2 or 8 according to the mapping information. The downlink application traffic sent from VAL server to VAL client is processed similarly.
The SEALDD server receives any UE location change notification using SEAL LM services defined in 3GPP TS 23.434[4] clause 9.3.12, then the SEALDD server performs the data delivery in alignment with the geofence policy. If the UE is in the forbidden location or not allowed for the given VAL service to send/receive data as per the Geofence policy, then the SEALDD server performs action like releases the connection and informs the VAL server that UE is not reachable because in a forbidden location using connection event status procedure. If UE enters the allowed location area then the SEALDD server initiates the connection establishment using the procedure defined in clause 9.2.2.3.
* * * Next Change * * * *
[bookmark: _Toc133484063][bookmark: _Toc155261687]9.2.2.3	SEALDD enabled regular data transmission connection establishment based on policy
The SEALDD servers has Data Delivery (DD) policy being provisioned. Before the application communication between VAL client and VAL server starts, the DD policy is enforced by the SEALDD server to establish the SEALDD connection. 
Pre-conditions: 
1.	The SEALDD server has DD policies available.


Figure 9.2.2.3-1: Policy enforced by SEALDD server for connectivity
1.	The VAL server subscribes to SEALDD event exposure for connection status using the procedure defined in clause 9.2.2.6. 
2.	When the time for data transmission is about to start, the SEALDD server enforces the policy to trigger regular data transmission connection establishment. If spatial condition for UE is provided, the SEALDD server also ensures the UE’s location requirement is satisfied when establishing regular data transmission connection (e.g. by using NEF service for monitoring UE location or SEAL location service for UE entering area of interest). 
3.	If there is a special routing requirement for SEALDD user plane traffic (e.g. running on a specific slice and DNN), the SEALDD server interacts with 3GPP CN to provision service specific parameters with NEF as described in 3GPP TS 23.502 [6], clause 4.15.6.10 and clause 4.15.6.7.
	If there are QoS requirements in the DD policy, the SEALDD server also applies QoS to ensure the quality for SEALDD traffic by utilizing NEF/PCF/NRM/EES service for QoS adjustment. Specifically, the SEALDD server relies on the northbound Policy Authorization Service API exposed by the PCF as specified in 3GPP TS 23.502 [6] and 3GPP TS 23.503 [7], if the SEALDD server is connected to the PCF via the N5 reference point, or the northbound AF Session with QoS Service API and/or the PFD Management northbound APIs exposed by the NEF as specified in 3GPP TS 23.502 [6] and 3GPP TS 23.503 [7], if the SEALDD server is connected to the PCF via NEF. SEALDD may also rely upon the EES Session with QoS API as specified in 3GPP TS 23.558 [10] and/or the NRM QoS functionality as described in 3GPP TS 23.434 [4].
	If the DD policy specifies failure detection report, the SEALDD server may subscribe to CN analytics (e.g. DN performance analytics) from NEF/NWDAF and further notify data delivery status of application traffic to VAL client (via SEALDD client) and VAL server based on analytics result.
4.	The SEALDD server allocates an IP address and port for sending and receiving packet over SEAL-S reference point, then SEALDD server sends SEALDD connection establishment notification to the VAL server with VAL service ID, the IP address and port. 
5-6.	The SEALDD server allocates an IP address and port for sending and receiving packet over SEAL-Uu reference point, then SEALDD server sends regular data transmission connection establishment request to the SEALDD client with SEALDD-UU flow ID, VAL service ID, the IP address and port. The request is responded by the SEALDD client. UE IP address (and port) may be included by the SEALDD client in the response or sent in a separate update message by SEALDD client if a different UE IP address is to be used in SEALDD connection user plane.
NOTE 1:	Step 4 and step 5 can be done in parallel.
NOTE 2:	Step 5 can be sent via PDU session (if exist) or via application triggering (if no PDU session exists).
7.	The SEALDD client further notifies the VAL client about the SEALDD connection being established.
Upon receiving application traffic from VAL client (not shown in the figure), the SEALDD client sends it to SEALDD server in SEALDD traffic. The SEALDD server identifies application traffic based on the VAL service ID and further sends the application traffic to VAL server. The downlink application traffic sent from VAL server to VAL client is processed similarly.
* * * Next Change * * * *
[bookmark: _Toc155261690]9.2.2.6	SEALDD connection status procedure
[bookmark: _Toc138291096][bookmark: _Toc155261691]9.2.2.6.1	General
The following clauses specify procedures, information flow for SEALDD connection status.
[bookmark: _Toc138291097][bookmark: _Toc155261692]9.2.2.6.2	Procedures
[bookmark: _Toc138291098]9.2.2.6.2.1	SEALDD connection status procedure
Figure 9.2.2.6.2.1-1 illustrates the procedure for SEALDD connection status from the VAL server to the SEALDD server.


Figure 9.2.2.6.2.1-1: SEALDD connection status procedure 
1.	The VAL server sends the SEALDD connection status subscribe request to the SEALDD server. The request includes the identifiers of the application traffic (e.g. VAL service ID, VAL server ID), VAL UE identity, and the SEALDD client connection status check periodicity.
2.	The SEALDD server subscribes to the NEF UE reachability, Application Detection and Loss of connectivity events using the procedure defined in clause 4.15.3.2.3b TS 23.502. It can also use the NRM Event monitoring procedure defined in clause 14.3.6.2.2 TS 23.434.
3.	The SEALDD server also sends a SEALDD client connection status reporting configuration request to the SEALDD client. The request message consists of reporting interval, SEALDD-UU flow ID, and method of reporting. The SEALDD client configures the connection status reporting configuration and sends a SEALDD client connection status reporting configuration response. The SEALDD-UU flow ID identifies the application traffic flow for which the reporting notification is configured. The SEALDD client monitors the application using SEALDD-UU flow ID. The method of reporting is defined as regular or irregular. The regular reporting method uses the reporting interval to send the notification. The irregular reporting method sends the notification if the current connection status state is different from the previous connection status state or if the application state changes (like crash, close, stop).
4.	The SEALDD client configures the reporting configuration and provides the response to the SEALDD server. 
5.	The SEALDD server sends the connection status subscription response to the VAL server. 
6a-6b. The SEALDD server receives the notification for the UE connection status from the subscribed NEF, NRM. It can also receive a notification from the SEALDD client regarding the connection status. If the UE is in power saving mode, then the SEALDD client sends the connection status reporting notification with the status as sleeping to the SEALDD server and suspends the connection status periodic reporting. 
7.	Based on the NRM, NEF event subscription response and SEALDD client connection status reporting notification message, the SEALDD server processes the responses and sends the SEALDD client connection status of unreachable or sleeping status notification to the VAL server. 

NOTE:	If the VAL server is not aware of the connection status like VAL UE reachability and may continue sending the application traffic, results in packet losses and degradation of the QoS of the VAL UEs.
* * * Next Change * * * *
[bookmark: _Toc117364428][bookmark: _Toc133484068][bookmark: _Toc155261696]9.2.3.3	SEALDD regular transmission connection establishment request
Table 9.2.3.3-1 describes the information flow from the SEALDD client to the SEALDD server or from the SEALDD server to the SEALDD client for requesting the regular SEALDD connection establishment.
Table 9.2.3.3-1: SEALDD regular transmission connection establishment request
	Information element
	Status
	Description

	Requestor ID
	M
	Identity of the requestor (SEALDD client or SEALDD server).

	SEALDD-UU flow ID
	M
(See NOTE 1)
	Identity of the SEALDD-UU flow.

	VAL server ID
	O
	Identity of the VAL server, applicable for SEALDD client side initiated request.

	VAL service ID
	O
	Identity of the VAL service

	Selected VAL server endpoint
	M
	Endpoint of the selected VAL server

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, URL, transport layer protocol) of the SEALDD client side (for client side initiated request) or the SEALDD server side (for server side initiated request) used to establish SEALDD connection.

	VAL UE/user identity
	O
	The VAL user ID of the VAL user or VAL UE ID.

	SEALDD communication lifetime
	O
	Identifies the DD communication lifetime, applicable for SEALDD server side initiated request.

	Capability for BAT and periodicity adaptation
	O
(See NOTE 2)
	Indicates BAT and periodicity adaptation capability for SEALDD client in client side initiated request.

	Transmission assistance info
	O
(See NOTE 2)
	Indicates transmission assistance information for uplink SEALDD traffic in client side initiated request.
It includes BAT, BAT window, periodicity, and periodicity range.

	L4S feedback capability
	O
(See NOTE 3)
	Identifies the L4S feedback capability (i.e. ECN identification, L4S feedback) for client side initiated request

	NOTE 1:	The SEALDD-UU flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped to the identifiers of the application traffic and data transmission session.
NOTE 2:	Only one of these IEs may be present in the message.
NOTE 3:	This IE is used for the SEALDD enabled congestion control for VAL applications, as specified in clause 9.8.2.2.



* * * Next Change * * * *
[bookmark: _Toc133484070][bookmark: _Toc155261698]9.2.3.5	SEALDD regular data transmission connection release request
Table 9.2.3.5-1 describes the information flow from the SEALDD client to the SEALDD server or from the SEALDD server to the SEALDD client for requesting the SEALDD connection release.
Table 9.2.3.5-1: SEALDD regular data transmission connection release request
	Information element
	Status
	Description

	Requestor  ID
	M
	Identity of the requestor (SEALDD client or SEALDD server).

	SEALDD-UU flow ID
	M
	Identifies the SEALDD-UU flow. 



* * * Next Change * * * *
[bookmark: _Toc155261703]9.2.3.10	SEALDD client connection status reporting configuration request
Table 9.2.3.10-1 describes the information flow from the SEALDD server to SEALDD client to configure the SEALDD client for connection status reporting.
Table 9.2.3.10-1: SEALDD client connection status reporting configuration request
	Information element
	Status
	Description

	SEALDD-UU Flow ID
	M
	Indicates the SEALDD-UU flow ID of the application for which the reporting is required

	Mode of reporting
	O
	Indicates the mode of reporting. e.g. regular or irregular

	> Reporting interval
	O
(See NOTE)
	Indicates the reporting interval to report the notification 

	SEALDD client connection status reporting priority
	O
	Indicates the priority of SEALDD client connection status for the requested SEALDD-UU flow ID 

	NOTE:	This IE is only present if the mode of reporting is regular



* * * Next Change * * * *
[bookmark: _Toc117364435][bookmark: _Toc133484082][bookmark: _Toc155261714]9.3.1	General
The following clauses specify procedures, information flow and APIs for SEALDD enabled E2E redundant transmission.
SEALDD client and SEALDD server transfer SEALDD traffic via two redundant PDU sessions as specified in clause 5.33.2.1 of 3GPP TS 23.501 [5]. 
Figure 9.3.1-1 shows the data traffic flow of E2E redundant transmission. For uplink data delivery, VAL client sends application traffic to SEALDD client, the SEALDD client duplicates the application packets and maps them into two SEALDD traffic. Then the two SEALDD traffic are transferred to SEALDD server via the two redundant PDU sessions shown in figure 9.3.1-1. The SEALDD server eliminates the redundant packets and recovers the application traffic. The recovered application traffic is transferred to VAL server by the SEALDD server. For downlink data delivery, VAL server sends application traffic to SEALDD server, the SEALDD server duplicates the application packets and maps them into two SEALDD traffic. The two SEALDD traffic are transferred to UE via the two redundant PDU sessions. The SEALDD client eliminates the redundant SEALDD packets and recovers the application traffic, then sends the application traffic to the VAL client. 


Figure 9.3.1-1: E2E redundant transmission traffic flow
Figure 9.3.1-2 shows the data traffic flow of E2E redundant transmission for multiple VAL servers. In this scenario, SEALDD server and SEALDD client use different SEALDD-UU flow IDs and SEALDD traffic descriptors to identify SEALDD traffic for different VAL servers. 


Figure 9.3.1-2: E2E redundant transmission traffic flow for multiple VAL servers
For outbound data delivery, VAL application traffic is sent to SEALDD enabler layer, the SEALDD enabler duplicates the application packets and maps them into two SEALDD traffic (with the differentsameSEALDD-UU Flow ID with the same SEALDD connection). Then according to the SEALDD traffic descriptors of the SEALDD-UU flow, the SEALDD traffic is sent out with different destination addresses or ports and different source addresses or ports. For inbound data delivery, two SEALDD traffic (with different source addresses or ports and different destination addresses or ports) are received. According to the SEALDD traffic descriptors, SEALDD enabler decides they belong to the same SEALDD-S Flow for the same service. Then after packet elimination and reordering, the two SEALDD traffic is aggregated to one VAL application traffic.
* * * Next Change * * * *
[bookmark: _Toc117364437][bookmark: _Toc133484084][bookmark: _Toc155261716]9.3.2.1	E2E redundant transmission path establishment procedure
Figure 9.3.2.1-1 illustrates the procedure for redundant transmission establishment. This procedure can be triggered by a VAL server for data transfer per application layer transaction.
Pre-conditions:
1.	The VAL server has discovered and selected the SEALDD server by CAPIF functions as specified in clause 9.4.2.
2.	The VAL server has established application connection with the VAL client and can get the VAL client’s UE ID or UE address via the application connection.
[bookmark: _MON_1726237915][image: ]
[bookmark: _Hlk117503300]Figure 9.3.2.1-1: E2E redundant transmission path establishment
1.	The VAL server decides to use SEALDD service to help ensuring data transmission quality for application traffic transfer and send a Sdd_URLLCTransmission request to the SEALDD server discovered by CAPIF. The request includes UE ID/address, VAL server ID, VAL service ID, SEALDD-S Data transmission connection information of the VAL server side, and optionally, the QoS information for the application traffic, e.g. QoS requirements. The VAL server ID and VAL service ID can be used to identify the VAL application traffic.
2.	Upon receiving the request, the SEALDD server decides to establish redundant transmission path. The SEALDD server allocates two different addresses or ports for the two redundant transmission paths and sends an AF request to 5GS to create or update URSP rules as described in clause 4.15.6.10 of 3GPP TS 23.502 [6] for the UE(s) going to use the redundant transmission service. The AF request includes Identifiers of the UE(s) and application traffic descriptor containing the addresses or ports allocated by SEALDD server. The SEALDD server may send the AF request to provide the required QoS information to 5GC via N33/N5, as defined in clause 5.2.6.9 and in clause 5.2.5.3 of 3GPP TS 23.502 [6].
3.	If the processing of the request was successful, SEALDD server allocates address/port of the SEALDD server to receive the packets from the VAL server for application data transfer as SEALDD-S data transmission connection information of the SEALDD server side. The SEALDD server responds with a SEALDD service response (including SEALDD-S data transmission connection information of the SEALDD server side) and indicates to the VAL server that redundant transmission service should be activated. The VAL server and SEALDD server can use SEALDD-S data transmission connection information to establish the data transmission connection between VAL server and SEALDD server for application data transfer.
4.	If the redundant transmission requirement is not preconfigured or notified to the VAL client, the VAL server may notify the VAL client(s) which is going to use the redundant transmission service through application layer message.
NOTE 1:	The application signalling may be transmitted via direct application layer connection or via the SEALDD layer. 
NOTE 2:	The VAL client can be preconfigured that the VAL service should always be transmitted via redundant transmission. Or this application layer notification may be notified to the UE in another period before the VAL application traffic is really transmitted.
5.	The VAL client sends a SEALDD service request to use E2E redundant transmission for the application traffic.
6.	The SEALDD client discovers and selects the proper SEALDD server for the VAL application as specified in clause 9.4.3. After this step, the SEALDD client can get the SEALDD server's address.
7.	The SEALDD client allocates two differenta SEALDD-UU flow IDs mapping to the application traffic. The SEALDD client sends Sdd_URLLCTransmissionConnection_Establish request to SEALDD server. The request includes the SEALDD client ID, SEALDD-UU flow IDs, VAL server ID, VAL service ID for SEALDD server to identify the specific application traffic. 
8.	Upon receiving the request, the SEALDD server sends SEALDD traffic descriptor for redundant transmission of the SEALDD server side (i.e. the addresses or ports for the redundant transmission paths allocated in step 2 and the transport protocol used for the SEALDD traffic) to SEALDD client.
9.	The UE uses the SEALDD traffic descriptor of the SEALDD server and the created or updated URSP rules to trigger two redundant PDU Sessions establishment procedure via 5GS as specified in clause 5.33.2.1 of 3GPP TS 23.501 [5]. 
10.	[Optional] The SEALDD client sends Sdd_URLLCTransmissionConnection_Update request to SEALDD server. The request includes the SEALDD client ID, the SEALDD-UU flow IDs, the SEALDD traffic descriptors for redundant transmission of the SEALDD client side (i.e. UE addresses and ports of the two redundant PDU Sessions). The two redundant SEALDD traffic use the differentsame SEALDD-UU flow IDs with different addresses/ports for identification.
11.	[Optional] The SEALDD server sends a response to SEALDD client. After this step, the SEALDD client and SEALDD server both get the whole SEALDD traffic descriptors (including the UE's addresses/ports and SEALDD server's addresses/ports for the SEALDD traffic transmission). The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.
12.	[Optional] If the connection between VAL server and SEALDD server is not established in step 3, the SEALDD server establishes connection with VAL server for the VAL client to transmit application traffic mapping to the redundant SEALDD traffic according to the SEALDD-S information negotiated in step 1-3
NOTE 3:	Step 10 and Step 11 are optional. If the redundant PDU sessions are already established before step 7, the IP addresses of the UE may be notified to the SEALDD server in step 7. In other cases, after the establishment of the two redundant PDU sessions, the SEALDD client may communicate with SEALDD server through the redundant PDU sessions to let the SEALDD server know the UE's address(es) of the redundant PDU session to fulfil the traffic mapping or the SEALDD client and SEALDD server may use other mapping mechanisms, it is up to the transport protocol used by SEALDD client and SEALDD server for the SEALDD traffic.
13.	The SEALDD client responds with a SEALDD service response.
After the negotiation and establishment of the connections, the SEALDD client gets the mapping information between the application traffic and SEALDD-UU flow IDs. The SEALDD server gets the mapping information between the SEALDD-UU flow IDs and the SEALDD-S connection. Upon receiving application traffic from VAL client, the SEALDD client duplicates the application packets and maps them into two SEALDD traffic flows with SEALDD traffic descriptors as negotiated with SEALDD server in step 8 and step 10. The two SEALDD traffic is sent through two redundant PDU sessions to the SEALDD server. The SEALDD server maps the two SEALDD traffic to the same application traffic according to the stored SEALDD traffic descriptors, SEALDD client ID and SEALDD-UU flow IDs. After packet elimination and reordering the SEALDD server sends the aggregated application traffic to VAL server via the connection established in step 3 according to the mapping information. The downlink application traffic sent from VAL server to VAL client is processed similarly.
* * * Next Change * * * *
[bookmark: _Toc133484085][bookmark: _Toc155261717]9.3.2.2	Client initiated E2E redundant transmission path establishment procedure
Figure 9.3.2.2-1 illustrates the procedure for client initiated redundant transmission establishment for data transfer per application layer transaction.
Pre-conditions:
1.	The SEALDD client is authorized to request redundant transmission services on behalf of the VAL client when the VAL client initiates redundant transmission service.


Figure 9.3.2.2-1: Client initiated E2E redundant transmission path establishment
1.	A VAL client determines to use SEALDD service to ensure that the data transmission quality for the application traffic is met and makes a service request to the SEALDD client.
2.	Upon receiving the request, the SEALDD client decides to establish redundant transmission path according to the QoS requirements. The SEALDD client discovers and selects the proper SEALDD server for the VAL application as specified in clause 9.4.3. 
[bookmark: _Hlk133224559]3.	The SEALDD client sends a request to the SEALDD server to configure redundant transport for the application traffic. The SEALDD client allocates two differenta SEALDD-UU flow IDs mapping to the application traffic. The SEALDD client sends Sdd_URLLCTransmissionConnection_Establish request to SEALDD server. The request includes the SEALDD client ID, the SEALDD-UU flow IDs, the application ID, the UE ID/address, the VAL server ID/address, the QoS requirements, the UE location, and a request for redundant transport. 
4.	The SEALDD server allocates IP addresses and ports for the redundant transport paths and initiates the application guidance for URSP determiniation procedure with the 5G network to create or update URSP rules for the UE, as described in clause 4.15.6.10 of 3GPP TS 23.502 [6]. The request includes the UE ID and application traffic descriptor containing the addresses or ports allocated by SEALDD server. The UE receives the new or updated URSP rules from the 5G core network.
[bookmark: _Hlk100267704][bookmark: _Hlk100267577]5.	The SEALDD server responds to the SEALDD client providing the configuration status. The response includes the IP addresses and ports for the redundant transmission paths allocated in step 4. The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.
6.	The UE establishes redundant PDU sessions with the 5G network using the new or updated URSP rules as specified in clause 5.33.2.1 of 3GPP TS 23.501 [5].
7.	[Optional] The SEALDD client sends Sdd_URLLCTransmissionConnection_Update request to SEALDD server. The request includes the SEALDD client ID, the SEALDD-UU flow IDs, the application traffic descriptors for redundant transmission of the SEALDD client side (i.e. UE addresses and ports of the two redundant PDU Sessions). The two redundant SEALDD traffic use the same SEALDD-UU flow IDs for identification.
8.	[Optional] The SEALDD server establishes connection with VAL server for the VAL client to transmit application traffic mapping to the redundant SEALDD traffic. The SEALDD server sends a response to the SEALDD client. After this step, the SEALDD client and SEALDD server both get the application traffic descriptors (including the UE's addresses/ports and SEALDD server's addresses/ports for the SEALDD traffic transmission). The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.
9.	The SEALDD client responds with a SEALDD service response.
NOTE:	Details of the VAL client service request in step 1 and the corresponding response in step 9 are out of scope of the current specification.
The VAL client sends application traffic to the SEALDD client, which duplicates the application data on the redundant PDU sessions. The SEALDD server receives the redundant traffic and reassembles the data to send to the VAL server. Similarly, the SEALDD server duplicates downlink traffic from the VAL server and sends the data to the SEALDD client on the redundant PDU sessions. The SEALDD client eliminates the redundant data and reassembles data to send to the VAL client.
* * * Next Change * * * *
[bookmark: _Toc138290968][bookmark: _Toc155261718]9.3.2.3	SEALDD enabled URLLC transmission connection establishment based on policy
The SEALDD servers has Data Delivery (DD) policy being provisioned. The DD policy includes reliable transmission service for the associated VAL traffic. Before the application communication between VAL client and VAL server starts, the DD policy is enforced by the SEALDD server to establish the SEALDD connection. 
Pre-conditions: 
1.	The SEALDD server has DD policies available.


Figure 9.3.2.3-1: Policy enforced by SEALDD server for redundant connectivity
The procedure is same as step 1 to 7 in clause 9.2.2.3 with differences that:
-	in step 2, the SEALDD server enforces the policy to trigger URLLC transmission connection establishment.
-	in step 5 and 6, the SEALDD server allocates dual IP address and port for sending and receiving packet over SEALDD-UU reference point, then SEALDD server sends URLLC transmission connection establishment request to the SEALDD client with SEALDD-UU flow IDs, VAL service ID, the dual IP address and port. The request is responded by the SEALDD client. Dual UE IP address (and port) may be included by the SEALDD client in the response or sent in a separate update message by SEALDD client if a different UE IP address is to be used in SEALDD connection user plane.
* * * Next Change * * * *
[bookmark: _Toc117364441][bookmark: _Toc133484089][bookmark: _Toc155261723]9.3.3.3	SEALDD URLLC transmission connection establishment request
Table 9.3.3.3-1 describes the information flow from the SEALDD client to the SEALDD server or from the SEALDD server to the SEALDD client for requesting the URLLC transmission connection establishment.
Table 9.3.3.3-1: SEALDD URLLC transmission connection establishment request
	Information element
	Status
	Description

	SEALDD client ID
	M
	Identity of the SEALDD client.

	VAL UE/user identity
	O
	The VAL user ID of the VAL user or VAL UE ID

	SEALDD-UU flow IDs
	M
(See NOTE 1)
	Identity of the SEALDD-UU flows.

	VAL server ID
	O
(See NOTE 1)
	Identity of the VAL server.

	VAL service ID
	O
(See NOTE 1)
	Identity of the VAL service.

	SEALDD traffic descriptors
	O
	A pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD client side (for client side initiated request) or the SEALDD server side (for server side initiated request) used to establish redundant SEALDD connection.

	Capability for BAT and periodicity adaptation
	O
(See NOTE 2)
	Indicates BAT and periodicity adaptation capability for SEALDD client in client side initiated request.

	Transmission assistance info
	O
(See NOTE 2)
	Indicates transmission assistance information for uplink SEALDD traffic in client side initiated request.
It includes BAT, BAT window, periodicity, and periodicity range.
For URLLC transmission, it includes assistance information per SEALDD traffic descriptor.

	NOTE 1:	The SEALDD-UU flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped from the VAL service ID.
NOTE 2:	Only one of these IEs may be present in the message.



* * * Next Change * * * *
[bookmark: _Toc117364443][bookmark: _Toc133484091][bookmark: _Toc155261725]9.3.3.5	SEALDD URLLC transmission connection update request
Table 9.3.3.5-1 describes the information flow from the SEALDD client to the SEALDD server for requesting the URLLC transmission connection update.
Table 9.3.3.5-1: SEALDD URLLC transmission connection update request
	Information element
	Status
	Description

	SEALDD client ID
	M
	Identity of the SEALDD client.

	SEALDD-UU flow IDs
	M
(See NOTE)
	Identity of the SEALDD-UU flows.

	VAL server ID
	O
(See NOTE)
	Identity of the VAL server.

	VAL service ID
	O
(See NOTE)
	Identity of the VAL service.

	SEALDD traffic descriptors
	O
	A pair of SEALDD traffic descriptors (e.g. address, port, transport layer protocol) of the SEALDD client side used to establish redundant SEALDD connection.

	NOTE:	The SEALDD-UU flow IDs is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped from the VAL service ID.



* * * Next Change * * * *
[bookmark: _Toc120157583][bookmark: _Toc133484143][bookmark: _Toc155261780]9.6.2.2	SEALDD relocation in EDN
Pre-conditions:
1.	VAL Server 1 and 2 are adapted to the EDGEAPP as EAS.
2.	VAL Server 1 and 2 register its associated SEALDD server in EES as described in clause 9.4.3.2.



Figure 9.6.2.2-1: SEALDD support of UE's service continuity
1.	An application client on a UE, acting as a VAL client, establishes a SEALDD-UU flow over SEALDD-UU to send application data to VAL Server 1. SEALDD client and SEALD server 1 maintain SEALDD-UU flow information (e.g., SEALDD-UU flow ID, VAL IDs/addresses, VAL requirements). 
2.	Application data between the VAL Client and VAL Server 1 is sent via the SEALDD-UU flow between the VAL Client and VAL Server 1.
3.	The UE moves and generates a mobility event in the 5GC.
4.	The UE's mobility event triggers the execution of an Application Context Relocation (ACR) procedure as described in 3GPP TS 23.558 [10]; or VAL server 1 triggers ACR due to load re-balancing reason. Any of the ACR scenarios detailed in 3GPP TS 23.558 [10] clauses 8.8.2.2-8.8.2.6 may occur. In this step, the first three phases of the ACR procedure are performed, up to ACT. In this step VAL Server 1 acts as EAS 1 and VAL Server 2 as EAS 2, therefore participating in corresponding signalling. VAL server 2 has been selected as SEALDD-enabled server meeting the ACR criteria to be the target EAS. The associated SEALDD server 2 has also been selected and may support transportation layer (e.g. UDP/TCP/QUIC) service continuity.
5a.	Before triggering ACT, VAL Server 1 sends a SEALDD notification of ACR event to SEALDD Server 1.
5b. Before triggering ACT, VAL Server 2 sends a SEALDD notification of ACR event to SEALDD Server 2.
6a.	SEALDD server 1 transfers the SEALDD context to the SEALDD server 2 which serves VAL Server 2 as described in clause 9.6.2.1, with push operation. The SEALDD server 1 can obtain the SEALDD server 2 endpoint for SEALDD-Uu user plane to the SEALDD client, as specified in clause 9.6.2.1.
6b. SEALDD server 2 can obtain the SEALDD context from the SEALDD server 1 by using the pull operation, as described in clause 9.6.2.1.
7.	SEALDD server 1 applies the functionality specified in 3GPP TS 23.502 [6] clause 5.2.6.7 for AF traffic influence, providing the N6 routing information for the SEALDD client and SEALDD server 2. The SEALDD server 1 may:
-	If the SEALDD server 2 supports transportation layer service continuity, additionally includes SEALDD IP replacement information (i.e. SEALDD server 1 endpoint and SEALDD server 2 endpoint for SEALDD-Uu user plane) in the AF traffic influence. Since the UE is not aware of SEALDD server change, the new SEALDD traffic (due to new VAL traffic sent by VAL client) is sent by UPF towards the new SEALDD server, this handling in UPF is agnostic to the SEALDD server 2. Or,
-	send AF traffic influence with target DNAI of SEALDD server 2, and simultaneous connectivity indicator, to request 5GC to maintain the simultaneous connectivity over source PSA and target PSA with source SEALDD server and target SEALDD server, as described in clause 6.3.4 of 3GPP TS 23.548 [8].
8.	If the SEALDD server 2 has no transportation layer service continuity support, a SEALDD Connection info update notification is sent to SEALDD client, e.g. to update the allocated IP address and port for SEALDD-Uu user plane communication. Then the SEALDD client acknowledges the received SEALDD Connection info update notification. After SEALDD client is aware of the new SEALDD-Uu IP address and port, it starts to send new SEALDD traffic (received from the VAL client) over the new connection. The new SEALDD server maps the received SEALDD traffic to the application traffic according to the SEALDD traffic descriptor and VAL service ID. The new SEALDD server sends the recovered application traffic to new VAL server. The downlink application traffic sent from the new VAL server to VAL client is processed similarly.
9.	SEALDD Server 1 notifies VAL Server 1 of the completion of the SEALDD-UU flow transfer.
10.	VAL Server 1 (acting as EAS1) and VAL Server 2 (acting as EAS 2) execute the Application Context Transfer (ACT) procedure step corresponding to the pending ACR scenario (3GPP TS 23.558 [10] clauses 8.8.2.2‑8.8.2.6), which is out the 3GPP scope. 
11.	The post-ACR clean-up phase is executed, as described in the corresponding ACR scenario (3GPP TS 23.558 [10] clauses 8.8.2.2-8.8.2.6).
12.	The application data from the VAL Client is sent via the SEALDD-UU flow (with SEALDD server 2) to VAL Server 2.
NOTE:	The SEALDD-UU client endpoint of the SEALDD-UU flow in this step is maintained the same as in step 1
* * * Next Change * * * *
[bookmark: _Toc130854724][bookmark: _Toc133484165][bookmark: _Toc155261802]9.7.3.6	Transmission quality measurement subscription request
Table 9.7.3.6-1 describes the information flow from the SEALDD server to the SEALDD client for data transmission measurement subscription.
Table 9.7.3.6-1: Transmission quality measurement subscription request
	Information element
	Status
	Description

	SEALDD-UU flow ID
	M
	Identifier of the SEALDD-UU flow.

	Measurement conditions
	O
	Indicates the temporal and/or spatial conditions.

	Transmission quality measurement requirements list
	M
	The measurement requirement information 

	> Measurement ID 
	M
	Measurement identifiers, e.g. latency, bitrate, jitter

	> Reporting frequency
	O
	The reporting frequency of measurement results (e.g. periodic reporting). If not present, it implies periodic reporting.

	> Reporting periodicity
	O
	If the reporting frequency is periodic, the reporting periodicity shall be provided.

	> Measurement period window
	O
	Indicates the measurement period window for transmission quality measurements

	> Measurement expiration time
	O
	Indicates the measurement expiration time

	> Reporting criteria
	O
	Indicates the criteria for reporting measurement results, e.g. if the latency or bitrate reaches below or above a certain value. It also includes a unique identifier for each criteria of more than one criteria is specified.

	> SEALDD policy
	O
	Specifies quality guarantee policies associated with the SEALDD connection

	>> Quality guarantee policy
	M
	Indicates the event (e.g. measurement threshold) to be measured for, the quality guarantee.



* * * Next Change * * * *
[bookmark: _Toc133484184][bookmark: _Toc155261827]9.9.2.2	SEALDD enabled data transmission quality guarantee with redundant transport
Figure 9.9.2.2-1 illustrates the procedure of using redundant transmission as the action to meet connection reliability requirements specified by a SEALDD service policy.
Pre-conditions:
1.	A SEALDD service policy, which includes data transmission quality guarantees, is available to SEALDD server. The policy can be used to configure measurements and determine the necessary SEALDD layer actions for meeting the service policy requirements.
2. The SEALDD Client is authorized to request redundant transport services on behalf of the VAL client.


Figure 9.9.2.2-1: SEALDD data transmission quality guarantee with redundant transmission
1.	A VAL client and server establish a SEALDD connection to transport the application data. As part of the connection establishment, the SEALDD service policy in precondition 1 is shared so that it is available to both the SEALDD client and the SEALDD Server. The SEALDD Server may use the data transmission quality requirements of this policy in conjunction with other local policies pre-provisioned at the SEALDD server. The SEALDD server determines whether to start data transmission quality measurement by itself or by the SEALDD client. As a result, SEALDD measurements (e.g. packet loss rate, latency) are configured either at the SEALDD client as described in clause 9.7.2.3 or at the SEALDD server as described in clause 9.7.2.1 and started accordingly. Then either the SEALDD client or server receives measurement reports.
2.	Based on measurement reports and the SEALDD service policy, depending on the which entity started the measurement, either the SEALDD client or server determines to perform an action so that the data transmission quality requirements of the policy are met. 
3.	Specifically, if the measurement was started by the SEALDD client, the SEALDD client triggers the establishment of redundant transmission services. If the measurement was started by the SEALDD server, the SEALDD server triggers the establishment of redundant transmission services by sending a Transmission quality management request to the SEALDD client requesting to establish redundant transmission path.
NOTE:	The request can be sent to SEALDD client via Application Triggering (specified in clause 4.13.2 of 3GPP TS 23.502 [6]) with payload indicating a trigger of a redundant connection setup for SEALDD packet transmission.
4.	The SEALDD client uses steps 6 to 9 of the procedure in clause 9.3.2.1 to request the use of redundant transmission service from the SEALDD server. As part of this step, the UE may end the initial PDU session and establish redundant PDU sessions.
5.	The SEALDD client updates the SEALDD connection with the redundant transmission information, i.e., the UE addresses and ports for the redundant PDU sessions, the SEALDD-UU flow identifier, and the application traffic descriptors. The SEALDD client or server also configures the parameters for enabling any necessary SEALDD measurements for the new SEALDD-UU flow.
6.	The SEALDD server may subscribe to receive notifications from the 5G network for user plane measurements (e.g., the network latency requirements specified in 3GPP TS 28.541 [12]), network analytics (as specified in 3GPP TS 28.104 [11], etc.).
7.	The SEALDD client and server handle data duplication and elimination of application traffic on the redundant SEALDD-UU flows and the necessary measurements are collected by the SEALDD client or server.
When the SEALDD measurement results indicating that the SEALDD data transmission has good performance according to policy guarantee threshold, if the measurement was started by the SEALDD client, the SEALDD client may release one transmission path and return back to single SEALDD connection mode, otherwise the SEALDD server may send a Transmission quality management request to the SEALDD client requesting to use single transmission, then the SEALDD client releases one transmission path and returns to single SEALDD connection mode.
* * * Next Change * * * *
[bookmark: _Toc155261830]9.9.3.1	Transmission quality management request
Table 9.9.3.1-1 describes the information flow from the SEALDD server to the SEALDD client for requesting data transmission quality management.
Table 9.9.3.1-1: Transmission quality management request
	Information element
	Status
	Description

	SEALDD-UU flow ID
	M
	Identifier of the SEALDD-UU flow.

	Transmission quality management action
	M
	Indicates the data transmission quality guarantee action (e.g. redundant transmission path, re-establish transmission path, switch to backup transmission path) or optimization action (back to single transmission path, transmission parameter adjustment) that triggering by event (e.g. measurement threshold).

	UL periodicity (NOTE)
	O
	Uplink periodicity.

	BAT offset for UL (NOTE)
	O
	BAT offset for Uplink data.

	NOTE:	The IE is applicable for transmission parameter adjustment.
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