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Table 5.5.2.15.2-1: SIP UPDATE from the SS
	Derivation Path: TS 24.229 [16] A.2.1.4.14, A.2.2.4.14

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]
RFC 5031 [54]
	

	  Method
	"UPDATE"
	
	
	

	  Request-URI
	same URI as the UE has sent earlier in the Contact header of a response within the same dialog
	Contact URI of the UE ("callee")
	
	

	  SIP-Version
	'SIP/2.0"
	
	
	

	Via
	same as specified for INVITE sent by the SS in Table 5.5.2.5.2-1
	
	RFC 3261 [22]
RFC 3581 [55]
	MO_CALL

	Via
	same as in INVITE but with updated via-branches
	
	RFC 3261 [22]
RFC 3581 [55]
	MT_CALL

	Via
	same as specified for INVITE sent by the SS in Table 5.5.2.5.2-1 with updated via-branches
	
	RFC 3261 [22]
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	Same URI of the SS as used earlier in the dialog
	Remote URI of the dialog (from the UE's point of view)
	
	

	  tag
	Same tag of the SS as used earlier in the dialog
	Remote tag of the dialog (from the UE's point of view)
	
	

	To
	
	
	RFC 3261 [22]
RFC 5031 [54]
	

	  addr-spec
	Same URI of the UE as used earlier in the dialog
	Local URI of the dialog (from the UE's point of view)
	
	

	  tag
	Same tag of the UE as used earlier in the dialog
	Local tag of the dialog (from the UE's point of view)
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	Same value as used in the INVITE initiating the dialog
	
	
	

	Contact
	same as in the response for the INVITE creating the dialog
	
	RFC 3261 [22]
	MO_CALL

	
	same as in the INVITE creating the dialog
	
	
	MT_CALL

	CSeq
	
	
	RFC 3261 [22]
	

	  value
	value of CSeq sent by the endpoint within its previous request in the same dialog but increased by one
	
	
	

	  method
	"UPDATE"
	
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	"68"
	The recommended initial value is 70 in RFC 3261 [22].
Assuming 2 hops as according to the Via header this results in a value of 68 in the message sent to the UE.
	
	

	Content-Type
	
	
	RFC 5621 [58]
	

	  media-type
	"application/sdp"
	
	
	

	Content-Length
	length of message-body 
	
	RFC 3261 [22]
	

	  value
	length of message-body 
	
	
	

	Message-body
	
	
	RFC 3261 [22]
	

	  SDP Message
	SDP Message as described in Table 5.5.3.1.1-2
	
	
	

	
	SDP Message as described in Table 5.5.3.1.2-2
	
	
	MCVIDEO

	
	SDP Message as described in Table 5.5.3.1.2-3
	
	
	MCDATA




