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1 Break-Out Group Services Architecture and Principles

1.1 What we are going to try to accomplish here – as proposed by the organiser of the workshop

1. Identify the features that are missing from current standardisation work

2. Identify the relevant features that are defined by 3GPP external groups

3. Review 3GPP Features

1.2 Comments

Josef Huber: To address the Portal issues. Will we continue to tunnel in 3G as we are used with GPRS right now or to enhance the service to common portal standards? What we are going to do this area? 

Jean Jacques: NTT DoCoMo has been doing everything on i-mode without an i-mode forum etc. He proposes to keep some boundaries.

Fred Harrison: To address the issue in broad perspective before going into more detail. How the customer gets the services.

Josef Huber: IPv6, migration to IPv6, co-existence with current applications and terminals.

Fred Harrison: Although the decision in favour of IPv6 for IMS has been taken the co-existence with VPN and corporate application has been addressed. This question should be addressed to IPv6 Forum.

Hendrik Berndt : As a service designer he does want to bother about such issues, just to standardise the APIs for service design.

Hendrik Berndt  Croatia: Pre-paid services in 3G with multi-media services? Who we will be master for billing? Where is the future for pre-paid, plat form for pre-paid, incl. roaming? Currently there is no standardisation in this area.

John Fenn: Yes, this is an issue. Where this needs to be addressed. This is not an issue for 3GPP.

Hendrik Berndt : There are some fora dealing with issues, e.g. Object Managing Group

Fred Harrison: There are more groups. At least we can agree that billing is a key area.

John Fenn: There will be a further dimension, e.g. m-commerce will come, one would even be able to action your calls.

Fred Harrison: Numbering & addressing leading into IPv6.

Hendrik Berndt: Do we agree on the scope of this group? Does subscription management belong to service architecture?

Josef Huber: What should be within the scope of 3GPP. WAP Forum: They do not address 3G. Interoperability issues, addressing ITU E.164 subscriber from internet users and vice versa.

John Fenn: In ETSI 14 groups tackle addressing issues.

John Fenn: M-commerce should be discussed, this covers also billing and security.

Fred Harrison: User privacy related to location services etc. There is no common definition of user privacy. Despite this, many groups deal with user privacy in different manners.

John Hoffman: Compatibility between 3G and current deployments.

Teuvo Jarvila: What is the current service architecture?

Josef Huber: 3GPP should recommend standards in the area of voice and video to ensure end-to-end communication, even with network-based conversion. This also should address compression techniques to reduce the bandwidth requirements.

David Hills: Common APIs, who and where it should be done? The API is an important requirement as this enables services and drives the revenue.

1.3 Topics we are going to deal with

This is the result from the early morning discussion. Main Topics according to the discussion (all topics should cover compatibility and migration):

1. Billing -> number 1

· Where to address billing issues

· Third party billing

· On-line billing

· Electronic trading

2. Numbering & Addressing, incl. IPv6 -> number 4 

· Interworking (incl. E.164 and host addressing)

· Transition from IPv4 ->  identifying the road map from operators perspective....

3. APIs -> number 2

· What are the APIs third parties can use

· Multiplicity of APIs (middle ware, IN, ...)

4. Privacy & security -> number 3

· End-to-end security for m-commerce

5. Portal services -> to widen the scope of 3GPP -> number 5

1.4 Discussion and Conclusion

	Issue or Question
	Discussion
	Conclusion
	Addressee & Action

	Billing
	
	
	

	Third party billing
	How to get the application dependent charging information, how to derive billing information, from what NE?

What are the means to collect third party information for billing?

To enable roaming while using third party applications.

Commercial relationship between ASP, ISP and operator.

Defining the billing interface which supports the commercial relationship between ASP, ISP and operators, both on-line and off-line).

Who is addressing billing, charging standards (SA5, GSMA TADIG, IPDR)?

What concepts should be pursued to allow for multi-party charging? What is the information we need for multi-party billing? Relation between address <-> service/application <-> billing information? What is the unique identifier for service/application and how we relate it to the user/subscriber?

For e/m-commerce some end-to-end billing is the focus, not so much the operator billing, e.g. transaction of a user with a on-line bookshop.

To create a list of bodies where billing issues are dealt with and their scope of activities.
	To request SA5 (SA2, SA1) to look at a common concept for third party billing and to develop a generic interface (covering on-line/pre-paid, event charging, successful invocation of service etc.). This should be a joint effort, including GSMA, European Billing, IPDR...

To request SA1 for clear definition of on-line billing and per-paid.

On-line trading end-to-end is transparent to the network, there is no additional requirement. Question to GSMA: Are there any additional requirements? To look at payment models and current commercial relationship in order to ensure that all requirements are covered.
	SA5: To develop concept and interface 

GSMA: To elaborate requirements and to contribute to SA5 work

UMTS Forum: To create the list of groups/fora etc.

	APIs
	
	
	

	What APIs we need?
	There are APIs inside the service architecture. Billing could become a third party service using a API. OSA is under progress.

We agree that standard APIs are necessary. In 3GPP CN5, SA2 and T2 are tackling these (terminal and network based).

To define what we mean with API, between what entities? Currently there are some specific APIs under progress, e.g. for LCS.

To capture the requirements from third parties, e.g. ASPs etc. Are there any mechanism for this?  Current experience tells that the know-how in this area is very limited inside 3GPP. For the time being often specific solutions are addressed.

To start with the exercise one could run a gap analysis, what APIs we are missing etc.

3GPP should take into account progress of Parlay, because Parlay group is ahead of 3GPP. While addressing OSA in CN5 they try to reflect Parlay and keep close contacts.

GSMA started recently some efforts to take ASPs on board to involve the application community. The clear outcome of a initial workshop in January was that clear and transparent interfaces/APIs are needed to allow for third part application development.

UMTS Forum has also a dedicated group, the ITC group, looking at these issues.

To make the ISP service developer community aware of the specific requirements of the mobile world (what need to be reflected, e.g. QoS).

It might be worthwhile to compile a “simple” guide for application developers.
	ITC group of UMTS Forum, GSMA (whatever body within GSMA) and 3GPP to try to develop a guideline for application developers. While doing this, also identifying the interface requirements and APIs. 
	ITC Group of UMTS Forum, GSA

	
	
	
	

	Privacy & security 
	
	
	

	End-to-end security for intranet access, m-commerce..
	There is the question what 3GPP did cover.

IPv6 will provide many of the security mechanism needed. However, IPv4 will stay alive for some time. IPsec can be used via IPv4. It just would need to be mandated by the operator community.

It might be worthwhile to identify security requirements per service category.

It is understood that SA3 has done a good work in this area and there are no obvious issues left out. SA1 does a case by case analysis, looking at the very services and to approach the respective group when needed.

Is it possible to express security requirements from service architecture point of view, e.g. per application and not only from network architecture perspective? For the overall approach the suitability of solutions for the mobile environment need to be reflected, e.g. to keep signalling load to a reasonable level.
	SA1 is invited to consider the security issues while running the service requirements analysis.

To invite GSMA SG to carry out a risk analysis.
	SA1

GSMA SG

	Security of addressing and numbering
	Current E.164 concept assumes that only authorised parties can handle addresses and there is no fraud possible. As soon address translation becomes necessary nobody can guarantee for the correct address etc. This is more a generic issue, not just one of the mobile world.

DNS security?

TIPHON probably may have some ideas already, limited to VoiceIP.
	To invite SA3 to study the matter jointly with TIPHON.
	SA3

	Privacy
	In GSM there is simple CLI service and CLIR for privacy. What is the respective means for LCS? Instant Messaging, who is allowed to put you on somebody’s “buddy”-list? 

To categorise the issues: End user privacy and regulatory requirements. What data need to be covered?

SA1 did not privacy in a specific manner, e.g. per applications.

Privacy of DNS need to be addressed as well.

What groups are working on privacy, e.g. WAP Forum, IETF, LIF.... Some co-ordinated action is necessary.

Possibly SA could address privacy aspects form a generic point of view (generic privacy definitions), e.g. elaborating guidelines for service development. Those guidelines would need to applied when developing services.

There is a question what 3GPP can do when application sit on top of the bearer without knowledge of the operator?

SA1 did discuss the requirements on the example of presence services. Conclusion is, that any mechanism need to be very flexible to cater for different cultures etc.

Where we capture regulatory requirements? We also need some mechanism where regulators could try to develop a common view,
	To invite GSMA L&R to gather regulatory requirements as a permanent task and to submit it to SA1 and SA3.

SA1 is invited to take the lead, to elaborate user requirements and to liaise with user groups, starting some sort of co-operation with external bodies.
	 GSMA L&R

SA1

	Numbering & Address-ing, incl. IPv6
	
	
	

	Inter-working (incl. E.164 and host addressing)
	Addressing has been discussed in some depth in SA2 and CN.

What addressing scheme for what service category will be used in future, at least for IMS based services? Where this question is being addressed?

Possibly some more long term analysis is required, where we want to be, considering machine addressing etc. While doing this we also would identify transition/migration issues.

In principle for all the issues SA2 would the most likely starting point.

Report No.12 from UMTS Forum covers one paragraph questioning the need for several ISP connections in parallel for one user. There was no solution for this scenario.
	SA2 should be contacted with the questions raised – input paper for SA2
	John Horrocks to elaborate the input paper for SA2

	Transition from IPv4 ->  identifying the road map from operators perspective....
	Transition scenarios have been discussed in SA2. The infra structure break-out group does address this also.

In addition to the actions taken by the operators we need to know the time table for the rest industry, e.g. in what pace corporate VPN migrate to IPv6. We need to know how long the transition period may last.

IPv6 Forum runs a TF addressing DNS deployment.
	GSMA needs to take-up the scenarios and to elaborate the road-map.

IPv6 Forum to address the speed of migration of the industry.

GSMA and IPv6 Forum need to co-operate.
	GSMA

IPv6 Forum

IPv6 workshop end of June

	Portal services
	
	
	

	
	Are portal services within the scope of 3GPP, e.g. for content services, or not?

There is a proliferation of mark-up languages. Can we store all the different browsers in the handset? What is the conceptual idea and the architecture? Without co-ordination and taking the lead we may mess up and further dedicated fora would pop up. At least guidelines are essential and roaming issues need to be covered.

CSCF architecture handles the most of the issues raised. Probably the definition of a portal need to be improved, often it is from the conceptual point of view a front-end. The portal function is usually not part of the ISP, it provides for personalisation, charging, content management etc.

What are the standards used at portal premises, what browsers handsets need to support? What are the roles of network, hanset and portal in regard to personalisation, to cater for roaming etc.?

Currently there is already some level of co-ordination, e.g. MExE does reference WAP specifications.

How the operator community can move up the value chain by providing this mobile portals? What are the requirements in terms of standards, mark-up language etc.? 3GPP is not necessarily required to develop standards rather to draw a guidebook, picking up de-facto or other standards in order to smooth implementation of services and up-take by customers by accelerating the learning curve. With this the set of options would be reduced to a manageable amount.

Obviously this question does not relate to UMTS, it could even relate to Rel97 for GPRS etc.
	To invite GSMA and UMTS Forum to look at those requirements, possibly by a dedicated workshop. GSMA should take the lead. Analysis form UMTS forum could be used as an input. Input from SA1, T2 and WAP Forum would be expected. Then to decide on the next the step.

The goal is to make results available for the long term vision workshop in October 2001.
	GSMA





































































































