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1. Introduction


This document describes the result of the study on plastic roaming between the ARIB IMT2000-2G systems (roaming to 2G systems by IMT2000-UIM, roaming to IMT2000 by 2G-UIM, and roaming with a state that IMT2000-UIM and 2G-UIM are accommodated on one IC card) for their combination, feasibility, UIM function, and dual mode mobile terminal.





2. Terms


Terms are defined as follows in this document.


(Note: x and y indicate systems)


UIM --- Logical module of subscriber data and authentication algorithm etc (also applicable to 2G)


ICC --- Physical IC card


x-UIM--- UIM for x system (Example: GSM-UIM)


x-UIM/ICC --- State that UIM of x system is accommodated on one IC card 


x&y-UIM/ICC --- State that UIMs of x and y systems are accommodated on one IC card


x-UIM ( y system --- Roaming status accessing  to y system by UIM for x system


ANSIev --- ANSI evolved type IMT2000


GSMev --- GSM evolved type IMT2000


ANSI --- 2G system in conformity with IS-95 and IS-41





3. Range of study subjects





3.1 Combination of UIMs and systems that is the subject of the study


 In this study, the subject is a combination of IMT2000-UIM ( 2G system and 2G-UIM ( IMT2000.  Accordingly, a combination of two IMT2000 systems (ANSIev-UIM ( GSMev or GSMev-UIM ( ANSIev) or two 2G systems (GSM-UIM ( PDC etc) is out of the subject.


The combination that is the subject of the study is listed in Table 1.
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3.2 ICC state that is the subject of the study


 The following patterns are studied as ICC states, which are the subject of the study.


( UIM/ICC: Roaming with a state that one UIM is accommodated on one ICC


( Multiple UIMs/ICC: Roaming with a state that UIMs of multiple systems are accommodated on one ICC 





3.3 Plastic roaming method that is the subject of the study


The plastic roaming method assumed in this study is described below.


( On the occasion of accessing to a different system, to access the network by attaching ICC to a single mode mobile terminal for the system, 


( To attach ICC a dual mode mobile terminal capable of accessing to multiple systems and to access multiple networks by the same mobile terminal.





4. Detailed study


From the viewpoint of the file structure/content and the security mechanism/algorithm of UIM, feasible roaming methods and ICC (UIM) states at the single mode mobile terminal are studied for each combination pattern in Table 1, and the UIM function and problems for each pattern are clarified.


In addition, the precondition is that the electrical/physical interface of ICC for each system is on the GSM standard basis and compatibility is secured. 
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4.1.1	View point of the file structure/content


GSMev NW has been studied with the GSM basis, EF of GSMev-UIM is assumed to be addition and extension of EF of GSM-UIM.  Therefore, it can be considered that this case is feasible from the viewpoint of EF content.  However, it is indispensable that the information length and structure of various IDs (IMUI, TMUI, PLMN, and LAI etc) should be equivalent or a unique convertible configuration between GSMev and GSM. 


As for implementation method in the case that requires conversion of various IDs, the usage of Sim Application Tool Kit can be considered.





Regarding DF, if DFGSMev locates just under MF, an ID different from DF ID (Example: DFGSM and DFPDC etc), which is defined by the existing standards, should be allocated.  Therefore, when GSMev-UIM is attached to the existing GSM mobile terminal, the GSM mobile terminal can not identify DF ID of DFGSMev.  Hence, it can be considered that this case is not feasible. 


It is necessary for implementation of this case to develop GSM mobile terminal that can identify DFGSMev.


As for another method, it can be considered that the same DF ID is employed for DFGSMev and DFGSM, in short, EF for GSMev is placed in DFGSM.  However, the trend of ETSI should be investigated and studied for this method.





4.1.2 View point of security mechanism/algorithm 


Although the security mechanism/algorithm of GSMev is under study right now, it can be considered that this case is feasible if the security mechanism/algorithm is compatible between GSMev and GSM.  However, it is indispensable for this case that the information length of security-related parameters (authentication random numbers, authentication computation results, authentication keys, and ciphering keys) of GSMev can also support one specified in GSM standard. 





4.1.3 Feasible roaming method


 According to the result of the study above, it can be considered that GSM NW roaming by GSMev-UIM itself is difficult for the case of GSMev-UIM ( GSM due to the DF ID problem described in Section 4.1.1.   Therefore, it can be considered that the form of GSMev&GSM-UIM/ICC is optimum. 


In addition, the feasibility and the necessity of GSMev-UIM/ICC form with a method that EF for GSMev is placed in DFGSM should be studied.
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4.2.1	View point of the file structure/content


GSMev NW has been studied with GSM basis, EF of GSMev-UIM is assumed to be addition and extension of EF of GSM-UIM.   When ANSI NW access by EF of GSM-UIM is considered, the access by information of GSMev-UIM can be considered to be impossible, upon consideration of the fact that the information length and the structure of the network number are different for both systems and the mobile station number (IMSI and IMSI/MIN) may be different.





As for DF, an ID different from DF ID (Example: DFGSM and DFPDC etc), which is defined by the existing standards, should be allocated if DFGSMev locates just under MF.  Therefore, when GSMev-UIM is attached to the existing ANSI mobile terminal, the ANSI mobile terminal can not identify DF ID of DFGSMev.  Hence, it can be considered that this case is not feasible. 


It is necessary for implementation of this case to develop ANSI mobile terminal that can identify DFGSMev. 


As for another method, it can be considered that the same DF ID is employed for DFGSMev and DFANSI, in short, EF for GSMev is placed in DFANSI.   However, it can be considered that this method is not realistic.





4.2.2 View point of security mechanism/algorithm 


Although the security mechanism/algorithm of GSMev is under study right now, the security mechanism/algorithm is not compatible between GSM and ANSI by taking the fact that GSMev is studied on the GSM basis into consideration.  It can be considered that this case is not feasible. 


 





4.2.3 Feasible roaming method


 According to the result of the study above, it can be considered that the form of GSMev&ANSI-UIM/ICC is optimum for the case of GSMev-UIM ( ANSI. 








4.3	GSMev-UIM(PDC NW
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4.3.1	 View point of the file structure/content


GSMev NW has been studied with GSM basis, EF of GSMev-UIM is assumed to be addition and extension of EF of GSM-UIM.   When PDC NW access by EF of GSM-UIM is considered, the access by information of GSMev-UIM can be considered to be impossible, upon consideration of the fact that the information length and the structure of a mobile station number (IMSI and MSI) and the network number are different for both systems and the perch CH information in UIM is necessary for PDC.





As for DF, an ID different from DF ID (Example: DFGSM and DFPDC etc), which is defined by the existing standards, should be allocated if DFGSMev locates just under MF.  Therefore, when GSMev-UIM is attached to the existing PDC mobile terminal, the PDC mobile terminal can not identify DF ID of DFGSMev.  Hence, it can be considered that this case is not feasible. 


It is necessary for implementation of this case to develop PDC mobile terminal that can identify DFGSMev.


As for another method, it can be considered that the same DF ID is employed for DFGSMev and DFPDC, in short, EF for GSMev is placed in DFPDC.  However, it can be considered that this method is not realistic.





4.3.2 View point of security mechanism/algorithm 


Although the security mechanism/algorithm of GSMev is under study right now, the security mechanism/algorithm is not compatible between GSM and PDC by taking the fact that GSMev is studied on the GSM basis into consideration.  It can be considered that this case is not feasible. 





4.3.3 Feasible roaming method


According to the result of the study above, it can be considered that the form of GSMev& PDC -UIM/ICC is optimum for the case of GSMev-UIM ( PDC.





4.4	ANSIev-UIM ( GSM NW
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4.4.1	View point of the file structure/content


When GSM NW access by EF of ANSIev-UIM is considered, the access by information of ANSIev-UIM can be considered to be impossible, upon consideration of the fact that the information length and the structure of the network number are different for both systems and the mobile station number (IMSI and IMSI/MIN) may be different.





As for DF, an ID different from DF ID (Example: DFGSM and DFPDC etc), which is defined by the existing standards, should be allocated if DFANSIev locates just under MF.  Therefore, when ANSIev-UIM is attached to the existing GSM mobile terminal, the GSM mobile terminal can not identify DF ID of DFANSIev.  Hence, it can be considered that this case is not feasible. 


It is necessary for implementation of this case to develop GSM mobile terminal that can identify DFANSIev.


As for another method, it can be considered that the same DF ID is employed for DFANSIev and DFGSM, in short, EF for ANSIev is placed in DFGSM.  However, it can be considered that this method is not realistic.





4.4.2 View point of security mechanism/algorithm 


Since the precondition is that the security mechanism/algorithm of ANSIev is studied on the ANSI basis, it seems that the security mechanism/algorithm is not compatible between GSM and ANSI.  It can be considered that this case is not feasible.





4.4.3 Feasible roaming method


According to the result of the study above, it can be considered that the form of ANSIev&GSM-UIM/ICC is optimum for the case of ANSIev -UIM ( GSM.





4.5	ANSIev-UIM ( ANSI NW
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4.5.1	View point of the file structure/content 


As for DF, it is assumed that DF ID is the same, in short, EF for ANSIev is included in DFIS-41 (tentative name).  Hence, it is feasible when ANSIev-UIM is attached to an ANSI mobile terminal.





4.5.2 View point of security mechanism/algorithm


Since the precondition is that the security mechanism/algorithm is compatible between ANSIev and ANSI.  It can be considered that this case is feasible.





4.5.3 Feasible roaming method


According to the result of the study above, it can be considered that access to ANSI NW is possible by ANSIev-UIM itself for the case of ANSIev-UIM ( ANSI.





4.6	ANSIev-UIM ( PDC NW
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4.6.1	View point of the file structure/content


When PDC NW access by EF of ANSI-UIM is considered, the access by information of ANSIev-UIM can be considered to be impossible, upon consideration of the fact that the information length and the structure of a mobile station number (IMSI and MSI) and the network number are different for both systems and the perch CH information in UIM is necessary for PDC





As for DF, an ID different from DF ID (Example: DFGSM and DFPDC etc), which is defined by the existing standards, should be allocated if DFANSIev locates just under MF.  Therefore, when ANSIev-UIM is attached to the existing PDC mobile terminal, the PDC mobile terminal can not identify DF ID of DFANSIev.  Hence, it can be considered that this case is not feasible. 


It is necessary for implementation of this case to develop PDC mobile terminal that can identify DFANSIev.


As for another method, it can be considered that the same DF ID is employed for DFANSIev and DFPDC, in short, EF for ANSIev is placed in DFPDC.  However, it can be considered that this method is not realistic.





4.6.2 View point of security mechanism/algorithm 


Since the precondition is that the security mechanism/algorithm of ANSIev is studied on the ANSI basis, it seems that the security mechanism/algorithm is not compatible between ANSI and PDC.  It can be considered that this case is not feasible.





4.6.3 Feasible roaming method


According to the result of the study above, it can be considered that the form of ANSIev&PDC -UIM/ICC is optimum for the case of ANSIev -UIM ( PDC.
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4.7.1	View point of the file structure/content


GSMev NW has been studied with GSM basis, EF of GSMev-UIM is assumed to be addition and extension of EF of GSM-UIM.  Therefore, it can be considered that this case is feasible from the viewpoint of EF content.  However, it is indispensable that the information length and the structure of various IDs (IMUI, TMUI, PLMN, and LAI etc) should be equivalent or a unique convertible configuration between GSMev and GSM. 





Regarding DF, the capability to identify both DF ID of DFGSMev and DFGSM is indispensable for GSMev mobile terminal to implement this case.


As for another method, it can be considered that the same DF ID is employed for DFGSMev and DFGSM, in short, EF for GSMev is placed in DFGSM.   In this case, GSMev mobile terminal does not need the capability to identify both DF ID of DFGSMev and DFGSM.  However, the trend of ETSI should be investigated and studied for this method.





4.7.2 View point of security mechanism/algorithm


Although the security mechanism/algorithm of GSMev is under study right now, it can be considered that this case is feasible if the security mechanism/algorithm is compatible between GSMev and GSM.  However, it is indispensable for this case that the information length of security-related parameters (authentication random numbers, authentication computation results, authentication keys, and ciphering keys) of GSMev can support one specified in GSM standard. 





4.7.3 Feasible roaming method


According to the result of the study above, it can be considered that both forms of access to GSMev NW by GSM-UIM itself and GSMev&GSM-UIM/ICC are possible for the case of GSM-UIM ( GSMev.
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4.8.1	View point of the file structure/content





ANSIev NW is operated on the basis of ANSI.  When ANSIev NW access by EF of GSM -UIM is considered, the access by information of GSM -UIM can be considered to be impossible, upon consideration of the fact that the information length and the structure of the network number are different for both systems and the mobile station number (IMSI and IMSI/MIN) may be different.





Regarding DF, the capability to identify both DF ID of DFANSIev and DFGSM is indispensable for ANSIev mobile terminal to implement this case.





4.8.2 View point of security mechanism/algorithm


Since the precondition is that the security mechanism/algorithm of ANSIev is studied on the ANSI basis, it seems that the security mechanism/algorithm is not compatible between GSM and ANSI.  It can be considered that this case is not feasible.





4.8.3 Feasible roaming method


According to the result of the study above, it can be considered that the form of ANSIev&GSM-UIM/ICC is optimum for the case of GSM-UIM ( ANSIev.





4.9	ANSI-UIM ( GSMev NW
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4.9.1	View point of the file structure/content


GSMev NW is operated on the basis of GSM.  It is expected that the content of EF required for access to GSMev NW is the same as GSM-UIM.  When GSMev NW access by EF of ANSI-UIM is considered, the access by information of ANSI-UIM can be considered to be impossible, upon consideration of the fact that the information length and structure of the network number are different for both systems and the mobile station number (IMSI and IMSI/MIN) may be different.





Regarding DF, the capability to identify both DF ID of DFANSI and DFGSMev is indispensable for GSMev mobile terminal to implement this case.





4.9.2 View point of security mechanism/algorithm 


Although the security mechanism/algorithm of GSMev is under study right now, the security mechanism/algorithm is not compatible between GSM and ANSI by taking the fact that GSMev is studied on the GSM basis into consideration.  It can be considered that this case is not feasible. 





4.9.3 Feasible roaming method


According to the result of the study above, it can be considered that the form of GSMev&ANSI-UIM/ICC is optimum for the case of ANSI-UIM ( GSMev.





4.10	ANSI-UIM ( ANSIev NW
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4.10.1	View point of the file structure/content 


As for DF, it is assumed that DF ID is the same, in short, EF for ANSI is included in DFIS-41 (tentative name).  Hence, it is feasible when ANSI-UIM is attached to an ANSIev mobile terminal.





4.10.2 View point of security mechanism/algorithm


Since the precondition is that the security mechanism/algorithm is compatible between ANSIev and ANSI.  It can be considered that this case is feasible.





4.10.3 Feasible roaming method


According to the result of the study above, it can be considered that access to ANSIev NW is possible by ANSI-UIM itself for the case of ANSI-UIM ( ANSIev.
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4.11.1	View point of the file structure/content


GSMev NW is operated on the basis of GSM.  It is expected that the content of EF required for access to GSMev NW is the same as GSM-UIM.  When GSMev NW access by EF of PDC-UIM is considered, the access by information of PDC-UIM can be considered to be impossible, upon consideration of the fact that the information length and the structure of  the mobile station number (IMSI and MSI) and the network number are different for both systems.





Regarding DF, the capability to identify both DF ID of DFPDC and DFGSMev is indispensable for GSMev mobile terminal to implement this case.





4.11.2 View point of security mechanism/algorithm


Although the security mechanism/algorithm of GSMev is under study right now, the security mechanism/algorithm is not compatible between GSM and PDC by taking the fact that GSMev is studied on the GSM basis into consideration.  It can be considered that this case is not feasible. 





4.11.3 Feasible roaming method


According to the result of the study above, it can be considered that the form of GSMev&PDC-UIM/ICC is optimum for the case of PDC-UIM ( GSMev.





4.12	PDC-UIM ( ANSIev NW
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4.12.1	View point of the file structure/content





ANSIev NW is operated on the basis of ANSI.  When ANSIev NW access by EF of PDC -UIM is considered, the access by information of PDC -UIM can be considered to be impossible, upon consideration of the fact that the information length and the structure of the mobile station number (IMSI and IMSI/MIN) and the network number are different for both systems.





Regarding DF, the capability to identify both DF ID of DFANSIev and DFPDC is indispensable for ANSIev mobile terminal to implement this case.





4.12.2 View point of security mechanism/algorithm





Since the precondition is that the security mechanism/algorithm of ANSIev is studied on the ANSI basis, it seems that the security mechanism/algorithm is not compatible between ANSI and PDC.  It can be considered that this case is not feasible.





4.12.3 Feasible roaming method


According to the result of the study above, it can be considered that the form of ANSIev&PDC-UIM/ICC is optimum for the case of PDC-UIM ( ANSIev.





4.13	Roaming method (ICC state) and priority for each combination of UIM and system


Based on the result of the study above, the optimum roaming method and the study priority for each combination of UIM and the roaming destination system can be considered as shown in the table below.


The way of thinking for the priority is determined from the following viewpoints.


There is high possibility for roaming implementation in UIM/ICC state


2G-UIM is standardized





In addition, the "multi-application" function should be studied in detail on a combination for which roaming by multi-application could be considered as optimum.


�



Table 2 Roaming method for each combination of UIM and system 


�
Roaming method that can be considered as optimum�
Remark�
Priority �
�
GSMev-UIM ( GSM NW�
Multi-application


GSMev-UIM/ICC�
GSMev-UIM/ICC can be implemented by addition of GSM mobile terminal capability or placement of EF of GSMev into  DFGSM  (Investigation and study are necessary�
M or H?�
�
GSMev-UIM ( ANSI NW�
Multi-application�
�
L�
�
GSMev-UIM ( PDC NW�
Multi-application�
�
L�
�
ANSIev-UIM ( GSM NW�
Multi-application�
�
L�
�
ANSIev-UIM ( ANSI NW�
ANSIev-UIM/ICC�
�
M�
�
ANSIev-UIM ( PDC NW�
Multi-application�
�
L�
�
GSM-UIM ( GSMev NW�
GSM-UIM/ICC


Multi-application�
�
H�
�
GSM-UIM ( ANSIev NW�
Multi-application�
�
L�
�
ANSI-UIM ( GSMev NW�
Multi-application�
�
L�
�
ANSI-UIM ( ANSIev NW�
ANSI-UIM/ICC�
�
M�
�
PDC-UIM ( GSMev NW�
Multi-application�
�
L�
�
PDC-UIM ( ANSIev NW�
Multi-application�
�
L�
�
Priority) H: High Priority, M: Mid Priority, L: Low Priority


Note: ANSIev-UIM = ANSI-UIM with functional extension, and DF ID is the same





5.	Study for UIM mobile terminal operation


In this section, the operation is studied for single and dual mode mobile terminals of x-UIM/ICC and x&y-UIM/ICC.





5.1	x-UIM/ICC


As a precondition of the study for this case, the network should support the security mechanism/algorithm possessed by the relevant UIM.





5.1.1 Roaming with the method of replacing ICC to a single mode mobile terminal


The access method (command) from mobile terminal to UIM in roaming at this state is similar to the normal access method, hence, it can be considered that there is not any effect on the UIM function.


As for the function of a mobile terminal, the mobile terminal for roaming needs a capability to identify the application for other system because it utilizes other application (UIM) different from the original one.


However, the capability to identify the application for other system is unnecessary when UIM for two applications is accommodated in the same DF (Example: ANSI-UIM/ANSIev-UIM).


In addition, the following case can be considered according to the result of Section 4.


GSMev-UIM ( GSM 


(Addition of GSM mobile terminal capability or placement of EF of GSMev into DFGSM is necessary.)


ANSIev-UIM ( ANSI NW


GSM-UIM ( GSMev NW


ANSI-UIM ( ANSIev NW





5.1.2 Roaming with a dual mode mobile terminal


Roaming at this state varies, depending on whether a mobile terminal accesses to two systems simultaneously.


In addition, the following mobile terminal can be considered according to the result of Section 4.


GSM ( GSMev mobile terminal 


ANSI ( ANSIev mobile terminal 





5.1.2.1	When a mobile terminal accesses to two systems simultaneously


The following problems for this state can be considered during simultaneous waiting at two systems and handover between systems etc.


Simultaneous access to UIM (Competition in command issuance)


Occurrence of contradiction in information due to asynchronous information update (Update of location information and allocation of temporary ID etc)





As for (1), it can be solved by competition control at the command issuance unit (Function module) of the mobile terminal.


As for (2), some kind of control at the network side is necessary for its solution, because it can be expected that a change of the information update method at the mobile terminal side or UIM side affects the system considerably.  Consequently, it can be considered that roaming operation in this state is difficult to implement practically. 





5.1.2.2 When a mobile terminal accesses by switching two systems 


The operation during access to the network for this state is equivalent to as the normal operation.  It can be considered that there is not any problem for the UIM function.  However, switching operation for systems is easy compared with roaming with the method of replacing ICC to a single mode mobile terminal.  Accordingly, the frequency of system switching tends to increase.  It can be expected that the frequency of UIM access increases by update of location information and allocation of temporary ID. 





5.2	x&y-UIM/ICC


5.2.1 Roaming with the method of replacing ICC to a single mode mobile terminal


The access method (command) from mobile terminal to UIM in roaming at this state is similar to the normal access method.


In addition, when the combination of multi-application is the one of GSM system and Non-GSM system (PDC and ANSI), it is desirable to share memory dial etc for the sake of convenience for users.  In this case, the access to DFTELECOM should be also allowed during usage of Non-GSM application. (File sharing)


In order to implement it, the allocation method for the access right (CHV) of each DF and EF should be studied.





5.2.2 Roaming with a dual mode mobile terminal


In roaming at this state, the access method (command) from mobile terminal to each UIM is one to one and is similar to the normal access method. 


According to the result of Section 4.The following combination can be considered as main cases.


ANSI ( GSMev mobile terminal


PDC ( GSMev mobile terminal


GSM ( ANSIev mobile terminal


PDC ( ANSIev mobile terminal





As for the access right, the allocation method for the common access right should be studied for activating two applications by one CHV after the power of the mobile terminal is ON, in addition to similar problems in the single mode. 





5.2.2.1	When a mobile terminal accesses to two systems simultaneously


The following problems for this state can be considered during simultaneous waiting at two systems and handover between systems etc.





Simultaneous access to UIM (Competition in command issuance)





As for (1), although destination UIM of command issuance is one to one, competition in command issuance can be considered because UIM-ME interface is one.  However, this issue can be solved by competition control at the command issuance unit (Function module) of the mobile terminal.





5.2.2.2	When a mobile terminal accesses by switching two systems


The operation during access to the network for this state is equivalent to as the normal operation.  It can be considered that there is not any problem for the UIM function.  





5.2.3	 Other problems on multi-application


As other problems on multi-application, the treatment of the access right during UIM write (DF generation) and management phase becomes the subject of discussion.


If owners of UISMs (Network operator / Service provider) are different or ICC issuers are different from the UIM owner, a flexible setup method for the access right should be studied.
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