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Liaison Statement: 
Re: “Liaison statement to T3 on Baseline and Service Implementation Capabilities”

From:


TSG-T3
To:


TSG-T2/SWG6
____________________________________________________________________________________________________

TSG-T3 would like to thank TSG-T2 SWG6 for the LS numbered T3-99300/T2-99698 where T3 is asked to identify terminal baseline/service implementation capabilities. The requirements for the capabilities listed below are contained in 3G TS 21.111. The detailed specification of the capabilities is contained in 31.101.

The information below is based on 3G TS 31.101 v1.0.0 and 31.102 v1.0.0. T2 is requested to note these TSs are not finalised. In particular, the clause numbers referred to below, may change.

T3 believes that the identification of existing files should not be included in the base-line capabilities as this would create an unnecessary and possibly confusing duplication of information.

1.  Terminal baseline implementation capabilities

Baseline Implementation Capability
Specification
Clause(s)
Mandatory/Optional

Comments

Physical Characteristics

Support for the card sizes; “ID-1 UICC” and/or “Plug-in UICC”
31.101
4
<Mandatory>

Provisions of Contacts
31.101
4.4
<Mandatory>

Support for provision of contacts identified in 4.4

Electrical specifications of the UICC – Terminal interface

Support for electrical specifications; 3V and 1.8V
31.101
5
<Mandatory>

Initial communication establishment procedures

Initial communication establishment procedures
31.101
6
<Mandatory>

Protocols

Transmission protocols T=0 and T=1


31.101
7


T=0 and T=1 are mandatory for the Terminal.

T=0 is mandatory for the UICC but T=1 is optional.

Application independent procedures
31.101
14
<Mandatory>



Application protocol

Procedures from USIM initialisation to network registration
31.102
5
<Mandatory>

Capabilities to access the related files with network registration

(ex. Files which contain IMSI, RACH access control parameters, forbidden PLMNs and location area information)

Security features

Authentication and Key agreement procedure
31.102
6.1
<Mandatory>

2.  Terminal service implementation capabilities

Terminal Service Implementation Capability
Specification
Section(s)
Mandatory/Optional

Comments

Application protocol

Procedures to access services
31.102
5
<Mandatory>

Capabilities to access the related files with the terminal services

(ex. Files which contain emergency call codes and information of LSA priority)

Security features

Support of keys for terminal based cryptographic functions
31.102
6.2
<Mandatory>

