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Reason for 
change:

To allow the same root to be used for both the Administrator role and one domain.  This will allow the saving of space on both the terminal and the SIM. 
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Other 
comments:
I have changed the text slightly since my e-mail.  I took out the brackets (this is important, so should not be in brackets.  I also took out that the Administrator is not a domain “in this context”.  This implies that it can be considered a domain in another context, which I don’t think is true. 

8.4.1
Certification requirements

A MExE MS cannot verify certified MExE executables of a particular domain unless it has a root public key for that particular domain.

Root public keys shall be securely installed in the MExE MS, say, at manufacture.  

It is recommended that a “disaster recovery” root public key be securely installed on the terminal, to be used to install new root public keys when all other root public keys on the terminal are invalid.

Third Party Domain root public keys will typically be installed along with and integrated into the MExE ME browser, as is done for PC-based browsers.

A MExE executable can only be verified if the MExE MS contains a valid root or certified public keys corresponding to the private key used to sign the MExE executable.

A MExE MS shall support at least one level of certificate under operator, manufacturer or Third Party root public keys.  The MExE MS shall support at least one level of certificate chain analysis in a signed content package, as shown in figure 5.

A certificate (other than one containing a root public key) shall only be considered valid if the signature on the certificate is verified by a valid public key (root or contained in a certificate) already present on the MS and if the certificate being verified has not expired.

Public keys shall not be shared between domains.  The Administrator is not considered as a domain, so the same root can be used for both the Administrator role and one of the operator, manufacturer or third party domains.
