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This discussion paper is concerned with the overall MExE Specification and addresses a potential issue or hole in the specification identified through discussions surrounding the CCV diagram.

Specifically, it is concerned with the Trusted Domain that a MExE executable is downloaded to, in that it the Trusted domain may have a combination of underlying secure domains i.e. Operator, Manufacturer & Third Party.

The specification does not appear to define which of the secure domains the downloaded applet is targeted to and how it is routed to the targeted secure domain.

I would like to suggest the inclusion of an additional diagram that expands on the detail of the trusted box in the CCV as a separate but related section to the CCV and information provided as to how the applet is routed to the expected destination.

