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LIAiSON STATEMENT 

to:
TSG-T2 SWG1 (MExE)
from:
WAP WAG EXternal Functionality Interface Drafting committee

CC:


date:
6 February 2001

Re: Use of signed content model for EFI security architecture (TSGT2#9(2000)306)

The WAP WAG EFI Drafting Committee would like to thank MExE for their liaison regarding security models. Currently the WAP Forum does not have a framework which allows signed content to be received by the WAP terminal. In order to allow the specification of EFI in a timely manner, EFI currently uses a security model which does not rely on signed content. 

The WAP Forum Wireless Security Group is currently working on a signed content specification, and once this is completed, the EFI DC will reconsider the security model requirements.  The MExE model will be examined for suitability as a security model for EFI at this time.

WAP WAG External Functionality Drafting Committee.
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