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1. Overall Description:

In order to stimulate a discussion on the details of the work split w.r.t. technical responsibilities between 3GPP(2)
and OMA, an initial assessment of 23.140 was made which attempts to identify the (non-)network-dependent parts
(see attachment, T2-040139).

In T2-040139, network dependent portions of 23.140, i.e. those section which should NOT be transferred to OMA
are color coded in turgoise; Portions which are not network dependent, i.e. which are proposed for transfer to OMA
have no color code. Some parts of the spec are yet to be decided, i.e. need to be clarified. The latter are marked in
yellow. Not applicable parts (such as CR history) are striked-through.

In addition some comments are added in T2-040139 with a couple of guidelines (based on the personal opinion of
the current 23.140 rapporteur — who is the contact person for this LS) to potential future editors.

In addition T2 would like to stimulate a discussion between 3GPP(2) and OMA groups involved with MMS on what
needs to be done under the assumption that MMS specs will be transferred after REL-6. It is T2's wish that these
issues be identified, solved — if possible - and / or socialised between OMA, 3GPP and 3GPP2 at the earliest
opportunity. This should happen BEFORE any transfer of the specs can take place. l.e. before June/September
2004, we should have a defined transition/transfer process in place to which all of the involved groups agree. As a
basis for this discussion, please find attached T2-040136, which lists some initial questions on issues which might
need to be resolved for a successful transfer of MMS into OMA after completion of REL-6.

Note: Any proposal for transfer to OMA is subject to general 3GPP decision to actually do the transfer (e.g. legal
and IPR issues need to be clarified).

2. Actions:

To OMA-MWG-MMSG, 3GPP2-X groups:

ACTION: T2kindly invites OMA-MWG-MMSG and 3GPP2-X to start a discussion and the socialisation of ideason MM S
transfer to OMA between these groups with the final aim to

a) Eventually reach acommon understanding / agreement between 3GPP(2) and OMA on which portions of
MMS stage 2 and stage 3 are to be transferred to OMA after finalization of REL-6

ab.) Identify and eventually solve all issues which need to be resolved in order to make the transfer of MM S into
OMA after completion of REL-6 a success.

(Note: all the above subject to IPR / legal issues being resolved by groups other than 3GPP T2.)
To SA1, SA4, SA5, T3 groups:



ACTION: T2 kindly invites SA1, SA4, SA5, T3 to consider to also start socialization of the idea to set up some
common agreement on potential transfer (or not) of any of their MMS work with OMA and 3GPP2.

3. Date of next T2 Meetings:
[ T2#25 | 19-23 Apr2004 | Edinburgh, UK |
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Source: Infineon
Title: MMS transfer to OMA

Document for:  Discusssion

Background

Subject to IPR and legal issues being resolved between 3GPP and OMA the organizations basically agreed to
transfer those portions of the MMS work which are not specific to the 3GPP network to OMA after finalization of
MMS REL-6.

Note: There might be some terms other than “basically agree” or “not specific to the 3GPP network” being used
officially, but the author doesn’t recall it at the time of writing this contribution. This shouldn’t change the meaning of
it. Note also that 3GPP2 has a similar agreement.

This contribution is intended to stipulate a discussion on what needs to be done under the assumption that MMS
specs will be transferred after REL-6. These issues should be identified, solved — if possible, and / or socialised
between OMA, 3GPP and 3GPP2 at the earliest opportunity. This needs to happen BEFORE any transfer of the
specs can take place. l.e. before June/September 2004, we need to have a defined transition/transfer process in
place to which all of the involved groups agree.

Note: The author is aware of similar discussions going on in OMA but these are not (yet ?) being disclosed. But he
feels that it's beneficial to also have the debate in 3GPP to capture 3GPP’s points of view.

Identify issues which need to be to resolved:

*  Which portions of 3GPP(2) specs are subject to transfer and which are supposed to stay within 3GPP(s) ?
e Should 3GPP2 should be informed about the ongoing planning between 3GPP and OMA.
« Do we have requirements on OMA how the OMA MMS specifications will be structured after the transfer ?

0 Will 3GPP need to shift the bearer-dependent parts of 23.140 to either a new spec and/or existing
specs during the transfer phase in order to ensure that all relevant MMS parts are available at some
place and nothing is lost.

0 Easiest from 3GPP point of view would be if OMA just make a copy of the 3GPP specs (under OMA
label) and assigns new spec numbers and titles to these.

= |s this acceptable for the 3GPP2 community ?
0 Or should the 3GPP2 structure be adopted ?
=  Would 3GPP accept this ?

0 Or should all parts of the existing 3GPP(2) specs be shifted to existing OMA MMS specs only ? (l.e.
there would be no need to create new OMA MMS specs.)

0 Who is going to create the first (draft ?) version of the new OMA specs which will contain the MMS
stage 1 requirements, the MMS stage 2 architecture and functional description, the MM4 and MM7
stage 3 implementations?

= Do we e.g. heed to set up a team of people from OMA-MMSG, 3GPP-T2, 3GPP2-X which
work out a first "OMA MMS stage 2" specification ? And the same for all the others ?

0o Do we need a documentation which describes to which chapter of which OMA MMS specification each
and every part of the 3GPP(2) MMS specification was shifted ? E.g. in order to allow easy comparison
and a comprehensible transfer.

= Should such a documentation of the transferred portions be set up in advance (as kind of a
project plan) or only after (pure reporting of what was done) the transfer is completed ?

o Does 3GPP(2) want OMA to ensure that the unchanged “copies” of the MMS specifications become
publicly available at OMA during transfer phase, so that not only OMA members have access to
ongoing work.



(o]

If there’s one spec in 3GPP(2) and one in OMA: How to see the split in 1 doc in 3GPP and 1 in OMA ?
Or will we have one spec in OMA with PP(2)-specifics in Annexes ?

Need for joint meeting between 3GPP and 3GPP2 (!) to synchronize what portions of the specs is shifted and
to set up a time frame for the transfer to take place ?

How is the maintenance of R'99 — REL-6 specs done practically ? Do we need to shift non-network-specific
parts of R'99 — REL-6 specs to OMA ?

(o]

If so, is OMA willing to ensure that the latest updates of the maintained (R'99 to REL6) specifications —
i.e. those which include the most recent bug fixes — are immediately publicly available after the
approval. (Note: There’s differences in OMA/3GPP(2) procedures.)

SA#22 minutes:

“Transfer of MMS into OMA

The outcome of the 3GPP/3GPP2/OMA workshop was reported and Nokia presented a proposal
on MMS transfer in TP-030295. During the discussion, four proposals were developed and agreed:
1. Post Release 6 technical discussions on MMS 23.140 should be moved to OMA now

2. PCG should be invited to consider IPR and copyright issues

3. Discussions on technical maintenance of 23.140 Release 6 and earlier should be moved
to OMA on completion of Release 6

4. Further consideration is needed concerning transfer of ownership of 23.140 material,
including splitting and rewriting specifications.
In addition, as a separate matter discussions should begin on recommendations on the future
structure of T2 and possibly TSG-T. T2 is invited to have a debate and create a proposal on its
future structure. Input on further details of the work transfer e.g. split of specifications are also
welcome. T3 was actioned to make a proposal on where to treat MMS smart card aspects in
future.”

Would OMA be willing to take over specs from earlier MMS releases for maintenance purpose ?

Do we need a sort of approval (informal / formal ?) from 3GPP and 3GPP2 for the content of the new OMA
MMS specs after transfer ? Meaning, should 3GPP(2) get an opportunity to say "Yes, this is fine with us now."
In general: Which is the criteria (informal / formal ?) for "transfer completed" ?

Where to debate and do GSM-specific MM1 work ? Like future enhancements ? (E.g. reduce notification size
to 1 SMS; IMSI-based authentication) ?

Will the change request documentation (database, history, etc.) be continued like in 3GPP ?

Is there a need to synchronize releases e.g. between 26.140 REL-7 (codecs) and OMA MMS v.1.4 ?

After REL-6 — in case IPR/legal issues are not yet completely solved:

(0]

Would OMA start work on network-independent MMS portions and would OMA work on CRs to 3GPP
spec, so that all experts were / work would be carried out (reviewed, agreed) in OMA; but ownership of
these CRs to 3GPP(2) specs would remain in 3GPP(2) as long as IPR/legal issues are not yet solved ?

The author does not have answers to all of these questions. Yet he believes that it is important that we identify
these questions as soon as possible. Once, we have them identified we can start socialising these issues and start
the planning of the transfer.

The transfer is certainly not a trivial task. Hence we should do our best to get it organised in such a way that all
involved parties are satisfied.
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3 Definitions and Abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions defined in 3GPP TR 21.905 [2] and 3GPP
TS 22.140 [1] and the following apply:

Abstract message: information which is transferred between two MM S entities used to convey an MM and/or
associated control information between these two entities

NOTE 1: The application protocol framework and technical realisation of MM S service featuresis described in
terms of abstract messages in the present document.

Delivery Report: feedback information provided to an originator of MM (MM S User Agent or VASP) by an MMS
Relay/Server about the status of the delivery of an MM

External Server: network entity/application of an external system such as Internet email, unified messaging system or
facsimile to which MMs may be sent to and/or from which MMs may be received by an MM S User Agent viaan MMS
service provider

NOTE 2: An Externa Server is connected to that MM S Service Provider via non-MM S-specific protocols.

Forwarding MM S User Agent: MM S User Agent that is the intended recipient of an MM, that requests forwarding of
the MM for delivery to other recipient(s) without having to first download the MM

Forwarded MM: MM originally sent from a sender to an intended recipient which is then forwarded to other
recipient(s) and to which a delivery report and/or read-reply report may refer and which may be subject to further
forwarding

Message I D: aunique identifier for an MM
M essage Refer ence: a unique identifier for an MM indicating the location of the MM

M M Box: network storage associated with a user into which MMs, along with MM State and MM Flags, may be stored,
retrieved, and deleted

MM State: the state of an MM within the MMBoOX, as one of several, mutually-exclusive enumerated values
MM Flags: alist of zero, one, or more keyword flags, defined by the MM S User Agent, associated with the MM
MM Delivery: act of arecipient MMS Relay/Server delivering an MM to arecipient MM S User Agent

MM Submission: act of an originator MM S User Agent submitting an MM to the originator MM S Relay/Server

MM SNA: Multimedia Messaging Service Network Architecture encompasses all the various elements that provide a
complete MM Sto a user

MM SE: collection of MM S-specific network elements under the control of a single administration
MM S Relay/Server: MM S-specific network entity/application that is under the control of an MM S service provider

NOTE 3: An MMS Relay/Server transfers messages, provides operations of the MM S that are specific to or
required by the mobile environment and provides (temporary and/or persistent) storage servicesto the
MMS.

MM S User Agent: application residing on a UE, an MS or an external device that performs MM S-specific operations
on auser's behalf

NOTE 4: An MMS User Agent is not considered part of an MM SE.

MM SVAS Applications: Applications providing Value Added Services (e.g. news service or weather forecasts) to
MMS users.

Original MM (initial) MM sent from a sender to arecipient and to which a delivery report and/or a read-reply report
and/or areply-MM may refer and/or which may be subject to being forwarded

Originator MM SE: MM SE associated with the sender of an MM
Originator MM S Relay/Server: MMS Relay/Server associated with the sender of an MM

3GPP



Release 6 15 3GPP TS 23.140 V6.4.0 (2003-12)

Originator MM S User Agent: MM S User Agent associated with the sender of an MM
Originator VASP: VASP which is sending an MM

Read-Reply Report: feedback information to an originator MM S User Agent by arecipient MM S User Agent about
the status of handling/rendering of an original MM in arecipient MMS User Agent

Recipient MM SE: MM SE associated with the recipient of an MM

Recipient MM S Relay/Server: MM S Relay/Server associated with the recipient of an MM
Recipient MM S User Agent: MMS User Agent associated with the recipient of an MM
Recipient VASP: VASP whichisreceivingan MM

Reply-M M :: thefirst reply accepted by the recipient MM S Relay/Server (after checking the reply charging limitations,
such asthe latest time of submission) in case of reply-charging

Service provider identification: an identification for a service provider, e.g. adomain name, MCC+MNC, or a subset
of the IMS)| identifying the service provider. It is possible for the MM S Relay/Server to host several service providers.
Mechanisms for this are implementation- and operator-specific.

Short code: Service provider specific address which is a string of a phanumeric characters

SOAP Attachment: Multimedia content, e.g. audio, image, text, presentation or a combination of different mediatypes
and/or formats, transferred from an MM S VASP to an MM S Relay/Server or vice versa.

Time stamp: The date, time and the additional information, e.g. UTC, GMT or time zone, which alows the
unambiguous identification of time.

Transaction: message pair sent between an MM S User Agent and MM S Relay/Server, or between MM S Relay/Servers

3.2 Abbreviations

For the purposes of the present document, the abbreviations defined in [1] and [2] and the following apply:

CDR Charging Data Record

DCF DRM Content Format

DNS Domain Name System

DRM Digital Rights Management

EMA Electronic Message Association

E-Mail Electronic Mail

ENUM Electronic Numbering

FQDN Fully Qualified Domain Name

GW Gateway

HTTP Hypertext Transfer Protocol

IANA Internet Assigned Numbering Authority
IETF Internet Engineering Task Force

IMAP4 Internet Message Access Protocol

MIME Multipurpose Internet Mail Extensions

MM Multimedia Message

MMS Multimedia Messaging Service

MMSE Multimedia Messaging Service Environment
MMSNA Multimedia Messaging Service Network Architecture
MTA Mail Transfer Agent

PDU Protocol Data Unit

POP3 Post Office Protocol Version 3

RADIUS Remote Authentication Dial In User Service
RDF Resource Description Format

RFC Request for Comments

RTSP Real Time Streaming Protocol

SDP Session Description Protocol

SMIL Synchronised Multimedia I ntegration Language
SMTP Simple Mail Transfer Protocol

SOAP Simple Object Access Protocol

SPI Service Provider Identification
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UA User Agent
UAProf User Agent Profile
URI Uniform Resource I dentifiers
VAS Value Added Service
VASP Value Added Service Provider
VPIM Voice Profile for Internet Mail
W3C WWW Consortium
WAP Wireless Application Protocol
WIM WAP ldentity Module
WML Wireless Markup Language
WSP WAP Session Protocol
WTLS Wireless Transport Layer Security
XML Extensible Markup Language
4 General Architecture
4.1 Overview

Fixed Network

Figure 1. General view of MMS provision within the different networks

Figure 1 shows a generalised view of the Multimedia Messaging Service architecture. It shall combine different
networks and network types and shall integrate messaging systems aready existent within these networks. The terminal
operates with the Multimedia Messaging Service Environment, MM SE. This environment may comprise 2G and 3G
networks, 3G networks with islands of coverage within a 2G network and roamed networks. The MM SE provides all the
necessary service elements, e.g. delivery, storage and notification functionality. These service elements may be located
within one network or distributed across several networks or network types.

3GPP



Release 6 17 3GPP TS 23.140 V6.4.0 (2003-12)

4.2 Involved MMS Elements

Figure 2 shows that multimedia messaging may encompass many different network types. The basis of connectivity
between these different networks shall be provided by the Internet protocol and its associated set of messaging
protocols. This approach enables messaging in 2G and 3G wireless networks to be compatible with messaging systems
found on the Internet.
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Figure 2: MMS Architectural Elements

MMSNA

The Multimedia Messaging Service Network Architecture encompasses al the various elements that provide a complete
MM S to a user (including interworking between service providers).

MMSE

The MMSE is a collection of MM S-specific network elements under the control of a single administration. In the case of
roaming the visited network is considered a part of that user's MM SE. However, subscribers to another service provider
are considered to be a part of a separate MM SE.

MMS Relay/Server

The MMS Relay/Server is responsible for storage and handling of incoming and outgoing messages and for the transfer
of messages between different messaging systems. Depending on the business model, the MM S Relay/Server may be a
single logical element or may be separated into MM S Relay and MM S Server elements. These may be distributed across
different domains.

The MMS Relay/Server should be able to generate charging data (Charging Data Record - CDR) when receiving MMs
from or when delivering MMs to another element of the MM SNA according to 3GPP TS 32.235[59]. The MM S
Relay/Server should be able to generate charging data for VASP-related operations.
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MMS User Databases

This element may be comprised of one or more entities that contain user related information such as subscription and
configuration (e.g. user profile, HLR).

MMS User Agent

The MMS User Agent resides on a UE, an MS or on an external device connected to a UE/MS. It is an application layer
function that provides the users with the ability to view, compose and handle MMs (e.g. submitting, receiving, deleting
of MMs).

MMS VAS Applications

The MMSVAS Applications offer Vaue Added Servicesto MMS users. There could be severa MMSVAS
Applicationsincluded in or connected to an MMSE. MM S VAS Applications may be able to generate CDRs.

4.3 Addressing

MM S shall support the use of E-Mail addresses (RFC 2822) [5] or MSISDN (E.164) or both to address the recipient of
an MM. MM S may support the use of service provider specific addresses to address the recipient of an MM. In the case
of E-Mail addresses standard internet message routing should be used. MM S may support short codes to address Value
Added Services.

NOTE: Thelength of short codes shall be defined by the service provider and will not be specified for this
release.

The usage of MSISDN for addressing arecipient in a different MM S service provider's domain shall be possible. For
that the need of MSISDN translation to a routable address has been identified. Service provider specific addresses may
be used to e.g. deliver messagesto MM S VAS Application within one MM SE.

MMS connectivity across different networks (MM SEs) is provided based on Internet protocols. According to this
approach, each MM SE should be assigned a unique domain name (e.g. mms.operatora.net).

MMS recipient addresses provided by an MM S User Agent may be in aformat of an RFC 2822 routable address, e.g. E-
Mail address, or other formats, such as E.164 or service provider specific addresses. In those cases where a non-routable
addressis used to specify arecipient and the recipient belongs to another MM SE or the recipient is outside of any
MMSE, it isrequired to trand ate the address to an RFC 2822 routable address format. The sender MM S Relay/Server's
shall make this mapping before routing forward the message to the recipient's MM S Relay/Server.

The mapping to the correct recipient's MM S Relay/Server domain name is described in clause 7.2.1.

MM S shall support address hiding i.e. anonymous messages where the sender's addressis not shown to the recipient
MMS User Agent. If the peer entity is not known to be an MM S Relay/Server the originator MM S Relay/Server shall
not provide the originator address. If the peer entity is known to be an MM S Relay/Server, both the originator address
and request of address hiding shall be forwarded to the recipient MM S Relay/Server. The recipient MM S Relay/Server
shall not show the originator address to the recipient MM S User Agent.

4.4 Message Size Measurement
The Message size is defined as the sum of the Subject information element size and the size of al the MM element(s),

including the Presentation object (e.g. SMIL). Other information elements of aMM shall be excluded from the message
size calculation.

4.4.1 Size of Subject information element

The size of the Subject information element shall be calculated as the length of the subject field in octets excluding the
“Subject: " token.
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4.4.2 Size of an MM element

The size of an MM element shall be calculated as the total number of octets of the media object, i.e. raw data without
any boundaries or additional headers which are due to MIM E-based encodings of the MM.

In case of an MM element being a multipart/mixed or multipart/related MIME message, the total number of octets
contained in the body of that MIME message (i.e. that MM element) shall be counted including only the boundaries and
additional headers which are part of the MIME message (i.e. that MM element).

NOTE 1. Itisunderstood that due to the different encoding used in the MM4 reference point for the Subject field,
there can be a dlight discrepancy in the message size calculated over the MM 1 and MM4 reference points.

NOTE 2: The message size of a submitted MM might differ from the message size of aretrieved MM if content
adaptation is performed prior to itsretrieval.

5 Functional Description of Involved MMS Elements

5.1 MMS User Agent

5.1.1 MMS User Agent operations

The MM S User Agent shall provide the following application layer functionalities:-
- the retrieval of MMs (initiate MM delivery to the MM S User Agent);
- terminal capability negotiation.
The MM S User Agent may provide additional application layer functionalities such as:-
- the MM composition ;
- the presentation of an approximate MM Size prior to MM submission;
- the MM submission;
- the MM presentation;
- the presentation of notifications to the user;
- the signing of an MM on an end-user to end-user basis;
- the decryption and encryption of an MM on an end-user to end-user basis,
- all aspects of storing MMs on the terminal;
- handling of MM S-related information on the (U)SIM;
- management and presentation of MM Box content;
- the handling of external devices,
- the user profile management.

This optional list of additional functionalities of the MM S User Agent is not exhaustive.
51.1.1 MMS Retrieval Modes

MMS allows for theretrieval of MMs in amanual or automatic fashion. The retrieval mode is aterminal behavior and is
based on different factors. These factors may include roaming conditions, message size, MM S User Agent
configuration, recommendation from the MM S Relay/Server for retrieval, and the originator of an MM.

In automatic mode the retrieval of an MM and its storage to local memory is accomplished without any interaction with
the end user. Depending on terminal implementation, the MM may be displayed to the end user with or without any pre-
notice. In this mode the end user is probably not aware of the MM notification and whether it's stored on the device or
not.
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In manual mode the end user is made aware of the MM notification and is allowed to make a decision whether to
download the MM or not. In this mode the end user is aware of an MM notification and where it's stored on the terminal.

5.1.2 Minimum set of supported formats

In order to guarantee a minimum support and compatibility between multimedia messaging capable terminals, the
following media and file formats shall be supported as defined below and in 3GPP TS 26.140 [74].

5.1.2.1 Interoperability with SMS

In order to guarantee SMSinteroperability, SMS 3GPP TS 24.011 [11] RP-DATA RPDU encapsulation defined in
clause 7.3.1 shall be supported. MIME type "application/vnd.3gpp.sms’ shall be used for this purpose. In order to
maintain backward compatibility, MIME type "application/x-sms" shall be supported by the MM S UA for mobile-
terminated messages only.

5.1.2.2 Plain Text

Plain Text coding used inside MMSS shall be according to [74].

5.1.2.3 Speech
Speech coding used inside MM S shall be according to [74].

5.1.2.4 Audio

Audio coding used inside MM S shall be according to [74].

5.1.2.5 Synthetic audio

Synthetic audio coding used inside MM S shall be according to [74].

5.1.2.6 Still Image

Still image coding used inside MM S shall be according to [74].

5.1.2.7 Bitmap graphics
Bitmap graphics coding used inside MM S shall be according to [74].

5.1.2.8 Video

Video coding used inside MM S shall be according to [74].

5.1.2.9 Vector graphics

Vector graphics coding used inside MM S shall be according to [74].

5.1.2.10 File Format for dynamic media

Support for file formats for dynamic media used inside MM S shall be according to [74].

5.1.2.11 Media synchronization and presentation format

Support for media synchronization and presentation format used inside MM S shall be according to [74].
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51.2.12 DRM format

Support for DRM protected MM elements (i.e. ‘DRM Message’ and ‘DRM Content Format (DCF)’) shall be according
to section 7.1.15.

5.2 MMS Relay/Server

The MMS Relay/Server isresponsible for storage and notification, reports, and general handling of messages. The
MM S Relay/Server may also provide convergence functionality between External Servers and MM S User Agents and
thus enable the integration of different server types across different networks. An Example can be found in Annex A.

Itis possible to separate the MM S Relay/Server element into MM S Relay and MM S Server elements, but an allocation
of the MM S Relay/Server functionalities to such elementsis not defined in this release.

The MM S Relay/Server shall provide the following functionalities:
- receiving and sending MM;

- conversion of messages arriving at the recipient MM S Relay/Server from legacy messaging systemsto MM
format (e.g. facsimile to MM) if interworking with legacy messaging systems (MM 3) is supported;

- conversion of MMs leaving the originator MM S Relay/Server to legacy messaging systemsto the
appropriate message format (e.g. MM to internet email) if interworking with legacy messaging systems
(MM3) is supported;

- message content retrieval;
- MM notification to the MM S User Agent;
- generating delivery reports;
- routing forward MMs and read-reply reports,
- addresstrangation;
- temporary storage of messages;
- ensuring that messages are not lost until successfully delivered to another MM SE element;
- DRM functionalities according to section 7.1.15.
The MM S Relay/Server should provide additional functionalities such as:
- generating charging data records (CDR);
- negotiation of terminal capabilities.
The MM S Relay/Server may provide additional functionalities such as:
- MM forwarding;
- address hiding;
- persistent storage of messages,
- controlling the reply-charging feature of MMS;.
- relaying Message Distribution Indicator.
The MM S Relay/Server can provide additional functionalities which are not further specified in this release such as:-
- enabling/disabling MMS function;
- personalising MM S based on user profile information;
- MM deletion based on user profile or filtering information;
- mediatype conversion;
- mediaformat conversion;

- screening of MM;
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- checking terminal availability;

- managing the message properties on servers (e.g. voicemail or email server) integrated in the MM SE
(consistency) (only applicable if interworking with legacy messaging systems (MM 3) is supported).

Thislist of additional optional functionalities of the MM S Relay/Server is not exhaustive.

5.2.1 Persistent Network-based Storage (MMBoxes)

An optional feature of MM S is the support of persistent, network-based storage, called an “MMBox”, alogica entity
associated with the MM S Relay/Server into which Multimedia Messages (MMs) may be stored, retrieved, and deleted.
Depending upon an operator’ s configuration, each subscriber may have her MM Box configured to automatically store
incoming and submitted MMs, or, through supporting MM S User Agents, request that specific MMs be persistently
stored on a case-by-case basis.

53 External Servers

Several External Servers may be included within or connected to an MMSE, e.g. E-Mail Server, SM S Server (SMSC),
Fax. Convergence functionality between External Servers and MM S User Agentsis provided by the MM S Relay/Server
which enables the integration of different server types across different networks. Several Examples can be found in
Annex A.

54 MMS User Databases and HLR

The MM S may have accessto several User databases. These may consist of e.g. user profile database, subscription
database, HLR.

These User Databases shall provide:-
MM S user subscription information;

information for the control of accessto the MMS;
information for the control of the extent of available service capability (e.g. server storage space);
a set of rules how to handle incoming messages and their delivery;

information of the current capabilities of the users terminal.

The location of the User Databases and the access to them are outside the scope of this release.

5.5 MMS VAS Applications

The MMSVAS Applications provide value added services to the MM S users. In many ways MMS VAS Applications
behave like afixed MM S User Agent. However, MM S VAS Applications may provide some additional features like
MM recall between MMS VAS Applications and MM S Relay/Server which are not available for MM S User Agents.

The present document does not cover what kind of applications might be available and how the MMS VAS Application
provide these services.

MMS VAS Applications may be able to generate CDRs when receiving MMs from MM S Relay/Server and when
submitting MMs to MMS Relay/Server. The interaction between an MM S Relay/Server and the MM S VAS Application
should be provided through the MM 7 interface, as described in clause 6.9.

6 MMSE Architecture and Interfaces

This clause defines the Multimedia Messaging framework. The application protocol framework described by the means
of abstract messages and the technical realisation of MM S service features are defined in clause 8.
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6.1 MMS Reference Architecture

Figure 3 shows the MM S Reference Architecture and identifies reference points within an MM SNA that are further
described below. Abstract messages are indicated in clause 8 that describe the logical message exchange on these
reference points on a high-level basis.

Billing MMSVAS
System Applications MMS User
Databases
MM8 MM7 MM6 -
MMS User MM1 MMS Relay/Server ‘/M~(
Agent A I N
Relay < ! » Server
MM2
‘\M’l\b‘ “Foreign”
MMS
Relay/Server
y
MM1 —
A
External External External External MMS User
Server #1 Server #2 Server #3 Server #N Agent B
(e.g. E-Mail) (e.g. Fax) (e.9. UMS)

Figure 3. MMS Reference Architecture

The interfaces in the MM S Reference Architecture are:
MM 1: The reference point between the MM S User Agent and the MM S Relay/Server.
MM2: The reference point between the MM S Relay and the MM S Server.
MM 3: The reference point between the MM S Relay/Server and external (legacy) messaging systems.

MM4: The reference point between the MM S Relay/Server and another MM S Relay/Server that is within another
MMSE.

MM5: The reference point between the MM S Relay/Server and the Home Location Register (HLR).
MM6: The reference point between the MM S Relay/Server and the MM S User Databases.
MM7: The reference point between the MM S Relay/Server and MM S VAS Applications.

MM8: The reference point between the MM S Relay/Server and a billing system.
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6.2 Protocol Framework

MM S capable MM Service
UE/MS Environment
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Figure 4: Protocol Framework to provide MMS

To provide implementation flexibility, integration of existing and new services together with interoperability across
different networks and terminals, the MM S shall make use of the protocol framework outlined in figure 4. In this
framework the MM S User Agent communicates with the MM S Relay/Server, which may communicate with External
Servers. This MM S Relay/Server may provide convergence functionality between External Servers and MM S User
Agents and thus enables the integration of different server types across different networks.

6.3 MM1: MMS Relay/Server — MMS User Agent

Reference point MM 1 is used to submit Multimedia Messages from MM S User Agent to MM S Relay/Server, to let the
MMS User Agent pull MMs from the MM S Relay/Server, let the MMS Relay/Server push information about MMsto
the MM S User Agent as part of an MM notification, and to exchange delivery reports between MM S Relay/Server and
MMS User Agents.

Details for implementation of the MM 1 transfer protocol using WAP [3] or applications conforming to MEXE [4]
(e.g. Javaand TCP/IP) are elaborated within the present document. The WAP implementation option is described in
Annex B.1. Implementations based on applications using MEXE may be defined in detail in future releases. Other
implementations (e.g. using other standardised Internet protocols) are not defined in the present document in this
release.

6.4 MM2: MMS Relay — MMS Server

This reference point is not specified in this release of the present document. It may be specified in a future release of the
present document.

6.5 MM3: MMS Relay/Server — External Servers

Reference point MM 3 is used by the MM S Relay/Server to send Multimedia M essages to and retrieve MMs from
servers of external (legacy) messaging systems that are connected to the service provider's MM S Relay/Server.

Thisreference point is further elaborated in clause 8.3. In addition, several examples of realisations of reference point
MM 3 between the MM S Relay/Servers and External Servers can be found in Annex A.
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6.6 MM4: Interworking of different MMSEs

Reference point MM4 between MM S Relay/Servers belonging to different MM SEs is used to transfer messages between
them. Interworking between MM S Relay/Servers shall be based on SMTP according to STD 10 (RFC 2821) [22] as
depicted in figure 5.

MMSE MMSE
Service Provider A Service Provider B
, SMTP
MMS MMS i MMS MMS
User Agent  |[€— : »| Reay/Server < — »| Relay/Server |« : —p  User Agent
A A B B
MM1 MM4 MM1

Figure 5: Interworking of different MMSEs

Interworking between different MM S service providersis further elaborated in clause 8.4.

6.7 MM5: MMS Relay/Server — HLR

Reference point MM5 may be used to provide information to the MM S Relay/Server about the subscriber. If this
reference point is provisioned then it shall use existing MAP operations (e.g. procedures for determining the location of
the mobile, procedures for alerting SMS service centres). Future releases may elaborate this area further.

In case of using SM S as the bearer for notification this reference point is not necessary.

6.8 MM6: MMS Relay/Server — MMS User Databases

Thisreference point is outside the scope of this release of the present document.

6.9 MM7: MMS Relay/Server — MMS VAS Applications

Reference point MM7 is used to transfer MMs from MM S Relay/Server to MMS VAS applications and to transfer MMs
from MMSVAS applicationsto MM S Relay/Server. This functionality is further elaborated in section 7.1.13. This
reference point shall be based on SOAP 1.1 [68] and SOAP messages with attachments [69] using an HT TP transport
layer. Future releases may update this protocol decision to use a standardized version of SOAP and support additional
transport layer implementations.

6.10 MMS8: MMS Relay/Server — Billing system

Thisreference point is outside the scope of this release of the present document.
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Z

MMS Service Behaviour Description

7.1 MMS services offered

7.1.1 Submission of a Multimedia Message in the originator MMSE

When a user intends to send an MM to one or severa destinations the MM shall be submitted to the originator MMS
Relay/Server.

The support for submission of MMs is optional for MM S User Agents. The support for submission of MMsis
mandatory for MM S Relay/Servers.

If an MM S User Agent supports submission of MMsthe MM S User Agent shall be able to:

Indicate the address of the MM recipient;

Identify the MIME content type of the message.

If aMMS User Agent supports submission of MMsthe MM S User Agent may be able to:

Request adelivery report for the message;

Request aread-reply report for the message;

Provide a time stamp for the time of submission of the message;

Set the earliest desired time of delivery for the message;

Set the desired time of expiry for the message;

Indicate the address of the MM originator;

Set further message qualifications (e.g. priority, message class, subject);

Request the MM originator’ s address being hidden from the recipient MM S User Agent;
Indicate the sender’ s willingness to pay the charge for one reply-MM per recipient;
Indicate a reply-charging limitation;

Reguest that a copy of the submitted MM be stored in the originator's MM Box, in addition to being delivered to the
recipient.

Upon reception of an MM from an originator MM S User Agent the originator MM S Relay/Server

shall assign a Message |dentification to the MM and immediately provide the originator MM S User Agent with this
Message I dentification;

shall retain the MM until the earliest desired time of delivery, if the optional feature of earliest time of delivery is
supported by the originator MM S Relay/Server. If this feature is not supported then the MM isimmediately routed
forward;

shall provide the peer entity with atime stamp if not provided by the originator MM S User Agent. The originator
MM S Relay/Server may also override the MM S User Agent’ s time stamp;

shall insert the originator’ s address into the MM if not provided by the originator MM S User Agent;
shall passthe originator’s address to the peer entity if the peer entity is known to be aMMS Relay/Server;

shall route forward the request for address hiding unaltered to the recipient MM S Relay/Server if the peer entity is
known to be an MM S Relay/Server;
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e shall passthe originator’s address to the peer entity if the peer entity is not known to be an MM S Relay/Server and
address hiding has not been requested by the originator MM S User Agent;

< shal not pass the originator’s address to the peer entity and should override the address provided by the originator
MMS User Agent in the MM to an "anonymous' address if the peer entity is hot known to be an MM S Relay/Server
and address hiding has been requested by the originator MM S User Agent;

e may override the originator’ s address provided by the originator MM S User Agent in the MM (subject to MM S
service provider’s preferences);

e shal resolve the MM recipient’s address(es);

« if an MMBox is supported and enabled for the originator, shall store a copy of the MM into the originator’s
MM Box automatically, according to the service configuration for the originator or as requested by the MM S User
Agent;

e shal route the MM towards the MM recipients;

«  should pass the indication whether or not a delivery report is requested unaltered when routing the MM towards the
MM recipient(s);

«  shall pass theindication whether or not aread-reply report is requested unaltered when routing the MM towards the
MM recipient(s);

»  shall passthe indication about MIME content type of the message and message qualifications (e.g. priority, message
class, subject) unaltered when routing the MM towards the MM recipient(s);

e shal generate adelivery report indicating “indeterminate” status of the MM’ s delivery if adelivery report was
reguested by the originator MM S User Agent and if the peer entity the MM is routed forward to is not known by the
originator MM S Relay/Server;

e may reject the MM submission if the MM isidentified as a duplicate of an MM aready stored.
A specia case iswhere the recipient MM S Relay/Server is aso the originator MM S Relay/Server. In this case the MM
does not have to be routed forward.
7.1.2 Reception of a Multimedia Message in the recipient MMSE
Upon reception of an MM the recipient MM S Relay/Server
e may verify the MM recipient’s user profile(s);
e chall store the MM at least until
= the associated time of expiry is reached,
= the MM isdelivered,
= therecipient MM S User Agent requests the MM to be routed forward or
= the MM isrejected;
e may storethe MM into an MM Box.

The term “associated time of expiry ” refersto either the desired time of expiry set by the originator MM S User Agent
or an MM S Relay/Server time of expiry setting.

« shall generate a notification to the recipient MM S User Agent.

Incoming messages from legacy systems may be expected to be converted to MMs.
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7.1.2.1  Multimedia Message Notification

With the MM notification the recipient MM S User Agent shall receive a message reference that can be used for
retrieving the MM from the recipient MM S Relay/Server. The message reference that is conveyed in a notification shall
at least be valid throughout the message expiry period, till the successful retrieval of the MM or until the MM was
rejected.

With the MM notification the recipient MM S User Agent may receive additional information on the MM.

If the originator MM S User Agent has requested address hiding the recipient MM S Relay/Server shall not include the
originator address into the MM notification.

The MMS Relay/Server may include an indication in the MM notification recommending manual retrieval mode. This
recommendation may be based on user settings in the User Profile.

In aresponse to the notification the MM S User Agent shall be ableto
e rejectthe MM or

e retrievethe MM, either immediately or at alater time, either manually or automatically, as possibly determined by
the operator configuration and user profile.

The retrieval mode employed by the recipient MM S User Agent for a particular MM may be based either on the user
settings in the terminal or on the recommendation carried in the MM notification. The recipient MM S User Agent may
follow this recommendation to retrieve the MM, through manual retrieval.

7.1.3 Retrieval of a Multimedia Message in the recipient MMSE

The recipient MM S User Agent shall be able to request retrieval of an MM from the recipient MM S Relay/Server based
on the Message Reference received in anotification. If MM Boxes are supported, the MM S User Agent shall be able to
request retrieval of an MM from the user’s MM BoX, based on a Message Reference received from a previous MMBox
operation.

Within aretrieval request the recipient MMS User Agent may indicate a size restriction of the returned MM (i.e.,
maximum size) that the MM S Relay/Server isto use in processing the retrieval request.

Upon retrieval request the recipient MM S Relay/Server
e shal deliver the MM to the recipient MM S User Agent
* may perform data adaptation based on user profile and/or MM S User Agent capabilities

e shal not provide the MM originator address to the MM recipient if the originator MM S User Agent requested its
address to be hidden from the MM recipient

e shal provide the MM originator address to the MM recipient if the originator MM S User Agent did not request its
address to be hidden from the MM recipient and if the MM originator addressis available at the recipient MMS
Relay/Server

« may provide an dias or clarifying text (e.g. “anonymous address’ or “unknown address’) in the originator address
field instead of providing the originator address to the recipient MM S User Agent, if the originator has requested
address hiding or the original message does not contain the originator address

« shal give anindication to the recipient MM S User Agent that a delivery report is requested if such adelivery report
has been requested by the originator MM S User Agent

« shal give anindication to the recipient MM S User Agent that a read-reply report is requested if such aread reply
report has been requested by the originator MM S User Agent

e shal indicate the MIME content type of the MM to the recipient MM S User Agent
« shall provide other avail able message qualifications unaltered to the recipient MM S User Agent

e shall provide the time stamp of the MM unaltered to the recipient MM S User Agent
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« shall store messagesin the network until the recipient MM S User Agent becomes reachable (e.g. user moves back
into coverage, switches MM S User Agent on) or until the MM expires

«  should provide the recipient MMS User Agent with alist of addresses of forwarding MM S User Agents for the
MM if the MM was forwarded and the address information is available to the recipient MM S Relay/Server

e should not deliver the MM (or any adaptation of the MM) to the recipient MM S User Agent unlessthe size
restriction set by the MM S User Agent is met.

In aresponse to an MM’ s delivery the recipient MM S User Agent may be able to

e reguest adelivery report not to be generated by the MM S Relay/Server.

7.1.3.1  Terminal Capability Negotiation

AnMMS User Agent shall support Terminal Capability Negotiation. An MM S Relay/Server shall support Terminal
Capability Negotiation.

Within arequest for delivery of an MM the recipient MM S User Agent shall be able to indicate its capabilities towards
the recipient MM S Relay/Server.

The recipient MMS User Agent may indicate its capabilities towards the recipient MM S Relay/Server by transmitting:
e asat of information describing the terminal’ s capabilities

* alink (e.g. URI) to adatabase where the MM S Relay/Server can fetch a set of information describing the terminal’s
capabilities, and/or

» adifferential set of information indicating changes to a previously indicated set of terminal capability information.

The detailed definition of the specific mechanism for terminal capability negotiation shall be defined by the MM 1
implementation (WAP etc.). The mechanism for terminal capability negotiation shall ensure that the MM S Relay/Server
is provided with the information describing the MM S User Agent’ s capabilities within every request for delivery of an
MM.

E.g. in the WAP implementation of MMS, in case an underlying WSP session is established between the MM S User
Agent and an intermediate WAP Gateway, the MM S User Agent indicates its capabilities towards the WAP Gateway
only after theinitial set-up of the underlying WSP session or spontaneously following a change in terminal capabilities.
The WAP Gateway, however, caches the terminal capability information and passes these on to the MM S Relay/Server
within every request for delivery of an MM. Intermediate proxies on the MM 1 reference point may also be involved in
terminal capability negotiation and/or content adaptation.

Upon reception of such a delivery request the recipient MM S Relay/Server should use the information about the
capabilities of the recipient MM S User Agent in preparation of MMs to be delivered to the recipient MM S User Agent.
The MMS Relay/Server should adjust an MM to be delivered that contains media types and media formats that are not
supported by the recipient MM S User Agent. This adjustment might involve the deletion or adaptation of those
unsupported media types and media formats.

The MMS User Agent’s capability information should include

e the maximum supported size of an MM,

»  the maximum supported resolution of an image,

e alist of supported mediatypes and media formats (e.g. MIME types),
e alist of supported character sets,

e alist of preferred languages,

e the maximum supported colour depth,

e anindication whether or not the recipient MMS User Agent supports streaming for the retrieval of MM contents as
specified in clause 7.1.7.
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The MM S User Agent’s capability information shall include:

« anindication of which Digital Rights Management methods are supported by the recipient MM S User Agent for
protecting MM elements as specified in clause 7.1.15.

Thisinformation may include additional information related to the MM S implementation (WAP etc.).

7.1.4 Forwarding of a Multimedia Message

This part of the MM S service describes the mechanism by which an MM S User Agent may request the corresponding
MMS Relay/Server, that an MM for which the MM S User Agent is the intended recipient (and is notified of the MM) be
forwarded to other specified recipient(s) MM S User Agent(s) whose address(es) shall be specified by the forwarding
MMS User Agent, without having to first retrieve the MM.

The support for originating a request that a specific MM be forwarded is optional for the MM S User Agent.

The support for forwarding an MM, in response to a request fromaMM S User Agent that a specific MM be forwarded
isoptional for the MM S Relay/Server.

The original MM isforwarded to a new recipient(s) with the forwarding MM S User Agent’ s address being provided but
without additional content, and without affecting the elements of the original MM. Some additional information
elements e.g. ,reply-charging request,delivery report, read-reply report, i.e. requests for reports which are to provide
feedback on the forwarded MM to the forwarding MM S User Agent, may be supplied.

Upon requesting an MM to be forwarded the MM S User Agent:

e shal indicate the address of the MM recipient(s);

« shall provide the message reference provided in the MM Notification;

e shall not request address hiding;

« shall not generate aread-reply report to the originator MM S User Agent even if aread-reply report is requested;
e may indicate the address of the Forwarding MM S User Agent (i.e. it's own address);

e may request that a copy of the forwarded MM be stored in the MM BoX;

¢ may provide atime stamp for the time of submission of the request to forward the MM;

* may set the desired time of expiry for the forwarded MM;

e may set the earliest desired time of delivery for the forwarded MM;

e may request a delivery report for the forwarded MM;

e may request aread-reply report for the forwarded MM;

e may indicate the willingness of the forwarding MM S user agent to pay for areply for the forwarded MM and
convey the reply-charging limitations. In this case, forwarding MM S User Agent behaves as the originator MM S
User Agent to support reply-charging function. Fowarding MM S User Agent shall not be allowed to forward the
reply-charging information set by the originator MM S User Agent.

Upon reception of arequest from aforwarding MM S User Agent to forward an MM, the forwarding MM S Relay/Server

e shall assign a Message | dentification to the forwarded MM and immediately provide the forwarding MM S User
Agent with this Message | dentification,;

e shdl provide status information on the MM forward regquest to the forwarding MM S User Agent;

o shall retain the forwarded MM until the earliest desired time of delivery, if the optional feature of earliest time of
delivery is supported by the MM S Relay/Server of the forwarding MM S User Agent. If this feature is not supported
then the MM isimmediately routed forward;
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* isresponsible for copying the MM into the MMBo, if the MMBox is supported, enabled, and if requested. In
addition, the stored MM will have new Recipient address, Sender address, and Date and time information elements
appended to the stored MM in such away that the forwarding history of those information elements is accumulated
with repeated forwardings, without losing the Recipient and Sender addresses, and Date and time of the original
MM;

e may provide atime stamp of the MM submission;

e shdl not provide the MM originator’s address if the originator MM S User Agent requested its address to be hidden
from the MM recipient(s);

» shall not route forward the request for address hiding of the MM originator;
o shall provide the address of the MM S User Agent that requested forwarding of the MM;

e shal provide atime stamp for the request to forward the MM. It may a so override the forwarding MM S User
Agent’stime stamp;

e shal insert the forwarding MM S User Agent’s address into the forwarded MM if not yet provided;

e may override the forwarder’ s address provided by the forwarding MM S User Agent in the forwarding request
(subject to MM S service provider’s preferences);

« shal resolve the recipient’s address(es) of the forwarded MM;
o shall route the forwarded MM towards the MM recipient(s);

« shal passtheindication whether or not a delivery report is requested unaltered when routing the forwarded MM
towards the MM recipient(s);

e shall pass the indication whether or not a read-reply report is requested unaltered when routing the forwarded MM
towards the MM recipient(s);

e shall generate adelivery report indicating “indeterminate” status of the MM’ s delivery if adelivery report was
requested by the last MM S User Agent that handled the message and if the peer entity the MM is routed forward to
is not known to the MM S Relay/Server of the forwarding MM S User Agent;

e shal provide the recipient MM S Relay/Server(s) with a count of the number of times that the particular MM was
forwarded,;

e shdl provide the recipient MM S Relay/Server(s) with alist of addresses of forwarding MM S User Agents for the
MM;

e shall generate adelivery report to the originator MM S User Agent if a delivery report is requested.

A specia case iswhere the recipient MM S Relay/Server is also the forwarding MM S Relay/Server. In this case the MM
does not have to be routed forward.

7.1.5 Delivery Report

The MMS Relay/Server shall support the delivery reporting service. Delivery reports shall only be generated for MMs.
The originator MM S User Agent or VASP may be able to request adelivery report for a specific MM.

Within an MM notification or upon MM retrieval the recipient MM S User Agent may receive an indication that a
delivery report is requested for the MM.

Within either aresponse to a notification or aresponse to an MM’ s delivery, the recipient MM S User Agent may request
adelivery report not to be generated by the MM S Relay/Server. When a VASP has requested the delivery report (via
MM7) the MMS Relay/Server shall send the delivery report regardless of the MM S User Agent’ s request.

The originator MM S Relay/Server shall generate adelivery report if adelivery report has been requested by the
originator MM S User Agent or VASP
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* upon routing forward the MM, in case the peer entity is not known by the MM S Relay/Server;
e upon routing forward the MM, in case that originator is VASP.

The originator MM S Relay/Server may generate adelivery report if a delivery report has been requested by the
originator MM S User Agent

e upon failure of routing forward the MM.

Therecipient MM S Relay/Server shall generate a delivery report if a delivery report has been requested by the
originator MM S User Agent and if the recipient MM S User Agent did not request a delivery report not to be generated
or in any case that aVVASP has requested a delivery report

e upon receipt of aresponse to a notification, in case the MM is rejected by the recipient MM S User Agent;

e upon receipt of aforwarding request, in case the MM isforwarded by the recipient MM S User Agent to other MM
recipient(s), without prior retrieval;

e upon receipt of aresponseto an MM’s delivery, in case the MM isretrieved by the MM recipient;
e upon expiry of the MM, in case the MM is not rejected and not retrieved by the MM recipient before the expiry.

The originator MM S User Agent or VASP, i.e. the MM S User Agent or VASP receiving the delivery report, may match
the delivery report to the sent MM by retaining the message identification of the sent MM and comparing it to the
received delivery report, which shall contain the message identification of the original MM. In case of multiple MM
recipients, it is necessary for the originator MM S User Agent or VASP to retain the MM recipient addresses as well, to
match the delivery report to the sent MM.

If adelivery report has been requested by the originator MMS User Agent and if the recipient MM S User Agent did not
reguest a delivery report not to be generated, or in any case that the request for the delivery report comes from a VASP,
the recipient MM S Relay/Server

o shall generate the delivery report;
o shall deliver the delivery report to the originator MM S Relay/Server;

« shal store delivery reports in the network until the originator MM S Relay/Server becomes reachable or until the
delivery report expires.

In addition to the above, and as depicted in Annex M, if an agreement exists between the MM S Relay/Servers, the
originator MM S Relay/Server may request a delivery report regardless of whether the originator MM S User Agent
requested the delivery report. Then, if the originator MM S Relay/Server requests a delivery report, the recipient MM S
Relay/Server shall generate a delivery report for each MM received for that specific originator MM S Relay/Server.

In the event where both the originator MM S User Agent and the originator MM S Relay/Server request a delivery report,
and the recipient refuses to have a report generated:

« if theoriginator MM S Relay/Server requested a delivery report; the recipient MM S Relay/Server shall produce and
provideit to the originator MM S Relay/Server (which shall not forward to the requesting originator MM S User
Agent);

e if theoriginator MM S Relay/Server did not request adelivery report; the recipient MM S Relay/Server shall not
produce a delivery report.

Within the delivery report the recipient MM S Relay/Server
e shall provide the MM originator address to the originator MM S Relay/Server;
e shall provide the MM recipient address to the originator MM S Relay/Server;

« shall provide the identification of the original MM for which the delivery report has been generated to the originator
MMS Relay/Server;

e shal provide status information how the MM was handled (e.g. expired, rejected, delivered, forwarded or
indeterminate) to the originator MM S Relay/Server;
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o shall provide atime stamp when the MM was handled to the originator MM S Relay/Server.

For each MM recipient of the original MM for which the delivery report has been generated and becomes available at
the originator MM S Relay/Server, the originator MM S Relay/Server

e shall deliver the delivery report to the originator MM S User Agent (i.e. the recipient MM S User Agent of the
delivery report) or VASP, when requested by the originator MM S User Agent and not refused by the recipient.

Within the delivery report the originator MM S Relay/Server

e shal provide the MM recipient’s address to the originator MM S User Agent (the recipient MM S User Agent of the
delivery report) or VASP;

»  shall provide the identification of the original MM for which the delivery report has been generated to the originator
MMS User Agent (the recipient MM S User Agent of the delivery report) or VASP;

e shal store delivery reports until the originator MM S User Agent becomes reachable (e.g. user moves back into
coverage, switches MM S User Agent on) or until the delivery report expires;

e should store delivery reports until the VASP becomes reachable (e.g. in case of transport failure towards the VASP)
or until the delivery report expires.

7.1.6 Read-Reply Report

The MM S Relay/Server shall support the read-reply reporting service. Read-reply reports shall only be generated for
MMs.

Upon MM submission the originator MMS User Agent or VASP may be able to request aread-reply report for a
specific MM.

Upon MM retrieval the recipient MM S User Agent may receive an indication that a read-reply report is requested for
the MM.

After having handled/rendered the MM the recipient MM S User Agent may generate a read-reply report if requested by
the originator (MM S User Agent or VASP) and if the originator address (MM S User Agent or VASP address) is
available.

The originator MM S User Agent or VASP, i.e. the MM S User Agent or VASP receiving the read-reply report, may
match the read-reply report to the sent MM by retaining the message identification of the sent MM and comparing it to
the received read-reply report, which shall contain the message identification of the original MM. In case of multiple
MM recipients, it is necessary for the originator MM S User Agent or VASP to retain the MM recipient addresses as
well as to match the read-reply report to the sent MM.

If aread-reply report has been requested by the originator MM S User Agent or VASP and if the recipient MM S User
Agent supports the read-reply feature and if the recipient allows its creation the recipient MM S User Agent shall submit
the read-reply report to the recipient MM S Relay/Server at the earliest opportunity.

NOTE: Sincethe MM recipient has the right to deny this service not receiving a read-reply report does not mean
the message has not been rendered.

A read-reply report:

e shall contain the MM originator’s address

e shal contain the MM recipient’s address

»  shall contain the message identification of the original MM for which the read-reply report has been generated.
o shall provide status information how the MM was rendered (e.g. read, deleted without being read)

e shdl provide atime stamp for when the MM was rendered
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The recipient MM S User Agent shall store read-reply reportsin the UE until the recipient MM S Relay/Server becomes
reachable (subject to support of the read-reply reporting service by the recipient MM S User Agent and storage place
being available).

Upon reception of aread-reply report from arecipient MM S User Agent the recipient MM S Relay/Server
* may provide atime stamp for the read-reply report, i.e. it may also override the MMS User Agent’ s time stamp,

e shal passthe MM originator address unaltered when routing the read-reply report towards the originator MM S
User Agent or originator VASP (i.e. the recipient MM S User Agent or recipient VASP of the read reply report)

e shadl insert the MM recipient’s address into the read-reply report if not yet provided

e may override the recipient’ s address provided by the recipient MM S User Agent in the read-reply report (subject to
MMS service provider’s preferences)

e shdl resolve the MM originator’s address,
< shal route the read-reply report towards the originator MM S User Agent or originator VASP of the original MM.

A specia case iswhere the recipient MM S Relay/Server is aso the originator MM S Relay/Server. In this case the MM
does not have to be routed forward.

7.1.7 Support for Streaming in MMS

This section defines the service behaviour specific to support for streaming in MMS. The term " According to the normal
MMS framework.." indicates those paragraphs which are not specific to streaming but described elsewhere in subclause
7.

MM S supports streaming for the retrieval of MM contents (one or more MM elements). Support for streaming is
optional for both the MM S User Agent and the MM S Relay/Server.

The use of streaming for theretrieval of MM contents is independent of the MM submission. Theretrieval of MM
contents to the recipient MM S User Agent depends on the configuration and the capability of the recipient MM S User
Agent and the recipient MM S Relay/Server. MM contents may be either delivered as non-streaming MM elements, or
made available for streaming retrieval. The recipient MM S Relay/Server decides whether to use streaming based on the
media type and the media format of the subjected MM contents, capability negotiation and/or user settings/preferences.
The recipient MM S Relay/Server may convert media types and/or formats of MM contents to make it available for
streaming retrieval. If streaming retrieval is used, the streaming-specific protocols, codecs, presentation, session
negotiation and control are according to [40] and [41].

According to the normal MM S framework, the recipient MM S Relay/Server shall generate a notification which contains
information to enable the recipient MM S User Agent to request for the retrieval of the corresponding MM from the
recipient MM S Relay/Server.

Upon retrieve request, the recipient MM S Relay/Server shall deliver amodified MM with one or several presentation
descriptions as defined in [41], as one or several MM elements, in place of the corresponding streamable MM contents
to the recipient MM S User Agent, if it has made the MM contents available for streaming retrieval. The format of the
presentation description is as defined in [41]. MIME type of the format of the presentation description shall be used to
indicate the content type of the MM elements, which contain the corresponding presentation description. The
presentation description carries all required information to initiate the streaming process by the recipient MM S User
Agent in order to retrieve the streamable MM content from the media server as defined in [40]. Example of a
presentation description is shown in Annex J.

According to the normal MM S framework, the recipient MM S Relay/server shall base the generation of a delivery
report on the receipt of aresponse to the delivery of the modified MM from the recipient MM S User Agent.

After the successful reception of the MM, which includes the presentation description, the recipient MM S User Agent
may initiate a streaming process to retrieve the streamable MM contents depending on the information in the
presentation description. According to the normal MM S framework, the recipient MM S User Agent may base the
generation of aread-reply report either on the rendering/handling of the modified MM, or on the rendering/handling of
the streamable MM contents.
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Annex J further depicts the streaming transactions after the decision to offer streamable content is made by the recipient
MMS Relay/Server.

7.1.8 Support for Prepaid Service in MMS

An MMS Relay/Server may support the prepaid concept. A prepaid customer may be charged for submitting or
retrieving MM g/abstract messages.

In the submission case the originator MM S Relay/Server may first ascertain that the originator of the MM /abstract
message is a prepaid customer. The MM S Relay/Server may then initiate a credit check and further processing of the
MM/abstract message is put on hold. In the case the customers credit is insufficient for submitting this particular
MM/abstract message the originator MM S Relay/Server may reject it. The check may be based on several criterialike:

size of the MM

content type

settings of information elements
type of the abstract message

In case an MM/abstract message can not be accepted, the originator MM S Relay/Server shall respond with an
appropriate status value to the submit request. The MM S User Agent should bring this information to the user’s
attention.

In case an MM/abstract message is accepted it is further processed by the MM S Relay/Server.

In the retrieving case the recipient MM S Relay/Server may first ascertain that the recipient of the MM/abstract message
isaprepaid customer. The MMS Relay/Server may then initiate a credit check for the particular customer. The check
may be performed at the time the MM/abstract message arrives at the recipient MM S Relay/Server. Based on the result
the MM S Relay/Server may reject or accept the MM /abstract message. If the MM/abstract message was accepted (with
or without previous check) the MM S Relay/Server may perform a credit check at the time the MM S User Agent sends a
retrieve request. The check may be based on several criteriaasin the sending case.

In case an MM/abstract message can not be retrieved because the customers account balance is too low, the recipient
MM S Relay/Server may respond with an appropriate status value to the retrieve request. The MM S User Agent should
bring this information to the user’s attention.

Otherwise the MM/abstract message is delivered to the MM S User Agent.

7.1.9  Address Hiding in MMS

An originator MM S User Agent may support a request for the sender's address to be hidden from the recipient(s). An
MM SE may support such arequest, i.e., it may allow address hiding. In any case, arecipient MM SE shall ensure that a
sender's address is hidden from the recipient MM S User Agent when address hiding is requested for an MM.

If the originator's MM S Relay/Server does not allow address hiding (anonymous messages) (e.g. legisation does not
permit anonymous messages) a message containing a request for address hiding shall be rejected upon submission and
the originator's MM S Relay/Server shall return an error information to the originator MM S User Agent.

In the case of originator's MM S Relay/Server rejects the message because it does not allow address hiding the rejection
information shall be delivered in a submit response together with optional status text.

In case the recipient MM S Relay/Server rejects the message because it does not allow address hiding and the originator
MMS User Agent has requested a delivery report, then the recipient MM S Relay/Server, viathe originator MM S
Relay/Server, shall inform the originator of the message rejection within the delivery report.

In case the recipient MM S Relay/Server rejects the message because it does not allow address hiding and the originator
MMS User Agent has not requested a delivery report, then the originator MM S Relay/Server may inform the MM
originator by generating a new MM which is sent back to the MM originator.
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Independent of whether or not the originator's address is shown or hidden to the recipient, the originator may be able to
ask for adelivery report to an MM and aso receive the delivery report according to the normal behaviour of the MM S
framework.

If the originator MM S User Agent has requested both its address to be hidden and a read-reply report the originator
MMS User Agent might not receive the read-reply report.

If the recipient forwards the MM outside the MM SE and the peer entity is unknown to the forwarding MM S
Relay/Server the recipient MM S Relay/Server shall not transfer the originator's address but replace it with either
appropriate coded address or |eave the originator address field blank.

In case of forwarding an MM without prior retrieval the forwarding MM S User Agent shall not request her address to be
hidden.

If the originator MM S User Agent has requested its address to be hidden and MM istargeted to the VASPIVAS, MMS
Relay/Server shall send originator address to the VASP/VVAS but not the request of address hiding. If the originator has
requested address hiding the originator MM S Relay/Server may replace the originator address with an appropriate coded
address, leave the originator address empty, or send the originator address unaltered to the VASP. If the VASP/VAS
targeted is not alowed to receive originator address information, e.g. due to privacy issues, the MM S Relay/Server may
replace the originator address with an appropriate coded address or |eave the originator address empty.

7.1.10 Support for Reply-Charging in MMS

The MMS User Agent may support reply-charging. If the MM S User Agent supports this feature the MM S User Agent
shall support the following behaviour.

The MM S Relay/Server may support reply-charging. If the MM S Relay/Server supports this feature the MM S
Relay/Server shall support the following behaviour.

The VASP connected to an MM S Relay/Server over MM 7 may support reply-charging. If the VASP supports this
feature the VASP shall support the following behaviour.

A User of the MMS (the originator MM S User Agent or VASP) may be able to take over the charge for the sending of a
reply-MM to their submitted MM from the recipient(s). In case of forwarding, the forwarding MM S User Agent may be
able to take over the charge for the sending of areply-MM to their forwarding MM from the recipient(s), in this case,
forwarding MM S User Agent takes the role of originator MM S User Agent. Therefore the originator of an MM (either
MMS User Agent, forwarding MM S User Agent or VASP) should be able to mark the MM as reply-charged. The
originator's MM S Relay/Server could either accept the user's or VASP' s settings for reply-charging or not and should be
able to convey feedback to the originator. It should be possible to take over the charge for reply-MMs from different
recipients.

The recipient should be notified if sheis not charged for areply-MM to this particular MM. However, the indication of
reply-charging covers only the willingness/fact that a reply-MM to an original MM isfree of charge, not that the
retrieval of the original MM marked as reply-charged is free of charge. Both the originator and the recipient MM S
Relay/Server shall be able to control that not more than one reply-MM per recipient is charged to the originator. The
MMS User Agent may indicate to the user if an MM has aready been replied to.

The request for reply-charging shall not be passed on to the recipient

e if therecipient is not known to belong to an MM SE peer entity, or

¢ inthecasethe MM isforwarded.

NOTE: For this release the following limitations apply: Support for reply-charging in MM S isrestricted to MM S
User Agents and VA SPs belonging to the same MM SE, i.e. originator and recipient MM SE are identical.
Reply-charging allows only one reply-MM per recipient, i.e. reply-charging appliesto the first successful
submission of an MM sent as areply. Furthermore, areply-MM isrestricted to text only. These limitations
may be elaborated further in future rel eases.

In addition to the service behaviour described in previous clauses the following behaviour is expected to support reply-
chargingin MMS.
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Within the submission of an MM the MM originator (either MM S User Agent or VASP) may indicate awillingness to
pay the charge for one reply-MM per MM recipient. In this case the originator MM S User Agent or originator VASP:

« shal indicate the sender's willingness to pay the charge for one reply-MM per MM recipient,

« may define areply-charging limitation request (e.g. may specify the latest time of submission of the reply-MMs or a
maximum size of reply-MMs).

In aresponse to the MM submission the originator MM S Relay/Server shall inform the MM originator (either MM S
User Agent or VASP) whether or not it accepts

» theoriginator's request for reply-charging in the original MM,

» thereply-charging limitations set by the originator (either MM S User Agent or VASP) in the origina MM.

Upon reception of an MM from an originator (either MM S User Agent or VASP) the originator MM S Relay/Server

¢ may provide reply-charging limitations, i.e. it may aso override by further limiting the MM S User Agent's or
VASP s settings for reply-charging limitations,

e shall passthe indication whether or not areply-MM is requested unaltered when routing the original MM towards
the MM recipient(s) if the peer entity is known to be the same MM S Relay/Server,

e shall passthe reply-charging limitations for the reply-MM when routing the original MM towards the MM
recipient(s) if the peer entity is known to be the same MM S Relay/Server.

If the MM recipient has requested the original MM to be forwarded to some other address the recipient MMS
Relay/Server

< shal not pass any information set by the originator about the reply-charging request towards the addressee(s) of the
forwarding request.

If the MM recipient has requested the original MM to be forwarded to some other address, forwarding MM S User Agent
may indicate awillingness of forwarding MM S User Agent to pay the charge for one reply-MM per MM recipient. In
this case the forwarding MM S User Agent

« shal indicate the forwarding user’ s willingness to pay the charge for one reply-MM per MM recipient;

« may define areply-charging limitation request (e.g. may specify the latest time of submission of the reply-MMs or a
maximum size of reply-MMs).

If reply-charging has been requested by the MM originator (either MM S User Agent or VASP) the recipient MMS
Relay/Server

e should inform the recipient MM S User Agent with the MM notification and upon MM delivery that the MM
originator iswilling to pay for areply-MM to this original MM.

* may notify the recipient about the reply-charging limitations set by the orginator (e.g. the latest time of submission
of areply-MM to the original MM).

When a user intends to send areply-MM to the MM originator (to the originator MM S User Agent or to the VASP) the
recipient MM S User Agent (which isthe originator MM S User Agent of the reply-MM):

e shal mark the MM asareply-MM,

e shall provide the message ID of the original MM which it repliesto (if it is the reply-MM),
e shall submit the reply-MM to the recipient MM S Relay/Server,

* may be ableto indicate to the user whether this MM has aready been replied to,

* may be ableto indicate to the user if the reply-charging limitations can not be met.
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Upon submission the recipient MM S Relay/Server

e shal rgject the reply-MM submission attempt and should convey this information back to the recipient MMS User
Agent (which isthe originator MM S User Agent of the reply-MM) if the reply-MM submission attempt does not
meet the limitations set by the originator (either MM S User Agent or VASP),

e shall be ableto uniquely map the reply-MM to the original MM.

7.1.11 MM4 forward routing failure

If the interworking between two MM S Relay/Servers fails and aMM can not be routed forward across MM4, the
originator MM S UA should be notified. If the MMS UA is notified the procedures described in this section shall be
followed.

In case the originator MM S UA has requested a delivery report to aMM that failed to be routed forward across MM4,
the originator MM S Relay/Server shall generate and send a delivery report that informs the originator MMS UA about
the error.

In case the originator MM S UA has not requested a delivery report to aMM that failed to be routed forward across
MM4, the originator MM S Relay/Server may generate and send a MM that informs the originator MMS UA about the
error.

7.1.12 Support for Persistent Network-based Storage

An MMS User Agent and an MM S Relay/Server may support persistent network-based storage functions. The following
descriptions apply when MM Boxes are supported.

For MM S Relay/Servers that support MMBoxes, the following additional functions are defined:
e Upon submission, cause the MM to aso be stored persistently, if configured or requested,;

e Upon arrival, cause the incoming MM to be stored persistently, if configured;

e Causethe MM referenced in a notification to be stored persistently;

e Causeacopy of aforwarded MM to be stored persistently;

e Upload and store an MM into the user’s MMBox;

e Forward an MM from the MM Box to one or more recipients;

e Delete one or more MMs;

* Viewalist of MMswithin the MMBox and their associated information elements;

e Update MM state and/or flags;

* Retrieve an MM from the user’s MM Box.

7.1.12.1 MM State and MM Flags

The MMS Relay/Server shall support both MM State and MM Flags. The MM S User Agent may support MM State or
MM HFags, or both.

While persistently stored, each MM hasan MM State, representing the condition under which the MM is stored. The
states are: Draft, Sent, New, Retrieved, and Forwarded. These states are mutually exclusive. The MM S Relay/Server
shall set the following specific values for the MM State, unless otherwise specified by the MM S User Agent:

e The Draft state shall be set when an MM is uploaded and stored;
e The Sent state shall be set when an MM is aso stored as part of a submission;

e The New state shall be set when an incoming MM is stored as part of being received by the MM S Relay/Server;
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e The Retrieved state shall be set upon retrieval of an MM;
¢ The Forwarded state shall be set whenever an MM is forwarded.

In addition to state, MMs may be flagged with keyword values, which shall be set by the MM S User Agent. The flags
may be used to perform selections on the MM Box, offering more precise control over which MMs are to be returned on
aview request.

7.1.12.2 Requests to Store MMs within an MMBox

The MMS Relay/Server shall store an MM into an MM Box under the following conditions:

e Arriva of an MM, prior to notification, if configured and enabled for the recipient’s MMBoX;

e Storerequest by an MM S User Agent, based on a Message Reference received in a notification;

e MMSUser Agent submitting an MM, which aso includes a store request;

e MMSUser Agent forwarding an MM, which also includes a store request;

e MMSUser Agent uploading an MM for storage into the MMBoX;

The MMS Relay/Server shall provide the Message Reference from the newly stored MM to the MM S User Agent.

7.1.12.3 Requests to Retrieve MMBox Content

The MM S Relay/Server shall support the following operations on the MMs within an MMBox, or on the MMBoXx itself:
* Retrievean MM;

e Forward an MM;

e Store (update) state and flagson an MM;

*  View information elements within selected MMs;

The Store and View operations shall return a M essage Reference to selected MMs, in addition to their other functions.

7.1.12.4 MM Deletions

MMs stored within an MMBox shall be retained until:

e Automatic deletion occurs because the time of expiry was exceeded;

e TheMMSUser Agent issues arequest to delete an MM based on a M essage Reference obtained from an MM Box
operation.

7.1.12.5 MMBox Service Constraints

MM S Relay/Servers supporting MMBoxes should not store the same MM twice within an MM Box.

NOTE: If the operator has configured automatic MM Box storage for incoming MMs, and the MM S User Agent
issues arequest to store an MM within the MMBox for a newly arrived MM, the MM S Relay/Server
should store the newly arrived MM only once.

MM S Relay/Servers that support MM Boxes shall not generate multiple delivery reports of the same MM status value
for MM stored within the MMBoOX.

MMS User Agents that support MMBoxes shall not generate multiple read-reply reports for MMs stored within an
MMBox.
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7.1.13 Support for Value Added Services (VAS) in MMS

The MM S Relay/Server may support services, in addition to user-to-user messaging, that are either provided by the
MM S operator or by third-party Value Added Service Providers (VASP). Examples of services that may be provided
as.

¢ Messagesthat originate from the VASP to a single or mass-distribution of recipients;

¢ Messagesthat originate from aMMS Relay/Server to the VASP that may generate aVASP reply or anew MM
submission.

NOTE: MMS Relay/Server may receive multimedia message from MM1, MM3, MM4 or MM7 Reference points
before routing forward message to the VASP. Messages originated from the VASP may be targeted to the
recipient viaMM1, MM 3, MM4 or MM7 Reference points. In a case of the recipient or the originator is
outside a single MM SE (outside MM SE to which VASP is connected) special functionalities are not
specified in this release (e.g. the recipient MM S User Agent may deny generating Delivery report). Future
releases may expand this support across multiple MM SEs.

7.1.13.1 Authentication
MM7 should use transport layer security mechanisms to authenticate the VASP in this release.

For example, if HTTP isused as an MM7 transport, many optional authentication mechanisms are available. The MM S
Relay/Server or the VASP may use the mechanisms defined in [65],” basic” and “digest” authentication to authenticate
the VASP during each session established for message submission. Each VASP may send a VASP ID and a password
before any transactions will be allowed by the MM S Relay/Server. For additional security, HTTP may be carried over
aTLS[66] session to the MM7 interface.

Alternatively, authentication mechanisms based on public/private key cryptography and certificates may also be used.
Key management is out of scope for this release.

The VASP may authenticate the MM S Relay/Server using similar mechanisms. The exact nature of these authentication
procedures is not dictated by this document, however the MM S Relay/Server may supply itsidentification as part of the
reguest information.

7.1.13.2 Authorisation

The MMS Relay/Server should authorise the VAS to send MM to the MM S UA. The authorisation shall be completed
during each session established by the VAS. For example, if the VAS attempts to send aMM to the MM S Relay/Server
when the VAS is not authorized, then the MM S Relay/Server should not permit the operation .

7.1.13.3 Confidentiality

The interface between MM S Relay/server and VASP may be carried over an encrypted and secure bearer, e.g. HTTP
over SSL or TLS, or by use of application-layer encryption. Thisisan optional feature and may be further elaborated in
future releases.

7.1.13.4 Charging Information

VASP may provide service codes that contain billing information that may be transferred to the MM S Relay/Server and
passed directly to the billing system without intervention.

If acommercial agreement between the VASP and the recipient exists, the VASP may provide an indication to the MM S
Relay/Server which party is expected to be charged for an MM submitted by the VASP, e.g. the sending, receiving, both
parties or neither.

NOTE: Warning. Allowing aVVASP to indicate which party is expected to be charged may lead to abuse. How to
protect against this abuse is not in the scope of this specification.
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If acommercia agreement between the MM SE to which the VASP is connected and athird party exists, aVASP may
provide an indication to the MM S Relay/Server that this third party is expected to be charged for services which this
VASP provides to any other user(s) on behalf of thisthird party.

NOTE: Warning. Usage of third party charging may lead to abuse. How to protect against this abuseis not in the
scope of this specification.
7.1.13.5 Message Distribution Indicator

A Message Distribution Indicator may be provided for the whole Multimedia Message coming from aVVASP. The
indicator is purely informational, e.g. an MM S User Agent is not responsible for any functionality regarding message
redistribution. The aim isto indicate that the MM content is not to be redistributed.

NOTE: DRM-protection of an MM, as specified in section 7.1.15, takes precedence over Message Distribution
Indicator from REL-6 onwards.

7.1.14 Handling of MMS-related information on the (U)SIM

NOTE: This section does not apply when the MM S-UA isimplemented within equipment which does not support
a(U)sIM.

An MMS User Agent shall use the MMS related information stored in the (U)SIM [67] or SIM [75], if present,
according to the definitionsin this subclause 7.1.14 - unless otherwise specified by the user. This information comprises:

e MMS connectivity information, as defined in Annex F. Thisinformation is used to connect to the network for the
purpose of accessing the MM S Relay/Server,

e MMSuser preferences, as defined in Annex F, and
e MMS netifications.

M M S connectivity information, on the (U)SIM includes a number of sets of MMS connectivity parameters. Some of
these sets of MM connectivity parameters are preset by the issuer of the (U)SIM with the first set being the default.
Such default preset MM S connectivity parameter set shall be selected unless otherwise specified by the user.

The MMS connectivity information on the (U)SIM includes preferences for the selection of Interface to Core Network
and Bearer parameters (cf. Annex F) as defined in [67] or [75]. If these are stored on the (U)SIM the MM S-capable UE
shall automatically select the Interface to Core Network and Bearer parameters based on their order of precedence
defined on the (U)SIM unless otherwise specified by the user.

MM S user preferencesinformation, which is stored on the (U)SIM, shall be used by an MM S User Agent for user
assistance in preparation of terminal-originated MMs (e.g. default values for parameters that are often used).

M M S notifications, should be stored on the (U)SIM together with an associated status by a recipient MM S User Agent:

¢ When an MMS User Agent has deleted a notification which was stored on the (U)SIM, the associated status shall be
set to “Free space”

e Whenan MMS User Agent stores a notification on the (U)SIM, the associated status shall be set to “Used space”

e When arecipient MMS User Agent has not handled the notification which is stored on the (U)SIM (e.g. the details
of the notification were not shown to the user), the associated status shall be set to “notification not read”,

*  When arecipient MMS User Agent has handled the notification which is stored on the (U)SIM (e.g. the details of
the natification have been shown to the user), the associated status shall be set to “notification read”,

e Whenarecipient MMS User Agent has not retrieved an MM based on the notification which is stored on the
(U)SIM, the associated status shall be set to “MM not retrieved” — unless the recipient MM S User Agent has
rejected or forwarded the MM,

e Whenarecipient MMS User Agent has retrieved an MM based on the notification which is stored on the (U)SIM,
the notification shall be either deleted or the associated status shall be set to “MM retrieved”,
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e Whenarecipient MM S User Agent has rejected an MM based on the notification which is stored on the (U)SIM,
the notification shall either be deleted or the associated status shall be set to “MM rejected”,

e When arecipient MM S User Agent has forwarded an MM based on the notification which is stored on the (U)SIM,
the notification shall either be deleted or the associated status shall be set to “MM forwarded”,

Upon an attempt to store a notification on a (U)SIM, an MM S User Agent should ensure that the notification is not lost
unless the (U)SIM acknowledges the storage attempt to be successful.

7.1.15 Support for Digital Rights Management in MMS

The support of DRM in MM S shall conform to the OMA DRM specifications[76], [77] and [78].

DRM-protection of an MM shall take precedence over Message Distribution Indication and over MM7 Content
Adaptation Restriction from REL-6 onwards.

The following sections describe the application of DRM protection to MMS.

7.1.15.1 DRM-protected content within an MM

An MM may include one or more DRM-protected MM elements. DRM protection of MM elements shall be performed
according to [76], [77] and [78], with each MM element being protected separately. Each DRM-protected MM element
shall be encapsulated asa DRM object, i.e. ‘DRM Message’ or ‘DCF'.

In particular, DRM protection shall neither be applied to an MM as awhole (MM S PDU), nor to any presentation
description (e.g. SMIL) within an MM.

The headers (i.e. content-location or content-1D) used by the presentation description (e.g. SMIL) to refer to aDRM
object shall be placed as MM S body part headers, due to MIME-based structure of the MM.

In case of Separate Delivery, the * X-Oma-Drm-Separate-Delivery’ header, if present, shall be placed as MM S body part
header, due to MIME-based structure of the MM.

MM S body part headers shall not be DRM-protected.

7.1.15.2 DRM-related User Agent beaviour

An MMS User Agent may support Digital Rights Management, DRM according to [76], [77], [78]. An MMS User
Agent that supports the DRM restrictions shall indicate this support in itsterminal capability profile, as defined in the
DRM gpecifications.

NOTE: E.g. after having received an MM containing a‘DRM Message’ object, an MM S User Agent does neither
use that DRM-protected MM element while composing anew MM nor store it into a user accessible
persistent network storage (e.g. MMBoXx).

7.1.15.3 DRM-related Relay/Server behaviour

An MMS Relay/Server shall support Forward Lock, Combined Delivery and Separate Delivery DRM functionalities
according to [76], [77], [78].

7.1.15.3.1 Support for Forward Lock and Combined Delivery

For Forward Lock and Combined Delivery support, the MM S Relay/Server shall ensure that no single DRM-protected
MM element is conveyed to any receiving entity, such asan MM S User Agent, an MM S Relay/Server, a user-accessible
persistent network-storage (e.g. MMBox), which does not comply with OMA DRM specifications [76], [77].

In particular, the MM S Relay/Server shall not:

e deliver any DRM-protected MM elements (' DRM Message’) to an MM S User Agent which does not support
DRM;
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»  route forward any DRM-protected MM elements (' DRM Message') over MM 3, MM4 or MM7 to areceiving
entity which does not support DRM;

e storeany DRM-protected MM elements (' DRM Message') into a user accessible persistent network storage
(e.g. MMBoX);

» forward any DRM-protected MM elements (' DRM Message') prior to MM retrieval or from the MMBox.
The MMS Relay/Server shall not ater or strip-off any part of the ' DRM Message' header (e.g. the Boundary parameter
declaration).
7.1.15.3.2 Support for Separate Delivery

For DRM Separate Delivery the MM S Relay/Server shall relay any DCF object unaltered. In particular it shall not strip-
off any part of the DCF body or headers (e.g. the ‘ X-Oma-Drm-Separate-Delivery’ header).

7.2 MMSE Addressing responsibilities
Address parsing:

MM S Relay/Server should parse the recipient address field provided by the originator MM S User Agent upon MM
submission. If an error is found in the address format, an error indication should be sent back to the MM S User Agent in
the submit response.

Locating therecipient:

For each recipient that appearsin an MM, the MM S Relay/Server shall be able to resolve whether the recipient belongs
to the same MM SE, another MM SE or is not known to belong to any MM SE or the recipient is VASP. If the recipient
belongs to the same MM SE, the MM S Relay/Server shall notify the recipient of the new MM as described in clause
7.1.2. If the recipient appears to belong to another MM SE, the MM S Relay/Server has to locate the external recipient's
MM SE domain. If the recipient is hot known to belong to any MM SE, the MM S Relay/Server shall perform the
necessary conversion and route forward the message to the recipient. If the recipient is VASP, the MM S Relay/Server
shall deliver MM to the VASP according to the recipient addressin MM.

7.2.1 Address Formats on MM1

The MMS addressing model on MM 1 contains three addresses. the address of the MM S Relay/Server, the address of the
recipient and the address of the originator. The address of the MM S Relay/Server shall be the URI of the MM S
Relay/Server given by the MM S service provider. Thus, the URI needs to be configurable in the MM S User Agent.

The originator's a address could be either a user's address or a user's terminal address. The recipient’s address can be a
user’s address, a user’s terminal address, or a short code. For this release the user's terminal addresses (e.g. terminal |P
addresses) are not supported. The MM S User Agent's responsibility isto format these addresses before it submits the
message to the originator MM S Relay/Server.

The user’s address can be either an E.164 (MSISDN) or RFC2822 address.

The MMS User Agent and MM S Relay/Server shall support both E.164 (MSISDN) and RFC2822 addressing formats.
The reference point MM 1 should support away to indicate the used address type to enable future extension. The
encoding of the addressing is up to the corresponding implementation.

E.g. the originator MM S User Agent may specify each of the address fieldsin one of the following formats:
1) RFC 2822 address (FQDN or unqualified)
2) PLMN address: [ “+” |“*" |“#" ] [digit|“*” |“#" ] ... ["/TYPE= PLMN"]
3) Other "/TYPE="

The"/TYPE=" field specifies the address type. When PLMN format is used the type isoptional. The"/TYPE="
convention provides flexibility for future enhancements.
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When the “/TYPE=" qualifier is absent, the MM S Relay/Server should resolve potential ambiguities by applying the
following logic to the address in the following order:

1. ifitcontainsthe“@" character, the address should be interpreted as an FQDN RFC2822 address

2. if itiscompletely numeric, except possibly including “+”, “*”, or “#”, it should be interpreted as"/TY PE=
PLMN", e.g. an E.164 address, alocal telephone number, or a numeric short code,

3. otherwise, it should be interpreted as an unqualified RFC2822 address (al phanumeric short code)

7.2.2 Address Formats on MM4

Resolving the recipient's MM SE | P address:

For those recipients that appear in an MM and belong to an external MM SE, the originator MM S Relay/Server has to
send the message to each of the recipients MM S Relay/Servers using the protocol described in clause 6.6. The MM S
Relay/Server has to resolve the recipient's MM S Relay/Server domain name to an | P address, e.g. using DNS, based on
the recipient's address. The mapping for the recipient's address, in case of MSISDN (E.164) addressing, to the recipient's
MMS Relay/Server if the MM recipient belongs to another MM SE should use the DNS-ENUM protocol [61]. The
ENUM solution is described in Annex G. In the absence of an ENUM based solution, it is expected that MM S service
providers or network operators may use solutions for their particular needs, which may include static tables or other
look-up methods. One such look up method, which is based on MSISDN to IMSI ook up, is described in Annex H.

Re-formatting the sender's and recipient'saddressto FQDN for mat

When delivering a message from an MM SE to another MM SE, both the sender and the recipient addresses shall be
extended to include the FQDN to enable transport over SMTP. This FQDN format shall be used in the MM4 reference
point. It isrequired that FQDN format addressisused in "MAIL FROM: " and "RCPT TO: " commandsin SMTP, itis
not necessary that the originator's and recipient's addressesin [5] "From: " or "To"—fields are re-formatted to FQDN
format.

The encoding of FQDN addressing is defined in Clause 8.4.5.1.

7.2.3 Address Formats on MM7

The MMS addressing model on MM7 contains two addresses: The address of the originator MM S User Agent or
VAS/VASP and the address(es) of the recipient MM S User Agent(s) or VAS/VASP.

The reference point MM 7 shall support E.164 (M SISDN) addresses and e-mail addresses (RFC2822). In addition Short
Codes should be supported.

In the case of a multimedia message terminated at the VAS/VASP, the recipient(s)' address(es) may be the VASVASP
address or the intended recipient(s)’ address and the originator's address shall be user's address (e.g. MSISDN address)
or auser'sterminal address. For this release the user's terminal addresses (e.g. terminal | P addresses) are not supported.
The VASP will identify itself using one (or more) of three possible identifiers — the VASP identification number, the
VAS identification number, or an address MM 1 compliant to MM 1 address format. The MMS Relay/Server shall
trangd ate the identification of the VASP to an appropriate address format for transfer across other reference points, e.g.
address as defined in section 7.2.2 for messages sent on MM1.

The MMS Relay/Server shall also translate addresses that originate from the MM 1 interface into the appropriate URL of
the VASP, for example when an MM7_deliver.REQ results froman MM 1 _submit.REQ from the MM S User Agent.
The format of the MM 1 address is defined in section 7.2.2 of this specification.

In the case of a multimedia message originated from the VAS/VASP, the originator's address may be the VAS/VASP
address and the recipient(s)' address(es) shall be either a user's address or a user's terminal address. For this release the
user's terminal addresses (e.g. terminal |P addresses) are not supported. The VASP's responsibility is to format these
addresses before it submits the message to the MM S Relay/Server. The user’s address shall be E.164 (M SISDN) address
or e-mail address (RFC2822). Additionally, it shall be possible to control which recipient(s) address(es) are utilized for
actual routing and which are conveyed as informational only to be displayed to the recipient MM S User Agent.
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The reference point MM7 defines also other addressing like information elements. VASP ID, VASID and MM S
Relay/Server ID. These fields are used only to identify VASP, VAS and MM S Relay/Server and are not used for
addressing purpose.

NOTE: Theusers addresses refered to above may be replaced by appropriate coded addressesin order not to
harm the users' privacy.

8 MMS Application Protocol Framework and Technical
Realisation of MMS Service Features

This clause defines the application protocol framework and describes the technical realisation of MM S service features
in terms of abstract messages. The abstract messages can be categorised into transactions consisting of requests and
responses. The labelling of the MM S abstract messages follows these conventions:

¢ thetransactions between the MM S UA and MM S Relay/Server are prefixed with "MM1";
¢ thetransactions between the MM S Relay/Servers are prefixed with "MM4";

« thetransactions between Vaue-Added Service Providers and the MM S Relay/Server are prefixed with
“MM7";

e reguests areidentified with ".REQ" as a suffix;
e responses are identified with the ".RES" suffix.

Each abstract message carries with it certain information elements, which may vary according to the specific message.
All messages shall carry, as information elements, a protocol version and message type, in order that the MM SE
components may be able to properly identify and manage the message contents.

Specific information regarding the message encapsul ation, including order, possible values, and encoding are beyond
the scope of this clause. These details will be defined within each MM SE protocol environment.

The mapping of abstract messages to specific protocols is not necessarily a one-to-one relationship. Depending on the
MMS Implementation (WAP etc.), one or more abstract messages may be mapped to a single lower layer PDU, and a
single abstract message may be mapped to multiple lower layer PDUSs, if the information carried in the PDU(s) serve the
purpose of required information in the subjected abstract message(s).

In MM 1 responses that provide a status information, the status information returned has no correspondence to the Status
information returned in MM4 responses; they are independent of each other.

The MM 1 response status, which are limited by design to as small a set of values as possible, may correlate to status and
errors occurring within the communications protocols underlying the implementation of the MM4 abstract messages.
Similarly, the MM4 status may correlate to those occurring within the communications protocols underlying the
implementation of the MM 1 abstract messages. The definition of these correlations is out of scope of the present
document, and should be provided by the MM S implementations.

The MMS application protocol shall provide means to uniquely identify the version number and message type in each
abstract message defined here. The order, possible values and encoding of the information elements for each abstract
message are beyond the scope of this clause, and shall be dictated by the protocol environment.

The following figure shows an example abstract message flow when a multimedia message is sent from an originator
MMS User Agent to arecipient MM S User Agent. The scope of thisfigure islimited to abstract messages on reference
points MM1 and MM4 only.

Delivery reports are sent by the recipient MM S Relay/Server. Read-reply reports are sent by the recipient MM S User
Agent.

Below are Figures 6 and 7. Figure 6 shows atypical transaction for an MM S User Agent submitting an MM addressed
to an MM S User Agent serviced by another MM S Relay/Server. Figure 7 shows the abstract messages that may involve
the MMBox. These figures are only examples, and do not show all possible transactions between a MM S User Agent
and the MM S Relay/Server.
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Originator Originator Recipient Recipient
MMS Rel MMS Rel
MMS UA S Relay/ S Relay/ MMS UA
Server Server
MM1_submit.
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MM1_submit. » MM1_notification.
RES < REQ
MM4_forward.RES >
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Figure 6: Example Abstract Message Flow
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Figure 7: Example Abstract Message Flows with Persistent Storage

8.1 Technical realisation of MMS on reference point MM1

Reference point MM 1 defines the transactions between the MM S User Agent and the MM S Relay/Server. These
transactions include notifications of new MMs, retrieval of MM, forwarding of MMs, and delivery and read-reply
reporting. Figure 6 illustrates some of these transactions and their relationships, in an end-to-end manner.

Additional transactions are specified for MMBox implementations that allow MMs and information about them to be
stored, retrieved, changed, and deleted.

8.1.1 Authentication Mechanisms for MM1

On the MM reference point an underlying authentication mechanism should be available.
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The network-provided MMS User Agent’s ID (e.g. MSISDN or IMSI) should be made available to the MMS
Relay/Server by the RADIUS mechanisms defined in [54]. This ID should be used to authenticate the MMS
User Agent.

8.1.2 Detection of Duplicate MMs

On the MM1 reference point an underlying mechanism for detecting the submission of duplicate MMs should
be available.

8.1.3 Submission of Multimedia Message

This part of MM S service covers the submission of an MM. For sending purposes a terminal-originated MM shall
always be submitted from the originator MM S User Agent to the corresponding MM S Relay/Server. Involved abstract
messages are outlined in Table 1 from type and direction points of view.

Table 1: Abstract messages for submission of MM in MMS

Abstract messages Type Direction
MM1_submit.REQ Request MMS UA -> MMS Relay/Server
MM1_submit.RES Response MMS Relay/Server -> MMS UA

8.1.3.1  Normal operation

The originator MM S User Agent shall submit a terminal-originated MM to the originator MM S Relay/Server using the
MM1 submit.REQ, which contains MM S control information and the MM content. If the Store information element is
present, the MM will also be copied to the MMBoX, if the MMBox is supported and enabled for the subscriber.

The MMS Relay/Server shall respond with an MM 1_submit.RES, which provides the status of the request. The
MM1_submit.RES shall unambiguously refer to the corresponding MM 1_submit.REQ.

Support for MM 1_submit.REQ is optional for the MM S UA, support for MM 1_submit.RES is mandatory for the MM S
Relay/Server.

8.1.3.2  Abnormal Operation

In this case the originator MM S Relay/Server shall respond with aMM1_submit.RES encapsulating a status which
indicates the reason the multimedia message was not accepted, e.g. no subscription, corrupt message structure, service
not available, MMBox not supported, MMBox not enabled, MMBox over quota, MMBox system full, MMBox 1/0
error.

If the MM S Relay/Server does not provide the MM1_submit.RES the MM S User Agent should be able to recover.

8.1.3.3 Features

Addressing: One or several MM recipients of a submitted MM shall be indicated in the addressing-relevant information
field(s) of the MM 1_submit.REQ. The originator of a submitted MM may be indicated in addressing-relevant
information field(s) of the MM 1 _submit.REQ. The originator MM S User Agent may request to hide its identity from the
MM recipient.

Time stamping: The originator MM S User Agent may time stamp the MM.

Time constraints: The originator MM S User Agent may also request an earliest desired time of delivery of the MM.
The originator MM S User Agent may request atime of expiry for the MM. In case of reply-charging the originator
MMS User Agent may also request a deadline for the latest time of submission of reply-MMs granted to the recipient(s).

Reply-Charging: The originator MM S User Agent may indicate that the sender wants to pay for areply-MM and
convey the reply-charging limitations (e.g. the latest time of submission and/or the maximum size of areply-MM) in the
MM1_submit.REQ.
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M essage class, priority and subject: The MM may be qualified further by adding a message class, priority and/or
subject to the MM in the MM 1_submit.REQ. Additional qualifiers may be added.

Reporting: The originator MM S User Agent may request a delivery report for the MM. In addition, the originator
MMS User Agent may request aread-reply report when the user has viewed the MM.

I dentification: The originator MM S Relay/Server shall always provide a message identification for an MM, which it
has accepted for submission inthe MM 1_submit.RES. In case of reply-charging the MM S User Agent which submits a
reply-MM (i.e. the MM S User Agent that received the original MM) shall provide the message ID of the original MM
which it repliesto inthe MM 1 _submit.REQ.

Persistent storage: In addition to being submitted for normal delivery, the MM S User Agent may request that the
submitted MM be stored into the MMBoX, by the presence of the Store information element. As part of the store
reguest, the MM State and MM Flags can be set with the use of corresponding information elements. The response to a
Store request shall include a Message Reference to the newly stored MM, as well as the associated MM State and
optional MM Flags.

Store Status: The MM S Relay/Server shal indicate the store status of the MM 1_submit.REQ in the Store Status
information element of the associated MM 1 submit.RES. The Store Status information element of the
MM1_submit.RES may be supported with an explanatory text. If thistext is available in the Store Status Text
information element the MM S User Agent should bring it to the user's attention. The choice of the language used in the
Store Status Text information element is at the discretion of the MM S service provider

Content Type: The MIME type of the multimedia content shall always be identified in the MM1_submit.REQ.
Content: The originator MM S User Agent may add content in the MM 1_submit.REQ.

Request Status: The originator MM S Relay/Server shall indicate the status of the MM 1_submit.REQ in the associated
MM1 submit.RES. The reason code given in the status information element of the MM 1 _submit.RES may be supported
with an explanatory text further qualifying the status. If thistext is available in the Request status text information
element the MM S User Agent should bring it to the user's attention. The choice of the language used in the Request
status text information element is at the discretion of the MM S service provider.

Transaction Identification: The originator MM S User Agent shall provide an unambiguous transaction identification
within arequest. The response shall unambiguously refer to the corresponding request using the same transaction
identification.

Version: The MMS protocol shall provide unique means to identify the current version of the particular protocol
environment.

M essage Type: The type of the message used on the reference point MM 1 indicating MM 1_submit.REQ and
MM21 submit.RES as such.
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8.1.3.4 Information Elements

Table 2: Information elements in the MM1_submit.REQ.

Information element Presence Description

Message Type Mandatory Identifies this message as MM1_submit.REQ

Transaction ID Mandatory The identification of the
MM1_submit. REQ/MM1 submit.RES pair.

MMS Version Mandatory Identifies the version of the interface supported by the MMS
UA.

Recipient address Mandatory The address of the recipient(s) of the MM. Multiple
addresses are possible.

Content type Mandatory The content type of the MM’s content.

Sender address Optional The address of the MM originator.

Message class Optional The class of the MM (e.g., personal, advertisement,
information service)

Date and time Optional The time and date of the submission of the MM (time
stamp).

Time of Expiry Optional The desired time of expiry for the MM or reply-MM (time
stamp).

Earliest delivery time Optional The earliest desired time of delivery of the MM to the
recipient (time stamp).

Delivery report Optional A request for delivery report.

Reply-Charging Optional A request for reply-charging.

Reply-Deadline Optional In case of reply-charging the latest time of submission of
replies granted to the recipient(s) (time stamp).

Reply-Charging-Size Optional In case of reply-charging the maximum size for reply-MM(s)
granted to the recipient(s).

Priority Optional The priority (importance) of the message.

Sender visibility Optional A request to show or hide the sender's identity when the
message is delivered to the recipient.

Store Optional A request to store a copy of the MM into the user's MMBoX,
in addition to the normal delivery of the MM.

MM State Optional The value to set in the MM State information element of the
stored MM, if Store is present.

MM Flags Optional One or more MM Flag keywords to set in the MM Flags
information element of the stored MM, if Store is present

Read reply Optional A request for read reply report.

Subject Optional The title of the whole multimedia message.

Reply-Charging-ID Optional In case of reply-charging when the reply-MM is submitted
within the MM1_submit.REQ this is the identification of the
original MM that is replied to.

Content Optional The content of the multimedia message

Table 3: Information elements in the MM1_submit.RES.

Information element Presence Description

Message Type Mandatory Identifies this message as MM1_submit.RES.

Transaction ID Mandatory The identification of the
MM1_submit. REQ/MM1 submit.RES pair.

MMS Version Mandatory Identifies the version of the interface supported by the MMS
Relay/Server.

Request Status Mandatory The status of the MM submit request.

Request Status Text Optional Description which qualifies the status of the MM submit
request.

Message ID Conditional The identification of the MM if it is accepted by the originator
MMS Relay/Server.

Store Status Conditional If the Store request was present in MM1_submit.REQ, the
status of the store request.

Store Status Text Optional The explanatory text corresponding to the Store Status, if
present.

Stored Message Conditional If the Store request was present in MM1_submit.REQ, the

Reference message reference to the newly stored MM.
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8.1.4 Multimedia Message Notification
This part of the MM S service covers the notification about MM from the recipient MM S Relay/Server to the

corresponding recipient MM S User Agent and involving abstract messages are outlined in Table 4 from type, and
direction points of view.

Table 4: abstract messages for notification of MM in MMS

Abstract message Type Direction
MM1 notification.REQ Request MMS Relay/Server -> MMS UA
MM1_noatification.RES Response MMS UA -> MMS Relay/Server

8.1.4.1  Normal Operation

Upon receiving the MM1_notification.REQ, the recipient MM S User Agent shall respond with the
MM1 notification.RES to the recipient MM S Relay/Server to acknowledge the successful reception of the
MM21_notification.REQ.

The MM1_natification.RES shall unambiguously refer to the corresponding MM 1 _notification.REQ.

8.1.4.2  Abnormal Operation

In this case the MMS UA shall respond with aMM1_notification.RES encapsulating a status which indicates the reason
the notification could not be processed. If the MM S UA does not provide the MM 1_noatification.RES the MM S
Relay/Server should be able to retransmit the notification at alater state.

8.1.4.3 Features

Addressing: The MM originator address may be provided to the recipient MM S User Agent in the

MM1 notification.REQ. The MM originator address shall not be provided to the recipient MMS User Agent if the MM
originator has requested her address to be hidden from the MM recipient. In the case of forwarding, the address of the
latest forwarding MM S User Agent shall be provided.

Time constraints: The recipient MMS User Agent shall be provided atime of expiry of the MM. In case of reply-
charging the deadline for the latest time of submission of areply-MM should be conveyed within the
MM21_notification.REQ.

Reply-Charging: In case of reply-charging the MM S Relay/Server may indicate in the MM 1_notification.REQ that a
reply to the notified original MM isfree of charge and the reply-charging limitations.

M essage class, message size, priority and subject: The MM shall be qualified further by adding a message class and
an approximate size to the MM in the MM1_noatification.REQ. The MM may be qualified further by adding a priority
and/or subject to the MM. Additional qualifiers may be added.

Reporting: If the originator MMS User Agent has requested to have a delivery report, the recipient MM S Relay/Server
may convey thisinformation to the recipient MM S User Agent in the MM 1_notification.REQ. The recipient MM S User
Agent may indicate in the MM 1_noatification.RES that it would not wish a delivery report to be created.

I dentification: In case of reply-charging when areply-MM is notified within the MM 1_notification.REQ the MM S
Relay/Server should convey the identification of the original MM replied to within the sasme MM 1 _noatification.REQ.

Per sistent storage: When the MM Box is configured such that incoming MMs are stored automatically, the
MM1 notification.REQ shall contain the Stored information element.

M essage Reference: The recipient MM S Relay/Server shall always provide areference, e.g., URI, for the MM in the
MM1 notification.REQ. When incoming MMs are stored automatically, the Message Reference will refer to the newly
stored MM within the MMBox.

MM Status: The recipient MM S User Agent may indicate in the MM 1_notification.RES how it intends the MM to be
handled, e.g. the immediate rejection of the MM.
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MM element descriptor: The recipient MM S Relay/Server may provide one or more description(s) of message
elementsin the MM 1_notification.REQ. A description shall contain a reference to the message element, e.g. aURI, an
index number etc.. A description of a message element may be further qualified by adding one or more of such
parameters as:

* name of the message element
¢ typeand format of the message element
e approximate size of the message element

M essage Distribution I ndication: The VASP may indicate whether the content of the MM isintended for
redistribution.

NOTE: From REL-6 onwards, in case of misalignment, DRM-protection rules shall prevail over the Message
Distribution Indication feature.

Transaction Identification: The originator MM S Relay/Server shall provide an unambiguous transaction identification
within arequest. The response shall unambiguously refer to the corresponding request using the same transaction
identification.

Version: The MMS protocol shall provide unique means to identify the current version of the particular protocol
environment.

M essage Type: The type of the message used on the reference point MM 1 indicating MM 1_noatification.REQ and
MM1 notification.RES as such.

MM recommended retrieval mode: the MM S Relay/Server may include an indication about the recommended manual
retrieval mode of the MM. Thisindication code may be supported with an explanatory text (e.g. indication about
charging related information if recipient has to pay for the retrieval or roaming condition) further expliciting why the
manual retrieval mode is recommended for the MM.
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Table 5: Information elements in the MM1_notification.REQ.

Information element Presence Description

Message Type Mandatory Identifies this message as MM1_notification.REQ

Transaction 1D Mandatory The identification of the
MM1_notification.REQ/MM1 _notification.RES pair.

MMS Version Mandatory Identifies the version of the interface supported by the MMS
Relay/Server.

Message class Mandatory The class of the MM (e.g., personal, advertisement,
information service; default = personal)

Message size Mandatory The approximate size of the MM

Time of expiry Mandatory The time of expiry for the MM (time stamp).

Message Reference Mandatory a reference, e.g., URI, for the MM

Subject Optional The title of the whole MM.

Priority Optional The priority (importance) of the message.

Sender address Conditional The address of the MMS User Agent that most recently
handled the MM, i.e. that either submitted or forwarded the
MM. If the originator MMS User Agent has requested her
address to be hidden from the recipient her address shall not
be provided to the recipient.

Stored Optional Indicates that the MM was automatically stored into the
MMBOX.

Delivery report Optional Request for delivery report

Reply-Charging Optional Information that a reply to this particular original MM is free of
charge.

Reply-Deadline Optional In case of reply-charging the latest time of submission of a
reply granted to the recipient (time stamp).

Reply-Charging-Size Optional In case of reply-charging the maximum size of a reply-MM
granted to the recipient.

Reply-Charging-ID Optional The identification of the original MM replied to if this
notification indicates a reply-MM.

Element-Descriptor Optional The reference for an element of the MM, which may contain
further information about the referenced element of the MM,
e.g. the name, the size and/or the type and format of the
message element

MM recommended Optional Indication that manual retrieval mode is recommended for this

retrieval mode MM

Text explaining MM Optional Description that explicits why the manual retrieval mode is

recommended retrieval recommended for the MM.

mode

Message Distribution Optional If set to “false” the VASP has indicated that content of the MM

Indicator is not intended for redistribution.
If set to “true” the VASP has indicated that content of the MM
can be redistributed (NOTE).

NOTE: From REL-6 onwards, in case of misalignment between the value assigned to MDI and DRM-

protection rules, the latter shall prevail.

Table 6: Information elements in the MM1_notification.RES.

Information element Presence Description

Message Type Mandatory Identifies this message as MM1_notification.RES.

Transaction ID Mandatory The identification of the
MM1_natification.REQ/MM1_notification.RES pair.

MMS Version Mandatory Identifies the version of the interface supported by the MMS
User Agent.

MM Status Optional The status of the MM’s retrieval

Report allowed Optional Request to allow or disallow the sending of a delivery report
to the MM originator
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8.1.5 Retrieval of Multimedia Message

This part of MM S service coversthe retrieval of an MM. For retrieval purposes an MM shall always be retrieved by the
recipient MM S User Agent from the recipient MM S Relay/Server. Involved abstract messages are outlined in Table 7
from type and direction points of view.

Table 7: Abstract messages for retrieval of MM in MMS

Abstract messages Type Direction
MM1_retrieve.REQ Request MMS UA -> MMS Relay/Server
MM1_retrieve.RES Response MMS Relay/Server -> MMS UA
MM1_acknowledgement.REQ Request MMS UA -> MMS Relay/Server

8.1.5.1  Normal Operation

The recipient MM S User Agent shall issue an MM 1 _retrieve.REQ to the recipient MM S Relay/Server to initiate the
retrieval process. The MM S Relay/Server shall respond with an MM1_retrieve.RES, which contains MMs control
information and the MM content.

After receiving the MM 1_retrieve.RES, the recipient MM S User Agent shall send an MM 1 _acknowledgement. REQ to
the corresponding MM S Relay/Server, if requested by the MM S Relay/Server. The MM 1_acknowledgement.REQ shall
unambiguously refer to the corresponding MM 1 _retrieve.RES.

8.1.5.2  Abnormal Operation

If the recipient MM S Relay/Server can not process the MM 1 _retrieve.REQ, for example due to invalid content location
or expiration of the message, the recipient MM S Relay/Server shall respond with either an MM 1 _retrieve.RES or a
lower protocol layer error message encapsulating a status which indicates the reason to the MM S User Agent the
multimedia message was not delivered.

If the MM S Relay/Server does not provide the MM 1 _retrieve.RES or the lower protocol layer error message the MM S
User Agent should be able to recover.

8.1.5.3 Features

M essage Reference: Therecipient MMS User Agent shall provide areference, e.g., URI, for the MM in the
MM1 retrieve.REQ.

This reference was previously delivered to the MM S User Agent from MM 1 _notification.REQ, MM 1 _submit.RES,
MM1_forward.RES, MM1 mmbox_view.RES, MM1 mmbox_upload.RES, or MM1 _mmbox_store.RES. In the latter
cases, the Message Reference will address an MM that resides in the MMBox.

Addressing: The MM originator address may be provided to the recipient MM S User Agent in the addressing-rel evant
information field of MM1_retrieve.RES. The MM originator address shall not be provided to the recipient MM S User
Agent if the MM originator has requested her address to be hidden from the MM recipient. In the case of forwarding, the
address of the latest forwarding MM S User agent shall be provided and the address(es) of the previous forwarding MM S
User Agent(s) and the address of the originator MM S User Agent may be provided. One or several address(es) of the
MM recipient(s) may be provided to the recipient MM S User Agent in the addressing-relevant information field(s) of
the MM 1 retrieve.RES.

Time stamping: The MM 1 _retrieve.RES shall carry the time and date of the most recent handling of the MM by an
MMS User Agent (i.e. either submission or the most recent forwarding of the MM). In the case of forwarding, the
MM1 retrieve.RES may in addition carry the time and date of the submission of the MM.

Time constraints: In case of reply-charging the deadline for the latest time of submission of areply-MM shall be
conveyed within the MM 1 _retrieve.RES.

M essage class, priority and subject: Information about class, priority, subject of the MM shall be included in the
MM1 retrieve.RES according to their presence and value received at the MM S Relay/Server. Information about
additional end-to-end qualifiers of the MM should be included in the MM 1 _retrieve.RES according to their presence
and value received at the MM S Relay/Server.
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Reporting: If the originator MM S User Agent has requested to have a read-reply report, the recipient MM S
Relay/Server shall convey thisinformation inthe MM 1 _retrieve.RES. If the originator MM S User Agent has requested
to have a delivery report, the recipient MM S Relay/Server may convey this information to the recipient MM S User
Agent inthe MM 1_retrieve.RES.

If arequest for adelivery report isincluded in the MM1_retrieve.RES the recipient MM S User Agent shall convey the
information whether it accepts or denies the sending of a delivery report to the MM originator in
MM1_acknowledgement.REQ.

If adelivery report is not requested, it is up to the recipient MM S User Agent to include thisinformation in
MM1_acknowledgement.REQ or not.

Reply-Char ging: In case of reply-charging the MM S Relay/Server should indicate in the MM 1_retrieve.RES that a
reply to this particular original MM isfree of charge and the reply-charging limitations.

Identification: The MM S Relay/Server shall provide a message identification for a message, which it has accepted for
delivery inthe MM1_retrieve.RES. In case of reply-charging the MM S Relay/Server shall provide the message ID of the
original MM which isreplied to in the MM1_retrieve.RES.

Persistent storage: Inthe MM 1_retrieve.RES, the MM S Relay/Server shall convey the MM State and/or MM Flags
information elements if they have been previoudly set for the persistently stored MM.

Content Type: Thetype of the MM's content shall always be identified inthe MM 1 _retrieve.RES.

Content: The content of the multimedia message if added by the originator MM S User Agent of the MM may be
conveyed inthe MM 1 retrieve.RES.

Request Status: In case of normal operation the recipient MM S Relay/Server may indicate in the MM 1_retrieve.RES
that the retrieval of the MM was processed correctly. In case of abnormal operation the recipient MM S Relay/Server
shall indicate in the MM1_retrieve.RES the reason why the multimedia message could not be retrieved. The
corresponding reason codes should cover application level errors (e.g. "the mediaformat could not be converted",
"insufficient credit for retrieval™). Lower layer errors may be handled by corresponding protocols.

The reason code given in the status information element of the MM 1_retrieve.RES may be supported with an
explanatory text further qualifying the status. If thistext is available in the Request status text information element the
MMS User Agent should bring it to the user's attention. The choice of the language used in the Request status text
information element is at the discretion of the MM S service provider.

Previously-sent-by: The address(es) of the MM S User Agent(s) that submitted or forwarded the MM prior to the last
forwarding MM S User Agent. In the multiple forwarding case the order of the provided addresses shall be indicated
and the address of the originator MM S User Agent shall be indicated, if present.

NOTE: The address of the last forwarding MM S User Agent is carried in other addressing elements.

M essage Distribution Indication: The VASP may indicate whether the content of the MM isintended for
redistribution.

NOTE: From REL-6 onwards, in case of misalignment, DRM-protection rules shall prevail over the Message
Distribution Indication feature.

Transaction Identification: The originator MM S User Agent shall provide unambiguous transaction identification
within arequest. The response shall unambiguously refer to the corresponding request using the same transaction
identification.

Version: The MMS protocol shall provide unique means to identify the current version of the particular protocol
environment.

M essage Type: The type of the message used on the reference point MM 1 indicating MM 1_retrieve.RES and
MM1_acknowledgement.REQ as such.
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Table 8: Information elements in the MM1_retrieve.REQ

Information element

Presence

Description

Message Reference

Mandatory

Location of the content of the MM to be retrieved.
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Table 9: Information elements in the MM1_retrieve.RES

Information element Presence Description
Message Type Mandatory Identifies this message as MM1_retrieve.RES.
Transaction ID Conditional If the MMS Relay/Server requests an acknowledgement from

the recipient MMS User Agent then the Transaction ID shall
be present. It then identifies the
MM1_retrieve.RES/MM1_acknowledgement.REQ messages.

MMS Version Mandatory Identifies the version of the interface supported by the MMS
Relay/Server.
Message ID Conditional The message ID of the MM.

Condition: this information element shall be present when the
MM1_retrieve.RES contains the requested MM content.
Sender address Conditional The address of the MMS User Agent that most recently
handled the MM, i.e. that either submitted or forwarded the
MM. If the originator MMS User Agent has requested her
address to be hidden from the recipient her address shall not
be provided to the recipient.

Content type Mandatory The content type of the MM’s content.

Recipient address Optional The address of the MM recipient. Multiple addresses are
possible.

Message class Optional The class of the message (e.g., personal, advertisement,
information service)

Date and time Mandatory The time and date of the most recent handling (i.e. either

submission or forwarding) of the MM by an MMS User Agent
(time stamp).

Delivery report Conditional A request for delivery report if a delivery report has been
requested by the originator MMS User Agent.

Priority Conditional The priority (importance) of the message if specified by the
originator MMS User Agent..

Read reply Conditional A request for read-reply report if the originator MMS User
Agent of the MM has requested a read-reply report.

Subject Conditional The title of the whole multimedia message if specified by the
originator MMS User Agent of the MM.

MM State Conditional The MM State. May be absent for incoming MMs; shall be
present for persistently stored MMs

MM Flags Optional Present only for persistently stored MMs. One or more

keyword flags, which shall be present if they have been
previously set for the MM.

Request Status Optional The status of the MM retrieve request.

Request Status Text Optional Description which qualifies the status of the MM retrieve
request.

Reply-Charging Optional Information that a reply to this particular original MM is free of
charge.

Reply-Charging-ID Optional In case of reply-charging this is the identification of the
original MM replied to.

Reply-Deadline Optional In case of reply-charging the latest time of submission of a
reply granted to the recipient (time stamp).

Reply-Charging-Size Optional In case of reply-charging the maximum size of a reply-MM
granted to the recipient.

Previously-sent-by Optional In case of forwarding this information element contains one or

more address(es) of MMS User Agent(s) that handled (i.e.
forwarded or submitted) the MM prior to the MMS User Agent
whose address is contained in the Sender address
information element. The order of the addresses provided
shall be marked. The address of the originator MMS User
Agent shall be marked, if present.

Previously-sent-date-and- |Optional The date(s) and time(s) associated with submission and

time forwarding event(s) prior to the last handling of the MM by an
MMS User Agent (time stamp).

Message Distribution Optional If set to “false” the VASP has indicated that content of the MM

Indicator is not intended for redistribution.

If set to “true” the VASP has indicated that content of the MM

can be redistributed. (NOTE)

Content Conditional The content of the multimedia message if specified by the

originator MMS User Agent of the MM.

NOTE: From REL-6 onwards, in case of misalignment between the value assigned to MDI and DRM-
protection rules, the latter shall prevail.
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Table 10: Information elements in the MM1_acknowledgement.REQ

Information element Presence Description
Message Type Mandatory Identifies this message as MM1_acknowledgment.REQ.
Transaction ID Conditional If an acknowledgement is requested by the MMS Relay/Server

then the Transaction ID shall be present. It then identifies the
MM1_retrieve.RES/MM1_acknowledgement.REQ messages.

MMS Version Mandatory Identifies the version of the interface supported by the MMS
User Agent.
Report allowed Optional Request to allow or disallow the sending of a delivery report to

the MM originator

8.1.6 Forwarding of Multimedia Message

This part of the MM S service describes the mechanism by which aforwarding MM S User Agent can request from the
corresponding MM S Relay/Server, that an MM for which the MM S User Agent is the intended recipient (and has been
notified of the MM) be forwarded to other specified recipient(s) MM S User Agent(s) whose address(es) shall be
specified by the forwarding MM S User Agent, without having to first retrieve the MM. If the MMBox is supported, the
MM being forwarded may also be requested to be stored in to the originator’s MM Box.

For forwarding purposes an MM forward request shall always be requested by the forwarding MM S User Agent of the
forwarding MM S Relay/Server. Involved abstract messages are outlined in Table 11 from type and direction points of
view.

Table 11: Abstract messages for forwarding of MM

Abstract messages Type Direction
MM1 forward.REQ Request MMS UA -> MMS Relay/Server
MM1_forward.RES Response MMS Relay/Server -> MMS UA

8.1.6.1  Normal operation

The forwarding MM S User Agent shall issue an MM 1 forward.REQ to the forwarding MM S Relay/Server, which
contains MM control information. The MM S Relay/Server shall respond with an MM1_forward.RES, which provides
the status of the request.

The MM1_forward.RES shall unambiguously refer to the corresponding MM 1_forward.REQ.

Support for MM1_forward.REQ and MM 1_forward.RES is mandatory for the MM S Relay/Server that aso supports
MMBoxes. Otherwise, support for MM 1_forward.REQ is optional for the MM S User Agent, and support for
MM1 forward.REQ isoptional for the MM S Relay/Server..

8.1.6.2  Abnormal Operation

In this case the MM S Relay/Server shall respond with an MM 1_forward.RES encapsulating a status which indicates the
reason the request for forwarding was not accepted, e.g. no subscription, service not available, invalid content location,
message expired, MM Boxes not supported, MMBox not enabled, MMBox over quota, MMBox system full, MMBox
1/O error.

When MM1_forward.REQ contains a Store request, the MM S Relay/Server shall provide the results of the store
operation inthe MM 1_forward.RES. If the MM S Relay/Server does not provide the MM 1_forward. RES the MM S User
Agent should be able to recover.

8.1.6.3 Features

Addressing: One or severa recipients of an MM forward request shall be indicated in the addressing-relevant
information field(s) of the MM1_forward.REQ. The forwarding MM S User Agent may be indicated in addressing-
relevant information field(s) of the MM 1_forward.REQ.

3GPP



Release 6 59 3GPP TS 23.140 V6.4.0 (2003-12)

Time stamping: The forwarding MM S User Agent may time stamp the MM.

Time constraints: The forwarding MM S User Agent may request an earliest desired time of delivery of the MM. The
forwarding MM S User Agent may request atime of expiry for the MM.

Reporting: The forwarding MM S User Agent may request a delivery report for the MM. In addition, the forwarding
MMS User Agent may request aread-reply report when the user has viewed the MM.

Reply-Char ging: The forwarding MM S User Agent may indicate it wants to pay for areply-MM and convey the reply-
charging limitations (e.g. the latest time of submission and/or the maximum size of areply-MM) in the

MM1 forward.REQ. In this case, forwarding MM S User Agent behaves as the originator MM S User Agent to support
reply-charging function. The fowarding MMS User Agent shall not be allowed to forward the reply-charging
information set by the originator MM S User Agent.

Identification: The MM S Relay/Server of the forwarding MM S User Agent shall always provide a message
identification for an MM forward request, which it has accepted for being forwarded in the MM 1 _forward.RES.

Persistent storage: If MM Boxes are supported, the presence of the Store information element in MM 1 _forward.REQ is
arequest to have a copy of the message being forwarded stored persistently within the forwarder’s MMBox. The MM
State and/or MM Flags values of the stored MM may be set with the values from the corresponding information
elements.

Store Status: The MM S Relay/Server shall indicate the store status of the MM 1 _forward.REQ in the Store Status
information element of the associated MM 1 _forward.RES. The Store Status information element of the
MM1_forward.RES may be supported with an explanatory text. If thistext is available in the Store Status Text
information element the MM S User Agent should bring it to the user's attention. The choice of the language used in the
Store Status Text information element is at the discretion of the MM S service provider

M essage Reference: The forwarding MM S User Agent shall aways provide the reference, e.g., URI, for the MM in the
MM1 forward.REQ which was provided in MM 1_notification.REQ.

Request Status: The MM S Relay/Server of the forwarding MM S User Agent shall indicate the status of the

MM1 forward.REQ inthe MM1_forward.RES. The reason code given in the status information element of the

MM1 forward.RES may be supported with an explanatory text further qualifying the status. If thistext isavailablein
the Request status text information element the MM S User Agent should bring it to the user's attention. The choice of
the language used in the Request status text information element is at the discretion of the MM S service provider.

Transaction Identification: The forwarding MMS User Agent shall provide unambiguous transaction identification
within arequest. The response shall unambiguously refer to the corresponding request using the same transaction
identification.

Version: The MMS protocol shall provide unique means to identify the current version of the particular protocol
environment.

M essage Type: The type of the message used on the reference point MM 1 indicating MM1_forward.REQ and
MM1 forward.RES as such.
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8.1.6.4 Information Elements

Table 12: Information elements in the MM1_forward.REQ.

Information element | Presence Description

Message Type Mandatory Identifies this message as MM1_forward.REQ.

Transaction 1D Mandatory The identification of the
MM1_forward. REQ/MM1_forward.RES pair.

MMS Version Mandatory Identifies the version of the interface supported by the
forwarding MMS User Agent.

Recipient address Mandatory The address of the recipient of the forwarded MM. Multiple
addresses are possible.

Forwarding address Optional The address of the forwarding MMS User Agent.

Date and time Optional The time and date of the forwarding of the MM (time stamp).

Time of Expiry Optional The desired time of expiry for the forwarded MM (time
stamp).

Earliest delivery time Optional The earliest desired time of delivery of the MM to the
recipient (time stamp).

Store Optional If MMBoxes are supported, the presence of the Store

information element in MM1_forward.REQ causes a copy of
the MM being forwarded to be stored in the user's MMBoX,
unless the Message Reference is to an MM already in the

MMBox.

MM State Optional The value to set in the MM State information element of the
stored MM, if Store is present.

MM Flags Optional One or more MM Flag keywords to set in the MM Flags
information element of the stored MM, if Store is present

Delivery report Optional A request for delivery report for the forwarded MM.

Read reply Optional A request for read reply report.

Reply-Charging Optional A request for reply-charging from the forwarding MMS User

Agent which indicate the forwarding user’s willingness to
pay for the reply-MM from the recipient.

Reply-Deadline Optional In case of reply-charging the latest time of submission of
replies granted to the recipient(s) (time stamp).

Reply-Charging-Size Optional In case of reply-charging the maximum size for reply-MM(s)
granted to the recipient(s).

Message Reference Mandatory A reference, e.g., URI, for the MM being forwarded. This

may either be the Message Reference from
MM1_notification.REQ, MM1_mmbox_store.REQ, or
MM1_mmbox_view.REQ.

Table 13: Information elements in the MM1_forward.RES.

Information element Presence Description

Message Type Mandatory Identifies this message as MM1 forward.RES.

Transaction ID Mandatory The identification of the
MM1_forward. REQ/MM1_forward.RES pair.

MMS Version Mandatory Identifies the version of the interface supported by the MMS
Relay/Server.

Request Status Mandatory The status of the MM Forward request.

Request Status Text Optional Description which qualifies the status of the MM Forward
request.

Message 1D Mandatory The unique identification of the forwarded MM.

Store status Conditional The status of the store request, if the Store request was
present in MM1 forward.REQ.

Store Status Text Optional The explanatory text corresponding to the Store status, if
present.

Stored Message Conditional The message reference to the newly stored copy of the

Reference forwarded MM, if the Store request was present in
MM1_forward.REQ and the store operation was successful.
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8.1.7 Delivery Report

This part of MM S service covers the sending of delivery report from originator MM S Relay/Server to the originator
MMS User Agent. The involved abstract message is outlined in Table 14 from type and direction points of view.

Table 14: abstract message for sending delivery reports in MMS

Abstract Message Type Direction
MM1_delivery report.REQ Request MMS Relay/Server -> MMS UA

8.1.7.1  Normal Operation

The originator MM S Relay/Server shall (subject to user, MM S service provider and/or operator preferences) create the
MM1_delivery_report. REQ and send it to the originator MM S User Agent when the appropriate information for the
creation of adelivery report is available.

Support for MM1_delivery_report.REQ is optional for the MM S User Agent but mandatory for the MM S Relay/Server.

8.1.7.2  Abnormal Operation

The MMS protocol framework does not provide mechanisms to cover and handle the unsuccessful delivery of
MM1_delivery report. REQ.

The underlying protocols shall provide reliable transport of MM1_delivery report.REQ. Moreover, underlying protocol
layers may provide a mechanism for the MM S User Agent to acknowledge successful reception of a
MM1 delivery report.REQ to the MMS Relay/Server.

8.1.7.3 Features

Identification: Inthe MM1_delivery_report.REQ the MM S Relay/Server shall always provide the original message
identification of the MM that the delivery report corresponds to.

Addressing: The MM recipient address shall be provided to the originator MMS User Agent in the addressing-relevant
information field of MM 1 _delivery report.REQ.

Time stamping: The MM1_delivery_report.REQ shall carry the time and date of handling of the MM (e.g. retrieval,
expiry, rejection).

MM Status: The MM1_delivery report.REQ shall carry the status of the MM delivery, e.q. retrieved, forwarded,
rejected, expired or indeterminate.

Version: The MMS protocol shall provide unique means to identify the current version of the particular protocol
environment.

M essage Type: The type of the message used on the reference point MM 1 indicating MM 1_delivery_report.REQ as
such.

8.1.7.4 Information Elements

Table 15: Information elements in the MM1_delivery_report.REQ.

Information element Presence Description

Message Type Mandatory Identifies this message as MM1_delivery report.REQ.

MMS Version Mandatory Identifies the version of the interface supported by the MMS
Relay/Server.

Message ID Mandatory The identification of the original MM.

Recipient address Mandatory The address of the MM recipient of the original MM.

Date and Time Mandatory Date and time the MM was handled (retrieved, expired,
rejected, etc.) (time stamp)

MM Status Mandatory Status of the MM, e.qg. retrieved, forwarded, expired, rejected
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8.1.8 Read-Reply Report

This part of MM S service covers the sending of read-reply report from the recipient MM S User Agent to the recipient
MMS Relay/Server and the sending of read-reply report from the originator MM S Relay/Server to the originator MM S
User Agent. The involved abstract messages are outlined in Table 16 from type and direction points of view.

Table 16: Abstract messages for sending and receiving read-reply report in MMS

Abstract messages Type Direction
MM1_read_reply_recipient.REQ Request MMS UA -> MMS Relay/Server
MM1 _read reply originator.REQ Request MMS Relay/Server -> MMS UA

8.1.8.1  Normal Operation

If aread-reply report is requested for an MM, the recipient MM S User Agent may create the
MM1 read reply recipient. REQ and send it to the recipient MM S Relay/Server.

The originator MM S Relay/Server shall (subject to user, MM S service provider and/or operator preferences) create the
MM1 read_reply_originator.REQ and send it to the originator MM S User Agent when the appropriate information for
the creation of aread-reply report is available.

Support for MM 1_read reply_recipient. REQ and MM1_read reply_originator.REQ is optional for the MM S User
Agent but mandatory for the MM S Relay/Server.

8.1.8.2  Abnormal Operation

The MMS protocol framework does not provide mechanisms to cover and handle the unsuccessful delivery of
MM1_read_reply recipient. REQ and MM 1 read reply_originator.REQ.

The underlying protocols shall provide reliable transport of MM1_read reply_recipient.REQ and

MM1 read_reply originator.REQ. Moreover, underlying protocol layers may provide a mechanism for the MM S
Relay/Server to acknowledge successful reception of aMM1 read_reply recipient.REQ to the MM S User Agent.
Underlying protocol layers may also provide a mechanism for the MM S User Agent to acknowledge successful
reception of aMM1 read reply_originator.REQ to the MM S Relay/Server.

8.1.8.3 Features

Identification: Inthe MM1_read reply_recipient.REQ the recipient MM S User Agent shall provide the original
message identification of the MM that the read-reply report corresponds to. Inthe MM 1_read reply_originator.REQ the
originator MM S Relay/Server shall provide the original message identification of the MM that the read-reply report
corresponds to.

Addressing: The MM originator address shall be provided in the addressing-relevant information field(s) of

MM1 read reply recipient. REQ. The MM recipient address shall be provided in the addressing-relevant information
field(s) of MM1_read reply_recipient.REQ. Both, the MM recipient and MM originator addresses shall be provided in
the addressing-relevant information field(s) of the MM1_read reply_originator.REQ. If the MM recipient address is not
yet provided inthe MM 1_read reply_recipient. REQ the MM1_read reply_originator.REQ shall carry the MM recipient
address set by the recipient MM S Relay/Server.

Time stamping: The MM1_read _reply_recipient. REQ may carry the time and date of user handling the MM depending
on the status of the MM. The MM1_read_reply_originator.REQ shall carry the time-stamp from the corresponding

MM1 read reply recipient.REQ if provided. If thistime-stamp is not yet provided the

MM1 read reply_originator.REQ shall carry the time-stamp set by the recipient MM S Relay/Server.

Read Status: Both the MM 1 _read reply recipient. REQ and MM 1 _read reply_originator.REQ shall carry the status of
the MM handling, e.g. read or without being read.

Version: The MMS protocol shall provide unique means to identify the current version of the particular protocol
environment.
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M essage Type: The type of the message used on the reference point MM 1 indicating MM 1 read reply_recipient.REQ
and MM1_read_reply_originator.REQ as such.

8.1.8.4 Information Elements

Table 17: Information elements in the MM1_read_reply_recipient.REQ.

Information element Presence Description

Message Type Mandatory Identifies this message as
MM1_read_reply_recipient.REQ.

MMS Version Mandatory Identifies the version of the interface supported by
the MMS User Agent.

Recipient address Mandatory The address of the MM recipient of the original
MM, i,e, the originator of the read-reply report.

Originator address Mandatory The address of the MM originator of the original
MM, i,e, the recipient of the read-reply report.

Message ID Mandatory The message ID of the original MM.

Date and Time Optional Date and time the MM was handled (read, deleted
without being read, etc.) (time stamp)

Read Status Mandatory Status of the MM, e.g. Read, Deleted without being
read

Table 18: Information elements in the MM1_read_reply_originator.REQ.

Information element Presence Description

Message Type Mandatory Identifies this message as
MM1_read_reply originator.REQ.

MMS Version Mandatory Identifies the version of the interface supported by
the MMS Relay/Server.

Recipient address Mandatory The address of the MM recipient of the original
MM, i,e, the originator of the read-reply report.

Originator address Mandatory The address of the MM originator of the original
MM, i,e, the recipient of the read-reply report.

Message ID Mandatory The message ID of the original MM.

Date and Time Mandatory Date and time the MM was handled (read, deleted
without being read, etc.) (time stamp)

Read Status Mandatory Status of the MM, e.g. Read, Deleted without being
read

8.1.9 Storing and Updating Multimedia Messages in an MMBox

This section describes the storage of an MM into the user’s MMBox. Requests from an MM S User Agent to store MMs
will always be sent to the corresponding MM S Relay/Server. Involved abstract messages are outlined in the table below
from type and direction points of view.

Table 19: Abstract messages for storing or updating stored MMs

Abstract messages Type Direction
MM1_mmbox_store.REQ Request [MMS UA -> MMS Relay/Server
MM1_mmbox_store.RES Response |[MMS UA <- MMS Relay/Server

8.1.9.1  Normal operation

The MM S User Agent shall submit arequest to store an MM into the MM Box using the MM1_mmbox_store. REQ,
which contains the Message Reference received in the MM 1_notification.REQ. In addition, the MM S User Agent shall
submit arequest to update the MM State and/or MM Flags of an MM already stored within an MMBox using the

MM1 mmbox_store.REQ, which contains the Message Reference, MM State and/or MM Flags obtained from any
previous operation resulting in an MM being stored or updated in the MMBoOX.
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The MM S Relay/Server shall respond with an MM1_mmbox_store.RES, which provides the status of the store or MM
update request. The MM1_mmbox_store.RES shall unambiguously refer to the corresponding
MM1 _mmbox_store.REQ.

Support for MM1_mmbox_store transactions are optional for the MMS UA and mandatory for the MM S Relay/Server,
if MM Boxes are supported.

8.1.9.2  Abnormal Operation

In this case the MM S Relay/Server shall respond withaMM1_mmbox_store.RES containing a status which indicates
the reason the multimedia message was not able to be stored or updated, e.g. service not available, MM Boxes not
supported, MMBox not enabled, MMBoXx over quota, MMBox system full, MMBox system /O error.

If the MM S Relay/Server does not provide the MM1_mmbox_store.RES, the MMS User Agent should assume that the
MM was not stored or updated, and should be able to recover.

8.1.9.3 Features

M essage Refer ence: The message reference, in MM1_mmbox_store.REQ, indicates the MM to be stored or updated.
This reference can be from MM1_notification.REQ, or the message reference from any of the store request responses
(e.g.: MM1_mmbox_store.RES, MM1_mmbox_view.RES, MM1_forward.RES with Store, MM1_submit.RES with
Store). The message reference, in MM 1_mmbox_store.RES, indicates a reference to the newly stored or updated MM,
suitable for subsequent usage.

MM State: The MMS User Agent may reguest that the MM be stored, or updated, with a specific MM State. In the
absence of this value when the Message Reference refersto anew MM (i.e.: from MM1_notification.REQ), the default
shall be the New state. In the absence of this value when the Message Reference refersto an MM aready stored, the
MM State will not be changed.

MM Flags: if present, one or more keyword values. In the absence of this element, no values are assumed for newly
stored MMs and no changes made for already stored MMs.

Store Status: The MM S Relay/Server shall indicate the status of the MM1_mmbox_store.REQ in the Store Status
information element of the associated MM 1 mmbox_store.RES. The Store Status information element of the

MM1 mmbox_store.RES may be supported with an explanatory text. If thistext is available in the Store Status Text
information element the MM S User Agent should bring it to the user's attention. The choice of the language used in the
Store Status text information element is at the discretion of the MM S service provider.

Transaction ldentification: The MMS User Agent shall provide unambiguous transaction identification within a
reguest. The response shall unambiguously refer to the corresponding reguest using the same transaction identification.

Version: The MMS protocol shall provide unique means to identify the current version of the particular protocol
environment.

M essage Type: The type of the message used on the reference point MM 1 indicating MM 1_mmbox_store.REQ and
MM1 mmbox_store.RES as such.
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8.1.94 Information Elements

Table 20: Information elements in the MM1_mmbox_store.REQ

Information element Presence Description

Message Type Mandatory Identifies this message as MM1_mmbox_store.REQ.

Transaction ID Mandatory The identification of the
MM1_mmbox_store.REQ/MM1_mmbox_store.RES pair.

MMS Version Mandatory Identifies the version of the interface supported by the MMS
User Agent.

Message Reference Mandatory The message reference from a MM1_notification.REQ or
any previous store or MMBox view operation.

MM State Optional The state of the MM. If not present when the Message
Reference is from a notification request, defaults to New. No
value is assumed when the Message Reference refers to an
already stored MM.

MM Flags Optional The keyword flags of the MM. There are no defaults.

Table 21: Information elements in the MM1_mmbox_store.RES

Information element Presence Description
Message Type Mandatory Identifies this message as MM1_mmbox_store.RES.
Transaction ID Mandatory The identification of the
MM1_mmbox_store.REQ/MM1_mmbox_store.RES pair.
MMS Version Mandatory Identifies the version of the interface supported by the MMS
Relay/Server.
Message reference Mandatory A reference to the newly stored or updated MM, suitable for

subsequent usage (eg: with MM1_retrieve.REQ and
MM1_mmbox_delete.REQ).

Store Status Mandatory The status of the MM store operation.
Store Status Text Optional Description which qualifies the status of the MM store
request.

8.1.10 View the MMBox

This part of the MM S service describes the mechanism by which an MM S User Agent may request a listing of the MMs
contained within the subscriber’'s MMBox. The MMS User Agent shall issue the request to view selected portions of
MMs within the subscriber’s MMBox, as well as information about the MMBox itself, from the corresponding MM S
Relay/Server.

Involved abstract messages are outlined in Table 22 from type and direction points of view.

Table 22: Abstract messages for viewing the MMBoXx

Abstract messages Type Direction
MM1_mmbox_view.REQ Request MMS UA -> MMS Relay/Server
MM1_mmbox_view.RES Response MMS UA <- MMS Relay/Server

8.1.10.1 Normal Operations

The MMS User Agent will issue an MM1_mmbox_view.REQ message, containing optional request qualifiers, to the
MMS Relay/Server. The MMS Relay/Server will respond with an abstract message, MM1_mmbox_view.RES,
containing the original selection parameters and the resulting view data as the content of the abstract message. This
information shall consist of alisting of the MMBox contents, possibly including information about the MM Box itself.

When the Start and Limit attributes are used, several pairs of MM1 mmbox_view.REQ and MM1 _mmbox_view.RES
transactions may be used in order to acquire the complete set of results. The MM1_mmbox_view.RES shall contain the
selection parameters that were used to generate the contents of the response, including the Start and Limit attributes,
present.
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8.1.10.2 Abnormal Operations

In this case the originator MM S Relay/Server shall respond withaMM1_mmbox_view.RES encapsulating a status
which indicates the reason the operation could not be completed, e.g. corrupted abstract message, no subscription,
service not available, MMBox not supported, MMBox not enabled, MMBox 1/O error.

If the MMS Relay/Server does not provide the MM1_mmbox_view.RES the MMS User Agent should be able to
recover.

8.1.10.3 Features

Attributes list: A list of information element names that are used in the MM1_mmbox_view.REQ, which request
corresponding information elements from the MMs to be conveyed in the MM1_mmbox_view.RES. The list of known
information element names are those currently defined for the MM 1 _retrieve.RES and MM1_notification.REQ. The
Content information element may be specified, with the result that content of each MM selected is also returned in the
response.

In the absence of the Attributes list information element, the MMS Relay/Server shall, by default and if available, select
these information elements from each viewed MM: Message ID, Date and time, Sender address, Subject, Message size,
MM State, and MM Flags.

M essage Selection: Messages which are to be viewed may be selected by alist of Message References or by a selection
based on MM State and/or MM Flags keywords. Either Message Reference List or Select may be supplied in the
MM1 mmbox_view.REQ, which selects MMs for inclusion in the content in the MM1_mmbox_view.RES. In the
absence of the Message Reference Ligt, if Select is present and if any of the select keywords matches either the MM
State or any of the MM flags on an MM in the MMBOoX, the requested information elements of the MM shall be
included in the MM1_mmbox_view.RES (example: “Select: new” or “Select: draft”), along with the Select information
element. The absence of both the Message References List and the Select information elements shall yield a listing of
al MMs currently stored within the MMBox.

Partial views: MMBox view results may be received in its entirety, or may be indexed to start the view at a given MM
offset relative to the selected MMs, and/or may be limited to finite number of MMs to be viewed. The Start information
element is a number that may be used in the MM1_mmbox_view.REQ to index the first MM to be viewed, relative to
the selected set of MMs, allowing partial views to be requested. If Start is absent, the first selected MM will begin the
view results. The Limit information element is a number that may be provided in the MM1_mmbox_view.REQ to
specify a limit for the number of MMs the information elements to which shall be returned in the
MM1 mmbox_view.RES. If Limit is absent, all of the remaining MMs shall be returned. If present in the
MM1 mmbox_view.REQ, then the Start and Limit information elements are returned in the corresponding
MM1_mmbox_view.RES.

MM Box Information: The Totas information element, if present on the request, indicates that the MMBoX totals are
requested. In the response, the Totas information element value shall be the total number of messages and/or total size,
with the units (e.g.: Messages or Bytes) identified. The Quotas information element, if present on the request, indicates
that the MMBoOx quotas, in terms of messages and/or size, are requested. In the response, the Quotas information
element value shall be the quotas as the maximum number of messages allowed and/or the maximum size allowed, with
the units (e.g.: Messages or Bytes) identified.

MM Listing: alist of information elements from the MMs returned within the MM1_mmbox_view.RES. The listing
shall consist of the following information elements, separately grouped for each MM returned in the list:

¢ Message reference: aunique reference to an MM
» Information elements corresponding to those requested in the Select information element on the
MM1 mmbox_view.REQ;

The grouping of information elements from multiple MMs in the the listing shall be accomplished with a consistent
encapsulation (e.g., MIME-encapsulation), such that the information elements of each MM shall be clearly distinguished
from those of another MM.

Request Status: This will be the status code for any failures of the MM1_mmbox_view.REQ command. The reason

code given in the status information element of the MM1_mmbox_view.RES may be supported with an explanatory text
further qualifying the status. If this text is available in the Request status text information element the MM S User Agent
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should bring it to the user's attention. The choice of the language used in the Request status text information element is
at the discretion of the MM S service provider.

Transaction Identification: The MMS User Agent shall provide unambiguous transaction identification within a
request. The response shall unambiguously refer to the corresponding request using the same transaction identification.

Version: The MMS protocol shall provide unique means to identify the current version of the particular protocol
environment.

M essage Type: The type of the message used on the reference point MM 1 indicating MM1_mmbox_view.REQ and
MM1_mmbox_view.RES as such.

8.1.10.4 Information Elements

Table 23: Information elements in the MM1_mmbox_view.REQ

Information element Presence Description
Message Type Mandatory Identifies this message as MM1_mmbox_view.REQ.
Transaction ID Mandatory The identification of the
MM1_mmbox_view.REQ/MM1_mmbox_view.RES pair.
MMS Version Mandatory Identifies the version of the interface supported by the MMS
User Agent.
Attributes list Optional A list of information elements that are to be returned as a

group for each MM to be listed in the
MM1_mmbox_view.RES. If absent, the default list shall
apply.

Message Reference list Optional One or more Message References which are to have their
information elements listed.

Select Optional A list of MM State or MM Flags keywords, by which MMs
within the MMBox can be selected, if the Message Reference
list is absent.

Start Optional A number, indicating the index of the first MM of those
selected to have information elements returned in the
response. If this is absent, the first item selected is returned.
Limit Optional A number indicating the maximum number of selected MMs
to their information elements returned in the response. If this
is absent, information elements from all remaining MMs are

returned.

Totals Optional Indicates that the current total number of messages and/or
size contained by the MMBox are requested

Quotas Optional Indicates that the current message and/or size quotas are
requested

Table 24: Information elements in the MM1_mmbox_view.RES

Information element Presence Description
Message Type Mandatory Identifies this message as MM1_mmbox_view.RES.
Transaction ID Mandatory The identification of the
MM1_mmbox_view.REQ/MM1_mmbox_view.RES pair.
MMS Version Mandatory Identifies the version of the interface supported by the MMS
Relay/Server.
MM Listing Conditional The requested listing of the selected MMs, which shall be

one or more groups of information elements, one for each
MM listed. Each clearly separated MM group shall include: a
Message Reference, and will include the additional
information elements specified by the Attributes as well. If
absent, no MMs were found or selected.

Attributes list Optional A list of information elements that were specified in the
MM1_mmbox_view.RES. If absent, the default list was
applied.

Select Optional If present, a list of MM State or MM Flags keywords, which
selected the MMs returned in this response.

Start Optional If present, the numeric index of the first MM of the selected
MMs returned in the response.

Limit Optional If present, the maximum number of selected MMs from which
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some or all information elements have been returned in the
response. If this is absent, information elements from all
remaining MMs are returned.

Request Status Conditional If an error occurs, this is a code indicating the exact cause of
the error. For successful responses, the Status may be
returned with a corresponding success code.

Request Status Text Optional If an error occurs, this may contain explanatory text that
corresponds to the Request Status.
Totals Conditional The total number of messages and/or bytes for the MMBoX,

identified with Messages or Bytes, respectively, depending
upon the presence of Totals in the request.

Quotas Conditional The quotas of the MMBox in messages and/or bytes
identified with Messages or Bytes, respectively, depending
upon the presence of Quotas in the request.

8.1.11 Uploading and Persistently Storing Multimedia Messages
This section describes the uploading and storage of an MM into the subscriber’s MM Box. Requests from an MM S User

Agent to upload and store MM s in the subscriber’s MMBox shall be sent to the corresponding MM S Relay/Server.
Involved abstract messages are outlined in the table bel ow from type and direction points of view.

Table 25: Abstract messages for uploading and storing MMs

Abstract messages Type Direction
MM1_mmbox_upload.REQ Request  |MMS UA -> MMS Relay/Server
MM1_mmbox_upload.RES Response |[MMS UA <- MMS Relay/Server

8.1.11.1 Normal operation

The MM S User Agent shall submit arequest to upload and store an MM into the MMBox using the
MM1_mmbox_upload.REQ, which contains MM S control information and the MM content.

The MMS Relay/Server shall respond with an MM 1 _mmbox_upload.RES, which provides the status of the store
request. The MM1_mmbox_upload.RES shall unambiguously refer to the corresponding MM 1_mmbox_upload.REQ.

Support for MM 1_mmbox_upload.REQ is optional for the MMS UA, support for MM1_mmbox_upload.RESis
mandatory for the MM S Relay/Server.

8.1.11.2 Abnormal Operation

In this case the MM S Relay/Server shall respond withaMM1_mmbox_upload.RES encapsulating a status which
indicates the reason the multimedia message was not accepted, e.g. service not available, MM Boxes not supported,
MMBox not enabled, MM Box over quota, MMBox system full, MMBox system /O error.

If the MM S Relay/Server does not provide the MM 1_mmbox_upload.RES the MM S User Agent should assume that the
MM was not stored, and should be able to recover.

8.1.11.3 Features

Addressing: One or severa MM recipients and the originator of a submitted MM may be indicated in the addressing-
relevant information field(s) of the MM1_mmbox_upload.REQ. It is possible for incompletely composed MMsto be
stored, which means that the addressing-rel evant information fields may be empty.

Time stamping: The originator MM S User Agent may time stamp the MM.

M essage class, priority and subject: The MM may be qualified further by adding a message class, priority and/or
subject to the MM in the MM1_mmbox_upload.REQ. Additional qualifiers may be added.

Identification: For an MM that has been stored persistently, the MM S Relay/Server shall always provide a message
identification in the MM 1_mmbox_upload.RES.
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MM State: The MMS User Agent may request that the submitted MM be stored with a specific MM State. In the
absence of this value, the default shall be the Draft state.

MM Flags: if present, one or more keyword values.
Content Type: The MIME type of the MM shall always be identified.
Content: The content of the MM to be uploaded and stored.

Request Status: The MM S Relay/Server shall indicate the status of the MM 1_mmbox_upload.REQ in the associated
MM1 mmbox_upload.RES. The reason code given in the status information element of the MM1_mmbox_upload.RES
may be supported with an explanatory text further qualifying the status. If thistext is available in the Request status text
information element the MM S User Agent should bring it to the user's attention. The choice of the language used in the
Reguest status text information element is at the discretion of the MM S service provider.

Transaction ldentification: The MMS User Agent shall provide unambiguous transaction identification within a
reguest. The response shall unambiguously refer to the corresponding reguest using the same transaction identification.

Version: The MMS protocol shall provide unique means to identify the current version of the particular protocol
environment.

M essage Type: The type of the message used on the reference point MM 1 indicating MM 1_mmbox_upload.REQ and
MM1 mmbox_upload.RES as such.

8.1.11.4 Information Elements

Table 26: Information elements in the MM1_mmbox_upload.REQ

Information element Presence Description

Message Type Mandatory Identifies this message as MM1_mmbox_upload.REQ.

Transaction ID Mandatory The identification of the
MM1_mmbox_upload.REQ/MM1_mmbox_upload.RES pair.

MMS Version Mandatory Identifies the version of the interface supported by the MMS
User Agent.

Recipient address Optional The address of the recipient(s).

Sender address Optional The address of the MM originator.

Message class Optional The class of the MM (e.g., personal, advertisement,
information service)

Date and time Optional The time and date of the upload of the MM (time stamp).

Time of Expiry Optional The desired time of expiry for the MM or reply-MM (time
stamp).

Earliest delivery time Optional The earliest desired time of delivery of the MM to the
recipient (time stamp).

Priority Optional The priority (importance) of the message.

MM State Optional The state of the MM. Will default to the Draft state if absent.

MM Flags Optional The keyword flags of the MM. There are no defaults.

Subject Optional The title of the whole multimedia message.

Content type Mandatory The content type of the MM’s content

Content Mandatory The content of the multimedia message
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Table 27: Information elements in the MM1_mmbox_upload.RES

Information element Presence Description
Message Type Mandatory Identifies this message as MM1_mmbox_upload.RES.
Transaction ID Mandatory The identification of the
MM1_mmbox_upload.REQ/MM1_mmbox_upload.RES pair.
MMS Version Mandatory Identifies the version of the interface supported by the MMS
Relay/Server.
Message reference Mandatory A reference to the newly stored MM, suitable for subsequent

usage (e.g.: with MM1_retrieve.REQ,
MM1_mmbox_delete.REQ, etc.).

Request Status Mandatory The status of the MM upload operation.
Request Status Text Optional Description which qualifies the status of the MM submit
request.

8.1.12 Deletion of Stored Multimedia Messages

This section describes the deletion of one or more Multimedia Messages (MMs) from the subscriber’s MMBoOX.
Requests from an MMS User Agent to delete MMs from the subscriber’'s MMBox will aways be sent to the
corresponding MM S Relay/Server. Involved abstract messages are outlined in the table below from type and direction
points of view.

Table 28: Abstract messages for MM deletion in MMS

Abstract messages Type Direction
MM1_ mmbox_delete.REQ Request MMS User Agent -> MMS Relay/Server
MM1_mmbox_delete.RES Response MMS User Agent <- MMS Relay/Server

8.1.12.1 Normal Operations

The MMS User Agent may issue an MM1_mmbox_delete. REQ message to the MM S Relay/Server with one or more
Message References. The MMS Reay/Server shall perform the requested deletions and return an
MM1 mmbox_delete. RES which shall contain a successful response code, or shall contain any error status and optional
text.

If multiple Message References are successfully deleted, the response shall contain only a successful Status code and no
Message Reference.

Support for MM1_mmbox_delete.REQ is optional for the MMS UA, and mandatory for the MMS Relay/Server, if
MM Boxes are supported.
8.1.12.2 Abnormal Operations

In this case the MM S Relay/Server shall respond witha MM 1 _mmbox_delete. RES encapsulating a status which
indicates the reason the multimedia message was not deleted, e.g. corrupted abstract message, invalid message reference,
service not available, MM Boxes not supported, MMBox not enabled, MMBox system |/O error.

If the MM S Relay/Server does not provide the MM 1_mmbox_delete.RES the MM S User Agent should be able to
recover.

When multiple Message References are submitted for deletion and an error occurs, then the M essage Reference of each
MM in error will be returned with an appropriate error code and text.
8.1.12.3 Features

M essage Reference: The message reference indicating the MM to be deleted. Multiple message references may be
given, allowing multiple MMs to be deleted within the same transaction.

Request Status: The MMS Relay/Server shal indicate the status of the MM1_mmbox_delete. REQ in the associated
MM1 mmbox_delete.RES. The reason code given in the status information element of the MM1_mmbox_delete. RES
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may be supported with an explanatory text further qualifying the status. If this text is available in the Request status text
information element the MM S User Agent should bring it to the user's attention. The choice of the language used in the
Request status text information element is at the discretion of the MM S service provider.

Transaction Identification: The MMS User Agent shall provide unambiguous transaction identification within a
request. The response shall unambiguously refer to the corresponding request using the same transaction identification.

Version: The MMS protocol shall provide unique means to identify the current version of the particular protocol
environment.

M essage Type: The type of the message used on the reference point MM 1 indicating MM1_mmbox_delete.REQ and
MM1 _mmbox_delete.RES as such.

8.1.12.4 Information Elements

Table 29: Information elements in the MM1_mmbox_delete.REQ

Information element Presence Description

Message Type Mandatory Identifies this message as MM1_mmbox_delete.REQ.

Transaction ID Mandatory The identification of the
MM1_mmbox_delete. REQ/MM1_mmbox_delete.RES pair.

MMS Version Mandatory Identifies the version of the interface supported by the MMS
User Agent.

Message Reference Mandatory The Message Reference of the message to be deleted; this
element may occur multiple times, once for each MM to be
deleted.

Table 30: Information elements in the MM1_mmbox_delete.RES

Information element Presence Description
Message Type Mandatory Identifies this message as MM1_mmbox_delete.RES.
Transaction 1D Mandatory The identification of the
MM1_mmbox_delete. REQ/MM1_mmbox_delete.RES pair.
MMS Version Mandatory Identifies the version of the interface supported by the MMS
Relay/Server.
Message Reference Conditional A reference to the message in error, if any, to which the

following information elements apply. Multiple message
references may occur.

Request Status Mandatory The status of the MM deletion request; multiple Statuses may
occur, each one referring to the immediately preceding
Message Reference.

Request Status Text Optional Description which qualifies the status of the MM deletion
request; multiple Status Text entries may occur, each one
corresponding to the immediately preceding Request Status.

8.2 Technical realisation of MMS on reference point MM2

This clause may be specified further in future releases.

8.3 Technical realisation of MMS on reference point MM3

This clause defines the interworking between MM S Relay/Servers and External Messaging Servers. The interworking
with these External Servers may be based on the Internet Protocol, IP.

Reference point MM 3 should be based upon existing standards e.g. HTTP, SMTP. Several examples of realisations can
be found in Annex A. In addition, MM S service providers or network operators may develop solutions for their
particular needs.
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8.3.1 Sending of MMs

For the purpose of sending an MM to an external messaging system the originator MM S Relay/Server should convert
the MM into aformat appropriate for the external messaging system. Thisisfurther elaborated in Annex D1

When converting the MM to the format used by the external messaging system, the MM S Relay/Server should use the
information elements associated with the MM and differentiating between those information elements that are needed
for the transfer protocol and those elements that should be conveyed as part of the converted message.

E.g., the originator MM S Relay/Server should use the recipient's address(es) as indicated in the corresponding MM to
route the converted message towards its recipient(s). In addition to this, it may convey message class, priority and
subject of the associated MM as part of the converted message.

8.3.2 Receiving of messages

For the purpose of receiving a message from an external messaging system the recipient MM S Relay/Server should
convert incoming messages to the MM format in use by the recipient(s) that form part of the recipient MM S Service
Provider's domain.

The recipient MM S Relay/Server may convert control information received from the External Server into appropriate
information elements of an MM.

E.g., therecipient MM S Relay/Server should use the MSISDNs associated with an SM S-Short Message to define the
sender's and recipient's addresses of the MM. In addition to this, it may e.g. map a priority assigned to an incoming
SMS-Short Message to the MM's priority.

8.3.3 Discovery of new messages on External Servers

For discovery of incoming messages from external messaging systems different mechanisms may be utilised, e.g.:

« forwarding of messages from External Server to MM S Relay/Server, based on criteria defined by the user or
application;

« notification of messages from an External Server, followed by retrieval by the MM S User Agent viathe MM S
Relay/Server;

e periodic polling for messages on External Server, followed by retrieval by the MM S User Agent viathe MM S
Relay/Server.

More detailed specification of these mechanisms should be further elaborated in future versions of the present
document.

8.4 Technical realisation of MMS on reference point MM4

An MM SE shall be able to discover a peer MM SE as described in clause 7.2.2. This clause defines the interworking
between MM S Relay/Servers once the peer systems are aware of each other being an MM SE.

8.4.1 Routing Forward of a Multimedia Message
This part of MM S service covers the routing forward of an MM from an originator MM S Relay/Server to a recipient

MMS Relay/Server of different MM SEs. Involved abstract messages are outlined in Table 31 from type and direction
points of view.
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Table 31: Abstract messages for forwarding of MM in MMS

Abstract messages Type Direction
MM4_forward. REQ Request Originator MMS Relay/Server -> recipient MMS
Relay/Server
MM4_forward.RES Response Recipient MMS Relay/Server -> originator MMS
Relay/Server

8.4.1.1 Normal operation

After successful discovery of its peer entity the originator MM S Relay/Server shall route an MM forward to the
recipient MM S Relay/Server using the MM4_forward.REQ, which contains MM S control information and the MM
content. The recipient MM S Relay/Server shall respond with aMM4_forward.RES, which provides the status of the
request if an MM4_forward.RES was requested. If multiple recipients are addressed in the MM4_Forward. REQ the
recipient MM S Relay/Server may respond with any of the following to the originator MM S Relay/Server: asingle
MM4_Forward.RES message, multiple MM4_Forward.RES messages, or any combination of single or multiple
MM4_Forward.RES messages. E.g. thiswill allow for multiple status indications or a single collective status indication
inthe MM4_Forward.RES in case of partial addressing failures.

Support for MM4_forward. REQ and MM4_forward.RES is mandatory for the MM S Relay/Server.

8.4.1.2  Abnormal Operation

In this case the recipient MM S Relay/Server shall respond with aMM4_forward.RES, which includes a status that
indicates the reason the multimedia message was not accepted, e.g. ho subscription, bad address, network not reachable,
etc., if an MM4_forward.RES was requested.

8.4.1.3 Features

Addressing: The recipient(s) of arouted forward MM shall be indicated in the addressing-relevant information field(s)
of the MM4_forward.REQ. If the addresses of several MM recipients of the MM are associated with asingle MMS
Relay/Server then more than one MM recipient may be indicated in the addressing-relevant information field(s) of the
MM4_forward.REQ. Addresses of al MM recipients of the MM (including those that are not associated with the MM S
Relay/Server the MM is forwarded to) shall be conveyed in the MM4_forward. REQ for the MM recipient's
informational purposes.

The MM originator of arouted forward MM shall be indicated in addressing-relevant information field(s) of the
MM4_forward.REQ. If the originator MM S User Agent requested to hide its identity from the MM recipient then the
information about this request shall also be conveyed in the MM4_forward.REQ.

Time stamping: The MM4_forward.REQ shall carry the date and time-of the most recent handling of the MM by an
MMS User Agent (i.e. either submission or forwarding of the MM). In the case of forwarding the MM4_forward.REQ
may carry the date and time of the submission of the MM.

Time constraints: If the originator MM S User Agent requested a time of expiry for the MM then this information shall
be conveyed in the MM4_forward.REQ.

M essage class, priority and subject: If the MM is qualified further by message class, priority, subject and/or additional
qualifiersthen thisinformation shall be conveyed in the MM4_forward. REQ.

Reporting: If either the originator MM S User Agent, or the originator MM S Relay/Server requested a delivery report
for the MM then the information about this request shall be conveyed in the MM4_forward.REQ. If, in addition, the
originator MM S User Agent requested a read-reply report then the information about this request shall be conveyed in
the MM4_forward.REQ.

Identification: The originator MM S Relay/Server shall always provide a unique message identification for an MM,
which it routed forward to a peer MM S Relay/Server in the MM4_forward.REQ.

Content Type: The type of the multimedia content shall always be identified in the MM4_forward. REQ.
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Acknowledgement Request: The originator MM S Relay/Server may request aMM4_forward.RES from the recipient
MMS Relay/Server acknowledging the successful reception of the MM.

Request Status: The recipient MM S Relay/Server shall indicate the status of the MM4_forward.REQ in the associated
MM4_forward.RES if requested.

M essage Type: The type of message used on reference point MM4 indicating MM4_forward.REQ and
MM4_forward.RES as such.

Transaction Identification: If the originator MM S Relay/Server requests an MM4_forward.RES from the recipient
MMS Relay/Server it shall provide atransaction identification within an MM4_forward.REQ. The MM4_forward.RES
shall unambiguoudly refer to the corresponding MM4_forward. REQ using the same transaction identification.

Forward_Counter: A Counter indicating the number of times the particular MM was forwarded.

Previousdly-sent-by: The address(es) of the MM S User Agent(s) that submitted or forwarded the MM prior to the last
forwarding MM S User Agent. In the multiple forwarding case the order of the provided addresses shall be indicated
and the address of the originator MM S User Agent shall be marked, if present.

NOTE: The address of the last forwarding MM S User Agent is carried in other addressing elements.

Version: The MMS protocol shall provide unique means to identify the current version in the particular protocol
environment.
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elements in the MM4_forward.REQ.

Information element Presence Description

3GPP MMS Version Mandatory The MMS version of the originator MMS Relay/Server as
defined by the present document.

Message Type Mandatory The type of message used on reference point MM4:
“MM4_forward.REQ".

Transaction ID Mandatory The identification of the MM4_forward.REQ/
MM4_forward.RES pair.

Message 1D Mandatory The identification of the MM.

Recipient(s) address Mandatory The address(es) of the MM recipient(s). Multiple addresses
are possible.

Sender address Mandatory The address of the MMS User Agent that most recently
handled the MM, i.e. that either submitted or forwarded the
MM. If the originator MMS User Agent has requested her
address to be hidden from the recipient her address shall
not be provided to the recipient.

Content type Mandatory The content type of the MM’s content.

Message class Conditional The class of the MM (e.g., personal, advertisement,
information service) if specified by the originator MMS User
Agent

Date and time Mandatory The time and date of the most recent handling (i.e. either
submission or forwarding) of the MM by an MMS User Agent
(time stamp).

Time of Expiry Conditional The desired time of expiry for the MM if specified by the
originator MMS User Agent (time stamp).

Delivery report Conditional A request for delivery report if the originator MMS User
Agent has requested a delivery report for the MM.

Originator R/S delivery Conditional A request for delivery report that, when set to “Yes”, means

report the originator MMS Relay/Server has requested a delivery
report for the MM.
Interpret as “No” in the absence of this Information element.

Priority Conditional The priority (importance) of the message if specified by the
originator MMS User Agent.

Sender visibility Conditional A request to show or hide the sender's identity when the
message is delivered to the MM recipient if the originator
MMS User Agent has requested her address to be hidden
from the recipient.

Read reply Conditional A request for read reply report if the originator MMS User
Agent has requested a read-reply report for the MM..

Subject Conditional The title of the whole MM if specified by the originator MMS
User Agent.

Acknowledgement Optional Request for MM4_forward.RES

Request

Forward_counter Conditional A counter indicating the number of times the particular MM
was forwarded.

Previously-sent-by Optional In case of forwarding this information element contains one
or more address(es) of MMS User Agent(s) that handled
(i.e. forwarded or submitted) the MM prior to the MMS User
Agent whose address is contained in the Sender address
information element. The order of the addresses provided
shall be marked. The address of the originator MMS User
Agent shall be marked, if present.

Previously-sent-date-and- |[Optional The date(s) and time(s) associated with submission and

time forwarding event(s) prior to the last handling of the MM by
an MMS User Agent (time stamps).

Content Conditional The unaltered content of the multimedia message if
specified by the originator MMS User Agent.
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Table 33: Information elements in the MM4_forward.RES.

Information element Presence Description

3GPP MMS Version Mandatory The MMS version of the recipient MMS Relay/Server as
defined by the present document.

Message Type Mandatory The type of message used on reference point MM4:
“MM4_forward.RES".

Transaction 1D Mandatory The identification of the MM4_forward.REQ/
MM4_forward.RES pair.

Message ID Mandatory The Message ID of the MM which has been forwarded within
the corresponding MM4_forward.REQ

Request Status Mandatory The status of the request to route forward the MM.

Request Status text Optional Status text corresponding to the Request Status

8.4.2 Routing Forward of a Delivery Report
This part of MM S service covers the routing forward of a delivery report from recipient MM S Relay/Server to

originator MM S Relay/Server. The involved abstract messages are outlined in Table 34 from type and direction points
of view.

Table 34: Abstract messages for routing delivery reports forward in MMS

Abstract Message Type Direction
MM4_delivery _report.REQ  |Request Recipient MMS Relay/Server -> originator MMS Relay/Server
MM4_delivery report.RES  |Response Originator MMS Relay/Server -> recipient MMS Relay/Server

8.4.2.1 Normal Operation

After successful discovery of its peer entity the recipient MM S Relay/Server shall route a previoudly created delivery
report forward to the originator MM S Relay/Server using the MM4_delivery_report.REQ which contains MM S control
information only. The originator MM S Relay/Server shall respond withaMM4_delivery_report.RES, which provides
the status of the MM4_delivery_report.REQ if an MM4_delivery_report. RES was requested.

Support for MM4_delivery_report.REQ and MM4_delivery report.RES is mandatory for the MMS Relay/Server.

8.4.2.2  Abnormal Operation
In this case the originator MM S Relay/Server shall respond withaMM4_delivery_report.RES encapsulating a status
which indicates the reason the delivery report was not accepted, if an MM4_delivery_report.RES was requested.

8.4.2.3 Features

Addressing: Both the address of the recipient (which isthe MM originator) and the address of the originator (whichis
the MM recipient) of arouted forward delivery report shall be provided to the originator MM S Relay/Server in the
addressing-relevant information field of MM4_delivery _report. REQ.

Identification: Inthe MM4_delivery_report.REQ the recipient MM S Relay/Server shall aways provide the origina
message identification of the MM that the delivery report corresponds to as obtained from the associated
MM4_forward.req.

MM Time stamping: The MM4_delivery_report.REQ shall carry the time and date of handling of the MM (e.g.
retrieval, expiry, rejection).

MM Status: The MM4_delivery_report.REQ shall carry the status of the MM delivery, e.g. retrieved, rejected, expired
or indeterminate. The MM Status Extension may be used to provide more granularity.

Acknowledgement Request: The recipient MM S Relay/Server may request aMM4_delivery_report.RES from the
originator MM S Relay/Server acknowledging the successful reception of the delivery report.
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Forward To originator UA: Therecipient MM S Relay/Server shall indicate if the originator MM S Relay/Server is
allowed to forward the Delivery Report to the originator MMS User Agent.

Request Status: The originator MM S Relay/Server shall indicate the status of the MM4_delivery_report.REQ in the
associated MM4_delivery_report.RESif requested.

Version: The MMS protocol shall provide unique means to identify the current version in the particular protocol
environment.

M essage Type: The type of message used on reference point MM4 indicating MM4_delivery report. REQ and
MM4_delivery_report.RES as such.

Transaction |dentification: If the originator MM S Relay/Server requests an MM4_delivery report.RES from the
recipient MM S Relay/Server it shall provide atransaction identification within an MM4_delivery report.REQ. The
MM4_delivery report.RES shall unambiguoudly refer to the corresponding MM4_delivery _report.REQ using the same
transaction identification.

8.4.2.4 Information Elements

Table 35: Information elements in the MM4_delivery_report.REQ.

Information element Presence Description

3GPP MMS Version Mandatory The MMS version of the recipient MMS Relay/Server as
defined by the present document.

Message Type Mandatory The type of message used on reference point MM4: “
MM4_delivery report.REQ”.

Transaction ID Mandatory The identification of the MM4_delivery_report.REQ/
MM4_delivery report.RES pair.

Message ID Mandatory The identification of the original MM.

Recipient address Mandatory The address of the MM recipient of the original MM.

Sender address Mandatory The address of the MM originator of the original MM.

Date and time Mandatory Date and time the MM was handled (retrieved, expired,
rejected, etc.) (time stamp).

Acknowledgement Optional Request for MM4_delivery_report.RES

Request

Forward to Originator UA  |Optional If “No”, indicates that the originator MMS Relay/Server is not
allowed to forward the Delivery Report to the originator MMS
User Agent.
Interpret as “Yes” in the absence of this Information element.

MM Status Mandatory Status of the MM, e.g. retrieved, expired, rejected

MM Status Extension Optional Extension of the MM Status, to provide more granularity.

MM Status text Optional Status text corresponding to the MM Status

Table 36: Information elements in the MM4_delivery_report.RES.

Information element Presence Description

3GPP MMS Version Mandatory The MMS version of the recipient MMS Relay/Server as
defined by the present document.

Message Type Mandatory The type of message used on reference point MM4:
“MM4_delivery_report.RES”.

Transaction ID Mandatory The identification of the MM4_delivery_report. REQ/
MM4_delivery_report.RES pair.

Message ID Mandatory The Message ID of the MM which caused the delivery report

Request Status Mandatory The status of the associated MM4_delivery report.REQ.

Request Status text Optional The text explanation corresponding to the Request Status

8.4.3 Routing Forward of a Read-Reply Report
This part of MMS service covers the routing forward of aread-reply report from the recipient MM S Relay/Server to the

originator MM S Relay/Server. The involved abstract messages are outlined in Table 37 from type and direction points
of view.
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Table 37: Abstract messages for sending and receiving read-reply reports in MMS

Abstract messages Type Direction
MM4_read_reply_report. [Request Recipient MMS Relay/Server -> originator MMS Relay/Server
REQ
MM4_read_reply_report. |[Response |Originator MMS Relay/Server -> recipient MMS Relay/Server
RES

8.4.3.1  Normal Operation

After successful discovery of its peer entity the recipient MM S Relay/Server shall route a read-reply report forward, that
has been previoudly submitted by the recipient MM S User Agent, to the originator MM S Relay/Server using the

MM4 read reply_report.REQ which contains MMS control information only. The recipient MM S Relay/Server shall
respond withaMM4 read reply_report.RES, which provides the status of the MM4 _read reply report.REQ if an

MM4 read_reply_report.RES was requested.

Support for MM4 _read_reply_report. REQ and MM4 _read reply_report.RES is mandatory for the MM S Relay/Server.

8.4.3.2  Abnormal Operation

In this case the originator MM S Relay/Server shall respond withaMM4 _read_reply_report.RES encapsulating a status
which indicates the reason the read-reply report was not accepted, if an MM4_read reply_report.RES was requested.

8.4.3.3 Features

Addressing: Both, the address of the recipient (which isthe MM originator) and the address of the originator (which is
the MM recipient) of arouted forward read-reply report shall be provided to the originator MM S Relay/Server in the
addressing-relevant information field of MM4_read_reply_report.REQ.

Identification: Inthe MM4_read reply_report.REQ the recipient MM S Relay/Server shall always provide the original
message identification of the MM that the read-reply report corresponds to as obtained from the associated
MM4_forward.reg.

MM Time Stamping: The MM4_read reply_report.REQ shall carry the time-stamp associated with the read-reply
report.

Read Status: The MM4 _read reply_report.REQ shall carry the status of the MM handling, e.g. read or without being
read.

Acknowledgement Request: The recipient MM S Relay/Server may request aMM4 _read reply report.RES from the
originator MM S Relay/Server acknowledging the successful reception of the read-reply report.

Request Status. The originator MM S Relay/Server shall indicate the status of the MM4 _read_reply_report.REQ in the
associated MM4 _read_reply_report. RESif requested.

Version: The MMS protocol shall provide unique means to identify the current version in the particular protocol
environment.

M essage Type: The type of message used on reference point MM4 indicating MM4 _read reply_report.REQ and
MM4_read_reply_report.RES as such.

Transaction Identification: If the originator MM S Relay/Server requests an MM4_read reply_report.RES from the
recipient MMS Relay/Server it shall provide atransaction identification within an MM4_read_reply_report.REQ. The
MM4 _read_reply_report.RES shall unambiguously refer to the corresponding MM4 _read reply _report.REQ using the
same transaction identification.
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8.4.3.4 Information Elements

Table 38: Information elements in the MM4_read_reply_report.REQ.

Information element Presence Description
3GPP MMS Version Mandatory The MMS version of the recipient MMS
Relay/Server as defined by the present document.
Message Type Mandatory The type of message used on reference point
MM4: “MM4_read_reply_report.REQ".
Transaction ID Mandatory The identification of the

MM4_read_reply_report. REQ/
MM4_read_reply report.RES pair.

Recipient address Mandatory The address of the MM recipient of the original
MM, i.e. the originator of the read-reply report.

Sender address Mandatory The address of the MM originator of the original
MM, i.e. the recipient of the read-reply report.

Message ID Mandatory The message ID of the original MM.

Date and time Mandatory Date and time the MM was handled (read, deleted
without being read, etc.) (time stamp)

Acknowledgement Request |Optional Request for MM4_read_reply report.RES

Read Status Mandatory Status of the MM, e.g. Read, Deleted without
being read

Read Status text Optional The text explanation corresponding to the Read
Status

Table 39: Information elements in the MM4_read_reply_report.RES.

Information element Presence Description
3GPP MMS Version Mandatory The MMS version of the recipient MMS
Relay/Server as defined by the present document.
Message Type Mandatory The type of message used on reference point
MM4: “MM4_read_reply report.RES”.
Transaction 1D Mandatory The identification of the

MM4_read_reply_report.REQ/
MM4_read_reply_report.RES pair.

Request Status Mandatory The status of the associated
MM4_read_reply _report.REQ.
Request Status text Optional The textual explanation for the Request Status

8.4.4 Message format on MM4

All elements of an MM shall be included within asingle SMTP "mail" message which shall be organised as MIME
message with the appropriate 'Content-Type' [44] header field value (e.g. multipart/related, multipart/mixed, image/jpeg,
text/plain). All MM elements shall be of standard MIME content types. In addition to the MM elements this SMTP
"mail" message should reflect all MMS information elements according to the definitionsin clauses 6 and 8.4.

All other MM S-related messages, such as delivery reports, read-reply reports, transfer acknowledgements shall each be
transferred asasingle SMTP "mail" message which shall be organised as MIME type text/plain. This SMTP "mail"
message should reflect all MM S information elements as defined above.

8.4.4.1 Message header fields

MMS information elements should be reflected as "header fields" according to STD 11 inthe SMTP "mail" message.
See RFC 1327 [53] for a detailed description of the X.400 header to STD 11 headers mappings. Some of the mappings
are context dependent.

For those information elements that cannot be mapped to standard STD 11 "header fields' the " X-" extensions
mechanism shall be used with an "X-MMS-" prefix.

The mapping of information elements to commonly used (RFC 1327) [53] or standard STD 11 "header fields" is shown
in following tables.
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8.4.4.2 MM4_Forward.REQ Header Mappings

The MM4 Forward request header mappings are detailed below.

Table 40: MM4_Forward.REQ Information Elements to
STD 11 Header Mappings

Information element

STD 11 Headers

3GPP MMS Version

X-Mms-3GPP-MMS-Version:

Message Type

X-Mms-Message-Type:

Transaction ID

X-Mms-Transaction-ID:

Message ID

X-Mms-Message-ID:

Recipient(s) address

To:, Cc:, Bcc:

Sender address

From:

Content type

Content-Type:

Message class

X-Mms-Message-Class:

Date and time

Date:

Time of Expiry

X-Mms-Expiry:

Delivery report

X-Mms-Delivery-Report:

Originator R/S delivery report

X-Mms-Originator-R/S-Delivery-
Report

Priority X-Mms-Priority:

Sender visibility X-Mms-Sender-Visibility:
Read reply X-Mms-Read-Reply:
Subject Subject:

Acknowledgement Request

X-Mms-Ack-Request:

Forward counter

X-Mms-Forward-Counter:

Previously-sent-by

X-Mms-Previously-sent-by:

Previously-sent-date and-time

X-Mms-Previously-sent-date-and-
time:

Content

<message body>

- Sender:
- X-Mms-Originator-System:
- Message-ID:

The table above indicates the mappings from MM4_Forward.REQ information elements to the corresponding STD 11
[5] headers.

The MM4 information element Message ID is not directly mapped to a corresponding STD 11 "Message-1D:" header.
Each STD 11 message must have a unique message id, which is carried in the "Message-ID:" header.

Content-type maps directly since both are defined as being MIME content types as specified in RFC 2046 [6].

The STD 11 "From:" header is determined by the mail user agent, or, in this case, the MM S User Agent. This
corresponds to the MM 4 information element Sender address, as set by the MM S User Agent or MM S Relay/Server.

STD 11 messages are required to have a" Sender:" header that indicates the originator address (as determined by the
SMTP "MAIL From" command).

The STD 11 “X-Mms-Originator-System:” header shall be used to indicate the address that the recipient MM S
Relay/Server shall use as the recipient address with MM4_Forward.RES.

In case there are only blind carbon-copy recipient(s) (“Bcc:”), the behaviour shall be as recommended by RFC2821
[22], Appendix B, i.e. the originating MM S Relay/Server shall only insert an empty “Bcc:” header and no “To:” or
“Cc.” headers. The recipient(s) shall then only be indicated in the SMTP command layer (RCPT TO:).

In casethereare both “To:” / “Cc:” and “Bcc:” recipients, the “Bcc:” headers shall be removed by the originating
MMS Relay/Server and the “Bcc:” recipients shall only be indicated in the SMTP command level (RCPT TO:). Thisis
in accordance with the functionality recommended by RFC2821 [22], Appendix B.
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8.4.4.3 MM4_Forward.RES Header Mappings
The MM4 Forward response information element mappings are detailed in the table below.

The transmission of the Forward Response from the recipient MM S Relay/Server requires a properly addressed STD 11
message. While the addressing of the MM4_Forward.REQ is clearly that of the intended recipients and originator, the
MM4_Forward.RES addressing is related to neither the recipients nor the originator of the original MM. Instead, the
MM4 _Forward.RES addressing is based on special systems addresses. MM S Service Provider should configure
appropriate system addresses which will be used as both the recipient and originator of these administrative messages. It
is suggested that the administrative addressing be based on the pattern:

system user @ms-r el ay- host . mse- donai n.

The STD 11 “To:” header value shall be according to the STD 11 “X-Mms-Originator-System:” header value provided
in MM4_Forward.REQ.

Table 41: MM4_Forward.RES Information Elements to
STD 11 Header Mappings

STD 11 Header
X-Mms-3GPP-MMS-Version:
X-Mms-Message-Type:
X-Mms-Transaction-ID:
X-Mms-Message-ID:
Request Status X-Mms-Request-Status-Code:
Request Status text X-Mms-Status-Text:

- Sender:

- To:

- Message-ID:
- Date:

Information element
3GPP MMS Version
Message Type
Transaction ID
Message ID

The STD 11 "Sender: " and "To:" headers contain system addresses as described above, and do not map to
MM4_Forward.RES information elements. The STD 11 message requires a"Date:" header, but there currently is no
corresponding MM4_Forward.RES information element.

8.4.4.4 MM4_Delivery _report.REQ Header Mappings

The mappings of the MM4_Delivery_report.REQ information elementsto STD 11 headersis detailed in the table
below.

Table 42: MM4_Delivery_report.REQ Information Elements to
STD 11 Header Mappings

Information element STD 11 Header

3GPP MMS Version

X-Mms-3GPP-MMS-Version:

Message Type

X-Mms-Message-Type:

Transaction ID

X-Mms-Transaction-1D:

Message ID

X-Mms-Message-ID:

Recipient address From:
Sender address To:
Date and time Date:

Acknowledgement Request

X-Mms-Ack-Request:

Forward to Originator UA

X-Mms-Forward-To-Originator-UA

MM Status

X-Mms-MM-Status-Code:

MM Status Extension

X-Mms-MM-Status-Extension

MM Status Text

X-Mms-Status-text:

Sender:

Message-ID:
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The meaning of Recipient addressis that of the original MM, from whose MM S User Agent this Delivery-report is
being generated. The meaning of Sender addressisthat of the original MM, to whom the Delivery-report is being sent.

The value of the STD 11 "Sender:" header is a system administration address, to which the corresponding response will
be sent.

The STD 11 "Sender:" header value is automatically set to the system address of the MM S Relay/Server.
The STD 11 "Message-I1D:" value is automatically generated by the MM S Relay/Server, in conformanceto STD 11 [5].

The other header mappings from information elements are similar to those aready described above.
8.4.4.5 MM4_Delivery _report.RES Header Mappings
The mappings of the M4_Delivery_report.RES information elementsto STD 11 headers is detailed in the table below.

Table 43: MM4_Delivery_report.RES Information Elements
to STD 11 Header Mappings

Information element STD 11 Header

3GPP MMS Version

X-Mms-3GPP-MMS-Version:

Message Type

X-Mms-Message-Type:

Transaction ID

X-Mms-Transaction-ID:

Message ID

X-Mms-Message-ID:

Request Status

X-Mms-Request-Status-Code:

Request Status text X-Mms-Status-Text:
- Sender:

- To:

- Message-ID:

- Date:

The STD 11 "Sender:" header value is automatically set to the system address of the MM S Relay/Server that is replying
to the MM4_Delivery_report.REQ.

The STD 11 "To:" header value of the MM4_Delivery_report.RES abstract message is obtained from the STD 11
"Sender:" header value of the corresponding MM4_Delivery report. REQ.

The STD 11 "Date" and "Message-ID:" headers, which have no corresponding MM4_Forward.RES information
elements, are automatically provided values by the MM S Relay/Server.

8.4.4.6 MM4_Read_reply_report.REQ Header Mappings

The mappings of the MM4_Read reply_report.REQ information elementsto STD 11 headersis detailed in the table
below.

Table 44: MM4_Read_reply_report.REQ Information Elements
to STD 11 Header Mappings

Information element

STD 11 Header

3GPP MMS Version

X-Mms-3GPP-MMS-Version:

Message Type

X-Mms-Message-Type:

Transaction ID

X-Mms-Transaction-ID:

Recipient address From:

Sender address To:

Message ID X-Mms-Message-ID:
Date and time Date:

Acknowledgement Request

X-Mms-Ack-Request:

Read Status

X-Mms-Read-Status:

Read Status text

X-Mms-Status-Text:

Sender:

Message-ID:

Date:
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The meaning of Recipient addressis that of the original MM, from whose MM S User Agent this Read-reply-report is
being generated. The meaning of Sender addressis that of the original MM, to whom the Read-reply-report is being
sent.

The value of the Sender: header is a system address, to which the corresponding MM4_Read reply report.RES shall be
sent.

The"Message-ID:", and "Date:" headers, which have no corresponding information element in the
MM4_Read reply_report.REQ, are automatically provided appropriate values by the MM S Relay/Server.

8.4.4.7 MM4_Read_reply_report.RES Header Mappings

The mappings of the MM4_Read_reply_report.RES information elementsto STD 11 headersis detailed in the table
below.

Table 45: MM4_Read_reply_report.RES Information Elements
to STD 11 Header Mappings

Information element STD 11 Header
3GPP MMS Version X-Mms-3GPP-MMS-Version:
Message Type X-Mms-Message-Type:
Transaction ID X-Mms-Transaction-ID:
Request Status X-Mms-Request-Status-Code:
Request Status text X-Mms-Status-Text:

- Sender:

- To:

- Message-ID:
- Date:

The STD 11 "Sender:" header value shall be the system address of the MM S Relay/Server that is replying to the
MM4_Read reply report.REQ.

The STD 11 "To:" header value of the MM4_Delivery_report.RES abstract message shall be obtained from the
corresponding MM4_Read-reply _report. REQ Sender: header value.

The STD 11 "Date:” and "Message-1D:" headers, which do not have corresponding information elements, shall be
provided appropriate values automatically by the MM S Server/Relay.
8.4.4.8 Header Field Value Range

MMS information elements that are mapped to standard STD 11 "header fields', i.e. which do not have an " X-Mms-"
prefix, should be used according to [5].

The rest of the header definitions used in this clause, including the mechanisms and pre-defined tokens, are described in
an augmented Backus-Naur Form (BNF) defined in [48], similar to that used by RFC 2822 [5]. Implementers will need
to be familiar with the notation in order to understand these definitions.

For the residual MM S information el ements the following applies:

X-Mms-3GPP-MM S-Version:

3CGPP- MVB- Ver si on = " X- Mrs- 3GPP- MMB- Version” ":" 1*DIGT "." 1*DIGT "."
1*DAT

Note that the numbers MUST be treated as separate integers and that each may be incremented higher than asingle
digit. Thus, 2.1.4 isalower version than 2.1.13, which in turn is lower than 2.3.0 Leading zeros shall be ignored by
recipient MM S Relay/Server and shall NOT be sent. The version is according to the version of the present document
(see dso clause "Foreword").

X-Mms-M essage-Type:
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Message-type = "X- Mrs- Message- Type" ":" ( "MW_forward. REQ' |
"M _forward. RES" | "MW_delivery_ report. REQ" | "MW4_delivery_report.RES" |
"MV _read_reply report.REQ' | "MW _read _reply_report.RES" )

X-Mms-Transaction-ld:

Transaction-id = "X-Mrs-Transaction-|D"' quot ed-string
X-Mms-M essage-1d:
Message-id = " X-Mrs-Message-1D" ":" quoted-string

X-Mms-M essage-Class:

Message-cl ass = "X- Mis- Message-Cl ass" ":" ( Cass-identifier | quoted-string

)

Class-identifier = "Personal" | "Advertisenment” | "Informational” | "Auto"
X-Mms-Expiry:

Expiry-value = "X-Mrs-Expiry" ":" ( HITP-date | delta-seconds )

X-Mms-Delivery-Report:
Delivery-report = "X-Mrs-Delivery-Report” ":" ( "Yes" | "No" )
X-Mms-Originator-R/S-Delivery-Report:

Oiginator-R/ S-Delivery-Report = "X-Mrs-Oiginator-R S-Delivery-Report” ":"
( "Yes" | "No" )

X-Mms-Priority:

Priority = "X-Mrs-Priority" ":" ( "Low' | "Normal" | "Hi gh" )
X-Mms-Sender-Visibility:

Sender-visibility = "X-Mrs-Sender-Visibility" ":" ( "Hide" | "Show' )
X-Mms-Read-Reply:

Read-reply = "X-Mrs- Read-Repl y" ":" ( "Yes" | "No" )

X-Mms-Ack-Request:
Ack- Request = "X- Mrs- Ack- Request™ ":" ( "Yes" | "No" )

X-Mms-Forward-To-Originator-UA:

Forwar d- To- Ori gi nator- UA = " X- Mrs- Forward- To- Ori gi nator-UA" ":" ( "Yes" |
" No"

X-Mms-Request-Status-Code:
Request - st at us- Code = " X- Mrs- Request - St at us- Code" ":" ( "O" | "Error-
unspecified" | "Error-service-denied" | "Error-message-format-corrupt” |
"Error-sendi ng- addr ess-unresol ved" | "Error-message-not-found" | "Error-
net wor k- pr obl ent' | "Error-content-not-accepted” | "Error-unsupport ed-
nmessage" )

The meaning of the X-Mms-Request-Status-Code header field is further described in section 8.4.4.10 of this
specification.

X-Mms-M M -Status-Code:

MV St at us- Code = " X- Mrs- Mt St at us- Code” ":" ( "Expired" | "Retrieved" |
"Rejected" | "Deferred" | "Indeterminate" | "Forwarded" | "Unrecognised" )

X-Mms-M M -Status-Extension:
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MMt St at us- Ext ensi on = " X- Mrs- MM St at us- Ext ensi on" ":" ( "Rejection- By- MV5-
Reci pient” | "Rejection-by-OQher-RS" )

The meaning of the X- Mms-Status-Extension header field is further described in section 8.4.4.11 of this specification.
X-M ms-Read-Status:

Read- St at us = “X- Mrs- Read- Status” “:” ( “Read” | “Del eted w thout being read” )
X-M ms-Forward-Counter

Forwar d- Counter = "X-Mrs- Forward-Counter" ":" 1*DIGA T

X-Mms-Previoudy-sent-by

Previ ousl y-sent-by = “X-Mrs- Previ ously-sent-by” “:” 1*DIAT “,” nmail box

The address should be machine-usable, as defined by "mailbox" in RFC 2822 [5].

NOTE: The number indicates the chronological order of the submission and forwarding event(s). The number “0"
is associated with the submission of the MM. A higher number indicates an event at alater point in time.

X-Mms-Previoudy-sent-date-and-time

Previ ousl y-sent -date-and-time = “X- Mrs- Previ ousl y-sent - dat e-and-ti ne”
1*DIGT “,” HITP-date

The date should be machine-usable, as defined by "HTTP-date" in RFC 2616 [48].

NOTE: The number indicates the chronological order of the submission and forwarding events. The number “0” is
associated with the submission of the MM. The number indicates the correspondence to the MM S User
Agent’ s addressin the “ X-Mms-Previously-sent-by” header field with the same number.

8.4.4.9 Message Encoding on MM4

The SMTP "mail" message shall be encoded according to STD 11 [5].

8.4.4.10 Request Status Codes Clarification

The table below dictates how the originator MM S Relay/Server should interpret the possible values of the X-Mms-
Request-Status-Code header field.
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Table 46: Clarification of the Request Status Codes

X-Mms-Request-
Status-Code

Meaning

Ok

The corresponding request and some or all of its
contents were accepted without errors.

Error-unspecified

An unspecified error occurred during the processing or
reception of the corresponding request.

Error-service-denied

The corresponding request was rejected due to failure
of authentication or authorisation of the originating
MMS Relay/Server.

Error-message-format-
corrupt

An inconsistency with the message format was
detected when the corresponding request was parsed.

Error-sending-address-
unresolved

There were no MMS address (From:, To:, Cc:, Bcc:) in
its proper format or none of the addresses belong to
the recipient MMS Relay/Server.

Error-message-not-
found

This status code is obsolete

Error-network-problem

The recipient MMS Relay/Server was not able to accept
the corresponding request due to capacity overload.

Error-content-not-
accepted

The MM content was not accepted due to size, media
type, copyrights or some other reason.

Error-unsupported-
message

The recipient MMS Relay/Server does not support the
corresponding request abstract message.

8.4.4.11 MM-Status-Extension

The table below indicates how the originator MM S Relay/Server should interpret the possible values of the X-Mms-
MM-Status-Extension header field.

Table 47: MM Status Extension

X-Mms-MM-Status- Meaning
Extension
Rejection-by-mms- The corresponding MM-Status request was rejected
recipient because the intended recipient refused to receive a

message (i.e., recipient does not want to retrieve).
The corresponding MM-Status request was rejected
because the MMS Relay/Server of the intended
recipient refused to receive the message.

Rejection-by-other-rs

8.4.5

Interworking between different MM SEs shall be based on SMTP according to STD 10 [22] as depicted in figure 5.

Message Transfer Protocol on MM4

The originator MM S Relay/Server should use an SMTP connection to transfer MM g/abstract messages. The originator
MM S Relay/Server should use the sender's address as indicated in the corresponding M M/abstract message in the SMTP
"MAIL FROM:" command (subject to the sender's visibility) and should use the recipient's address(es) asindicated in
the corresponding M M/abstract message in the SMTP "RCPT TO:" command. If there is one or multiple recipients
being transferred by the originator MM S Relay/Server using the SMTP “RCPT TO” command the recipient MM S
Relay/Server should accept al recipients with a“250 OK” asindicated in [22]. Thiswill ensure that if the originator
MMS Relay/Server requested an acknowledgement the recipient MM S Relay/Server shall send the response. The
originator MM S Relay/Server should use SMTP "DATA" command to transfer the message.

Private agreements may utilise additional connection and security (e.g. IPSec) methods. Such methods are out of the
scope of standardisation for this release.
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8.4.5.1 Address Encoding

In the case where E.164 addressing is used and the address resolution returns an RFC 2822 recipient address (ENUM
based resolution), this address shall become the ‘forward-path’ argument to the ‘RCPT TO:” SMTP command asit is
described in [22]. The ‘Reverse-Path’ argument to the ‘MAIL FROM:” SMTP command shall be determined by the
originator MM S Relay/Server asit is described in [22].

In the case where E.164 addressing is used and the address resolution returns only the domain of the recipient MM SE,
the addresses shall be encoded in the following way:

SMTP protocol level:
SMIP- address = "<" MVB-address "@ domain ">"
MVB- address = "+" E. 164 "/ TYPE=PLMN'
E. 164 = 1*DIA T
domain = domfragnment *( "." domfragment )
domfragment = ( ALPHA | DIGT ) *( ALPHA | DIGT | "-" )

MM4 MM SE Domain Name:
For the addressing of the MM SE on the MM4 interface a unique domain name should be used. To alow inter PLMN
DNS tranglation the MM4 MM SE domain name should be composed as follows:

mms.mnc<MNC>.mcc<M CC>.gprs, where

* <MNC:> identifies the network operator. The MNC shall consist of 3 digits. For two digit MNC a"0" digit
shall be inserted at the left side [79].

e <MCC> identifies the country of the network operator. The MCC shall consist of 3 digit[79].

In addition to the standardised MM4 MM SE Domain Name network operators may utilise additional public MM4
domain names for the MM SE, e.g. to alow interworking with networks not utilising the E.212[79] network
identification.

In addition the MM SE implementation shall take public addressing requirements into account, e.g. for the MM S
interworking with external (legacy) messaging systems viathe MM 3 interface.

Example:

If the originator's address was an E.164 address, the address fields used in RCPT shall be converted to the following
format by the sender's MM S Relay/Server:

+E.164/TY PE=PLMN@recipient-mmse
where recipient-mmse is a FQDN of the recipient's MM S Relay/Server, e.g.
+358401234567/TY PE=PLMN@mms.mnc091.mcc244.gprs
SM TP commands:
SMTP commands should be then used in the following way:
MAI L FROM SMIP- addr ess
RCPT TO SMIP-address
DATA
X- MMS- 3GPP- MVB-version: 4.2.0
X- MVB- Message- Type: MVA_f orward. REQ
X- MM5- Tr ansaction-1D: “ ABCDEFGH J0123456789”
X- MVS- Message- |1 D: “ori gi nat or- nse/ ori gi nat or - user nane/ 123456789”
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Date: Wed, 16 May 2001 10: 35: 00 +0800
From MVB-address

To: MVS- addr ess

Subj ect: Geetings from G eece

Content - Type: text/plain
Hi,

NOTE 1. Inthe example above the "X-MMS-3GPP-MM S-version" header may not refer to the current version of
the present document.

NOTE 2: Inthe case where “Bcc:” (blind carbon-copy) recipients are used, what is specified in 8.4.4.2 takes
precedence.

8.4.5.2 SMTP Service Extensions
This section specifies the usage of SMTP service extensions [22] over MMA4.

The following SM TP service extensions should be supported by the MM S Relay/Server for the interworking over
MM4:

¢ SMTP Service Extension for Message Size Declaration [57]

e SMTP Service Extension for 8hit-MIME transport [58]

8.4.6  Version Handling on MM4
The following rules shall apply when different 3GPP MM S versions are supported on the MM4 Interface.
The MMS Relay/Server shall use the 3GPP MM S version number it supports in the MM4 abstract messages.

All unrecognized header fields and values received in an MM4 Request or MM4 Response shall be ignored by the MM S
Relay/Server that receives the MM4 abstract message.

The MMS Relay/Server should be able to handle an MM4 Request or an MM4 Response with header fields and values
of earlier 3GPP MM S versionsif it is supporting alater 3GPP MM S version.

NOTE: When sending an MM4 Request message an originator MM S Relay/Server is not expected to know in
advance the 3GPP MMS version of the recipient MM S Relay/Server.

8.5 Technical realisation of MMS on reference point MM5

This clause may be specified further in future rel eases.

8.6 Technical realisation of MMS on reference point MM6

This reference point is outside the scope of this release of the present document.
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8.7 Technical realisation of MMS on reference point MM7

The MM SE may support Vaue Added Services in addition to the basic messaging services defined for MMS. These
Vaue Added Services may be provided by the network operator of the MM SE or by third-party Value Added Service
Providers (VASP). This clause defines the interworking between the MM S Relay/Server and the VASP.

The following figure illustrates an example data-flow of the message exchange involved in aVAS distribution of aMM
as outlined by the abstract messages specified here:

Originator Recipient-1 Recipient-m
VASP MMS Relay/ MMS UA ‘oo MMS UA
Server

MM7_submit.REQ

\4

A

MM?7_submit.RES MM1_notification.REQ

Y

A

MM7_delivery_report REQ MM1_notification.RES

(rejected)
MM1_notification.REQ

A

\4

MM7_delivery_report.RES

Y

A

MMZ1_notification.RES (deferred)
MM1_retrieve.REQ

A

\ 4

MM1_retrigve.RES

A

MM?7_delivery_report.REQ MM1_acknowledgement.REQ

A

\ 4

MM7_delivery_report.RES

Figure 8. Sample data flow of MM7 message distribution

Subsequent sub-clauses will specify the abstract messages that will define the MM7 protocol.

8.7.1 Submitting a VAS MM

This section addresses the operations necessary for a VASP to provide the service by sending a multimedia message to
one or more subscribers or to adistribution list. The involved abstract messages are outlined in Table 47 from type and
direction points of view.

Table 47: Abstract messages for submitting VAS message

Abstract messages Type Direction
MM7_submit.REQ Request VASP -> MMS Relay/Server
MM7_submit.RES Response MMS Relay/Server -> VASP
8.7.1.1 Normal Operation

The VASP submits a message to the MM S Relay/Server by sending the MM7_submit.REQ supplying the multimedia
message (MM) as the payload of the message. The message may be directed to one or more subscribersor to a
distribution list. If the MM S Relay/Server accepts the submission, the MM S Relay/Server must send a
MM7_submit.RES with a“success’ status. Thisin no way indicates that the MM was actually delivered to the
destinations but states that the request has been accepted.
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Support for MM7_submit. REQ and MM7_submit.RES is mandatory for all MM S Relay/Servers that support MM7.

8.7.1.2 Abnormal Operation

The MMS Relay/Server should reject the MM7_submit.REQ if the VAS cannot be authorized or if the parameters of the
reguest exceed the service level for the service being employed, or if the Relay/Server does not support third party
charging. Similarly, if none of the destinations can be resolved then the response status should indicate an error. If one
or several (but not all) addresses can be resolved, the MM S Relay/Server should deliver the message to those addresses
and respond to the VAS using the MM 7_submit.RES with a partial successto the VASP. Partial success does not
indicate that the MM was actually delivered to the destinations but states that the request has been at least partially
accepted.

8.7.1.3 Features
Authorisation: The VASP must supply its own identifier or the VAS identifier as part of the request.

Addressing: The VASP may direct the MM to a one or more subscribers or to a distribution list. In the addressing
information, it may be indicated whether a recipient address is meant for informational purposes only or to be used for
routing. In the addressing information, it may be indicated whether a recipient address has been encrypted or obfuscated.
The originator of a submitted MM may be indicated in addressing-relevant information field(s) of the
MM7_submit.REQ

Version: The MM7 protocol shall provide unique means to identify the version supported by both the MM S
Relay/Server and VASP.

M essage Type: The type of message used on reference point MM 7 indicating MM 7_submit.REQ and
MM7_submit.RES as such.

Transaction Identification: The VASP shall provide an unambiguous transaction identification within an
MM7_submit.REQ. The MM7_submit.RES shall unambiguously refer to the corresponding MM 7_submit.REQ using
the same transaction identification.

Linked message identification: The VASP will supply a message identifier when submitting a message, that defines a
correspondence to a previous message that was delivered by the MM S Relay/Server to the VASP.

NOTE: Usecase examples.

1) TheLinked ID can be used by the Relay/Server to logically relate a VASP reply (MM 7_Submit.REQ) to an
original user’srequest (MM1_Submit.REQ, and MM7_Deliver.REQ), in which case the Linked 1D
corresponds to the Message ID returned in the original MM 1_Submit.RES.

2) TheLinkedID can aswell be used by the VASP to keep track of a sequence of MM7_Submit.REQ (e.g.
MMs to multiple users) triggered by asingle MM7_Deéliver.REQ (e.g. which was triggered by auser’s
MM1_submit.REQ).

M essage class, priority, and subject: The VASP may qualify the MM further by adding a message class, a priority
and/or subject to the MM7_submit.REQ.

Service code: The VASP may mark the content of the message with a service code that may be transferred by the MM S
Relay/Server in the form of charging information for use by the billing system to properly bill the user for the service
being supplied.

Time stamping: The VASP may time stamp the MM.

Time constraints: The VASP may request an earliest desired time of delivery of the MM. The VASP may request a
time of expiry for the MM

Reply-Charging: The originator VASP may indicate that it wants to pay for areply-MM and convey the reply-charging
limitations (e.g. the latest time of submission and/or the maximum size of areply-MM) in the MM7_submit.REQ.

Delivery reporting: The VASP may request a delivery report for the MM

Read reporting: The VASP may request aread-reply report when the user has viewed the MM.
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Content adaptation restriction: The VASP may request that the content of the MM will not be subjected to content
adaptation.

NOTE: From REL-6 onwards, in case of misalignment, DRM-protection rules shall prevail on the Content
Adaptation Restriction feature.

Content type: The MIME type of the multimedia content shall always be identified in the MM7_submit.REQ.
Content: The VASP may add content in the MM7_submit.REQ.

M essage identification: The MM S Relay/Server shall always provide a message identification for an MM, which it has
accepted for submission in the MM7_submit.RES.

Request status. The MM S Relay/Server shall indicate the status of the MM7_submit.REQ in the associated
MM7_submit.RES. The reason code given in the status information element of the MM7_submit.RES may be supported
with an explanatory text further qualifying the status.

Charged-Party: The VASP may indicate in the MM7_submit.REQ which party is expected to be charged for an MM
submitted by the VASP, e.g. the sending, receiving, both parties or neither.

Charged party ID: The address of the third party which is expected to pay for the MM.

M essage Distribution Indication: The VASP may indicate whether the content of the MM isintended for
redistribution.

NOTE: From REL-6 onwards, in case of misalignment, DRM-protection rules shall prevail on the Message
Distribution Indication feature.
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elements in the MM7_submit.REQ .

Information element Presence Description

Transaction ID Mandatory The identification of the MM7_submit. REQ/
MM7_submit.RES pair.

Message type Mandatory Identifies this message as a MM7_submit request.

MM?7 version Mandatory Identifies the version of the interface supported by the VASP

VASP ID Optional Identifier of the VASP for this MMS Relay/Server.

VAS ID Optional Identifier of the originating application.

Sender address Optional The address of the MM originator.

Recipient address Mandatory The address of the recipient MM. Multiple addresses are
possible or the use of the alias that indicates the use of a
distribution list. It is possible to mark an address to be used
only for informational purposes. It is possible to mark that a
recipient address is provided in encrypted or obfuscated
format. E.g. the address was originally provided in encrypted
or obfuscated form in an associated MM7_deliver.REQ.

Service code Optional Information supplied by the VASP which may be included in
charging information. The syntax and semantics of the
content of this information are out of the scope of this
specification.

Linked 1D Optional This identifies a correspondence to a previous valid
message delivered to the VASP.

Message class Optional Class of the MM (e.g. advertisement, information service,
accounting)

Date and time Optional The time and date of the submission of the MM (time stamp).

Time of Expiry Optional The desired time of expiry for the MM (time stamp).

Earliest delivery time Optional The earliest desired time of delivery of the MM to the
recipient (time stamp).

Delivery report Optional A request for delivery report.

Read reply Optional A request for confirmation via a read report to be delivered
as described in section 8.1

Reply-Charging Optional A request for reply-charging.

Reply-Deadline Optional In case of reply-charging the latest time of submission of
replies granted to the recipient(s) (time stamp).

Reply-Charging-Size Optional In case of reply-charging the maximum size for reply-MM(s)
granted to the recipient(s).

Priority Optional The priority (importance) of the message.

Subject Optional The title of the whole multimedia message.

Adaptations Optional Indicates if VASP allows adaptation of the content (default
True) (NOTE 1)

Charged Party Optional An indication which party is expected to be charged for an
MM submitted by the VASP, e.g. the sending, receiving, both
parties third party or neither.

Content type Mandatory The content type of the MM'’s content.

Content Optional The content of the multimedia message

Message Distribution Optional If set to “false” the VASP has indicated that content of the

Indicator MM is not intended for redistribution.

If set to “true” the VASP has indicated that content of the MM
can be redistributed. (NOTE 2)
Charged Party ID Optional The address of the third party which is expected to pay for

the MM

NOTE 1: From REL-6 onwards, in case of misalignment between the value assigned to Adaptations and
DRM-protection rules, the latter shall prevail.

NOTE 2: From REL-6 onwards, in case of misalignment between the value assigned to MDI and DRM-
protection rules, the latter shall prevail.
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Table 49: Information elements in the MM7_submit.RES .

Information element Presence Description
Transaction 1D Mandatory The identification of the MM7_submit.REQ/
MM7_submit.RES pair.
Message type Mandatory Identifies this message as a MM7_submit response.
MM?7 version Mandatory Identifies the version of the interface supported by the MMS
Relay/Server
Message ID Conditional If status indicates success then this contains the MMS

Relay/Server generated identification of the submitted
message. This ID may be used in subsequent requests and
reports relating to this message.

Request Status Mandatory Status of the completion of the submission, no indication of
delivery status is implied.
Request Status text Optional Text description of the status for display purposes, should

qualify the Request Status.

8.7.2 Delivery Request

This section addresses cases where a message that is passed by the MM S Relay/Server to aVASP for processing. For
example, this may include cases where the message originated from the MM S User-Agent.

The involved abstract messages are outlined in Table 50 from type and direction points of view.

Table 50: Abstract messages for demanding a service from a VASP

Abstract messages Type Direction
MM7_deliver.REQ Request MMS Relay/Server -> VASP
MM7_deliver.RES Response VASP -> MMS Relay/Server
8.7.2.1 Normal Operation

The MM S Relay/Server will deliver messages to the VASP by supplying the MM as the payload of the
MM7_deliver.REQ. The message originates, for example, fromaMMS User Agent, an external application, or from
outside the MMSE. This delivery may include an identification of the request that may be used by the VASP to
correlate a response to the message. The VASP should reply with aMM7_deliver.RES message indicating that the
message has been successfully received and will be processed.

The following figure illustrates the data flow of a use case where aMMS User Agent requesting a service fromaVAS
that requires a response.
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Originator
VASP MMS Relay/
Server

MMS User
Agent

MM1_submit.REQ (To: VAS short code)

<

|verify VAS short code
MM7 deliver.REQ

(linked-id) MM1_submit.RES

\4

A

\4

MM7_deliver.RES

MM7 submit. REQ
(linked-id)

\ 4

A

MM7_submit.RES

Figure 9: Use of MM7_deliver and subsequent response

Support for MM7_deliver.REQ and MM7_deliver.RES is mandatory for aMMS Relay/Server that supports MM7

8.7.2.2 Abnormal Operation

If the VASP cannot identify the requested content then it should indicate the failure in the MM7_deliver.RES status
fields.

8.7.2.3 Features

Authentication: The MMS Relay/Server may supply its own identifier as part of the request.

Addressing: All relevant address information for the delivery of the message to the VASP — including the addressing
information from the original message and from the MM S Relay/Server should be included in the relevant information
elements of MM7_deliver.REQ. In the addressing information, it may be indicated whether a certain recipient addressis
meant for informational purposes only or to be used for routing. In the addressing information, it may be indicated
whether the sender address has been encrypted or obfuscated.

Previoudly-sent-by: The address(es) of the MM S User Agent(s) that submitted or forwarded the MM prior to the last
forwarding MM S User Agent. In the multiple forwarding case the order of the provided addresses shall be indicated
and the address of the originator MM S User Agent shall be marked, if present.

NOTE: The address of the last forwarding MM S User Agent is carried in other addressing elements.

Version: The MM7 protocol shall provide unique means to identify the version supported by both the MM S
Relay/Server and VASP.

M essage Type: The type of message used on reference point MM 7 indicating MM7_deliver.REQ and
MM7_deliver.RES as such.

Transaction Identification: The VASP shall provide an unambiguous transaction identification within arequest. The
response shall unambiguously refer to the corresponding request using the same transaction identification.

M essage priority and subject: The MM S Relay/Server may qualify the MM further by adding a priority and/or subject
to the MM7_deliver.REQ. Thisinformation will originate from the end-user’s original request.
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Linked message identification: The MMS Relay/Server will supply an identifier for the request that may be used by
the VASP.

NOTE: Usecase examples:

1) ThelLinked ID can be used by the Relay/Server to logically relate a VASP reply (MM7_Submit.REQ) to an
original user’srequest (MM1_Submit.REQ, and MM7_Deliver.REQ), in which case the Linked 1D
corresponds to the Message ID returned in the original MM1_Submit.RES.

2) TheLinkedID can aswell be used by the VASP to keep track of a sequence of MM7_Submit.REQ (e.g.
MMs to multiple users) triggered by asingle MM7_Deéliver.REQ (e.g. which was triggered by auser’s
MM1_submit.REQ).

Service code: The VASP may mark the response to the message with a service code that will be transferred to the
charging information for use by the billing system to properly bill the user for the service being supplied.

Service Provider Identification: The MM S Relay/Server may provide the SPI (Service Provider Identification) for the
sender. In case amessage is delivered to a VASP based on the recipient address, the MM S Relay/Server may provide
the SPI for the recipient. The SPI information can originate from e.g. a user profile or aMAP query.

Time stamping: The MM may include the date and time-of the most recent handling of the MM by an MM S User
Agent (i.e. either submission or forwarding of the MM). In the case of forwarding the MM7_deliver.REQ may carry the
date and time of the submission of the MM.

Reply-Charging: In case of reply-charging when the reply-MM is submitted within the MM7_deliver. REQ MM S
Relay/Server should indicate that the message is free-of-charge reply.

Content type: The MIME type of the multimedia content shall always be identified inthe MM7_deliver.REQ.
Content: The originator of the MM may supply content that is delivered to the VASP in the MM7_deliver.REQ.

Request status. The MM S Relay/Server shall indicate the status of the request in the associated response. The reason
code given in the status information element of the response may be supported with an explanatory text further
qualifying the status.
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8.7.2.4 Information Elements

Table 51: Information elements in the MM7_deliver.REQ .

Information element Presence Description

Transaction 1D Mandatory The identification of the MM7_deliver.REQ/
MM7_deliver.RES pair.

Message type Mandatory Identifies this message as a MM7_deliver request.

MM?7 version Mandatory Identifies the version of the interface supported by the MMS
Relay/Server

MMS Relay/Server ID Optional Identifier of the MMS Relay/Server

Linked ID Optional Identifier that may be used by the VASP in a subsequent
MM7_submit.REQ

Sender address Mandatory The address of the MM originator. It is possible to mark that

the sender address has been encrypted or obfuscated by the
MMS Relay/Server.

Recipient address Optional The address(es) of the intended recipients of the
subsequent processing by the VASP or the original recipient
address(es). It is possible to mark an address to be used
only for informational purposes.

Previously-sent-by Optional In case of forwarding this information element contains one
or more address(es) of MMS User Agent(s) that handled (i.e.
forwarded or submitted) the MM prior to the MMS User
Agent whose address is contained in the Sender address
information element. The order of the addresses provided
shall be marked. The address of the originator MMS User
Agent shall be marked, if present.

Previously-sent-date- Optional The date(s) and time(s) associated with submission and

and-time forwarding event(s) prior to the last handling of the MM by an
MMS User Agent (time stamps).

Sender SPI Optional The SPI of the MM originator.

Recipient SPI Optional The SPI of the intended MM recipient, in case the MM was
delivered to VASP based on the recipient address.

Date and time Optional The time and date of the submission of the MM (time stamp).

Reply-Charging-ID Optional In case of reply-charging when the reply-MM is submitted

within the MM7_deliver.REQ this is the identification of the
original MM that is replied to.

Priority Optional The priority (importance) of the message.
Subject Optional The title of the whole MM.

Content type Mandatory The content type of the MM'’s content.
Content Optional The content of the multimedia message

Table 52: Information elements in the MM7_deliver.RES .

Information element Presence Description
Transaction ID Mandatory The identification of the MM7_deliver.REQ/ MM7_deliver.RES
pair.
Message type Mandatory Identifies this message as a MM7_deliver response.
MM?7 version Mandatory Identifies the version of the interface supported by the VASP
Service code Optional Information supplied by the VASP which may be included in

charging information. The syntax and semantics of the
content of this information are out of the scope of this

specification.
Request Status Mandatory Status of the completion of the request.
Request Status text Optional Text description of the status for display purposes, should

qualify the Request Status

8.7.3 Cancel and replace of MM

This section details the requests that should be supported in MM7 to allow a VASP to control or change the distribution
of amessage. These operations will alow the VASP to cancel a submitted message prior to delivery or replace a
submitted message with a new message.

The involved abstract messages are outlined in Table 53 from type and direction points of view.
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Table 53: Abstract messages for controlling Distribution MM

Abstract messages Type Direction
MM7_cancel.REQ Request VASP -> MMS Relay/Server
MM7_cancel.RES Response MMS Relay/Server -> VASP
MM7_replace.REQ Request VASP -> MMS Relay/Server
MM7_replace.RES Response MMS Relay/Server -> VASP

The following figure illustrates the interaction between the different MM S entities in canceling a V ASP message.

Originator Recipient
VASP MMS Relay/ MMS UA
Server

MM7_submit. REQ

\ 4

A

MM7_submit.RES

MM7_cancel.REQ

|delete from store

A

MM7_cancel.RES

Figure 10: Data flow of VASP canceling a submitted message

8.7.3.1 Normal Operation

If the VASP has decided to cancel the delivery of aMM that it has already submitted, then the VASP should indicate
this by sending the MM7_cancel . REQ message to the MM S Relay/Server. The MM S Relay/Server should check the
status of the message indicated by the Message ID and cancel delivery to all destinations for which the MM S
Relay/Server has not sent out a notification. The MMS Relay/Server should respond to the request with a
MM?7_cancel .RES indicating that the request was processed.

If the VASP has new content that it wishes to submit in place of the content that was originally submitted it should
submit the new replacement content using the MM7_replace. REQ message. The MM S Relay/Server should check the
status of the message indicated by the Message ID and replace the message content for all destinations that have not
retrieved or forwarded the message as yet. The MM S Relay/Server should redistribute the new content to the
destination list from the original MM7_submit.REQ. Optional information elements that appear in the
MM7_replace.REQ message shall replace the corresponding information elements of the original submission (the VASP
shall not replace information elements that were already provided in the previously sent notification), information
elements that do not appear in the MM7_replace.REQ message shall retain the original submission values. Replacement
of messages that have been retrieved may be specified in future releases.

Support for MM7_cancel . REQ, MM7_cancel . RES, MM7_replace.REQ, and MM7_replace. RES is optional for all
MMS Relay/Server that support MM7
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8.7.3.2 Abnormal Operation

The MMS Relay/Server should reject arequest to cancel or replace a messageiif it is unable to authorise the VAS to
cancel or replace MMs, or find the Message ID indicated in the request, or cannot determine that the indicated message
was originaly submitted by the VASP.

8.7.3.3 Features
Authorisation: The VASP must supply its own identifier or the VAS identifier as part of the request.

Addressing: When replacing a previously sent message the replacement shall be addressed to the same recipients as the
original being replaced.

Version: The MM7 protocol shall provide unique meansto identify the version supported by both the MM S
Relay/Server and VASP.

M essage type: The type of message used on reference point MM7 indicating MM7_cancel . REQ, MM7_cancel.RES,
MM7_replace.REQ, and MM7_replace.RES as such.

Transaction identification: The VASP shall provide an unambiguous transaction identification within arequest. The
response shall unambiguously refer to the corresponding request using the same transaction identification.

Service code: The VASP may mark the content of the message with a service code that may be transferred by the MM S
Relay/Server in the form of charging information for use by the billing system to properly bill the user for the service
being supplied.

Time stamping: The VASP may time stamp the MM.
Time constraints: The VASP may also request the earliest desired time of delivery of the MM to be changed.
Read reporting: The VASP may request aread-reply report when the user has viewed the MM.

Content adaptation restriction: The VASP may request that the content of the MM will not be subjected to content
adaptation.

NOTE: From REL-6 onwards, in case of misalignment, DRM-protection rules shall prevail on the Content
Adaptation Restriction feature.

Content type: The MIME type of the multimedia content shall always be identified in the MM7_replace.REQ if content
isreplaced.

Content: The content of the multimedia message if provided by the VASP may be conveyed in the MM7_replace.REQ.

M essage identification: The MM S Relay/Server shall always provide a message identification for an MM, which it has
accepted for submission in either the MM7_replace.REQ or in the MM7_cancel.REQ. The VASP shall supply this
message identification when requesting to cancel or replace a previously submitted message. When replacing aMM the
updated message retains the identification of the original (replaced) message.

Request status: The MMS Relay/Server shall indicate the status of the request in the associated response. The reason
code given in the status information element of the response may be supported with an explanatory text further
qualifying the status.
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8.7.3.4 Information Elements

Table 54: Information elements in the MM7_cancel.REQ .

Information element Presence Description
Transaction ID Mandatory The identification of the MM7_cancel. REQ/
MM7_cancel.RES pair.
Message type Mandatory Identifies this message as a MM7_cancel request.
MM?7 version Mandatory Identifies the version of the interface supported by the VASP
VASP ID Optional Identifier of the VASP for this MMS Relay/Server.
VAS ID Optional Identifier of the originating application.
Sender address Optional The address of the MM originator.
Message ID Mandatory Identifier of the message to cancel.

Table 55: Information elements in the MM7_cancel.RES .

Information element Presence Description

Transaction ID Mandatory The identification of the MM7_cancel. REQ/
MM7_cancel.RES pair.

Message type Mandatory Identifies this message as a MM7_cancel response.

MM?7 version Mandatory Identifies the version of the interface supported by the MMS
Relay/Server

Request Status Mandatory Status of the completion of the request.

Request Status text Optional Text description of the status for display purposes, should
qualify the Request Status

Table 56: Information

elements in the MM7_replace.REQ .

Information element Presence Description

Transaction ID Mandatory The identification of the MM7_replace.REQ/
MM7_replace.RES pair.

Message type Mandatory Identifies this message as a MM7_replace request.

MM?7 version Mandatory Identifies the version of the interface supported by the VASP

VASP ID Optional Identifier of the VASP for this MMS Relay/Server.

VAS ID Optional Identifier of the originating application.

Message ID Mandatory Identifier of the message that current message replaces.

Service code Optional Information supplied by the VASP which may be included in
charging information. The syntax and semantics of the
content of this information are out of the scope of this
specification.

Date and time Optional The time and date of the submission of the MM (time stamp).

Earliest delivery time Optional The earliest desired time of delivery of the MM to the
recipient (time stamp).

Read reply Optional A request for confirmation via a read report to be delivered
as described in section 8.1

Adaptations Optional Indicates if VASP allows adaptation of the content (default
True)

Content type Conditional The content type of the MM'’s content. If the Content IE
appears, then the Content type IE must appear. (NOTE 1)

Content Optional The content of the multimedia message

Message Distribution Optional If set to “false” the VASP has indicated that content of the

Indicator MM is not intended for redistribution.
If set to “true” the VASP has indicated that content of the MM
can be redistributed. (NOTE 2)

NOTE 1: From REL-6 onwards, in case of misalignment between the value assigned to Adaptations and

DRM-protection rules, the latter shall prevail.
NOTE 2: From REL-6 onwards, in case of misalignment between the value assigned to MDI and DRM-
protection rules, the latter shall prevail.
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Table 57: Information elements in the MM7_replace.RES.

Information element Presence Description

Transaction 1D Mandatory The identification of the MM7_replace.REQ/
MM7_replace.RES pair.

Message type Mandatory Identifies this message as a MM7_replace response.

MM?7 version Mandatory Identifies the version of the interface supported by the MMS
Relay/Server

Request Status Mandatory Status of the completion of the request.

Request Status text Optional Text description of the status for display purposes, should
qualify the Request Status

8.7.4 Delivery reporting to VASP

This part of MMS service covers the generation of a delivery report from the MM S Relay/Server to the VASP. The
involved abstract messages are outlined in Table 58 from type and direction points of view.

Table 58: Abstract messages for delivery reports to VASP

Abstract Message Type Direction
MM7_delivery report.REQ |Request MMS Relay/Server -> VASP
MM7_delivery report.RES  |Response VASP -> MMS Relay/Server

8.7.4.1  Normal Operation

The MMS Relay/Server shall create the MM7_delivery_report.REQ and send it to the VASP when the appropriate
information is available.

Support for MM7_delivery_report.REQ and MM7_delivery_report.RES is mandatory for aMMS Relay/Server that
supports MM?7.
8.7.4.2  Abnormal Operation

In case the VASP cannot identify the MM S Relay/Server or the Message ID is not recognized, then the VASP shall
respond withaMM7_delivery_report.RES including a status which indicates the reason the delivery report was not
accepted.

8.7.4.3 Features

Addressing: Both the address of the VAS (which is the original MM originator) and the address of the recipient of the
original MM shall be provided in the addressing-relevant information fields of MM7_delivery_report.REQ.

Version: The MM7 protocol shall provide unique means to identify the version supported by both the MM S
Relay/Server and VASP.

M essage Type: The type of message used on reference point MM7 indicating MM 7_delivery_report. REQ and
MM7_delivery_report.RES as such.

Transaction Identification: The VASP shall provide an unambiguous transaction identification within arequest. The
response shall unambiguously refer to the corresponding request using the same transaction identification.

Time stamping: The MM7_delivery_report.REQ shall carry the time and date of handling of the MM (e.g. retrieval,
expiry, rejection).

M essage identification: Inthe MM7_delivery_report.REQ the MM S Relay/Server shall always provide the origina
message identification of the MM that the delivery report corresponds to as generated in response to the associated
MM7_submit.REQ.

MM Status: The MM7_delivery_report.REQ shall carry the status of the MM delivery, e.g. retrieved, rejected, expired
or indeterminate.
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Request Status: The VASP shall indicate the status of the MM7_delivery_report.REQ in the associated
MM7_delivery report.RES. The reason code given in the status information element of the response may be supported
with an explanatory text further qualifying the status.

8.7.4.4 Information Elements

Table 59: Information elements in the MM7_delivery_report.REQ.

Information element Presence Description

Transaction ID Mandatory The identification of the MM7_delivery_report.REQ/
MM7_delivery report.RES pair.

Message Type Mandatory The type of message used on reference point MM7 “
MM7_delivery report.REQ”.

MM7 Version Mandatory The version of MM7 supported by the MMS Relay/Server

MMS Relay/Server ID Optional Identifier of the MMS Relay/Server

Message ID Mandatory The identification of the original MM.

Recipient address Mandatory The address of the recipient of the original MM.

Sender address Mandatory The address of the VAS that submitted the original MM.

Date and time Mandatory Date and time the MM was handled (retrieved, expired,
rejected, etc.) (time stamp)

MM Status Mandatory Status of the MM, e.g. retrieved, expired, rejected

MM Status Extension Optional Extension of the MM Status, to provide more granularity.

MM Status text Optional Text description of the status for display purposes, should
qualify the MM Status

Table 60: Information elements in the MM7_delivery_report.RES.

Information element Presence Description

Transaction ID Mandatory The identification of the MM7_delivery_report. REQ/
MM7_delivery report.RES pair.

Message Type Mandatory The type of message used on reference point MM7:
“MM7_delivery report.RES”.

MM?7 Version Mandatory The version of MM7 supported by the VASP

Request Status Mandatory The status of the associated MM7_delivery report.REQ.

Request Status text Optional Text description of the status for display purposes, should
qualify the Request Status

8.7.5 Read-Reply Report for VASP

This part of MMS service covers the delivery of aread-reply report from the MMS Relay/Server to the VASP. The
involved abstract messages are outlined in Table 61 from type and direction points of view.

Table 61: Abstract messages for sending and receiving read-reply reports in MM7

Abstract messages Type Direction
MM7_read_reply.REQ Request MMS Relay/Server -> VASP
MM7_read_reply.RES Response VASP -> MMS Relay/Server

8.7.5.1  Normal Operation

If the VASP requested a read-reply report then the recipient MM S User Agent may create and send a read-reply to the
MMS Relay/Server. The MM S Relay/Server must identify that this read-reply report is associated withaMM
originating from the MM 7 reference point and must create the MM7_read_reply.REQ and send it to the VASP. The
VASP shall returnaMM7_read reply.RES that reflects the successful reception of the read-reply report.

Support for MM7_read reply_report. REQ and MM7_read_reply_report.RESis optional for aMMS Relay/Server that
supports MM?7.
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8.7.5.2  Abnormal Operation

In case the VASP cannot identify the MM S Relay/Server or the Message ID is not recognized, then the VASP shall
respond withaMM7_read reply.RES including a status which indicates the reason the read reply report was not
accepted.

8.7.5.3 Features

Addressing: Both, the address of the VASP (which isthe MM originator), and the address of the originator (whichis
the MM recipient) of aread-reply report shall be provided in the addressing-relevant information fields of
MM7_read_reply_report.REQ.

Version: The MM?7 protocol shall provide unique means to identify the version supported by both the MM S
Relay/Server and VASP.

M essage Type: The type of message used on reference point MM7 indicating MM7_read reply.REQ and
MM7_read_reply.RES as such.

Transaction Identification: The VASP shall provide an unambiguous transaction identification within arequest. The
response shall unambiguously refer to the corresponding request using the same transaction identification.

M essage identification: Inthe MM7_read reply report.REQ the MM S Relay/Server shall always provide the original
message identification of the MM that the read-reply report corresponds to as generated for the MM7_submit.RES.

Time Stamping: The MM7_read reply_report.REQ shall carry the time-stamp associated with the read-reply report.

Read Status: The MM7_read_reply_report. REQ shall carry the status of the MM retrieval, e.g. read or deleted without
being read.

Request Status. The VASP shall indicate the status of the MM7_read reply.REQ in the associated

MM7_read_reply.RES. The reason code given in the status information element of the response may be supported with
an explanatory text further qualifying the status.

8.75.4 Information Elements

Table 62: Information elements in the MM7_read_reply_report.REQ.

Information element Presence Description

Transaction 1D Mandatory The identification of the
MM7_read_reply_report. REQ/
MM7_read_reply_report.RES pair.

Message Type Mandatory Identifies this message as a
MM7_read_reply_report request.

MM7 Version Mandatory The version of MM7 supported by the MMS
Relay/Server.

MMS Relay/Server ID Optional Identifier of the MMS Relay/Server

Recipient address Mandatory The address of the MM recipient of the original
MM, i.e. the originator of the read-reply report.

Sender address Mandatory The address of the VASP (originator of the original
MM) i.e. the recipient of the read-reply report.

Message ID Mandatory The message ID of the original MM.

Date and time Mandatory Date and time the MM was handled (read, deleted
without being read, etc.) (time stamp)

Read Status Mandatory Status of the MM, e.g. Read, Deleted without
being read

Read Status text Optional Text description of the status for display purposes,
should qualify the Read Status
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Table 63: Information elements in the MM7_read_reply_report.RES.

Information element Presence Description
Transaction ID Mandatory The identification of the
MM7_read_reply_report. REQ/
MM7_read_reply_report.RES pair.

Message Type Mandatory Identifies this message as a
MM7 _read_reply report response.
MM7 Version Mandatory The version of MM7 supported by the VASP.
Request Status Mandatory The status of the associated
MM7_read_reply report.REQ.
Request Status text Optional Text description of the status for display purposes,

should qualify the Request Status.

8.7.6 Generic Error Handling

When the MM S Relay/Server or VASP receives a MM 7 abstract message that cannot be replied to with the specific
response it shall reply using a generic error message as described here. To get a correlation between the original send
REQ and the error response, every abstract message on the MM7 reference point shall include a Transaction ID.

The involved abstract messages are outlined in Table 64 from type and direction points of view.

Table 64: Abstract message for generic error notification

Abstract message Type Direction
MM7_RS_error.RES Response MMS Relay/Server -> VASP
MM7_VASP_error.RES |Response VASP->MMS Relay/Server
8.7.6.1 Normal Operation

If the MM S Relay/Server has received a message over the MM7 interface and does not recognize the Message Type, or
the requested feature is not supported and the normal response message is not supported, then the MM S Relay/Server
must generateaMM7_RS_error.RES message to reply to the VASP.

If the VASP has received a message over the MM7 interface and does not recognize the Message Type, or the requested
feature is not supported and the normal response message is not supported, then the VASP must generate a
MM7_VASP_error.RES message to reply to the MM S Relay/Server.

Support for the MM7_RS error.RESand MM7_VASP_error.RES is Mandatory for aMMS Relay/Server that supports
MM7
8.7.6.2 Features

Version: The MM7 protocol shall provide unique meansto identify the version supported by both the MM S
Relay/Server and VASP.

M essage Type: The type of message used on reference point MM 7 indicating MM7_RS _error.RES or
MM7_VASP_error.RES as such.

Transaction Identification: The response shall unambiguously refer to the corresponding request using the same
transaction identification.

Error Status: The MMS Relay/Server or VASP shall indicate the error condition that caused the generation of the error
response. The reason code given in the status information element of the response may be supported with an
explanatory text further qualifying the status.
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8.7.6.3 Information Elements

Table 65: Information elements in the MM7_RS_error.RES .

Information element Presence Description

Transaction 1D Mandatory Identifier that corresponds to the Transaction ID of the
incoming message.

Message type Mandatory Identifies this message as a MM7_RS_error response.

MM?7 version Mandatory Identifies the version of the interface supported by the MMS
Relay/Server

Error Status Mandatory Error code (e.g. Message type not-supported, MM7 version
not supported).

Error Status text Optional Text description of the status for display purposes, should
qualify the Error Status.

Table 66: Information elements in the MM7_VASP_error.RES .

Information element Presence Description

Transaction 1D Mandatory Identifier that corresponds to the Transaction ID of the
incoming message.

Message type Mandatory Identifies this message as a MM7_VASP _error response.

MM?7 version Mandatory Identifies the version of the interface supported by the VASP

Error Status Mandatory Error code (e.g. Message type not-supported, MM7 version
not supported).

Error Status text Optional Text description of the status for display purposes, should
qualify the Error Status.

8.7.7  Administrating the Distribution List

After aValue Added Service becomes available users may subscribe to the service using direct contact to the VASP
(e.g. by sendingaMM viaMM1_submit.REQ to the service provider including registration information). The
distribution list may be maintained by the MMS Relay/Server. The full definition of the administration of the
distribution list may be specified in future releases of this specification.

8.7.8 Implementation of the MM7 Abstract Messages

The interface between a VASP and the MM S Relay/Server, over the MM 7 reference point, shall be realised using SOAP
1.1]68] asthe formatting language. The VASP and the MM S Relay/Server shall be able to play dual roles of sender and
receiver of SOAP messages. HTTP [48] shall be used as the transport protocol of the SOAP messages. The SOAP
message shall bind to the HT TP request/response model by providing SOAP request parameters in the body of the
HTTP POST request and the SOAP response in the body of the corresponding HT TP response.

8.7.8.1 SOAP Message Format and Encoding Principles
The following principles shall be used in the design of the SOAP implementation of the MM?7 interface:

*  The schemashall be based on the W3C SOAP 1.1 schema. The schema shall include an indication of the version of
the MM 7 specification that is supported.

NOTE: TheW3C SOAP 1.1 schemawill be published by the 3GPP. The URI shall be
http://www.3gpp.org/ftp/Specs/archive/23_series/23.140/schema/REL -5-MM 7-1-1.

¢ TheMM7 SOAP messages shall consist of a SOAP envelope, SOAP Header element and SOAP Body element, as
described in [68].

¢ The SOAP EncodingStyle [68] should not be used.

«  Transaction management shall be handled in the SOAP Header element. The TransactionlD shall be included asa
SOAP Header entry. The SOAP actor [68] attribute should not be specified in the SOAP Header entry. The SOAP
mustUnder stand [68] attribute should be specified with value“1”.
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* All MM7 information elements, except for the Transactionl D, shall be included in the SOAP Body el ement.

e XML element names shall use Upper Camel Case convention, where words are concatenated to form an element
name with the first letter of each word in upper case (e.g. EarliestDeliveryTime). The only exception to thisruleis
where an acronym (e.g. VASP) isused - in such cases all of the letters of the acronym shall be in upper case (e.g.
VASPHeader).

8.7.8.1.1 Binding to HTTP

MM?7 request messages shall be transferred in an HTTP POST request. MM7 responses shall be transferred inan HTTP
Response message. The mediatype “text/xml” [70] shall be used for messages containing only the SOAP envelope.

MM7 requests that carry a SOAP attachment shall have a “multipart/related” [71] Content-Type. The SOAP envelope
shall be thefirst part of the MIME message and shall be indicated by the Start parameter of the multipart/related
Content-Type. If a SOAP attachment isincluded it shall be encoded asa MIME part and shall be the second part of the
HTTP Post message. The MIME part should have the appropriate content type(s) to identify the payload. Figures 11 and
12 provide few examples of the message structure. This MIME part shall have two MIME headers - Content-Type and
Content-1D fields. The Content-1D shall be referenced by the MM7 request <Content> element using the format
specified in [69].

SOAP Envelope

SOAP Attachment

Content-ID

presentation

image/jpeg

Content-type: multipart/related

text/plain

audio/AMR

Content-type: multipart/related

Figure 11: Message structure for a message with a SOAP Attachment (multipart/related payload)
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Figure 12: Message structure for a message with a SOAP Attachment (multipart/mixed payload)

For specific examples see the section describing SOAP HTTP examples.

8.7.8.1.2 SOAPAction Header Field
The SOAPAction HTTP request header field [68] should be set to the NULL string (i.e. “”).

8.7.8.1.3 DRM-related media types in SOAP messages
In case MM elements are DRM-protected these MM elements shall be of media types as defined in [76] and [78].

8.7.8.2 MM7 Addressing Considerations

In order to bind properly to HTTP, the MM S Relay/Server and the VASP shall be addressable by a unique URI type
address [48]. This address shall be placed in the host header field in the HTTP POST method.

In the SOAP body, when the recipient MMS User Agent is addressed, the address-encoding scheme for MM 1 shall be
used. For these purposesthe VASP shall beidentified by aMM1 addressable address.

8.7.8.3 Status Reporting

The MM7 response messages shall be carried withinaHTTP Response. The response may carry status at three levels:

— network errors shall be indicated by the HTTP level, e.g. asan HTTP 403 “ Server not found” and shall be carried in
the HTTP response back to the originating application.

— request processing errors (status codes in the range 2xxx-9xxx) shall be reported as a SOAP Fault as defined in
[68]. The SOAP fault shall include the faultcode [68], faultstring[68], and detail[68] elements. The detail element
shall include the status elements described below and in Table 67. The SOAP detail element shall include
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VASPErrorRsp or RSErrorRsp element as direct child elements. VASPErrorRsp element shall be included if the
SOAP Fault is generated by the VASP and RSErrorRsp element shall be sent if the SOAP Fault is generated by the
MMS Relay/Server. Errorsrelating to the Transactionl D shall be reported as a SOAP Fault. The faultcode shall be
“Client.Transactionl D” and the faultstring shall be used to indicate the human-readable description of the error. No
detail element shall appear.

— success or partial success (status codes from the Success class, i.e. with format 1xxx) shall be reported inaMM7
response message that will include the following status elements, contained in the Status element of the response

Messages.

All status responses shall be reported with three XML elements in the response, i.e. the details of the SOAP Fault and
the status of the MM 7 response message —

e StatusCode shall indicate a numerical code that identifies different classes of error or successful completion of
the operation. The StatusCode is a four-digit number of which the two high-order digits are defined in section
8.7.8.3.1, the two low-order digits are implementation specific.

e StatusText shall contain a predefined human readable description of the numerical code that indicates the
genera type of the error.

« Details, optionally, gives particular details of the error or partial success, e.g. indicates the address that cannot
be resolved or message-id that is not recognized. The format of the details element isimplementation specific.

8.7.8.3.1 Request and Error Status Codes

The StatusText element (for application-level situations) shall be used to carry a human readable explanation of the error
or success situation, e.g. partial success. In Table 67 below the status text should be used by the VASP or MM S
Relay/Server when indicating status information to the originator. In addition to this there will be status codes consisting
of afour digit numeric value. Thefirst digit of the status code indicates the class of the code. There are 4 classes:

e Ixxx: Successin the operation,
e 2xxx: Client errors,

e 3xxX: Server errors,

e 4xxx: Service errors.

Status codes are extensible. The VASP and the MM S Relay/Server must understand the class of a status code.
Unrecognised codes shall be treated as the x000 code for that class. Codes outside the 4 defined class ranges shall be
treated as 3000. For implementation specific codes, the numbers in the range x500-x999 shall be used.

The following Table 67 shows the StatusCodes and StatusT exts that are currently defined.
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Table 67: StatusCode and StatusText

StatusCode StatusText Meaning
1000 Success This code indicates that the request was executed
completely
1100 Partial success This code indicates that the request was executed

partially but some parts of the request could not be
completed. Lower order digits and the optional
Details element may indicate what parts of the
request were not completed.

2000 Client error Client made an invalid request

2001 Operation restricted The request was refused due to lack of permission
to execute the command.

2002 Address Error The address supplied in the request was not in a

recognized format or the MMS Relay/Server
ascertained that the address was not valid for the
network because it was determined not to be
serviced by this MMS Relay/Server. When used in
response-result, and multiple recipients were
specified in the corresponding push submission,
this status code indicates that at least one address
is incorrect.

2003 Address Not Found The address supplied in the request could not be
located by the MMS Relay/Server. This code is
returned when an operation is requested on a
previously submitted message and the MMS
Relay/Server cannot find the message for the
address specified.

2004 Multimedia content refused | The server could not parse the MIME content that
was attached to the SOAP message and indicated
by the Content element or the content size or media
type was unacceptable.

2005 Message ID Not found This code is returned when an operation is
reguested on a previously submitted message and
the MM S Relay/Server cannot find the message for
the message | D specified or when the VASP
receives areport concerning a previously submitted
message and the message ID is not recognized.
2006 LinkedID not found This code is returned when a LinkedID was
supplied and the MMS Relay/Server could not find
the related message.

2007 Message format corrupt An element value format is inappropriate or
incorrect.

3000 Server Error The server failed to fulfill an apparently valid
request.

3001 Not Possible The request could not be carried out because it is

not possible. This code is normally used as a result
of a cancel or status query on a message that is no
longer available for cancel or status query. The
MMS Relay/Server has recognized the message in
question, but it cannot fulfill the request because
the message is already complete or status is no
longer available.

3002 Message rejected Server could not complete the service requested.
3003 Multiple addresses not The MM S Relay/Server does not support this
supported operation on multiple recipients. The operation
MAY be resubmitted as multiple single recipient
operations.
4000 General service error The requested service cannot be fulfilled.
4001 Improper identification Identification header of the request does not

uniquely identify the client (either the VASP or MMS
Relay/Server).

4002 Unsupported version The version indicated by the MM7 Version element
is not supported.

4003 Unsupported operation The server does not support the request indicated
by the MessageType element in the header of the
message.
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4004 Validation error The SOAP and XML structures could not be parsed,
mandatory fields are missing, or the message-
format is not compatible to the format specified.
Details field may specify the parsing error that
caused this status.

4005 Service error The operation caused a server (either MMS
Relay/Server or VASP) failure and should not be
resent.

4006 Service unavailable This indication may be sent by the server when
service is temporarily unavailable, e.g. when server
is busy

4007 Service denied The client does not have permission or funds to
perform the requested operation.

8.7.9 Mapping of Information Elements to SOAP Elements
The following subsections detail the mapping of the information elements of the abstract messages to SOAP elements.

The full XML Schema definition of the MM?7 reference point appearsin Annex L of this document. Specification of the
format of SOAP element values appear in the schema.
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Information Element

Location

ElementName

Comments

Transaction ID

SOAP Header

TransactionlD

Message-Type SOAP Body MessageType Defined as Root element
of SOAP Body

MM7 Version SOAP Body MM7Version Value is the number of
the specification in
which the schema has
changed most recently,
e.g.5.2.0

VASP ID SOAP Body VASPID

VAS ID SOAP Body VASID

Sender Address SOAP Body SenderAddress

Recipient Address SOAP Body Recipients Different address format
will be specified as part
of element value

Service code SOAP Body ServiceCode Information supplied for
billing purposes — exact
format is implementation
dependent

Linked 1D SOAP Body LinkedID Message-ID of linked
message

Message class SOAP Body MessageClass Enumeration — possible
values: Informational,
Advertisement, Auto

Date and time SOAP Body TimeStamp

Time of Expiry SOAP Body ExpiryDate

Earliest delivery time SOAP Body EarliestDeliveryTime

Delivery report SOAP Body DeliveryReport Boolean — true or false

Read reply SOAP Body ReadReply Boolean — true or false

Reply-Charging SOAP Body ReplyCharging No value — presence
implies true!

Reply-Deadline SOAP Body replyDeadline Attribute of
ReplyCharging element
Date format — absolute
or relative

Reply-Charging-Size SOAP Body replyChargingSize Attribute of
ReplyCharging element

Priority SOAP Body Priority Enumeration — possible
values: High, Normal,
Low

Subject SOAP Body Subject

Adaptations SOAP Body allowAdaptations Attribute of Content
element
Boolean — true or false

Charged Party SOAP Body ChargedParty Enumeration — possible
values: Sender,
Recipient, Both, Neither

Message Distribution SOAP Body DistributionIindicator Boolean — true or false

Indicator

Content type MIME header — Content-Type

Attachment
Content SOAP Body Content href.cid attribute links to

attachment
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8.7.9.2 MM7_submit.RES mapping
Information Element Location ElementName Comments

Transaction ID SOAP Header TransactionID

Message-Type SOAP Body MessageType Defined as Root element
of SOAP Body

MM7 Version SOAP Body MM7Version Value is the number of
the specification in
which the schema has
changed most recently,
e.g.5.2.0

Message ID SOAP Body MessagelD

Request Status SOAP Body StatusCode See section 8.7.8.4

Request Status Text SOAP Body StatusText & Details See section 8.7.8.4

Sample message submission

POST /ms-rs/ mv HITP/ 1.1

Host: mms. onms. com

Content-Type: multipart/rel ated; boundary="NextPart_000_0028_01C19839. 84698430"; type=text/xm ;
start="</tnn-200102/ - submi t >"

Content - Lengt h: nnnn

SOAPAct i on:

--Next Part _000_0028_01C19839. 84698430
Content - Type: text/xm ; charset="utf-8"
Content-1D: </tnn-200102/ rm¥- submi t >

<?xm version="1.0" ?>
<env: Envel ope xm ns: env="http://schemas. xm soap. or g/ soap/ envel ope/ " >
<env: Header >
<mmi: Transactionl D
xm ns: my7="ht t p: // ww. 3gpp. org/ ftp/ Specs/ archi ve/ 23_seri es/ 23. 140/ schema/ REL- 5- MV/- 1- 3"
env: nust Under st and="1">
vas00001- sub
</ mi: Tr ansacti onl D>
</ env: Header >
<env: Body>
<Submi t Req xm ns="http://ww. 3gpp. org/ ft p/ Specs/ archi ve/ 23_seri es/ 23. 140/ schema/ REL- 5-
MWZ- 1- 3" >
<MW Ver si on>5. 6. 0</ MW Ver si on>
<Sender | dentificati on>
<VASPI D>TNNk/ VASPI D>
<VASI D>News</ VASI D>
</ Sender | dentificati on>
<Reci pi ent s>
<To>
<Nunber >7255441234</ Nunber >
<RFC2822Addr ess di spl ayOnl y="true">7255442222@MWV5. conx/ RFC2822Addr ess>
</ To>
<Cc>
<Nunber >7255443333</ Nunber >
</ Cc>
<Bcc>
<RFC2822Addr ess>7255444444@WVS. conk/ RFC2822Addr ess>
</ Bcc>
</ Reci pi ent s>
<Servi ceCode>gol d- sp33-i mi2</ Ser vi ceCode>
<Li nkedl D>ms00016666</ Li nkedl D>
<MessageC ass>| nf or mat i onal </ MessageCl ass>
<Ti meSt anp>2002- 01- 02T09: 30: 47- 05: 00</ Ti meSt anp>
<EarliestDeliveryTi ne>2002- 01- 02T09: 30: 47- 05: 00</ Ear | i est Del i veryTi ne>
<Expi r yDat e>P90D</ Expi r yDat e>
<Del i ver yReport >t rue</ Del i ver yReport >
<Priority>Normal </Priority>
<Subj ect >News for today</ Subject>
<Char gedPart y>Sender </ Char gedPart y>
<Di stributionlndicator>true</Distributionlndicator>
<Content href="cid: Sat urnPi cs-01020930@news. t nn. cont' al | owAdapt ati ons="true"/>
</ Submi t Req>
</ env: Body>
</ env: Envel ope>

- - Next Part_000_0028_01C19839. 84698430
Content - Type: multipart/m xed; boundary="StoryParts 74526 8432 2002- 77645"
Cont ent - | D: <Sat ur nPi cs- 01020930@ews. t nn. con
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--StoryParts 74526 8432 2002- 77645
Content - Type: text/plain; charset="us-ascii"

Sci ence news, new Saturn pictures...

--StoryParts 74526 8432 2002- 77645
Content - Type: image/gif;
Content-|D: <saturn.gif>

Cont ent - Tr ansf er - Encodi ng: base64

ROl GODdhZAAWAQVAAAAAAI GJj G t cDEOCOF W6COchbi 1nlpntbGoj pKbnP/ | pWb4f BMTELRYXEFO

--StoryParts 74526 8432 2002- 77645- -
--Next Part _000_0028_01C19839. 84698430- -

NOTE: The different encoding mechanisms, as defined by RFC2045 [44], can be utilized for content encoding.

The response message is sent by the MM S Relay/Server back to the VASP for the VAS application in aHTTP Response
message.

HTTP/1.1 200 K
Content-Type: text/xm; charset="utf-8"
Content - Lengt h: nnnn

<?xm  version="1.0" ?>
<env: Envel ope xm ns: env="http://schemas. xm soap. or g/ soap/ envel ope/ " >
<env: Header >
<mmi: Transactionl D
xm ns: my7="ht t p: // www. 3gpp. org/ ftp/ Specs/ archi ve/ 23_seri es/ 23. 140/ schema/ REL- 5- MV/- 1- 3"
env: nust Under st and="1">
vas00001- sub
</ mi: Tr ansacti onl D>
</ env: Header >
<env: Body>
<Submi t Rsp xm ns="http://ww. 3gpp. org/ ft p/ Specs/ archi ve/ 23_seri es/ 23. 140/ schena/ REL- 5-
MWZ- 1- 3" >
<MW Ver si on>5. 6. 0</ MW Ver si on>
<St at us>
<St at usCode>1000</ St at usCode>
<St at usText >Success</ St at usText >
</ St at us>
<Messagel D>041502073667</ Messagel D>
</ Submi t Rsp>
</ env: Body>
</ env: Envel ope>
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8.7.9.3 MM7_deliver.REQ Mapping
Information Element Location ElementName Comments

Transaction ID SOAP Header TransactionID

Message-Type SOAP Body MessageType Defined as Root element
of SOAP Body

MM7 Version SOAP Body MM7Version Value is the number of
the specification in
which the schema has
changed most recently,
e.g.5.2.0

MMS Relay/Server 1D SOAP Body MMSRelayServerlD

Linked ID SOAP Body LinkedID Message-ID of linked
message

Sender address SOAP Body Sender

Recipient address SOAP Body Recipients If none appear then
Sender Address is used

Date and time SOAP Body TimeStamp

Reply-Charging-ID SOAP Body ReplyChargingID Should correspond to an
ID that appeared in
previous
MM7_submit.REQ

Priority SOAP Body Priority Enumeration — possible
values: High, Normal,
Low

Subject SOAP Body Subject

Content type MIME header of Content-Type

attachment

Content SOAP Body Content href:cid attribute links to
attachment

8.7.9.4 MM7_deliver.RES

Information Element Location ElementName Comments

Transaction ID SOAP Header TransactionID

Message-Type SOAP Body MessageType Defined as Root element
of SOAP Body

MM7 Version SOAP Body MM7Version
Value is the number of
the specification in
which the schema has
changed most recently,
e.g.5.2.0

Service code SOAP Body ServiceCode

Request status SOAP Body StatusCode See section 8.7.8.3

Request status text SOAP Body StatusText & Details See section 8.7.8.3

Sample Deliver request and response

POST / nms/ weat her. xm HTTP/ 1.1

Host: www. yahoo. com

Content - Type: multipart/rel ated; boundary="NextPart_000_0125 01C19839. 7237929064";

start="</cnvt 256/ /- del i ver >"

Content - Lengt h: nnnn
SOAPAct i on:

--Next Part _000_0125 01C19839. 7237929064
charset ="utf-8"

Cont ent - Type: text/xm ;

Content-ID: </cnvt 256/ mv-deliver>

<?xm version="1.0"?>

<env: Envel ope xnl ns: env="http://schenas. xnl soap. or g/ soap/ envel ope/ " >

<env: Header >

<mv: Tr ansacti onl D

xm ns: mv7="htt p: / / www. 3gpp. or g/ f t p/ Specs/ ar chi ve/ 23_seri es/ 23. 140/ schena/ REL- 5- MW/- 1- 3"
env: must Under st and="1">

vas00324-dl vr
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</ mi’: Transacti onl D>
</ env: Header >
<env: Body>
<!-- Exanple of MW_deliverReq -->
<Del i verReq xm ns="htt p://wwm. 3gpp. or g/ ftp/ Specs/ archive/ 23_seri es/ 23. 140/ schema/ REL- 5-
MV7-1-3">
<MW Ver si on>5. 6. 0</ MW Ver si on>
<MVSRel aySer ver | D>240. 110. 75. 34</ MVSRel aySer ver | D>
<Li nkedl D>wt hr 8391</ Li nkedl| D>
<Sender >
<RFC2822Addr ess>97254265781@MVS. conk/ RFC2822Addr ess>
</ Sender >
<Ti meSt anp>2002- 04- 15T14: 35: 21- 05: 00</ Ti meSt anp>
<Priority>Normal </Priority>
<Subj ect >\Weat her For ecast </ Subj ect >
<Content href="cid:forecast-|ocati on200102-86453"/ >
</ Del i ver Req>
</ env: Body>
</ env: Envel ope>

--Next Part_000_0125_01C19839. 7237929064
Cont ent - Type: t ext/ pl ai n; charset ="utf-8"
Content - | D: <f orecast - | ocati on2000102- 86453>

Los Angeles, Calif, USA
- - Next Part _000_0125_01C19839. 7237929064- -

The deliver response message might look like this (with an application error code):

HTTP/1.1 200 K
Content - Type: text/xm; charset="utf-8"
Content - Lengt h: nnnn

<?xm version="1.0"?>
<env: Envel ope xm ns: env="http://schemas. xm soap. or g/ soap/ envel ope/ " >
<env: Header >
<mmi: Transactionl D
xm ns: my7="ht t p: // www. 3gpp. org/ ftp/ Specs/ archi ve/ 23_seri es/ 23. 140/ schema/ REL- 5- M- 1- 3"
env: nust Under st and="1">
vas00324-dl vr
</ mi: Tr ansacti onl D>
</ env: Header >
<env: Body>
<env: Faul t >
<faul t code>env: Cient</faul tcode>
<faultstring>Client error</faultstring>
<detai |l >
<VASPError Rsp xm ns="htt p://wwmv. 3gpp. org/ ftp/ Specs/ archi ve/ 23_seri es/ 23. 140/ schema/ REL- 5-
MWZ-1- 3" >
<MW Ver si on>5. 6. 0</ MW Ver si on>
<St at us>
<St at usCode>4006</ St at usCode>
<St at usText >Servi ce Unavai | abl e</ St at usText >
<Det ai | s>
<app: Reason xml ns: app="http://vendor. exanpl e. coni MIWExt ensi on" >Locati on
not covered in service</app: Reason>
</ Detail s>
</ St at us>
</ VASPErr or Rsp>
</ detail >
</ env: Faul t >
</ env: Body>
</ env: Envel ope>
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8.7.9.5 MM7_cancel.REQ mapping
Information Element Location Element-name Comments

Transaction ID SOAP Header TransactionID

Message-Type SOAP Body MessageType Defined as Root element
of SOAP Body

MM7 Version SOAP Body MM7Version Value is the number of
the specification in
which the schema has
changed most recently,
e.g.5.2.0

VASP ID SOAP Body VASPID

VAS ID SOAP Body VASID

Sender Address SOAP Body SenderAddress

Message ID SOAP Body MessagelD

8.7.9.6 MM7_cancel.RES mapping

Information Element Location ElementName Comments

Transaction 1D SOAP Header TransactionID

Message-Type SOAP Body MessageType Defined as Root element
of SOAP Body

MM7 Version SOAP Body MM7Version Value is the number of
the specification in
which the schema has
changed most recently,
e.g.5.2.0

Request status SOAP Body StatusCode See section 8.7.8.3

Request status text SOAP Body StatusText & Details See section 8.7.8.3

The following shows an interchange of aMM7_cancel . REQ and MM7_cancel .RES to illustrate a SOAP message that
does not include a multimedia content part.

POST /ms-rs/ mv HTTP/ 1.1

Host: ms. oms. com

Content- Type: text/xm; charset="utf-8"
Content - Lengt h: nnnn

SOAPAct i on:

<?xm version="1.0" ?>
<env: Envel ope xnl ns: env="http://schenas. xnl soap. or g/ soap/ envel ope/ " >
<env: Header >
<mv: Tr ansacti onl D
xm ns: m7="ht t p: / / www. 3gpp. or g/ f t p/ Specs/ ar chi ve/ 23_seri es/ 23. 140/ schema/ REL- 5- M\W/- 1- 3"
env: nust Under st and="1">
vas0000—an
</ mv: Tr ansacti onl D>
</ env: Header >
<env: Body>
<Cancel Req xm ns="http://wwmv. 3gpp. org/ ftp/ Specs/ archivel/ 23_seri es/23. 140/ schema/ REL- 5- MW/~ 1-
3">
<MW Ver si on>5. 6. 0</ MW Ver si on>
<Sender | denti fi cati on>
<VASPI D>TNN</ VASPI D>
<VASI D>Reni nder </ VASI D>
</ Sender | dentification>
<Messagel D>mMms000222222</ Messagel D>
</ Cancel Req>
</ env: Body>
</ env: Envel ope>

HTTP/ 1.1 200 OK
Content - Type: text/xm ; charset="utf-8"
Content - Lengt h: nnnn

<?xm version="1.0" ?>
<env: Envel ope xnl ns: env="http://schenas. xnl soap. or g/ soap/ envel ope/ " >
<env: Header >
<mv: Tr ansacti onl D
xm ns: m7="ht t p: / / www. 3gpp. or g/ f t p/ Specs/ ar chi ve/ 23_seri es/ 23. 140/ schema/ REL- 5- M\W/- 1- 3"
env: nust Under st and="1">
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vas0000—an
</ mv: Tr ansacti onl D>
</ env: Header >
<env: Body>
<Cancel Rsp xm ns="http://wwmv. 3gpp. org/ ftp/ Specs/ archivel/ 23_seri es/23. 140/ schema/ REL- 5- MW/~ 1-
3">
<MW Ver si on>5. 6. 0</ MW Ver si on>
<St at us>
<St at usCode>1000</ St at usCode>
<St at usText >Success</ St at usText >
</ St at us>
</ Cancel Rsp>

</ env: Body>
</ env: Envel ope>

8.7.9.7 MM7_replace.REQ mapping
Information Element Location ElementName Comments

Transaction ID SOAP Header TransactionID

Message-Type SOAP Body MessageType Defined as Root element
of SOAP Body

MM7 Version SOAP Body MM7Version Value is the number of
the specification in
which the schema has
changed most recently,
e.g.5.2.0

VASP ID SOAP Body VASPID

VAS ID SOAP Body VASID

Sender address SOAP Body SenderAddress

Message 1D SOAP Body MessagelD

Service code SOAP Body ServiceCode
Information supplied for
billing purposes — exact
format is implementation
dependent

Date and time SOAP Body TimeStamp

Earliest delivery time SOAP Body EarliestDeliveryTime
Date format — absolute
or relative

Read reply SOAP Body ReadReply
Boolean — true or false

Adaptations SOAP Body allowAdaptations Attribute of Content
element
Boolean — true or false

Content type MIME part Header Content-Type

Content SOAP Body Content href:cid attribute links to
attachment

Message Distribution SOAP Body DistributionIndicator Boolean — true or false

Indicator

8.7.9.8 MM7_replace.RES mapping
Information Element Location ElementName Comments

Transaction 1D SOAP Header Transaction-ID

Message-Type SOAP Body Message-Type Defined as Root element
of SOAP Body

MM7 Version SOAP Body MM7-Version Value is the number of
the specification in
which the schema has
changed most recently,
e.g.5.2.0

Request status SOAP Body StatusCode See section 8.7.8.3

Request status text SOAP Body StatusText & Details See section 8.7.8.3
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8.7.9.9 MM7_delivery_report.REQ mapping
Information Element Location ElementName Comments

Transaction ID SOAP Header TransactionID

Message-Type SOAP Body MessageType Defined as Root element
of SOAP Body

MM7 Version SOAP Body MM7Version Value is the number of
the specification in
which the schema has
changed most recently,
e.g.5.2.0

MMS Relay/Server 1D SOAP Body MMSRelayServerlD

Message ID SOAP Body MessagelD

Recipient address SOAP Body Recipient

Sender address SOAP Body Sender

Date and time SOAP Body TimeStamp

MM Status SOAP Body MMStatus Enumeration — possible
values: Expired,
Retrieved, Rejected,
Indeterminate,
Forwarded

Status text SOAP Body StatusText

8.7.9.10 MM7_delivery_report.RES mapping

Information Element Location ElementName Comments

Transaction ID SOAP Header TransactionIlD

Message-Type SOAP Body MessageType Defined as Root element
of SOAP Body

MM7 Version SOAP Body MM7Version
Value is the number of
the specification in
which the schema has
changed most recently,
e.g.5.2.0

Request Status SOAP Body StatusCode See section 8.7.8.3

Request Status text SOAP Body StatusText & Details See section 8.7.8.3

8.7.9.11 MM7_read_reply.REQ mapping
Information Element Location ElementName Comments

Transaction ID SOAP Header TransactionID

Message-Type SOAP Body MessageType Defined as Root element
of SOAP Body

MM7 Version SOAP Body MM7Version Value is the number of
the specification in
which the schema has
changed most recently,
e.g.5.2.0

MMS Relay/Server 1D SOAP Body MMSRelayServerlD

Message ID SOAP Body MessagelD

Recipient address SOAP Body Recipient

Sender address SOAP Body Sender

Date and time SOAP Body TimeStamp

Read Status SOAP Body MMStatus Enumeration — possible
values: Indeterminate,
Read, Deleted without
Read

Status text SOAP Body StatusText
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8.7.9.12 MM7_read_reply.RES mapping
Information Element Location ElementName Comments

Transaction ID SOAP Header TransactionID

Message-Type SOAP Body MessageType Defined as Root element
of SOAP Body

MM7 Version SOAP Body MM7Version Value is the number of
the specification in
which the schema has
changed most recently,
e.g.5.2.0

Request status SOAP Body StatusCode See section 8.7.8.3

Request status text SOAP Body StatusText & Details See section 8.7.8.3

8.7.9.13 MM7_RS_error.RES mapping
Information Element Location ElementName Comments

Transaction 1D SOAP Header TransactionID

Message-Type SOAP Body MessageType Defined as Root element
of SOAP Body

MM7 Version SOAP Body MM7Version Value is the number of
the specification in
which the schema has
changed most recently,
e.g.5.2.0

Error status SOAP Body StatusCode See section 8.7.8.3

Error status text SOAP Body StatusText & Details See section 8.7.8.3

8.7.9.14 MM7_VASP_error.RES mapping
Information Element Location Element-name Comments

Transaction ID SOAP Header Transaction-1D

Message-Type SOAP Body Message-Type Defined as Root element
of SOAP Body

MM7 Version SOAP Body MM7-Version Value is the number of
the specification in
which the schema has
changed most recently,
e.g.5.2.0

Error status SOAP Body StatusCode See section 8.7.8.3

Error status text SOAP Body StatusText & Details See section 8.7.8.3

8.8 Technical realisation of MMS on reference point MM8

Thisreference point is outside the scope of this release of the present document.
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Annex A (informative):
Examples of MMS architectural implementations

A.l Introduction

Thisinformative annex is intended to provide architectural examples based on the general architecture as outlined in
clause 4 to show implementations for different business models. The focus is upon the various MM S Relay - MM S
Server and MM S Relay/Server — External Server scenarios, whereasthe MM S Relay/Server - MM S User Agent
interface is assumed to be as stated in clause 6.3. Each of the following subclauses provides only one possible scenario,
however a combination could be feasible. Please note that each functional element should be understood as a logical
entity and may be combined due to implementation reasons.

A.2  Example of combined MMS-Relay/Server

This scenario shows the case where the two logical entities, MM S Relay and MMS Server, are combined into asingle

physical entity.
;—’ u

MMS
Relay/Server

Message
Store

Figure A.1: Example of combined MMS-Relay/Server
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A.3  Example of non-combined MMS-Relay and
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Figure A.2: Example of non-combined MMS-Relay and MMS-Server
For the transfer of messages between an MM S-Relay and an MM S-Server the use of SMTP and POP3[34]/IMAP4[35]
or HTTP asillustrated in Figure A.2 isidentified as appropriate.

If the protocol is SMTP for up- and download of messages to the server, then it may be identical to the one used
between different MM S Relay/Servers as specified in the clause 6.6.

A.4  Example of MMS interaction with T.30 Facsimile
Services

Message

Store
AL SMTP
<—>U.< >

ITU-T.30

ITU-T.30 Fax

MMS ITU-T.37
Relay/ Fax
Server Gateway

Figure A.3: Example of MMS interaction with Facsimile Services based on ITU-T.37
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For the transfer of facsimile data via store-and-forward mechanisms ITU-T.37 [31] procedures have been standardised.
These are identified as appropriate in the MMSE for the interworking with T.30 [32] facsimile services. What the
relevant MM SE parts are supposed to look like for a T.37 approach is depicted in figure A.3. The MM S Relay/Server
interfaces with a T.37 Fax Gateway. For the Gateway's communication with the MMS Relay/Server the appropriate
protocol is SMTP. |.e., the protocol to be used on the interface between MM S-Relay/Server and the Fax GW isidentical
to the one used between different MM S Relay/Servers as specified in clause 6.6.

Towards the PSTN the Fax-GW terminates the T.30 facsimile protocol. Mobile terminated fax data will be converted
into TIFF[36] image format and forwarded to the MM S Relay/Server as an attachment in an |ETF internet email. In case
of mobile originated fax messages the Fax-GW receives awritten email provided with the receiver's fax number from
the MM S Relay/Server. Depending on the functions of the Fax-GW this email may contain plain text only or additional
attachments, too. Although T.37 requires only TIFF format support there are Fax-GWs out on the market that permit
many different formats to be included.

A.5 Example of MMS interaction with 2G/3G Voice
Mailboxes

MMS interaction with voice mailbox systems should be performed on a non-realtime basis. Figure A.4 illustrates an
example architecture for the incorporation of voice mailboxes.

today’s real-time over-the-air
access of 2G/3G voice mailbox

SMTP 4
- (VPIM
: profile) 2G/3G Radio
Network
MMS 2G/3G
Relay/ voice
Server mailbox

Figure A.4: First Example of MMS interaction with 2G/3G Voice Mailbox based on VPIM

The Voice Profile for Internet Mail Version 2, VPIMv2, provides format extensions for MIME supporting the
transmission of voice messages over standard Internet E-Mail systems. The VPIM concept was developed by the
Electronic Messaging Association (EMA). After VPIMv2 had been reviewed by the IETF it became RFC 2421 [33].

The VPIM specification alows voice records to be MIME encapsulated and sent as Internet mail attachmentsvia
ESMTP or retrieved as Internet mail attachments via POP3 [34] or IMAPA[35]. The MIME type used for voice
messages is " multipart/voice-message” that includes an “audio/*” part and possibly additional parts for a voice signature
or Vcard .

For the interaction of MM S with voice mailboxes, the voice mailbox may forward received voice records as VPIM
messages via SMTP to the MM S Relay/Server. Thisimplies that voice messages download is always done viathe MM S
service. In this case the protocol to be used on the interface between MM S-Relay/Server and the voice mailbox is
ESMTP and thusidentical to the one used between different MM S Relay/Servers as specified in clause 6.6. The
message conversion that is necessary for this transfer is specified in Annex D1.
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Alternatively, the MM S Relay/Server may poll the voice mailbox via POP3 or IMAP4 for new messages received.

M essages the user wantsto retrieve viathe MM S service can then be downloaded via POP3/IMAP4 from the voice
mailbox to the MM S Relay/Server from where they are delivered to the MM S User Agent. This enables the user to do
both, retrieve voice messages via today's realtime voice mail services or asan MM. In any case it is expected that the
voice mailbox is still the owner of the message and as a consequence responsible for the storage.

As an dternative the MM S interworking with a 2G/3G Voice Mailbox System could be envisaged viaan HTTP
interface as depicted in figure A.5.

today’s real-time over-the-air
access of 2G/3G voice mailbox

l_ 2G/3G Radio
4 Network
MMS 2G/3G
Relay/ voice
Server mailbox

Figure A.5: Second example of MMS interaction with 2G/3G Voice Mailbox based on HTTP

A.6  Example of interaction with Internet E-Malil
Messaging

SMTP ;
Forwarding Mail
Transfer Agent

MMS
Message
Relay/ Storeg
Server
POP3/
IMAP4
E-Mail
Server

Figure A.6 Example of interaction with Internet E-Mail messaging
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In this architecture the server will be an E-Mail server providing post office services which are accessible e.g. via POP3
[34] or IMAP[35] for Internet E-Mail retrieval in the MM SE or are accessible to the MM S Relay/Server using SMTP.
The MM S Relay/Server will send messages that are to be transmitted as Internet E-Mail via SMTP.

In the case of retrieval and sending of MMs from and to the Internet Email service is done via SMTP, the protocol to be
used on the interface between MM S Relay/Server and the Mail Transfer Agent, MTA/Email Server isidentical to the
one used between different MM S-Relays as specified in clause 6.6.

A.7  Example of interaction with Short Message Service,

3G TR 23.039
y 2G Radio
< > P> Network
MMS
Relay/
Server

Figure A.7: Example of MMS interaction with SMSC

Depending on the SM SC manufacturer the MM S Relay/Server either can be directly connected to the SMSC (as shown
infigure A.7) or an additional SMS-Gateway has to be added. In the latter case the SMS-GW has to be |ocated between
the MM S Relay/Server and the SM SC and provides the mapping of one or several SMSC access protocol (mapping
between MM S Relay/Server SM SC access protocol and operator's existing SMSC access protocol). Currently several
different SM SC access protocols are defined in 3GPP TR 23.039 [37].
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A.8  Example of Integration with Unified Messaging
System (UMS)
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Figure A.8: Example of MMS integration with UMS

Many carriers are operating or planning to operate Unified Messaging System (UMS) platforms, as well as conform to
3GPP specifications. Ideally, newly deployed UMS platforms will use MMS as their wireless access User Agents.
However, newly deployed MMS systems will likely co-exist and integrate with Unified Messaging systems, (UMS),
voice mail systems (VMS), and email systems. UMS will involve other access methods, such as PC mail access, Web
browser access, PSTN voice phone access, etc., all of which are outside the scope of 3GPP standardization efforts.

Some operators may choose to integrate their MM S and UMS services. Even with a complete migration strategy, large
email systems and VMS systems may require lengthy migration periods during which an integrated operation between
the 3GPP and legacy systems must occur. Also, some installations will require permanent integrations, where 3GPP
systems continuously interoperate with alegacy UMS or alegacy VMS.

The above diagram depicts a possible integrated architecture, building on the previous use cases, where a 3GPP MM S
Relay/Server interoperates with a UMS that connectsto VMS, SMS, fax, and email.

Access from MM S UA occurs through the MM S Relay/Server. The MM S Relay/Server obtains email, voice, and/or fax
messages from the UMS. PC clients access through the UM servers which may be integrated with the MMS servers by
some operators. In this case a unified mailbox will be presented to both MMS users and others who access the system
via other devices.

In addition, the UMS Server could possibly stream compressed voice from the VMS, assuming that streaming support is
available in the servers as well as the clients. It could also establish a CS connection (using for example WTA methods
to the wirelessterminal.)
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Voice mail and faxes can a so originate from a voice/fax gateway server, which exists in both the legacy VM S as well as
a UMS. Faxes can be sent out to remote fax numbers via the fax gateway. In that case the gateway would convert the
VM or Fax to VPIM based email messages.

Access to the VM S and UM should occur via open standard protocols, such as POP3, IMAP4, WebDAV, T.30, H.323,
€etc.
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Annex B (informative):
MMS Implementations

This annex contains examples of protocols which support MMS at the interface between the MM S Relay/Server and the
MMS User Agent

B.1 WAP Implementation of MMS

Thisinformative annex shows how MMS will be implemented using the WAP MM S specifications suite. The WAP
Forum has created MM S specifications in response to a request from 3GPP to include MM S as part of WAP. At the time
of writing, the WAP MMS specifications are still under development in the WAP forum.

It is not expected that implementations of MM S based upon WAP will be realised until the WAP MM S specifications
are approved and published by the WAP forum.

WAP provides significant support for MMS, both in direct service specification and in the underlying technologies.
While the WAP MMS service specification work is new and is therefore unavailable for direct reference, its basic
approach and limitations are based on WAP documents describing MM S architecture and message encapsulation. This
should be done based on the underlying WAP technologies that have been published, and can therefore be referenced.

B.1.1 Protocol Framework

In reference to clause 6.2, the protocol framework applied to WAP implementation of MM S on reference point MM 1 is
provided in figure B.1.

MMS
ul
MMS Messaging Application Framework MMS
App Svcs 4 ) App Svcs
MMS MM1 Transfer Protocol Payload
Comm < » | MMS Comm
Transfer WAP WSP HTTP
Protocol DR D HTTP
Interim Interim
Layers Layers e el
Wireless Wireless
. . IP IP
Services Services
MMS WAP MMS
User Gateway Relay/Server
Agent

Figure B.1: Protocol Framework applied to WAP implementation of MMS

B.1.2  Architectural Support for MMS

WAP support for MM S is based upon the services of its supporting technology. Therefore, the scope of WAP, asit
addresses MMSS, is as shown in figure B.2. It does not cover activities or network elements beyond those shown and no
such dependencies or expectations should be inferred or implied.

Figure B.2 shows an MM S Relay/Server which in the WAP architecture's terminology is referred to asan MMS Server.
The WAP architecture also refers to the MM S User Agent asan MM Client. These cover equivaent functionalities.

3GPP



Release 6 127 3GPP TS 23.140 V6.4.0 (2003-12)

Wireless 7] Internet N
Network | 1} /IP-network
WAP
MMS

MMS User Gateway
Agent Relay/Server

Payload Payload
& mEEm e >

Figure B.2: Scope of WAP Support for MMS

Figure B.2 shows two links. The first, between the wireless MM S User Agent and the WAP Gateway, is where the
"WAP Stack" is used to provide a common set of services over avariety of wireless bearers. For application oriented
services, like MMS, the interest is primarily in services offered by WAP Session Protocol (WSP) [23].

The second link connects the WAP Gateway and the MM S Relay/Server. In the WAP architecture the MM S
Relay/Server is considered an Origin Server. These entities are connected over an I P network such as the Internet or a
local Intranet. HTTP is used for data transfer and data can be originated from either entity.

End-to-end connectivity, for the MM S application, between the wireless MM S User Agent and the MM S Relay/Server
is accomplished by sending data over WSP and HTTP. Thisis accomplished using the WSP/HTTP POST method for
data originating at the wireless MM S User Agent and by using the WAP Push Access Protocol [24] in the other
direction.

The WAP Gateway, which enables the needed interworking, should not modify the data transfer via these transactions.

The WAP view of MMSiis constrained to the interactions between the MM S User Agent and the MM S Relay/Server. It
makes no representations as to services that are provided to or required of any other network elements.

B.1.3 Transaction Flows Supporting MMS

NOTE: The WAP MMSwork isongoing and the descriptions in this clause are based upon preliminary material
that is expected to remain stable.

The WAP MM S work describes the end-to-end transactions that occur between the MM S User Agent and the MM S
Relay/Server. These transactions accomplish the following services:

e MMSUser Agent originates a Multimedia Message (MM);

MMS Relay/Server notification to an MM S User Agent about an available MM;
e MMSUser Agent retrieving an MM;

¢ MMSUser Agent support for retrieval acknowledgement to MM S Relay/Server;
« MMSReay/Server sending delivery report to MMS User Agent.

Figure B.3 shows an exampl e transaction flow illustrating a message origination, delivery and delivery report.
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Figure B.3: Example MMS Transactional Flow in WAP

The transactions utilise a variety of transport schemes. For example, the MM S User Agent originates an MM by sending
aM-Send.req to the MM S Relay/Server by use of aWSP/HTTP POST method. This operation transmits the required
datafrom the MM S User Agent to the MM S Relay/Server as well as provides atransactional context for the resulting
M-Send.conf response.

The MM S Relay/Server uses WAP PUSH technology to send the M-Notification.ind to the MMS User Agent. Thisis
how the MM S User Agent isinformed of MMs available for retrieval. Included, as a data component, is the URI of the
MM that the MMS User Agent isto use for the retrieval.

The retrieval activity is performed by the MM S User Agent using the WSP/HTTP GET method on the URI provided.
The fetch of the URI returns the M-retrieve.conf which contains the actual MM to be presented to the user.

The MMS Relay/Server may request information that would permit to know that the MM was actually received by the
MMS User Agent. One approach would be for a distinct M-Acknowledge.ind to be passed from the MM S User Agent to
the MM S Relay/Server.

The MMS Relay/Server is responsible for supporting an optional delivery report back to the originator MM S User
Agent. Based upon possible delivery outcomes, the MM S Relay/Server would again utilise WAP PUSH technology to
inform the MM S User Agent with the M-Delivery.ind message.

B.1.4 Terminal Capability Negotiation

WAP provides a mechanism to inform an origin server, such asthe MM S Relay/Server, of the capabilities of the MM S
User Agent. Thisis known as User Agent Profile (UAProf) [25]. It provides information about the characteristics of the
display (e.g. size, color support, bit depth), supported content types and network limitations (e.g. max message size).

The UAProf datais encoded in an RDF [26] data description language. It is conveyed, possibly indirectly, when the
MMS User Agent performs a WSP/HTTP operation, such asa GET, to an origin server. It is up to the origin server to
decode the RDF data, extracting any needed device characteristics, to guide the content generation or filtering operation
it performs before returning data to the MM S User Agent.
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For MMS, the MM S Relay/Server should be able to utilise the capability information to make adjustments to the
delivered MM contents. For example, an MM S Relay/Server may del ete a message component if the content type was
not supported by the terminal. Alternatively, the MM S Relay/Server may adapt an unsupported content type to adjust the
size, color depth or encoding format. WAP makes no requirements to the handling of this data or of any notifications
that may be made to the user concerning such adjustments.

B.1.5 MMS Message Contents

The WAP work on MMS is defining a message encapsul ation scheme to convey the data between the MM S User Agent
and the MM S Relay/Server.

B.1.5.1 Multimedia Messages

The MIME multipart technique is standard Internet technique to combine the email body and the attachments together.
The WAP has a binary equivalent to this, referenced in [23] which can be used to combine multimedia objects in the
multimedia messages together. This approach shall be used for messages between the MM S Relay/Server and MM S
User Agent which also include MM components. This includes the message send and retrieve.

The use of the WAP binary multipart structure allows easy conversion between binary format and the Internet MIME
multipart. In addition, the binary format allows efficient handling of the message especially in cases when some
multimedia objects must be taken out of the structure.

A special, application specific part should contain the MM S header information. This header information is used to
provide the message type information as well as message-specific information. The proposed content type for this part is
application/mmsheader and until registration within IANA, the interim content type shall be application/x-mmsheader.

B.1.5.2 Other Messages

Other MM transactional messages utilise additional PDUs for multimedia message notification, acknowledgements and
delivery reports. These messages are conveyed with messages that just utilise a content type proposed to be
application/mmsheader. Until registration within IANA, the interim content type shall be application/x-mmsheader.

B.1.6 MMS Presentation

The rendering of an MM for a user is the ultimate objective of the MMS. This rendering operation is known as
presentation. Various types of data may be used to drive the presentation. For example, the MM presentation may be
based on aWML deck [27] or Synchronised Multimedia Integration Language (SMIL) [28] which includes links to
other component elements in the multipart message. Other presentation models may include a simple text body with
image attachments. WAP has not specified any specific requirements on MM S presentations. UAProf [25] content
negotiation methods should be used for presentation method selection.

NOTE: Inthefuture, it will be desirable to consider mobile-optimised presentation technologies. For example,
WAP Forum and W3C have initiated work on a mobile-optimised version of SMIL that would be suitable
for useinan MM SE.

B.1.7 MMS Security Model between MMS User Agent and MMS
Relay/Server

No MM S-specific requirements are in place within the WAP Forum to support security mechanisms in the transactions
between the MM S Relay/Server and MM S User Agent. Existing schemes such asWTLS[29] and WIM [30] are
available and other end-to-end techniques are under development.
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B.2 IP Based Implementation of MMS for future releases

Thisinformative annex conceptually demonstrates how | P based MM S would be fulfilled using standard internet
transport and email protocols.

It is not expected that fully featured implementations of MM S will be realised using existing IETF protocols until
additional capabilities are included to support all aspects of MMS. It is anticipated that in due course, these new
capabilities will be standardised by appropriate standards organisations and will be described in afuture release of the

present document.

B.2.1 Protocol Framework

Thefollowing figure B.4 is an example of the protocol framework definition for |P Based Implementation of reference
point MM1in 3GPP MMS.

MMS
ul
MMS Messaging Application Framework MMS
App Sves | 4 14 App Svcs
MMS MM1 Transfer Protocol Payload
Comm < » | MMS Comm
Transfer SMTP} P IMAP4, TP,| etc. SMTP, POP,
Protocol } IMAP, HTTP
Wireless Wireless
Profiled TCP Profiled TCP TeP e
P P
(Wireless) (Wireless) b 1P
MMS IP Based MMS
User Gateway Relay/Server
Agent

Figure B.4: Example of Protocol Framework Definition for IP Based Implementation in 3GPP MMS

The protocols of 1P Based I mplementation would be based on the Internet standards that have been standardized by
IETF. Wireless profiled TCP, which tunes up the wireless network, would be used for the transmission control protocol.
What kind of wireless tuned TCP could be used, would be defined by a profile.

The Transfer Protocol between MM S User Agent and MM S Relay/Server would be SMTP, POP3, IMAP4, HTTR, etc.,
depending on the services.

The notification services and the other needed services between MM S User Agent and MM S Relay/Server would be
supported by using the appropriate protocol.

NOTE: The appropriate protocol would be used as soon as the standardization would have been completed.

B.2.2 Architectural Support for MMS

Thefollowing figure B.5 is an example of the architecture definition for IP Based Implementation in 3GPP MMS.

3GPP



Release 6 131 3GPP TS 23.140 V6.4.0 (2003-12)

| P Based Implementation

SMTP
POP3
IMAP4
HTTP
etc.

I

(LA

=t | I~
Intranet

(Enterprize)
SMTP, POP3, IMAP4, HTTP,

e etc ——) SMTP
: POP3
IMAP4
= HTTP
etc.
Q Internet
(m
Ao
Terminal
|P Based MM S Relay/Ser ver
Gateway

E-mail
Server

Figure B.5: Architectural example of IP Based Implementation for 3GPP MMS

The communi cation between aterminal and the | P Based Gateway would use the appropriate |P Based protocol like
SMTP, POP3, IMAP4, HTTP, etc. on wireless profiled TCP to provide services.

The communication between the | P Based Gateway and the MM S Relay/Server would use the appropriate | P Based
protocol like SMTP, POP3, IMAP4, HTTP, etc. on TCP to provide services. Wireless profiled TCP would be trand ated
to normal TCP in the IP Based Gateway.

B.2.3 Transaction Flows Supporting MMS

The following figure B.6 is an example of transaction flows for |P Based Implementation in 3GPP MMS.
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Figure B.6: Example of transaction flows for IP Based Implementation in 3GPP MMS

For example:

1

MMS User Agent (Originator) would send a Multimedia Message (MM) by sending MM1_Submit.REQ to MMS
Relay/Server by use of aSMTP or HTTP POST method. There could be MM1_Submit.RES response by use of
HTTP.

MMS Relay/Server (Originator) would forward the MM sending MM4_forward.REQ to MM S Relay/Server
(Recipient) by use of SMTP. There could be MM4_forward.RES response by use of HTTP.

MMS Relay/Server (Recipient) would use I P based PUSH technology to send MM1_noatification.REQ to MM S
User Agent (Recipient) by use of HTTP POST method or the other appropriate way. There could be
MM1_notification.RES response by use of HTTP.

The MM S Relay/Server might request information that would permit to know that the MM was actually received by
the MM S User Agent. One approach would be sending MM 1_acknowledgement.REQ from the MM S User Agent
to the MM S Relay/Server.

As an option, MM S Relay/Server (Recipient) might forward a message by using MM4_forward_report.REQ to
MMS Relay/Server (Originator) by using SMTP or HTTP. There could be MM4_forward_report.RES response by
use of SMTPor HTTP.

The MMS Relay/Server is responsible for supporting an optional delivery report back to the originator MM S User
Agent. Based upon possible delivery outcomes, the MM S Relay/Server would again utilize | P based PUSH
technology to inform the MM S User Agent with the MM 1_delivery report.REQ message.

B.2.4 Terminal Capability Negotiation

The Terminal Capability Negotiation would be based on the Internet standard (e.g. CC/PP).
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B.2.5 MMS Message Contents

The MM S Message Contents would be video mail, audio mail, image mail, text mail and so on.

B.2.5.1 Multimedia Messages

The Multimedia M essages would be based on RFC2822 (Standard for the format of ARPA Internet text messages) and
MIME (Multipurpose Internet Mail Extensions, RFC 2045 - 2049).

B.2.6 MMS Presentation

The MMS Presentation would be based on MIME (Multipurpose Internet Mail Extensions, RFC 2045 - 2049) and
Internet standard.

B.2.7 MMS Security Model between MMS User Agent and
MMS Relay/Server

What kind of security mechanism could be used, would be defined by a profile.
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Annex C (informative):
Charging Data Records

This annex describes information of MM s/abstract messages which may be required for inclusion into Charging Data
Records (CDR's) for MM S for the purpose of Billing and Traceability. Further details on the CDR content and transport
for MMS are described in the 3GPP TS 32.235 [59].

Thislist may include:
Message —ID of Multimedia M essage
Recipient address(es)
Sender address
Message size
Time stamp for submission time, earliest delivery time and time of expiry
Duration of transmission (for streaming purposes)
Duration of storage (in the MM S Relay/Server)
Type of message: (e.g. notification, message MM, delivery report, read-reply)
Bearer type used
Content information (e.g. audio, picture, video, text,)
Message class (e.g. advertisement/informational)
Delivery Report Request
Read Reply Request
Charging Indicator (e.g. Pre paid charging, Reply charging, Charged Party)
MM?7 service code
MM Status (e.g. delivered, rejected, expired, delivery pending).
Indication of forwarding
Conversion of type and media
Priority of the MM
Linked ID
VASPID
VASID
Reply-Charging
Content type
Reply-Charging-ID
Charged Party, Charged Party 1D
MCC + MNC

The following information elements at least will be considered for the future.

3GPP



Release 6 135 3GPP TS 23.140 V6.4.0 (2003-12)

Identification if a message has been sent to a pre-defined group

NOTE: Some of the above fields may not be available in the MMS Relay/Server e.g. due to network
implementation options. Also some fields may not be directly available from MM S Relay/Server CDRs
but defined in the Charging and Billing system.
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Annex D (informative):
MMa3 principles

D.1 Sending of MMs

On sending an MM to an external server the MM S Relay/Server:

should map as many fields as possible to corresponding fields of the message format or protocol of the external
server while suppressing MM S-only relevant fields (e.g. MM S-version) or sensitive fields (e.g. originator Address
when address hiding is requested) and fields that cannot be mapped (e.g. Content-type in case fax gateway).

In the case the external server uses RFC 2822 formatted messages the mapping should be according to the mapping
on MM4 under consideration of the above mentioned constraints.

May add relevant fields that cannot be mapped to fields of the message format or protocol of the external server to
the content body of the message if suitable (e.g. Print Content-Type, Priority, etc. on fax).

should convert the content itself into the appropriate format used by the external server (e.g. WAV(G.723)
attachment to AMR attachment for voice mail system).

D.2 Receiving of messages

On receiving a message from an external server the MM S Relay/Server should be able to handle the following on MM 3:

The external server may send a message with RFC 2822 formatted header and a body with encapsulated message
type of the external server (e.g. e-mail with attachment application/sms). In that case the MM S Relay/Server should
map as many fields of the RFC 2822 header to the corresponding header fields of an MM. Additionally the MM S
Relay/Server may be able to copy MMS relevant information from the MIME encapsulated body and map them to
the corresponding header fields and body of an MM. The attachment itself should be forwarded unaltered as
attachment of the generated MM to the recipient.

The MMS Relay/Server should be able to interpret MM S specific fields in the RFC 2822 header of a message from
an external server (e.g. voice mail can specify expiry date).

The external server may send a message with regular RFC 2822 formatted header and MIME encapsul ated
attachments which may comprise content and/or profile information (e.g. VPIM multipart/voice-message). The
MMS Relay/Server should be able to map as many fields of the RFC 2822 header to the corresponding header
fields of an MM. Additionally in the case the attachments contain some message profile information the MMS
Relay/Server should be able to map those to the corresponding header fields of an MM. The attachments/parts of
the attachments with message content may be converted to another media type or format subject to the capabilities
of the MM S User Agent. In most cases the attachments might be forwarded unaltered to the recipient.

The external server may send a message with aformat different from RFC 2822. In this case the MM S Relay/Server
should be able to extract as many information from the external message format and protocol and map them to
corresponding fields of the MM header. The content of the message from the external server should be mapped to
an appropriate MIME type/subtype and attached to the MM. (e.g. SMSvia 3GPP TR 23.039 -> MM with
text/plain).
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Annex D1 (informative):
Mapping of IE to MMS3 protocols

This annex maps the information elements found on MM 1 and MM4 to the relevant fields to transfer over MM 3 to
Internet Email (based on ESMTP and MIME) or voicemail systems (based on VPIMvV2).

D1.1 Transforming MM

The tables below are provided to give an end-to-end description of the interface between MM S and external messaging
services. Thefirst table indicates how to transform a MM, that originates from either MM 1_submit.REQ or from
MM4_forward.REQ, to a corresponding Internet Email message to be transferred to an email address. The second table
indicates how to transform a MM, that originates from either MM 1_submit.REQ or from MM4_forward.REQ), to a
corresponding VPIM message to be transferred to a voicemail server. In each table the MM S information elements
appear in the left column, the middle column indicates the corresponding standard header field, the right column gives
specia explanations for the transformation.

Asindicated in Annex D —many of the MM S Information Elements should not be transferred to external messaging
systems and should be suppressed. Thiswill be indicated in the tables by the word “ suppressed”
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Table D1.1 Mapping of Submitted MM to Internet Email

MMS Information Internet Email Header Notes
Element
Message Type suppressed
MMS Version suppressed
Transaction ID suppressed
Recipient address SMTP - RCPTTO Bcc recipients should only
MIME - To:, Cc: appear in the SMTP RCPT

TO part of the transfer and
not part of the MIME
content.

Content type MIME - Content-Type:
Sender address SMTP - MAIL FROM (NOTE 1)
MIME - From:
Message class suppressed If Message class is “auto”
this should affect the MAIL
FROM field (NOTE 1).
Date and time MIME - Date:

Time of Expiry

SMTP - DELIVER-BY
parameter of RCPT TO

As defined in RFC 2852

Earliest Delivery Time

suppressed

There is currently an IETF
draft that suggests use of
the SMTP AFTER
parameter

Delivery report SMTP — DSN As defined in RFC 3461,
dependent on ENVID, see
below.

Reply-Charging suppressed

Reply-Deadline suppressed

Reply-Charging-Size suppressed

Priority MIME - X-Priority:

Sender visibility suppressed

Store suppressed

MM State suppressed

MM Flags suppressed

Read reply MIME — Disposition- As defined in RFC 2298

Notification-To:

Subject MIME - Subject:

Reply-Charging-ID suppressed

Content <message body>

Message ID SMTP — ENVID As defined in RFC 3461,

MIME — Message-ID:

used to return DSN, this
Message ID should be
generated by the MMS
Relay for MM that come
from MM1_submit.REQ
and should use the X-
Mms-Message-ID from the
MM4_forward.REQ
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Table D1.2 Mapping of Submitted MM to Voicemail via VPIM

MMS Information Internet VPIM Header Notes
Element
Message Type suppressed
MMS Version suppressed
Transaction ID suppressed
Recipient address SMTP - RCPTTO Bcc recipients should only
MIME - To:, Cc: appear in the SMTP RCPT

TO part of the transfer and
not part of the MIME
content.

Content type MIME - Content-Type: (NOTE 2)
Sender address SMTP - MAIL FROM (NOTE 1)
MIME - From:
Message class suppressed If Message class is “auto”
this should affect the MAIL
FROM field (NOTE 1).
Date and time MIME - Date:

Time of Expiry

SMTP - DELIVER-BY
parameter of RCPT TO

As defined in RFC 2852

Earliest Delivery Time

suppressed

There is currently an IETF
draft that suggests use of
the SMTP AFTER
parameter

Delivery report SMTP — DSN As defined in RFC 3461,
dependent on ENVID, see
below.

Reply-Charging suppressed

Reply-Deadline suppressed

Reply-Charging-Size suppressed

Priority MIME - Importance:

Sender visibility suppressed

Store suppressed

MM State suppressed

MM Flags suppressed

Read reply MIME — Disposition- As defined in RFC 2298

Notification-To:

Subject MIME - Subject:

Reply-Charging-ID suppressed

Content <message body> (NOTE 3)

Message ID SMTP — ENVID As defined in RFC 3461,

MIME — Message-ID:

used to return DSN, this
Message ID should be
generated by the MMS
Relay for MM that come
from MM1_submit.REQ
and should use the X-
Mms-Message-ID from the
MM4_forward.REQ

MIME — MIME Version: 1.0
(Voice 2.0)

This field should be added
to all MM transferred to
VPIM
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NOTE 1: When Address Hiding was requested then the MIME From: field shall not
contain the originator’'s address, but some string, e.g. “Anonymous”, that
indicates that the address is being suppressed. If the Message-class of
the MM is “auto”, i.e. this MM was automatically generated by the MMS
Relay then the SMTP MAIL FROM field should be set to null (“<>") to
prevent attempts to respond to the message.

NOTE 2: RFC 2421 (VPIMv2) requires that the content of the voice message be
packaged in a “multipart/voice-message” content-type that may contain the
actual message within a “audio/*” part of the multipart.

NOTE 3: The actual content must be filtered to transfer only a voice part of the
message with possibly a vCard or voice signature. In addition, the content
should be encoded in binary if supported by the SMTP servers and if not
shall be encoded in Base64 encoding. The transfer encoding must be
indicated for each part of the multipart using the Content-Transfer-
Encoding: header field.

When receiving a message from an external messaging service, the MM S Relay/Server should use the available
information in the transport and message headers to generate appropriate MM S information elements. The following
tables indicate what header information should be used when receiving messages from either Internet Email or
Voicemail viaVPIM.
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Table D1.3 Mapping of Internet Email / Voicemail viaVPIM to MM natification / retrieved MM

MM1 Notification or

Internet Email/VPIM

Notes

Retrieve Information Header
Element

Message Type Created by MMS
Relay/Server

MMS Version Created by MMS
Relay/Server

Transaction ID Created by MMS
Relay/Server

Recipient address MIME - To:, Cc:

Content type MIME - Content-Type:

Sender address MIME - From:

Message class Should be set to “personal”

Date and time MIME - Date:

Time of Expiry

SMTP — DELIVER-BY
parameter of RCPT TO

Note that the DELIVER-BY
is always a relative time

Delivery report

SMTP — DSN

Reply-Charging fields

These will not appear — as
they are Optional and are
not supported in originating
messaging system.

Priority MIME - Importance: or X-
Priority:
Read reply MIME — Disposition- As defined in RFC 2298
Notification-To:
Subject MIME - Subject:
Content <message body>
Message ID SMTP — ENVID As defined in RFC 3461,
MIME — Message-ID: used to return DSN, this
Message ID should be
generated by the MMS
Relay for MM that come
from MM1_submit.REQ
and should use the X-
Mms-Message-ID from the
MM4_forward.REQ
Stored All of these fields are
MM State dependent on MMS
MM Flags Relay/Server settings

Request Status
Request Status Text

D1.2 Delivery Reports

The MM S Relay/Server should be prepared to receive delivery reports from external messaging services that such
reports were requested from. In addition the MM S Relay/Server should support generation of Delivery Status
Notification messages (as specified in RFC3461) when requested from external messaging services. The following table
indicates the transformation of areceived Delivery Report as defined in RFC 3461 and RFC 1892 to the corresponding
MM 1-deliveryReport.req PDU.

Note that the DSN as defined in the relevant RFC consists of three content parts in addition to the set of MIME headers.
Each of the three parts may contain information necessary for the transformation from DSN to MM 1-deliveryReport.
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Table D1.4 Mapping of Delivery Status Notification to MM S Delivery Report

MM1 DeliveryReport
Information Element

RFC3461 DSN report
message

Notes

Message Type

DSN top-level :
multipart/report, report-
type=delivery-status
second-part :
message/delivery-status

Created by MMS
Relay/Server

MMS Version

Created by MMS
Relay/Server

Transaction ID

Created by MMS
Relay/Server

Message-ID

Original-Envelope-ID field of
per-message fields

This is an optional field in
the DSN but “should”
appear if ENVID was
supplied as specified in
tables above.

Recipient address

Final-Recipient field

This is a mandatory field in
the DSN per-message
section of the second-part

Sender address

top-level: To: header field
value

In addition, this may be
available from the SMTP
RCPT TO: field.

Date and Time

top-level: Date: header field
value

MM Status

Action and Status fields of
the per-message section of
second-part

The DSN Action field may

have one of the following

values:

= delivered (should
correspond to the
retrieved).

= failed (may
correspond to the
expired status —
depending on the
Status field value.

= delayed (should not
be transferred to user)

= relayed (should
correspond to the
indeterminate status
of MMS)

= expanded (should not
be transferred to user)

MM Status Text

Text from first part of DSN
content

NOTE:

When the DSN Action field indicates that the action taken by the external
messaging service was either “delayed” or “expanded” then the MMS
Relay/Server should not forward a delivery-report to the MM originator.

Relay/Server should generate a DSN with the following information:

=  MIME message of content-type: multipart/report with parameter “report-type=delivery-status’;

= MIMEfield To: should be originator of the message that is being delivered according to the address format that
appeared in the From; field asit was received at the MM S Relay/Server;

=  MIME field From: should be the address of the recipient that the delivery-report is relating to;

= The content of the DSN should be atwo-part multipart/report in which the first part is a plain/text part that
includes the MM Status Text field that would have been generated for aMM 1 delivery-report;

=  The second-part of the content should be a message/delivery-status content that should include the following
information:
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Original-Envelope-1D field with the Message-1D that appeared in the ENVID field of the SMTP
envelope that was conveyed to the MM S Relay/Server by the external service;

Final-Recipient field whose value should be the MM S address of the recipien;
Action field should indicate if the message was delivered,;

For failed delivery an appropriate Status value should be included.

3GPP



Release 6 144 3GPP TS 23.140 V6.4.0 (2003-12)

Annex E (informative):
Use cases for Reply-Charging

The following detailed example use case of reply-charging describes the case when MM S User Agent A and MM S User
Agent B belong to the same MM SE. MM S User Agent A is the sender of the reply-charged MM and MM S User Agent
B isthe recipient of the reply-charged MM.

1 2
o PR R
(4— (3— MMS

MMS UAB

UA A

Figure E.1: Message flow in case of reply-charging

1. User A produces an MM and marksit "reply-charged" before it is submitted to the MM S Relay/Server. The MM S
Relay/Server notes that user A iswilling to pay for areply-MM to this particular MM and notes the message
identification of the original MM and the originator's limitations.

2. The MM isretrieved by user B in accordance to the user profile of user B. This might imply charges for user B
when retrieving the MM. User B retrieves the original MM and discovers that the first reply to this message (that is
accepted by the Service Provider) will be paid by user A.

3. User B creates an answer, the MM S User Agent B marksit asareply-MM and submitsit on to the MMS
Relay/Server. The MM S Relay/Server identifies this MM as areply to the originad MM and checks the originator's
limitations. If the MM S Relay/Server accepts the reply the reference set before (as described in transaction 1) is
deleted. User A isbilled for transaction 3.

4. User A retrieves the reply-MM and eventually is billed for transaction 4.

The other use case of reply-charging where MM S User Agent A and MM S User Agent B belong to different MM S
Service Providersis for future elaboration.

The use case of reply-charging where the originator MM S User Agent is actually the MM S VAS Application (using
MM7 reference point) behaves in the same way as the use case of two MM S User Agents in the same MM SE.
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Annex F (normative):
Configuration of MMS-capable UEs

An MM S-capable UE may be configured with information about MM S connectivity and user preferences. A configured
MM S-capable UE requires minimum user interaction for different MM S-specific purposes, e.g. accessing network
infrastructure, composing mobile-originated MMs. MM S connectivity information and user preferences are described
below.

F.1 MMS Connectivity Information

MMS connectivity information consists of a set of information elements needed to access network infrastructure for the
MMS purpose. Thisincludes bearer, protocols, and addresses of related access points. Two possible ways to provision
an MM S-capable UE with MM S connectivity information, which are not mutually exclusive, are:

viathe (U)SIM, cf. clause 7.1.14, and
via over the air provisioning according to [55].

A list of information elements concerning MM S connectivity information is outlined below. Some of the connectivity
information elements can also be used for purposes other than MM S. An MM S-capable UE can be configured with all
or asubset of the listed elements depending on the provided service in terms of e.g. bearer, security, implementation
protocol. Moreover, an MM S-capable UE can be configured with more than one sets of connectivity information for
multiple access mechanisms, e.g. bearer, access type. Further information about the listed information elements for
WAP MMS implementation can be found in [55] and [56].

MMS Relay/Server
- address: the address of the associated MM S Relay/Server as defined in [56]

WAP Gateway for WAP implementation of MMS (the terminology of the information elements as defined in chapter 5.6
in [55] isgiven in parenthesis)

- address: the address of the associated WAP Gateway. The address can be of different types, as indicated by the
"type of address' (PXADDR)

- type of address: indicates the type (e.g. IPv4, IPv6) of the "address’ of the WAP Gateway (PXADDRTY PE)
- port: indicates the port number specific to the address of the WAP Gateway (PORTNBR)

- service: specifies available service, e.g. connection-less, secured (SERVICE)

- authentication type: indicates the authentication method used by the WAP Gateway (PXAUTH-TY PE)

- authentication id: indicates the authentication identifier used for authentication by the WAP Gateway (PXAUTH-
ID)

- authentication pw: indicates the authentication secret used for authentication by the WAP Gateway (PXAUTH-PW)

Interface to core network including access point for the core network (e.g. GGSN) and required bearer (the terminology
of the information elements as defined in chapter 5.6 in [55] is given in parenthesis)

- bearer: indicates the type of network (e.g. CSD, GPRS) (BEARER)

- address: the address of the associated access point. The address could be of different types depending on the bearer,
asindicated by the "type of address" (NAP-ADDRESS)

- typeof address: indicates the type (e.g. MSISDN for CSD, APN for GPRS) of the "address" of the access point
(NAP-ADDRTY PE)

- speed: indicates the speed of the connection for circuit switched bearers (LINK SPEED)
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- cal type: indicates type of cal for specific bearer (e.g. analogue for CSD) (CALLTY PE)

- authentication type: indicates the authentication protocol used by the access point (AUTHTY PE)

- authentication id: indicates the authentication id used for authentication by the access point (AUTHNAME)

- authentication pw: indicates the authentication secret used for authentication by the access point (AUTHSECRET)

For the storage of WAP Gateway Information and I nterface to Core Network and Bearer I nformation on the (U)SIM
only the binary encoding of information elements as defined in chapter 8 of [55] shall be taken into account, i.e. for each
information element (“attribute name” according to [55]) and for each predefined attribute value according to [55] the
equivalent tokens shall be used. Non-predefined attribute values shall be represented by ASCII string encoding with
NULL character termination in order to indicate the end of the attribute value. The “connectivity document” structure as
defined in previous chapters of [55] shall not be used for the storage of WAP Gateway Information and I nterface to
Core Network and Bearer Information on the (U)SIM.

F.2 User Preferences

User preferences consist of a set of information el ements with user-defined values. The set is a subset of information
elements required for composing an MM . User preferences include following information elements.

For the WAP implementation of MM S the corresponding header field names and their equivalent binary tokens as
defined in [56] are given in parenthesis. For the storage of MM S User Preferences on the (U)SIM only these binary
tokens shall be taken into account. The header field encoding according to [23] shall not be used for that purpose.

- Délivery report (Delivery-Report, encoded as 0x06)

- Read reply (Read-Reply, encoded as 0x10)

- Sender visibility (Sender-Visibility, encoded as 0x14)

- Priority (Priority, encoded as OXOF)

- Time of expiry (Expiry, encoded as 0x08)

- Earliest delivery time (Delivery-Time, encoded as 0x07)

Further information about the information elements, listed here, can be found in section 8.1.3 (Submission of
Multimedia M essage) of this specification.

3GPP



Release 6 147 3GPP TS 23.140 V6.4.0 (2003-12)

Annex G (normative):
DNS-ENUM recipient MSISDN address resolution.

For those recipients MSISDN addresses that appear in an MM and belong to an external MM SE, the originator MM S
Relay/Server shall trandate (resolve) them to a routable RFC 2822 [5] address that shall be used in the “RCPT TO”
SMTP subsegquent commands.

DNS-ENUM recipient MSISDN address resol ution procedure:

1. Theoriginator MMS Relay/Server shall ensure that the recipient address (M SISDN) complies with the E.164
address format and includes the ‘+' character. In the case of national or local addressing scheme (e.g. only
operator code followed by a number), the MM S Relay/Server shall convert the national or local number to an
E.164 address format.

EXAMPLE 1: +30-697-123-4567
EXAMPLE 2: In case of number conversion 6971234567 is converted to +306971234567
2. Theoriginator MM S Relay/Server shall remove all non-digit characters with the exception of the leading '+'.
EXAMPLE: +306971234567
3. Theoriginator MMS Relay/Server shall remove all characters with the exception of digits.
EXAMPLE: 306971234567
4. Theoriginator MM S Relay/Server shall put dots (".") between each digit.
EXAMPLE: 3.0.6.9.7.1.2.3.4.5.6.7
5. Theoriginator MMS Relay/Server shall reverse the order of the digits.
EXAMPLE: 7.6.54.3.2.1.7.9.6.0.3

6. Theresulting subdomain (result of step 5) shall be converted to a FQDN by appending an appropriate string.
The specific string depends on the administrative control of the ENUM implementation.

EXAMPLES. 7.6.5.4.3.2.1.7.9.6.0.3.el64.arpa (public top level domain), 7.6.5.4.3.2.1.7.9.6.0.3.€164.gsm
(private top level domain), 7.6.5.4.3.2.1.7.9.6.0.3.e164.gprs (private top level domain), etc.

7. Theresulting FQDN together with the string (E.164 number) in the form as specified in step 2 above, shall be
used asthe input to the NAPTR agorithm [60] by the originator MM S Relay/Server.

8. The output may result in one of the following cases:

a  E.164 number not in the numbering plan. The originating MM S Relay/Server shall invoke an appropriate
address resolution exception handling procedure (e.g. send a message to the originating MM S User Agent
reporting the error condition).

b. E.164 number in the numbering plan, but no URIs exist for that number. The originating MMS
Relay/Server shall invoke an appropriate address resol ution exception handling procedure (e.g. send a
message to the originating MM S User Agent reporting the error condition, perform the necessary
conversion and route forward the message to the recipient viaMM3, etc.).

¢. E.164 number in the numbering plan, but no MM S URIs (MMS URIs are of the form “mms:mailbox” and
they are defined in the MM S Resource Record section) exist for that number. The originating MM S
Relay/Server shall invoke an appropriate address resol ution exception handling procedure (e.g. send a
message to the originating MM S User Agent reporting the error condition, perform the necessary
conversion and route forward the message to the recipient viaMM3 using the appropriate URI based on
the Servicefield, etc.).
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d. DNSENUM service unavailable. The originating MM S Relay/Server shall invoke an appropriate address
resol ution exception handling procedure (e.g. send a message to the originating MM S User Agent
reporting the error condition, store the message in the queue and retry at alater time, etc.).

e. E.164 number in the numbering plan and MM S URIs exist for that number.

EXAMPLE:

Thefollowing is an example of NAPTR Resource Records associated with the FQDN derived
from the recipient MSISDN address (+306971234567)

IN NAPTR 100 10 "u" "sip+E2U" "I *$lsip:Mary.Smith@si p.cosmote.gr!"

IN NAPTR 100 11 "u" "mms+E2U"
"IN *$Imms.+306971234567/TY PE=PLMN@mms.cosmote.gr!"

IN NAPTR 101 10 "u" "mailto+E2U" "1~ *$Imailto:Mary.Smith@mycosmos.gr!"
IN NAPTR 102 10 "u" "mailto+E2U" "1" *$Imailto:MaryS@otenet.gr!"

The +306971234567 is converted to the following URIs:
sip:Mary.Smith@sip.cosmote.gr

mms;+306971234567/TY PE=PLMN@mms.cosmote.gr

mailto:Mary.Smith@mycosmos.gr

mailto:MaryS@otenet.gr

In case that the ENUM-DNS returns more than one MM S URI, the originator MM S Relay/Server shall sort
the MM S URIs according to the Order and Preference fields asit is described in [60] and [61].

The originator MM S Relay/Server shall resolve the domain part of the “mailbox” of the highest precedence
MMS URI to an IP address using standard DNS.

EXAMPLE:

The highest precedence MM S URI is mms.+306971234567/TY PE=PL MN@mms.cosmote.gr

The domain part of the “mailbox” is mms.cosmote.gr and is resolved (e.g. DNS) to 10.10.0.1

The resulting | P address together with the recipient RFC 2822 address (“mailbox”) shall be used by the
originator MM S Relay/Server for routing forward the MM using the protocol described in clause 6.8 to the
recipient MM S Relay/Server.

MM S Resour ce Record (RR)

The key fieldsin the NAPTR RR are the Domain, TTL, Class, Type, Order, Preference, Flags, Service, Regexp and
Replacement and they are described in [60] and [61]. In particular, for this release the following fields are further
specified as follows:

Service = "mms+E2U"

Regexp ="!"*$Imms:mailbox!" where “mailbox” token and its associated formatting rules are specified in [5].

The MMS URI is of the form “mms:mailbox”
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Annex H (normative):
Recipient MSISDN address resolution based on IMSI.

Only if recipient addressing resolution mechanism based on a MAP query is used, the procedures defined in this annex
shall be followed.

For those recipients MSISDN addresses that appear in an MM and belong to an external MM SE, the originator MM S
Relay/Server shall translate (resolve) them to a routable RFC 2822 [5] address that shall be used in the “RCPT TO”
SMTP subseguent commands.

Recipient MSISDN address resol ution procedure:

1. Theoriginator MM S Relay/Server determines that the recipient MSISDN address belongs to an external
MMSE.

2. Theoriginator MMS Relay/Server shall interrogate the recipient HLR for the associated IMSI by invoking the
standard GSM-MAP operation SRI_for SM as described in [62] and [64]. This operation should be invoked
with the SM-RP-PRI parameter set to 'true’. As an optional feature, to complement the mandatory SRI_for_SM
operation, the Relay/Server may also support the Send_IMSI MAP operation as described in [62] and [64].

3. Incase of asuccessful interrogation the originator MM S Relay/Server shall determine the MCC and MNC and
look up for amatching entry in an IMS]| table. The IMS]| table shall maintain the associations of MCC + MNC
-> MM SE FQDN. Subsequently the originator MM S Relay/Server shall be able to resolve (e.g. using standard
DNS) the MM SE FQDN to an IP address for establishing the SMTP (MM4) session.

4. If therecipient MSISDN is not known to belong to any MM SE (No entry in the IMSI table, GSM-MAP error,
etc.), the MM S Relay/Server shall invoke an appropriate address resol ution exception handling procedure.
These procedures are not standardized.

NOTE: Although the mandatory GSM-MAP operation SRI_for_SM is a standardized operation, in some cases
HLR is unable to return the correct recipient’s IMSI humber (GSM MAP error received) dueto e.g.
recipient’s settings or recipient network’s settings. In that case MM S Relay/Server shall invoke an
appropriate exception handling procedure. These procedures are not standardized.

The above procedure complies with the Mobile Number Portability (MNP) requirements and technical realization as
they are specified in [63] and [64] respectively. In addition, this procedure complies with the Non-call related signalling
MNP procedures for direct and indirect routeing asit is described in [64], Annex B.

Figure H.1 provides an example message flow diagram:
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Annex | (normative):
MM1 <-> MM4 header mapping
This annex maps the information elements found on MM 1 onto the STD 11 header fields of MMA4.

The tables below are provided to give a normative end-to-end description of MMS. It provides mapping of MM1 with
respect to MM4/STD11.

In many cases there is no mapping between MM 1 information elements and MM4 STD 11 header fields, thisis
according to specifications. These information elements are included in the tables below in order to give a complete
picture of how the MM 1 information elements are handled.

Table I.1: Mapping MM1_submit.REQ -> MM4_forward.REQ

Information elements in STD11 Header fields in

MM1 submit.REQ

Egress MM4 forward.REQ

Message Type

MMS Version

Transaction ID

Recipient address

To:, Cc:, Bcc: (NOTE 1, NOTE
2)

Content type Content-Type:

Sender address From:

Message class X-Mms-Message-Class:
Date and time Date:

Time of Expiry X-Mms-Expiry:

Earliest Delivery Time

Delivery report

X-Mms-Delivery-Report:

X-Mms-Originator-R/S-Delivery-
Report

Reply-Charging

Reply-Deadline

Reply-Charging-Size

X-Mms-Priority:

Priority

Sender visibility X-Mms-Sender-Visibility:
Store -

MM State -

MM Flags -

Read reply X-Mms-Read-Reply:
Subject Subject:

Reply-Charging-ID

Content

<message body>

X-Mms-3GPP-MMS-Version

X-Mms-Message-Type

X-Mms-Transaction-Id

X-Mms-Message-Id

X-Mms-Acg-Request

X-Mms-Forward-Counter

X-Mms-Previously-sent-by

X-Mms-Previously-sent-date-
and-time

NOTE 1: A "Bcc:" field is created on MM4 only when the
original MM on MML1 contains only blind-carbon-
copy recipient(s). In this case the "Bcc:" field is
left blank, see clause 8.4.4.2.

NOTE 2: Recipient addresses for blind-carbon-copy
recipient(s) on MM1 are mapped onto <RCPT
TO:> commands on SMTP level on MM4.
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Table 1.2: Mapping MM1_submit.RES -> MM4_forward.REQ
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Information elements in
MM1 submit.RES

STD11 Header fields in
Egress MM4 forward.REQ

Message Type

MMS Version

Transaction ID

Request Status

Request Status Text

Message ID

X-Mms-Message-ID:

Store Status

Store Status Text

Stored Message
Reference

To:, Cc:, Bec: (NOTE 1, NOTE
2)

Content-Type:

From:

X-Mms-Message-Class:

Date:

X-Mms-Expiry:

X-Mms-Delivery-Report:

X-Mms-Originator-R/S-Delivery-
Report

X-Mms-Priority:

X-Mms-Sender-Visibility:

X-Mms-Read-Reply:

Subject:

X-Mms-3GPP-MMS-Version

X-Mms-Message-Type

X-Mms-Transaction-ld

X-Mms-Acg-Request

X-Mms-Forward-Counter

X-Mms-Previously-sent-by

X-Mms-Previously-sent-date-
and-time

NOTE 1: A "Bcc:" field is created on MM4 only when the
original MM on MML1 contains only blind-carbon-
copy recipient(s). In this case the "Bcc:" field is
left blank, see clause 8.4.4.2.

NOTE 2: Recipient addresses for blind-carbon-copy
recipient(s) on MM1 are mapped onto <RCPT
TO:> commands on SMTP level on MM4.

Table 1.3: Mapping MM1_notification.REQ <- MM4_forward.REQ

Information elements in
MM1_notification.REQ

STD11 Header fields in
Ingress MM4_forward.REQ

Message Type

MMS Version

Transaction ID

Message class

X-Mms-Message-Class:

Message size

X-Mms-Expiry:

Time of expiry

Message Reference -

Subject Subject:
Priority X-Mms-Priority:
Sender address From:

Stored

Delivery report

X-Mms-Delivery-Report:

X-Mms-Originator-R/S-Delivery-
Report

Reply-Charging

Reply-Deadline

Reply-Charging-Size

Reply-Charging-ID
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Element-Descriptor -

Message Distribution -

Indicator

- To:, Cc:, Bcc: (NOTE 1, NOTE

2)

- Content-Type:

- Date:

- X-Mms-Sender-Visibility:

- X-Mms-Read-Reply:

- X-Mms-3GPP-MMS-Version

- X-Mms-Message-Type

- X-Mms-Transaction-Id

- X-Mms-Acg-Request

- X-Mms-Forward-Counter

- X-Mms-Previously-sent-by

- X-Mms-Previously-sent-date-

and-time

NOTE 1: A "Bcc:" field is created on MM4 only when the
original MM on MM1 contains only blind-carbon-
copy recipient(s). In this case the "Bcc:" field is
left blank, see clause 8.4.4.2.

NOTE 2: Recipient addresses for blind-carbon-copy
recipient(s) on MM1 are mapped onto <RCPT
TO:> commands on SMTP level on MM4.

Table 1.4: Information elements in the MM1_notification.RES.

Information elements in MM4 STD 11 Header fields

MM1_notification.RES
Message Type -
MMS Version -
Transaction ID -
MM Status -
Report allowed -

Table I.5: Information elements in the MM1_retrieve.REQ

Information elements in MM4 STD 11 Header fields
MM1_retrieve.REQ
Message Reference -

3GPP



Release 6

Table 1.6: Mapping MM1_retrieve.RES <- MM4_forward.REQ
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Information elements in
MM1 retrieve.RES

STD11 Header fields in
Ingress MM4 Forward.REQ

Message Type

MMS Version -

Transaction ID -

Message 1D X-Mms-Message-ID:
Sender address From:

Content type Content-type:

Recipient address To:

Message class X-Mms-Message-Class:
Date and time Date:

Delivery report

X-Mms-Delivery-Report:

X-Mms-Originator-R/S-Delivery-
Report

Priority X-Mms-Priority:
Read reply X-Mms-Read-Reply:
Subject Subject:

Request Status -

MM State -

MM Flags -

Request Status Text

Reply-Charging

Reply-Charging-ID

Reply-Deadline

Reply-Charging-Size

Previously-Sent-By

X-Mms-Previously-Sent-By

Previously-Sent-Date

X-Mms-Previously-Sent-Date

Content

<message body>

Message Distribution
Indicator

X-Mms-3GPP-MMS-Version

X-Mms-Message-Type

X-Mms-Transaction-Id

X-Mms-Expiry

X-Mms-Sender-Visibility:

X-Mms-Read-Reply:

X-Mms-Acg-Request

X-Mms-Forward-Counter

Table I.7: Information elements in the MM1_acknowledgement.REQ

Information elements in
MM1_acknowledgement.REQ fields

MM4 STD 11 Header

Message Type

MMS Version

Transaction ID

Report allowed
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Table 1.8: Mapping MM1_forward.REQ -> MM4_forward.REQ
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Information elements in
MM1 forward.REQ

STD11 Header fields in
Egress MM4 Forward.REQ

Message Type

MMS Version

Transaction ID

Recipient address

To:, Cc:, Bcc: (NOTE 1, NOTE

2)
Forwarding address From:
Date and time Date:
Time of Expiry X-Mms-Expiry:
Earliest delivery time -
Store -
MM State -
MM Flags

Delivery report

X-Mms-Delivery-Report:

X-Mms-Originator-R/S-Delivery-
Report

Read reply

X-Mms-Read-Reply:

Reply-Charging

Reply-Deadline

Reply-Charging-Size

Message Reference

X-Mms-3GPP-MMS-Version

X-Mms-Message-Type

X-Mms-Transaction-Id

X-Mms-Message-ID:

Content-Type:

X-Mms-Message-Class:

X-Mms-Priority:

X-Mms-Sender-Visibility:

Subject:

X-Mms-Acg-Request

X-Mms-Forward-Counter

X-Mms-Previously-Sent-By

X-Mms-Previously-Sent-Date

Content

NOTE 1: A "Bcc:" field is created on MM4 only when the
original MM on MM1 contains only blind-carbon-
copy recipient(s). In this case the "Bcc:" field is
left blank, see clause 8.4.4.2.

NOTE 2: Recipient addresses for blind-carbon-copy
recipient(s) on MM1 are mapped onto <RCPT
TO:> commands on SMTP level on MM4.

Table 1.9: Information elements in the MM1_forward.RES.

Information elements in
MM1 forward.RES

MM4 STD 11 Header fields

Message Type

MMS Version

Transaction ID

Request Status

Request Status Text

Message ID

Store Status

Store Status Text

Stored Message
Reference
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Table 1.12: Mapping MM1_ read_reply_originator.REQ <- MM4_ read_reply_report.REQ
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Table 1.10: Mapping MM1_delivery_report.REQ <- MM4_delivery_report.REQ

Information elements in
MM1_delivery _report.REQ

STD11 Header fields in Ingress
MM4_delivery_report.REQ

Message Type

MMS Version -

Message ID X-Mms-Message-ID
Recipient address From:

Date and Time Date:

MM Status

X-Mms-MM-Status-Code

X-Mms-MM-Status-Extension

X-Mms-Forward-To-
Originator-UA

Table 1.11: Mapping MM1_read_reply_recipient.REQ -> MM4_read_reply_report.REQ

Information elements in
MM1 read_reply recipient.REQ

STD11 Header fields in Egress
MM4_read_reply_report.REQ

Message Type

MMS Version

Recipient address From:

Originator address To:

Message ID X-Mms-Message-ID:
Date and Time Date:

Read Status

X-Mms-Read-Status:

X-Mms-3GPP-MMS-Version

X-Mms-Message-Type

X-Mms-Transaction-ld

X-Mms-Acg-Request

X-Mms-Read-Status

Information elements in
MM1_read_reply_originator.REQ

Ingress STD11 Header fields in
MM4_read_reply_report.REQ

Message Type

MMS Version

Recipient address From:

Originator address To:

Message ID X-Mms-Message-ID:
Date and Time Date:

Read Status

X-Mms-Read-Status:

X-Mms-3GPP-MMS-Version

X-Mms-Message-Type

X-Mms-Transaction-ld

X-Mms-Acg-Request

X-Mms-Read-Status
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Annex J (informative):
Support for Streaming in MMS

Figure J.1 shows an example of the transaction flow for using streaming in MMS for retrieval of streamable MM
elements. The MM S Relay/Server sends amodified MM as MM 1 _retrieve.RES in response to aretrieve request
(MM1 _retrieve.REQ). The rest of the transactions and the acronyms are as described in [40].

NOTE: The interface between MM S Relay/Server and Media Server is not specified in thisrelease.

UE

SGSN

—

UTRAN/GERAN & CN \

MM1_retrieve.REQ

MMS
Relay/Server

<

MMZ1_retrieve.RES (modified MM with

presentation description attached)
RTSP: SETUP

Media
Server

<

Secondary PDP context activation request

QoS = Streaming

>

RTSP: PLAY

IP/UDP/RTP content

A A A A

RTSP: TEARDOWN

Secondary PDP context deactivation

request

<

=/

SDP is used as the format of the presentation description, as defined in [41]. MIME type for an SDP fileisaso
according to [41]. The attribute line ("a=") with "control” type in the SDP header indicates the need to open an RTSP

Figure J.1: Schematic view of the support for streaming in MMS

session. Use of RTSP to set-up and control a streaming session is according to [41].

Following is an example of a presentation description in SDP format. The example describes streaming of a video

sequence.

v=0

0=ghost 2890844526 2890842807 IN 1P4 192.168.10.10

s=MMS Example

i=Example of SDP file for streamingin MMS

u=http://mwww.infoserver.com/ae600
e=ghost@mailserver.com
c=IN1P40.0.0.0

b=AS:128

t=00
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a=range:npt=0-45.678

m=video 1024 RTP/AVP 96

b=AS:128

a=rtpmap:96 H263-2000/90000
a=fmtp: 96 profile=3;level=10
a=control:rtsp;//mediaserver.com/movie
a=recvonly

3GPP



Release 6 159 3GPP TS 23.140 V6.4.0 (2003-12)

Annex K (informative):

MM1, MM4 <-> MM7 header mapping
This annex maps the abstract messages from MM 1 and MM4 to MM7.

The abstract messages mapped between MM 1 and MM7 are:

e MM1_Submit.REQ to the MM7_Deliver.REQ

e MM7_Submit.REQ to the MM1_Notification.REQ and the MM1_Retrieve.RES
e MM1_Read Reply Recipient.REQ tothe MM7_Read Reply Report.REQ
e MM1_Forward.REQ to the MM7_Déliver.REQ

The abstract messages mapped between MM4 and MM7 are;

e MM4_Forward.REQ to the MM7_Déliver.REQ

e MM7_Submit.REQ to the MM4_Forward.REQ

e MM4_Delivery Report.REQ to the MM7_Delivery Report. REQ

e MM4_Read Reply Report.REQ tothe MM7_Read Reply.REQ

The tables bel ow shows the mapping and are provided to give an end-to-end description of MMS. There isatable for
each MM 1, MM4 abstract message that maps to a MM 7 abstract message. |n many cases there is no mapping between
MM1, MM4 and MM7 information elements, thisis according to specifications. These information elements are
included in the tables below in order to give a complete picture of how the information elements are handled.

There are a'so several abstract messages over MM 1, MM4 that have no relevant mapping to MM7 and vice versa. These
abstract messages are omitted from this annex.
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Information elements in
MM1 submit.REQ

Information elements
in MM7_deliver.REQ

Message Type

Transaction ID

MMSVersion -
Recipient address, - Recipient address, - (NOTE 1)
Content type Content type

Sender address

Sender address, - (NOTE 2)

Message class

Date and time

Date and time

Time of Expiry

Earliest delivery time

Delivery report

Reply-Charging

Reply-Deadline

Reply-Charging-Size

Priority

Sender visibility

Store

MM State

MM Flags

Read reply

Subject

Subject

Reply-Charging-ID

Reply-Charging-ID

Content

Content

Transaction ID

Message type

MM?7 version

MMS Relay/Server ID

Linked ID

Sender SPI

Recipient SPI

MM7.

NOTE 1: The recipient address over MM1 may or may not
be mapped to recipient address over MM7. The
recipient address over MM7 may also be
independent of the recipient address over MM1.

NOTE 2: If the Sender Visibility flag is set over MM1, the
Sender address from MML1 is not mapped onto
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Table K.2: Mapping MM7_submit.REQ -> MM1_notification.REQ, MM1_Retrieve.RES

Information elements
in MM7_submit.REQ

Information elements in
MM1_ notification.REQ

Information elements in
MM1 retrieve.RES

Message Type

Transaction ID

MMS Version

Message class

Message class

Message class

Time of Expiry

Time of expiry

Subject

Subject

Subject

Priority

Priority

Priority

Sender address

Sender address

Sender address

Reply-Charging

Reply-Charging

Reply-Charging

Reply-Charging-ID

Reply-Deadline

Reply-Deadline

Reply-Deadline

Reply-Charging-Size

Transaction ID

Reply-Charging-Size

Reply-Charging-Size

Message type

MM7 version

VASP ID

VAS ID

Recipient address

Recipient address

Service code

Linked ID

Date and time

Date and time

Earliest delivery time

Delivery report

Read reply - Read reply
Adaptations - -

Content type - Content type
Content - Content

Message Distribution Indicator

Message Distribution Indicator

Message Distribution Indicator

Charged Party

Charged Party ID

Message size

Message Reference

Stored

Delivery report

Delivery report

Reply-Charging-ID

Element-Descriptor

Message ID

MM State

MM Flags

Request Status

Request Status Text

Previously-sent-by

Previously-sent-date-and-time

Message Type

Transaction ID

MMS Version
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Table K.3:

Mapping MM1_read_reply_recipient.REQ -> MM7_read_reply_report.REQ
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Information elements in
MM1_read_reply_recipient.REQ

Information elements in
MM7_read_reply_report.REQ

Message Type

MMS Version

Recipient address

Recipient address

Originator address

Sender address

Message-1D

Message-1D

Date and Time

Date and Time

Read Status

Read Status

Transaction ID

Message Type

MM7 Version

MMS Relay/Server ID

Status text

Table K.4: Mapping MM1_Forward.REQ -> MM7_Deliver.REQ

Information elements in
MM1_ Forward.REQ

Information elements
in MM7_Deliver.REQ

Message Type

Transaction ID

MMS Version

Recipient address

Recipient address

Forwarding address

Sender address

Date and time

Date and time

Time of Expiry

Earliest delivery time

Store

MM State

MM Flags

Delivery report

Read reply

Reply-Charging

Reply-Deadline

Reply-Charging-Size

Message Reference

<Content>, Content Type,
Subject, Priority (NOTE)

Transaction ID

Message type

MMY7 version

MMS Relay/Server ID

Linked ID

Reply Charging ID

Sender SPI

Recipient SPI

table K.1.

The message reference is used to map fields and
content from the original MM. The mapping of
these fields is identical to the

MM1_Submit. REQ/MM7_Deliver. REQ mapping in

3GPP
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Table K.5: Mapping MM4_Forward.REQ -> MM7_Deliver.REQ

Information elements in
MM4 Forward.REQ

Information elements in
MM7_Deliver.REQ

3GPP MMS Version

Message Type

Transaction ID

Message ID, -

Linked ID, - (NOTE 1)

Recipient(s) address

Recipient address

Sender address

Sender address (NOTE 2)

Content type

Content type

Message class

Date and time

Date and time

Time of Expiry

Delivery report

Priority Priority
Sender visibility -
Read reply -
Subject Subject

Acknowledgement Request

Forward counter

Previously-sent-by

Previously-sent-by

Previously-sent-date and-time

Previously-sent-date-and-time

Content

Content

Transaction ID

Message type

MM?7 version

MMS Relay/Server ID

Recipient address

Reply-Charging-ID

Sender SPI

Recipient SPI

NOTE 1: The Message ID over

MM1 may or may not be

mapped to the Linked ID over MM7. The Linked ID
over MM7 may also be independent of the Message

ID over MML1.

NOTE 2: If the Sender Visibility flag is set over MM4, the
Sender address from MM4 is not mapped onto MM7.
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Table K.6: Mapping MM7_Submit.REQ -> MM4_Forward.REQ
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Information elements in
MM4_ Forward.REQ

Information elements in
MM7_Submit.REQ

3GPP MMS Version

Message Type

Transaction ID

Message ID

Recipient(s) address

Recipient address

Sender address

Sender address

Content type

Content type

Message class

Message class

Date and time

Date and time

Time of Expiry

Time of Expiry

Delivery report

Delivery report

Priority Priority
Sender visibility -

Read reply Read reply
Subject Subject
Acknowledgement Request -

Forward counter -
Previously-sent-by -
Previously-sent-date and-time | -

Content Content

- Transaction 1D
- Message type
- MM?7 version
- VASP ID

- VAS ID

- Service code
- Linked ID

Earliest delivery time

Reply-Charging

Reply-Deadline

Reply-Charging-Size

Adaptations

Message Distribution-Indicator

Charged Party ID

Table K.7: MM4_delivery_report.REQ -> MM7_delivery_report.REQ

Information elements in
MM4_delivery_report.REQ

Information elements in
MM7_delivery_report.REQ

3GPP MMS Version

Message Type

Transaction ID

Message ID

Message ID

Recipient address

Sender address

Sender address

Recipient address

Date and time

Date and time

Acknowledgement Request

MM Status

MM Status

MM Status Extension

MM Status Extension

MM Status Text

Status text

Transaction ID

Message Type

MM7 Version

MMS Relay/Server ID
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Table K.8: MM4_Read_reply_report.REQ -> MM7_read_reply_report.REQ

Information elements in
MM4_Read_reply_report.REQ

Information elements in
MM7_read reply.REQ

3GPP MMS Version

Message Type

Transaction ID

Recipient address

Recipient address

Sender address

Sender address

Message-I1D

Message-1D

Date and time

Date and time

Acknowledgement Request

Read Status

Read Status

Status text

Status text

Transaction ID

Message Type

MM7 Version

MMS Relay/Server ID
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Annex L (normative):
MM7 XML Schema

<?xm version="1.0" encodi ng="UTF-8"?>

<xs:schema target Namespace="htt p://wwmv. 3gpp. org/ ftp/ Specs/ archi ve/ 23_seri es/ 23. 140/ schema/ REL- 6- M-
1-1" xm ns: soap="http://schemas. xm soap. or g/ soap/ envel ope/ "

xm ns: xs="http://wwmw. w3. or g/ 2001/ XM_Schem"

xm ns:tns="http://ww. 3gpp. org/ ft p/ Specs/ archi ve/ 23_seri es/ 23. 140/ scherma/ REL- 6- M\W/- 1- 1"

el ement For nDef aul t =" qual i fi ed" attributeFornDefaul t="unqualified">

<xs:inport nanmespace="http://schemas. xnm soap. or g/ soap/ envel ope/"
schemaLocati on="htt p://schemas. xm soap. or g/ soap/ envel ope/ "/ >

<xs: el ement name="Transactionl D'>
<xs:annot ati on>
<xs:docunentati on>The transaction |ID that shall be included in the SOAP
Header </ xs: docunent at i on>
</ xs:annot ati on>
<xs: conpl exType>
<xs: si npl eCont ent >
<xs: extensi on base="xs:string">
<xs:attribute ref="soap: must Under st and"/ >
<xs:attribute ref="soap: encodi ngStyle"/>
<xs:attribute ref="soap:actor"/>
</ xs: ext ensi on>
</ xs: si npl eCont ent >
</ xs: conpl exType>
</ xs: el ement >
<xs: el ement nanme="Subm t Req" type="tns:subm t ReqType">
<xs:annot ati on>
<xs:docunentati on>VASP to MV5 : Sending MM fromthe VASP to one or nore
reci pi ent s</ xs: docunent ati on>
</ xs:annot ati on>
</ xs: el ement >
<xs: el ement nanme="Subm t Rsp" type="tns: subm t RspType">
<xs:annot ati on>
<xs:docunentati on>MVS to VASP: Response to a VASP after MM submi ssion
request </ xs: docurnent ati on>
</ xs:annot ati on>
</ xs: el ement >
<xs: el ement nanme="Del i ver Req" type="tns:deliverReqType">
<xs:annot ati on>
<xs: docunentati on>MV5 to VASP : Delivery of MMfromthe MV5 Rel ay/ Server to the VASP
</ xs: docunent ati on>
</ xs:annot ati on>
</ xs: el ement >
<xs: el ement nanme="Del i ver Rsp" type="tns:deliverRspType">
<xs:annot ati on>
<xs: docunentati on>VASP to MV5 : Response to a nessage delivered to the VASP fromthe MVB
Rel ay/ Ser ver </ xs: docunent at i on>
</ xs:annot ati on>
</ xs: el ement >
<xs: el ement name="Cancel Req" type="tns: cancel ReqType">
<xs:annot ati on>
<xs:docunentati on>VASP to MVS: Request to cancel a nmessage submi ssion
</ xs: docurnent ati on>
</ xs:annot ati on>
</ xs: el ement >
<xs: el ement nanme="Cancel Rsp" type="tns: generi cResponseType">
<xs:annot ati on>
<xs:docunentati on>MV5 to VASP: Response to a VASP after MM cancel |l ati on request
</ xs: documnent ati on>
</ xs:annot ati on>
</ xs: el ement >
<xs: el ement nanme="Repl aceReq" type="tns:repl aceReqType">
<xs:annot ati on>
<xs:docunentati on>VASP to MVS: Request to replace a nessage which was submtted
</ xs: docurnent ati on>
</ xs:annot ati on>
</ xs: el ement >
<xs: el ement nanme="Repl aceRsp" type="tns: generi cResponseType">
<xs:annot ati on>
<xs:docunentati on>MV5 to VASP: Response to a VASP after MM repl ace request
</ xs: docurnent ati on>
</ xs:annot ati on>
</ xs: el ement >
<xs: el ement nanme="Del i veryReport Req" type="tns:deliveryReportReqType">
<xs:annot ati on>
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<xs:documentati on>MV5 to VASP : Delivery Report fromone of the MV
reci pi ent s</ xs: docunent ati on>
</ xs:annot ati on>
</ xs: el ement >
<xs:el ement name="Del i veryReportRsp" type="tns: generi cResponseType">
<xs:annot ati on>
<xs:documentati on>VASP to MVS: Response to a delivery report delivered to the
VASP</ xs: docunent at i on>
</ xs:annot ati on>
</ xs: el ement >
<xs: el ement name="ReadRepl yReq" type="tns:readRepl yReqType" >
<xs:annot ati on>
<xs:documentati on>MV5 to VASP : Delivery Report fromone of the MV
reci pi ent s</ xs: docunent ati on>
</ xs:annot ati on>
</ xs: el ement >
<xs: el ement name="ReadRepl yRsp" type="tns: generi cResponseType">
<xs:annot ati on>
<xs:documentati on>VASP to MVS: Response to a read reply delivered to the
VASP</ xs: docunent at i on>
</ xs:annot ati on>
</ xs: el ement >
<xs:el ement name="RSErrorRsp" type="tns:generi cResponseType">
<xs:annot ati on>
<xs:docunentati on>MV5 to VASP: Error response to a any bad request sent to the MVB
Rel ay/ Ser ver </ xs: docunent ati on>
</ xs:annot ati on>
</ xs: el ement >
<xs: el ement name="VASPErrorRsp" type="tns:generi cResponseType">
<xs:annot ati on>
<xs:documentati on>VASP to MVS: Error response to a any bad request sent to the
VASP</ xs: docunent at i on>
</ xs:annot ati on>
</ xs: el ement >
<xs: conpl exType name="sender | DType" >
<Xs:sequence>
<xs:el ement name="VASPID' type="tns:entityl DType" m nCccurs="0"/>
<xs: el ement name="VASI D' type="tns:entityl DType" m nCccurs="0"/>
<xs: el ement name="Sender Addr ess" type="tns:addressType" m nQccurs="0"/>
</ xs: sequence>
</ xs: conmpl exType>
<xs: conpl exType nane="submi t ReqType" >
<xs: conpl exCont ent >
<xs: extensi on base="tns: generi cVASPRequest Type" >
<Xs:sequence>
<xs: el ement nanme="Reci pi ents" type="tns:recipientsType"/>
<xs:el ement name="Servi ceCode" type="tns:servi ceCodeType" m nCccurs="0"/>
<xs: el ement nanme="Li nkedl D' type="tns: messagel DType" m nCccurs="0"/>
<xs: el ement name="MessageC ass" type="tns: nessaged assType"
defaul t="Informati onal" m nCccurs="0"/>
<xs:el ement name="Ti meSt anp" type="xs:dateTi me" m nQccurs="0"/>
<xs: el ement nanme="Repl yChar gi ng" m nCQccurs="0">
<xs: conpl exType>
<xs:attribute name="repl yChargi ngSi ze" type="xs: positivelnteger"
use="optional "/ >
<xs:attribute name="repl yDeadl i ne" type="tns:rel ati veO Absol ut eDat eType"
use="optional "/ >
</ xs: conpl exType>
</ xs: el ement >
<xs: el ement name="EarliestDeliveryTime" type="tns:relativeO Absol uteDat eType"
m nCccur s="0"/>
<xs: el ement name="ExpiryDate" type="tns:rel ativeO Absol ut eDat eType"
m nCccur s="0"/>
<xs: el ement nanme="Del i veryReport" type="xs:bool ean" m nCccurs="0"/>
<xs:el ement name="ReadReply" type="xs:bool ean" m nCccurs="0"/>
<xs:el ement name="Priority" type="tns:priorityType" m nCQccurs="0"/>
<xs: el ement name="Subject" type="xs:string" m nQccurs="0"/>
<xs: el ement nanme="ChargedParty" type="tns:chargedPartyType" m nCccurs="0"/>
<xs: el ement name="ChargedPartyl D' type="tns: chargedPartyl DType" m nQccurs="0"/>
<xs: el ement name="Distributionlndicator" type="xs:bool ean" m nCccurs="0"/>
<xs: el ement name="Content" type="tns:contentReferenceType" m nQccurs="0"/>
</ xs: sequence>
</ xs: ext ensi on>
</ xs: conpl exCont ent >
</ xs: conmpl exType>
<xs: conpl exType nane="submi t RspType" >
<xs: conpl exCont ent >
<xs: extensi on base="tns: generi cResponseType">
<Xs:sequence>
<xs: el ement nanme="Messagel D' type="tns: nessagel DType"/ >
</ xs: sequence>
</ xs: ext ensi on> </ xs: conpl exCont ent >
</ xs: conmpl exType>
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<xs:conpl exType name="del i ver ReqType" >
<xs: conpl exCont ent >
<xs:ext ension base="tns:generi cRSReqType" >
<XS:sequence>

<XS:
<XS:
<XS:
<XS:

m nCccurs="0"/>

<XS:

m nCccurs="0"/>

<XS:
<XS:
<XS:
<XS:
<XS:
<XS:
<XS:

el enent
el enent
el enent
el enent

el enent

el enent
el enent
el enent
el enent
el enent
el enent
el enent

</ xs: sequence>
</ xs: ext ensi on>
</ xs: conpl exCont ent >

</ xs: conpl exType>

name="Li nkedl D' type="t ns: messagel DType" m nCccurs="0"/>
nane="Sender" type="tns: addressType"/>

name="Reci pi ents" type="tns:recipientsType" m nQccurs="0"/>
name="Previ ousl ysent by" type="tns: previ ousl ySent ByType"

nane="Pr evi ousl ysent dat eandt i ne" type="tns: previ ousl ySent ByDat eTi ne"

nane="Sender SPI " type="tns: servi ceProvider| Dlype" m nCccurs="0"/>
nanme="Reci pi ent SPI" type="tns:servi ceProviderl DType" m nCccurs="0"/>
nane="Ti neSt anp" type="xs: dateTi ne" m nCccurs="0"/>
name="Repl yChar gi ngl D' type="tns: nessagel DType" mi nCccurs="0"/>
name="Priority" type="tns:priorityType" m nQccurs="0"/>
nanme="Subj ect" type="xs:string" mnCccurs="0"/>

nane="Content" type="tns: content Ref erenceType" m nCccurs="0"/>

<xs:conpl exType name="del i ver RspType" >
<xs: conpl exCont ent >
<xs:ext ension base="tns:generi cResponseType">
<XS:sequence>
<xs:el ement name="Servi ceCode" type="tns:servi ceCodeType" m nCccurs="0"/>
</ xs: sequence>

</ xs: ext ensi on>

</ xs: conpl exCont ent >

</ xs: conmpl exType>

<xs: conpl exType nane="cancel ReqType" >
<xs: conpl exCont ent >
<xs: extensi on base="tns: generi cVASPRequest Type" >
<Xs:seguence>
<xs: el ement nanme="Messagel D' type="tns: nessagel DType"/>
</ xs: sequence>

</ xs: ext ensi on>

</ xs: conpl exCont ent >

</ xs: conpl exType>

<xs:conpl exType name="repl aceReqType" >
<xs: conpl exCont ent >
<xs:ext ension base="tns: generi cVASPRequest Type" >

<Xs: sequence>

<XS:
<XS:
<XS:
<XS:
<XS:

m nCccurs="0"/>

<XS:
<XS:

el enent
el enent
el enent
el enent
el enent

el enent
el enent

</ xs: sequence>
</ xs: ext ensi on>
</ xs: conpl exCont ent >

</ xs: conpl exType>

name="Messagel D' type="tns: nessagel DType"/>

nane=" Ser vi ceCode" type="tns:servi ceCodeType" m nCccurs="0"/>
name="Ti meSt anp" type="xs:dateTi ne" m nCccurs="0"/>
nanme="ReadRepl y" type="xs: bool ean" ni nCccurs="0"/>
nanme="EarliestDeliveryTine" type="tns:relativeO Absol ut eDat eType"
name="Di stri butionl ndi cator" type="xs:bool ean" nmi nQccurs="0"/>
nane="Content" type="tns:content Ref erenceType" m nCccurs="0"/>

<xs:conpl exType name="del i ver yReport ReqType" >
<xs: conpl exCont ent >
<xs:ext ension base="tns:generi cRSReqType" >
<XS:sequence>

<XS:
<XS:
<XS:
<XS:
<XS:
<XS:

m nCccurs="0"/>

<XS:

el enent
el enent
el enent
el enent
el enent
el enent

el enent

</ xs: sequence>
</ xs: ext ensi on>
</ xs: conpl exCont ent >

</ xs: conpl exType>

name="Messagel D' type="tns: nessagel DType"/>
nane="Reci pi ent" type="tns: addressType"/>

name="Sender" type="tns: addressType"/>

name="Ti meSt anp" type="xs: dateTi ne"/>

name="MVSt at us" type="tns: nmDel i verySt at usType"/ >

nane=" MVBt at usExt ensi on" type="tns: MVBt at usExt ensi onType

nane="St at usText" type="xs:string" m nCccurs="0"/>

<xs: conpl exType name="readRepl yReqType" >
<xs: conpl exCont ent >
<xs:ext ension base="tns:generi cRSReqType" >
<XS:sequence>

<XS:
<XS:
<XS:
<XS:
<XS:
<XS:

el enent
el enent
el enent
el enent
el enent
el enent

</ xs: sequence>

name="Messagel D' type="tns: nessagel DType"/>
nane="Reci pi ent" type="tns: addressType"/>
name="Sender" type="tns: addressType"/>
name="Ti meSt anp" type="xs: dateTi ne"/>
name="MVBt at us" type="tns: mReadSt at usType"/ >
nane="St at usText" type="xs:string" m nCccurs="0"/>
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</ xs: ext ensi on>
</ xs: conpl exCont ent >
</ xs: conmpl exType>
<xs: conpl exType nanme="generi cRSReqType" >
<xs:annot ati on>
<xs:docunent ati on>base for all request nmessages from R S to VASP</ xs: docunent ati on>
</ xs:annot ati on>
<Xs: sequence>
<xs:el erent name="MW\Version" type="tns:versionType"/>
<xs: el ement nanme="MVSRel ayServer| D' type="tns:entityl DType" m nCccurs="0"/>
</ xs: sequence>
</ xs: conpl exType>
<xs: conpl exType name="generi cVASPRequest Type" >
<xs:annot ati on>
<xs:docunent ati on>Base type for all requests fromVASP to R/ S</xs: docunentation>
</ xs:annot ati on>
<XS:seguence>
<xs: el ement name="MWVersion" type="tns:versionType"/>
<xs:el ement name="Senderldentification" type="tns:senderlDType"/>
</ xs: sequence>
</ xs: conmpl exType>
<xs: conpl exType nanme="generi cResponseType">
<xs:annot ati on>
<xs:docunent ati on>Any sinpl e response sent </xs:docunentation>
</ xs:annot ati on>
<Xs: sequence>
<xs:el ement name="MW\Version" type="tns:versionType"/>
<xs: el ement name="Status" type="tns:responseStatusType"/>
</ xs: sequence>
</ xs: conpl exType>
<xs:conpl exType name="responseSt at usType" >
<xs:annot ati on>
<xs:documentati on>Status information conveyed in responses</xs: docunentati on>
</ xs:annot ati on>
<xs:al | >
<xs: el ement nane="St at usCode" >
<xs: sinpl eType>
<xs:restriction base="tns: statusCodeType"/>
</ xs: si npl eType>
</ xs: el ement >
<xs:el ement name="StatusText" type="tns:statusText Type"/>
<xs: el ement name="Details" type="tns:anyDataType" m nCccurs="0"/>
</xs:all>
</ xs: conpl exType>
<xs: si npl eType name="nmmDel i verySt at usType" >
<xs:annot ati on>
<xs:document ati on>St at uses for MW_delivery_report</xs: docunentati on>
</ xs:annot ati on>
<xs:restriction base="xs:string">
<xs:enuneration val ue="Expired"/>
<xs:enumeration val ue="Retrieved"/>
<xs:enuneration val ue="Rej ected"/>
<xs:enumeration val ue="Indetermn nate"/>
<xs:enuneration val ue="Forwar ded"/ >
<xs:enumneration val ue="Unrecogni sed"/>
<xs:enuneration val ue="Deferred"/>
</xs:restriction>
</ xs: si npl eType>
<xs: si npl eType name="nmReadSt at usType" >
<xs:annot ati on>
<xs:document ati on>St at uses for MW_read_repl y</xs: docunent ati on>
</ xs:annot ati on>
<xs:restriction base="xs:string">
<xs:enuneration val ue="Indeterm nate"/>
<xs:enumeration val ue="Read"/ >
<xs:enuneration val ue="Del eted"/ >
</xs:restriction>
</ xs: si npl eType>
<xs:si npl eType nane="nessagel DType" >
<xs:annot ati on>
<xs:docunent ati on>Message | D</ xs: docunent ati on>
</ xs:annot ati on>
<xs:restriction base="xs:string"/>
</ xs: si npl eType>
<xs: group name="AddressG oup">
<xs: choi ce>
<xs: el ement name="RFC2822Addr ess" >
<xs: conpl exType>
<xs: si npl eCont ent >
<xs: extensi on base="xs:string">
<xs:attribute nane="di spl ayOnly" type="xs: bool ean

use="optional "
defaul t="fal se"/>
<xs:attributeGoup ref="tns:addressSecurity"/>
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</ xs: ext ensi on>
</ xs: si npl eCont ent >
</ xs: conmpl exType>
</ xs: el ement >
<xs: el ement name="Nunber" >
<xs: conpl exType>
<xs: si npl eCont ent >
<xs: extensi on base="xs:string">
<xs:attribute name="di splayOnly" type="xs: bool ean" use="optional"
defaul t="fal se"/>
<xs:attributeGoup ref="tns:addressSecurity"/>
</ xs: ext ensi on>
</ xs: si npl eCont ent >
</ xs: conpl exType>
</ xs: el ement >
<xs: el ement nane="Short Code" >
<xs: conpl exType>
<xs: si npl eCont ent >
<xs:extension base="xs:string">
<xs:attribute name="di spl ayOnl y" type="xs: bool ean" use="optional"
defaul t="fal se"/>
<xs:attributeGoup ref="tns:addressSecurity"/>
</ xs: ext ensi on>
</ xs: si npl eCont ent >
</ xs: conmpl exType>
</ xs: el ement >
</ xs: choi ce>
</ xs: gr oup>
<xs: conpl exType name="rmul ti Addr essType" >
<xs: sequence maxQccur s="unbounded" >
<xs:group ref="tns: AddressG oup"/>
</ xs: sequence>
</ xs: conmpl exType>
<xs: conpl exType nane="addressType">
<xs:group ref="tns: AddressG oup"/>
</ xs: conpl exType>
<xs:attributeG oup nanme="addressSecurity">
<xs:attribute name="addressCodi ng" type="tns: addressCodi ngType" use="optional "/>
<xs:attribute name="id" type="xs:|D' use="optional"/>
</ xs:attributeG oup>
<xs:si npl eType nane="addr essCodi ngType" >
<xs:annot ati on>
<xs: documnent ati on>obf uscated or encrypted address type</xs: docunentation>
</ xs:annot ati on>
<xs:restriction base="xs:string">
<xs:enuneration val ue="encrypted"/>
<xs:enumeration val ue="obfuscated"/>
</xs:restriction>
</ xs: si npl eType>
<xs: conpl exType nane="previ ousl ySent By Type" >
<Xs:sequence>
<xs: el ement name="User Agent" type="tns: userAgent!|nfoType" m nCccurs="0"
maxQccur s="unbounded"/ >
</ xs: sequence>
</ xs: conmpl exType>
<xs: conpl exType nane="previ ousl ySent ByDat eTi ne" >
<Xs:sequence>
<xs: el ement nanme="DateTi me" type="tns: user Agent Dat eTi meType" mi nCccurs="0"
maxQccur s="unbounded"/ >
</ xs: sequence>
</ xs: conmpl exType>
<xs: conpl exType nanme="user Agent | nf oType" >
<xs: conpl exCont ent >
<xs: extensi on base="tns: addressType">
<xs:attribute nane="sequence" type="xs:positivelnteger" use="optional"/>
</ xs: ext ensi on>
</ xs: conpl exCont ent >
</ xs: conpl exType>
<xs: conpl exType name="user Agent Dat eTi meType" >
<xs: si npl eCont ent >
<xs:extension base="tns:rel ati veOr Absol ut eDat eType" >
<xs:attribute name="sequence" type="xs:positivelnteger" use="optional"/>
</ xs: ext ensi on>
</ xs: si npl eCont ent >
</ xs: conmpl exType>
<xs: si npl eType nanme="servi ceProvi der | DType" >
<xs:annot ati on>
<xs: docunentati on>Servi ce Provider |dentification</xs:docunentation>
</ xs:annot ati on>
<xs:restriction base="xs:string"/>
</ xs:sinmpl eType>
<xs: si npl eType nane="char gedPartyl DType" >
<xs:annot ati on>
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<xs:document ati on>The address of the third party which is expected to pay for the
MWK/ xs: docunent at i on>
</ xs:annot ati on>
<xs:restriction base="xs:string"/>
</ xs:sinmpl eType>
<xs: si npl eType nanme="MVSt at usExt ensi onType" >
<xs:restriction base="xs:string">
<xs:enuneration val ue="Rej ecti onByMVSReci pi ent"/ >
<xs:enuneration val ue="RejectionByQ her RS"/ >
</xs:restriction>
</ xs: si npl eType>
<xs: conpl exType nanme="servi ceCodeType" >
<xs:annot ati on>
<xs:docunentation>Used to identify the specific service given for billing
pur poses</ xs: docunent ati on>
</ xs:annot ati on>
<xs: si npl eCont ent >
<xs: extensi on base="xs:string">
<xs:anyAttribute nanmespace="##ot her" processContents="|ax"/>
</ xs: ext ensi on>
</ xs: si npl eCont ent >
</ xs: conpl exType>
<xs:sinpl eType name="entityl DType">
<xs:annot ati on>
<xs:docunmentation>String used to identify the VAS, VASP and MVBC</ xs: docunentati on>
</ xs:annot ati on>
<xs:restriction base="xs:string"/>
</ xs: si npl eType>
<xs: conpl exType name="reci pi ent sType">
<xs:annot ati on>
<xs:document ati on>At | east one of To, CC, Bcc</ xs: docunent ati on>
</ xs:annot ati on>
<xs:sequence maxCccur s="unbounded" >
<xs: choi ce>
<xs: el ement name="To" type="tns:nulti AddressType"/>
<xs: el ement name="Cc" type="tns:nulti AddressType"/>
<xs: el ement name="Bcc" type="tns:nulti AddressType"/>
</ xs: choi ce>
</ xs: sequence>
</ xs: conpl exType>
<xs:si npl eType name="nessaged assType" >
<xs:annot ati on>
<xs: docunent ati on>Message cl ass</ xs: docunent ati on>
</ xs:annot ati on>
<xs:restriction base="xs:string">
<xs:enuneration val ue="Personal "/ >
<xs:enumeration val ue="Informational "/>
<xs:enuneration val ue="Advertisenent"/>
<xs:enumeration val ue="Auto"/>
</xs:restriction>
</ xs:sinmpl eType>
<xs: sinpl eType name="priorityType">
<xs:annot ati on>
<xs:docunentation>Priority of MW/ xs: docunentation>
</ xs:annot ati on>
<xs:restriction base="xs:string">
<xs:enumeration val ue="Normal "/ >
<xs:enumneration val ue="Hi gh"/>
<xs:enumeration val ue="Low'/ >
</xs:restriction>
</ xs: si npl eType>
<xs: si npl eType nanme="rel ati veOr Absol ut eDat eType" >
<xs:annot ati on>
<xs:docunent ati on>Date whi ch can be relative or absol ute</xs: docunentati on>
</ xs:annot ati on>
<xs: uni on nmenber Types="xs: dateTi me xs:duration"/>
</ xs: si nmpl eType>
<xs: si npl eType nane="char gedPartyType">
<xs:annot ati on>
<xs: docunent ati on>Al | ows specification of which party - Sender or Reciever pays for
transm ssi on</ xs: docunent ati on>
</ xs:annot ati on>
<xs:restriction base="xs:string">
<xs:enuneration val ue="Sender"/ >
<xs:enumeration val ue="Recipient"/>
<xs:enuneration val ue="Both"/>
<xs:enumeration val ue="Neither"/>
</xs:restriction>
</ xs: si npl eType>
<xs: si npl eType nanme="versi onType" >
<xs:annot ati on>
<xs: docunent ati on>Versi on nunber in the format of x.y.z </xs:docunentation>
</ xs:annot ati on>
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<xs:restriction base="xs:strin
<xs:enuneration val ue="6.4
<xs:enumeration val ue="6.3
<xs:enuneration value="5.8

6

5

3

<xs:enumeration val ue="5
<xs:enuneration val ue="5
<xs:enumeration val ue="5
</xs:restriction>
</ xs: si npl eType>
<xs: si npl eType nane="st at usCodeType" >
<xs:annot ati on>
<xs: docunent ati on>request status resonse codes in RES </xs: docunentation>
</ xs:annot ati on>
<xs:restriction base="xs:positivelnteger"/>
</ xs:sinmpl eType>
<xs: conpl exType nane="cont ent Ref er enceType" >
<xs:annot ati on>
<xs:docunent ati on>content el ement including only href</xs:docunentation>
</ xs:annot ati on>
<xs:attribute name="href" type="xs:anyURl" use="required"/>
<xs:attribute nane="al | owAdapt ati ons" type="xs:bool ean" default="true" use="optional"/>
</ xs: conpl exType>
<xs: conpl exType nanme="anyDat aType" >
<xs:annot ati on>
<xs:docunent ati on>Any el enment and attribute </xs:docunmentation>
</ xs:annot ati on>
<xs: conpl exCont ent >
<xs:restriction base="xs:anyType">
<Xs:sequence>
<xs:any processContents="lax" m nQccurs="0" maxQccur s="unbounded"/ >
</ xs: sequence>
</xs:restriction>
</ xs: conpl exCont ent >
</ xs: conpl exType>
<xs:si npl eType name="st at usText Type" >
<xs:annot ati on>
<xs:docunentati on>list of standard human-readabl e status descriptions</xs: docunentati on>
</ xs:annot ati on>
<xs:restriction base="xs:string"/>
</ xs: si npl eType>
</ xs: schema>

cococooo
=<
VVVVVYV

3GPP



Release 6 173 3GPP TS 23.140 V6.4.0 (2003-12)

Annex M (informative):

Recipient MMS Relay/Server Delivery Report generation
and presentation to the originator MMS User Agent.

Table M.1: Recipient MMS R/S Delivery Report generation and presentation to the originator MMS UA

Originator MMS UA
Request a Delivery Report Does not request a Delivery Report
Request a Recipient allows retrieval, then recipient Recipient allows retrieval, then recipient R/S:
Delivery R/S: Sends Delivery Report
Report Sends Delivery Report Forward to Orig UA = No
Forward to Orig UA = Yes
o Recipient does not allow retrieval, then Recipient does not allow retrieval, then
Or|g| recipient R/S: recipient R/S:
Sends Delivery Report Sends Delivery Report
nator Forward to Orig UA = No Forward to Orig UA = No
MMS | Does not Recipient allows retrieval, then recipient Recipient allows retrieval, then recipient R/S:
request a R/S: Does not send Delivery Report
R/S Delivery Sends Delivery Report
Report Forward to Orig UA = Yes
Recipient does not allow retrieval, then Recipient does not allow retrieval, then
recipient R/S: recipient R/S:
Does not send Delivery Report Does not send Delivery Report
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