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[bookmark: _Toc113900592][bookmark: _Hlk118736720]1st CHANGE

[bookmark: _Toc122439156]4.5	Capability exposure to EAS
The edge enabler layer exposes services towards the EASs. The exposed capabilities include the services of the Edge Enabler Layer and the re-exposed and enhanced services of the 3GPP core network. The capabilities exposed by the edge enabler layer are specified in clause 8.6 and the 3GPP network capability exposure is specified in clause 8.7. Other application layer capabilities like application enabler services and SEAL services may be exposed via edge enabler layer as per CAPIF as illustrated in Annex A.4. 
The edge enabler layer also supports for an EAS to expose its Service APIs (i.e., EAS Service APIs) towards the other EASs via CAPIF as specified in 3GPP TS 23.222 [6] by deploying CAPIF core function within the EES to support publish and discovery of EAS Service APIs. The details are provided in Annex A.5.4.

2nd CHANGE

A.5.4	Supporting Exposure of EAS Service APIs using CAPIF
The EES provides support for an EAS to expose its Service APIs (i.e., EAS Service APIs) for consumption by the other EASs by providing CAPIF functions as shown in Figure A.5.4-1. 


Figure A.5.4-1: EES supporting CAPIF functions for exposure of EAS Service APIs
In EDN 1, all the EESs are within the same ECSP trust domain. The EASs (EAS 1 and EAS 2 as API providers) are within the same ECSP trust domain and EAS 3 (API provider) is within the 3rd-party trust domain. The 3rd party EASs (API invoker) connected to EES 2 (CCF 2) are within the same ECSP trust domain, whereas the 3rd party EASs (API invoker) connected to EES 1 (CCF 1) are outside the ECSP trust domain.
The EES of an EDN provides the following functions for exposure of EAS Service APIs:
-	The CAPIF core function as specified in 3GPP TS 23.222 [6] to support onboarding of EASs (API invokers), publish of EAS Service APIs, discovery of EAS Service APIs, and charging of EAS Service APIs invocations.
The following procedures are performed as specified in 3GPP TS 23.222 [6]:
-	The EAS (API provider) acts as an API provider by supporting API provider domain functions (i.e., API exposing function, API publishing function, and API management function), and its Service APIs are published to the EES (CAPIF core function 1 or CAPIF core function 2). 
-	The EESs (CAPIF core function 1 or CAPIF core function 2) further publishes the EAS Service APIs to CAPIF core function 3 which assumes the role of a centralized repository of EAS service APIs in the EDN 1 to support discovery of the EAS Service APIs across different EESs (EES 1 and EES 2) using CAPIF-6 for interconnection operations as shown in Figure A.5.4-1.
-	The EAS (API invokers) discovers the EAS Service API(s) via CAPIF core function 1 or CAPIF core function 2 (deployed with the EESs) including the end point address of the API exposing function where the service API invocation is to be performed.
NOTE 1:	EES supporting CAPIF core function may also provide the support for logging, audit, and access control of EAS Service API(s) as specified in 3GPP TS 23.222 [6].
NOTE 2: 	The other CAPIF operations (e.g., onboarding, authentication, authorization) are the same as specified in the Annex A.5.2.
Editor's note:	It is FFS whether and how to support exposure of EAS Service APIs across multiple EDNs.

END OF CHANGES
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