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1. Introduction
This contribution provides solution support for Private slice monitoring.
.2. Reason for Change
Add solution for support for Private slice monitoring.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.545 v0.8.0.
* * * First Change * * * *

Annex C (Informative): 
Guideline for service enablers usage
C.0
General

The FF application layer utilizes the SEAL services to support FFAPP services (e.g. establishing communication with FF application service requirements, geographic location and positioning information, 5GLAN group management, QoS monitoring, device monitoring, TSN and TSC communications, Private slice monitoring etc.) specified in  3GPP TS 23.434 [5] and 3GPP TS 23.435 [x].

The FAE capabilities (FAE client and FAE server)
The usage of the information flows is clarified as below:

-
The VAL server ID works as FASS ID; 
-
The VAL UE ID works as FF UE ID.


































* * * Second Change * * * *

2
References

[x]
3GPP TS 23.435: "Procedures for Network Slice Capability Exposure for Application Layer Enablement Service".

* * * End Change * * * *

