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1. Introduction

This contribution adds the procedure and information element for Slice configuration recommendation. 

2. Reason for Change

The procedure and information element of Slice configuration recommendation are concluded to be moved to the normative work.
4. Proposal

It is proposed to agree the following changes to TS 23.436.

* * * First Change * * * *

6.x
Network Slice usage pattern
This feature introduces application layer analytics to provide network slice usage pattern based on collected network slice performance and analytics, historical network slice status, and network performance to help the consumer manage the network slice.  
* * * Next Change * * * *

8.x
Network slice usage pattern
8. x.1
General

This clause provides a procedure for network slice usage pattern based on collected network slice performance and analytics, historical network slice status, and network performance. The consumer can be either the VAL server or other consumers such as SEAL NSCE server. 
8.x.2
Procedure

Figure 8.x.2-1 illustrates the procedure for network slice usage pattern. 

Pre-conditions:

1.
The ADAES is registered and capable of interacting with 5GS to collected network slice data. 
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Figure 8.x.2-1: ADAES support for network slice usage pattern
1.
The consumer of the ADAES sends a subscription request to ADAES and provides the target S-NSSAI, DNN, slice requirement, area of the interest, interest time period of the historical data (e.g. last year), the required confidence level, whether offline and/or online analytic are needed etc.

2.
The ADAES sends a subscription response to the consumer.
3.
The ADAES subscribes to the Data Sources with the respective Data Collection Event ID and the requirement for data collection related to the request slice(s). Such requests can be sent to SEAL NSCE server, OAM, NWDAF or the combination of them. 

4.
Based on subscription, the ADAES may receive performance and analytics data from SEAL NSCE server as defined in the TS 23.435[6] clause 9.7.

5.
Based on subscription, the ADAES may receive Network slice / NSI related performance data from OAM as defined in TS 28.552 [x].

6.
Based on subscription, the ADAES may receives Network slice related Observed Service experience statistics, Load level information of a Network Slice defined from NWDAF as defined in TS 23.288[4]
7.
If the data is collected from multiple sources, the ADAES combines or correlates the data/analytics from steps 3-5, and stores the data into A-ADRF if needed.

8.
The ADAES server sends the network slice data retrieval request to collect the historical data from A-ADRF.
9.
The ADRF provides network slice historical data to the ADAES.
10.
The ADAES analyzes the network slice usage pattern based on the network slice historical data. When the stored historical data does not cover the required interest time period of the historical data, ADAES analyzes the slice usage pattern based on the existing stored historical data.11.
The ADAES sends the network slice usage pattern  notification to the consumer. The network slice usage pattern could be used by AF to generate a reasonable AF policy. Or it could be used by NSCE to perform the slice recommendation.
8.x.3
Information flows

8.x.3.1
General

The following information flows are specified for network slice usage pattern based on 8.x.2. 

8.x.3.2
Network slice usage pattern subscription request

Table 8.x.3.2-1 describes information elements for the network slice usage pattern subscription request from the consumer (VAL server / NSCE server) to the ADAE server.

Table 8.x.3.2-1: Network slice usage pattern subscription request

	Information element
	Status
	Description

	Consumer ID
	M
	The identifier of the analytics consumer

	Analytics ID
	M 
	The identifier of the analytics event. This ID can be for example “slice-specific application performance analytics” 

	Analytics type
	M
	Whether analytics is offline and/or online

	Analytics filter information
	M
	Filter information for the analytics event

	>Slice identifier
	M
	The identifier of the target slice or slice instance, i.e. S-NSSAI.

	>Interested slice usage pattern
	M
	Interested slice pattern(e.g. intensive usage period)

	>DNN
	O
	The target DNN for which the request applies

	>Target VAL UE ID(s)
	O
	The VAL UE(s) for which the analytics subscription applies

	>Target VAL server ID
	O
	If consumer is different from the VAL server, this identifier shows the target VAL server for which the analytics subscription applies (for procedure in 8.2.2)

	>Area of Interest
	O
	The geographical or service area for which the subscription request applies

	Preferred confidence level
	O
	The level of accuracy for the analytics service (in case of prediction.

	Time validity
	O
	The time validity of the request

	Interest time period of the historical data
	O
	Interest time period of the historical data (e.g. last year),


8.x.3.3
Network slice usage pattern subscription response

Table 8.x.3.3-1 describes information elements for the Network slice usage pattern subscription response from the ADAE server to the consumer (VAL/NSCE server).

Table 8.x.3.3-1: Network slice usage pattern subscription response

	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the consumer request was successful.

	Analytics ID
	M
	The identifier of the analytics event

	Failure response (NOTE)
	O
	Indicates that the consumer request failed.

	> Cause
	O
	Indicates the cause of consumer request failure

	NOTE:
One of these IEs shall be present in the message.


8.x.3.4
Network slice usage pattern  notification

Table 8.x.3.4-1 describes information elements for the network slice usage pattern  notification from the ADAE server to the Consumer.

Table 8.x.3.4-1: network slice usage pattern  notification

	Information element
	Status
	Description

	Analytics ID
	M
	The identifier of the analytics event. 

	> slice usage pattern parameter  
	M
	Slice usage pattern (e.g. the intensive usage period)


8.x.3.5
Network slice data retrieval request
Table 8.x.3.5-1 describes information elements for the Network slice data retrieval request from the ADAE server to the ADRF.

Table 8.x.3.5-1: Network slice data retrieval request
	Information element
	Status
	Description

	ADAE server ID
	M
	The identifier of the ADAE server

	Data Collection Event ID 
	M
	The identifier of the data collection event 

	Network slice identifier
	M
	The identifier of the interested network slice

	VAL service ID
	O
	The identifier of the VAL service which is associated with network slice

	Data Collection requirements
	M
	The requirements for data collection, including the format of data, frequency of reporting, level of abstraction of data, level of accuracy of data.

	Analytics ID
	O
	The identifier of the analytics event, for which the data collection is needed.

	List of Data Producer IDs
	O
	In case when this request is performed via A-DCCF, then the list of Data Producer IDs is needed

	Target VAL UE ID(s) and address
	O
	The VAL UE(s) identifiers and IP address(es) for which the data collection subscription apply

	Target VAL server ID
	O
	This identifier shows the target VAL server for which the data collection subscription applies (for procedure in 8.2.2)

	Area of Interest
	O
	The geographical or service area for which the requirement request applies

	Time validity
	O
	The time validity of the request


8.x.3.6
Network slice data retrieval response
Table 8.x.3.6-1 describes information elements for the Network slice data retrieval response from the ADRF to the ADAE server.

Table 8.x.3.6-1: Network slice data retrieval response
	Information element
	Status
	Description

	Data Collection Event ID
	M
	The result of the data collection subscription request (positive or negative acknowledgement)

	Network slice identifier
	M
	The identifier of the interested network slice

	Target VAL UE ID and address
	M (NOTE)
	The VAL UE(s) identifiers and IP address(es) for which the data apply

	Target VAL server ID
	M (NOTE)
	This identifier of the target VAL server for which the data applies (for procedure in 8.2.2)

	Analytics ID
	O
	The identifier of the analytics event. This ID can be for example “VAL server performance analytics” for procedure in 8.2.2, or “VAL session performance analytics” for procedure in 8.2.3.

	Data Type
	O
	The type of reported data samples which can be UE data, network data, application data, edge data, or different granularities / abstraction of data (e.g. real time, non real time).

	Data Output
	M
	The reported data, which can be inform of measurements or offline/historical data on the requested parameter (e.g. RTT deviation) based on subscription

	NOTE: One of these shall be present based on the data collection event


* * * Next Change * * * *
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