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* * * First Change * * * 
[bookmark: _Toc122439697][bookmark: _Toc50584281][bookmark: _Toc50584625][bookmark: _Toc57673473][bookmark: _Toc122439299]8.3.3.3	Information flows
[bookmark: _Toc37791001][bookmark: _Toc42003952][bookmark: _Toc50584282][bookmark: _Toc50584626][bookmark: _Toc57673474][bookmark: _Toc122439300]8.3.3.3.1	General
The following information flows are specified for service provisioning:
-	Service provisioning request and response;
-	Service provisioning subscription request and response;
-	Service provisioning notification;
-	Service provisioning update request and response; and
-	Service provisioning unsubscribe request and response.
[bookmark: _Toc122439301]8.3.3.3.2	Service provisioning request
Table 8.3.3.3.2-1 describes the information elements for service provisioning request from the EEC to the ECS. 
Table 8.3.3.3.2-1: Service provisioning request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	PUSH function availability
	O
	Whether the UE supports receiving push notifications.

	Notification management client information
	O
	OS type implemented in UE (e.g. Android, Mac).



[bookmark: _Toc37791002][bookmark: _Toc42003953][bookmark: _Toc50584283][bookmark: _Toc50584627][bookmark: _Toc57673475]Editor's Note: [SA3] Whether the EECID and the UE ID included in request of EDGE-1 & 4 interactions is part of the security credential is SA3's responsibility.
[bookmark: _Toc122439302]8.3.3.3.3	Service provisioning response
Table 8.3.3.3.3-1 describes the information elements for service provisioning response from the ECS to the EEC.
Table 8.3.3.3.3-1: Service provisioning response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the service provisioning request was successful.

	> List of EDN configuration information
	M 
	List of EDN configuration information as defined in Table 8.3.3.3.3-2.

	Notification management server information
	O
	Server type implemented in EDN (e.g. FCM, APN).

	Failure response
	O
	Indicates that the service provisioning request failed.

	> Cause
	O
	Indicates the cause of service provisioning request failure.



* * * Next Change * * * *
[bookmark: _Toc50584300][bookmark: _Toc50584644][bookmark: _Toc57673499][bookmark: _Toc122439326]8.4.2.3	Information flows
[bookmark: _Toc37791009][bookmark: _Toc42003960][bookmark: _Toc50584301][bookmark: _Toc50584645][bookmark: _Toc57673500][bookmark: _Toc122439327]8.4.2.3.1	General
The following information flows are specified for EEC registration:
-	EEC registration request and response;
-	EEC registration update request and response; and
-	EEC registration de-registration request and response.
[bookmark: _Toc122439328]8.4.2.3.2	EEC registration request
Table 8.4.2.3.2-1 describes information elements in the EEC registration request from the EEC to the EES. 
Table 8.4.2.3.2-1: EEC registration request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	UE Identifier
	O
	The identifier of the hosting UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s)
	O
	Profiles of ACs for which the EEC provides edge enabling services. AC Profiles are further described in Table 8.2.2-1. 

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	EAS selection request indicator 
	O
	Indicates the request for EAS selection support from the EES (e.g., for constrained device).  

	UE type 
	O
	Indicates UE or device type (e.g. constrained device) 

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	EEC context ID (NOTE)
	O
	Identifier of the EEC context obtained from a previous registration. 

	Source EESID (NOTE)
	O
	Identifier of the EES that provided EEC context ID.

	Source EES Endpoint (NOTE)
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.

	PUSH function availability
	O
	Whether the UE supports receiving push notifications.

	Notification management client information
	O
	OS type implemented in UE (e.g. Android, Mac).

	NOTE:	This IE shall not be present when EEC registration is performed as part of ACR.



[bookmark: _Toc37791010][bookmark: _Toc42003961][bookmark: _Toc50584302][bookmark: _Toc50584646][bookmark: _Toc57673501][bookmark: _Toc122439329]8.4.2.3.3	EEC registration response
Table 8.4.2.3.3-1 describes information elements in the EEC registration response from the EES to the EEC.
Table 8.4.2.3.3-1: EEC registration response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the registration request was successful.


	> Registration ID
	M
	Identifier of the EEC registration.

	> Expiration time
	M
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	> EEC context ID
	O
	Identifier of the EEC Context information available at the EES that performed the registration.

	> EEC Context Relocation status
	O
	Indicates whether the EEC context retrieval from the S-EES was successful or not.

	> Discovered EAS list
	O
	List of EASs discovered to provide the capabilities required by the AC Profiles. If the request includes the EAS selection request indicator, then Discovered EAS list shall contain only one selected EAS. If the EES selects no EASs, the list may be empty.

	>> EAS profile
	M
	Profile of the EAS. Each element is described in clause 8.2.4. 


	> list of unfulfilled AC information
	O
	List of ACIDs of the AC Profile(s) for which the requirements indicated in the AC profile(s) cannot be fulfilled

	>> ACID
	M
	Application Identifier

	>> reason
	O
	Reason indicating the cause (e.g. EAS not available, requirements cannot be fulfilled)

	Notification management server information
	O
	Server type implemented in EDN (e.g. FCM, APN).

	Failure response
	O
	Indicates that the registration request failed.


	> Cause
	M
	Provides the cause for registration request failure.



* * * Next Change * * * *
[bookmark: _Toc57673566][bookmark: _Toc122439390]8.5.3	Information flows
[bookmark: _Toc37791029][bookmark: _Toc42003994][bookmark: _Toc50584337][bookmark: _Toc50584681][bookmark: _Toc57673567][bookmark: _Toc122439391]8.5.3.1	General
The following information flows are specified for EAS discovery:
-	EAS discovery request and response;
-	EAS discovery subscription, notification, subscription update and unsubscribe; and
-	EAS dynamic information subscription, notification, subscription update and unsubscribe.
[bookmark: _Toc122439392]8.5.3.2	EAS discovery request
Table 8.5.3.2-1 describes information elements for the EAS discovery request. Table 8.5.3.2-2 provides further detail about the EAS Discovery Filter information element.
Table 8.5.3.2-1: EAS discovery request
	Information element
	Status
	Description

	Requestor identifier
	M
	The ID of the requestor (e.g. EECID)

	UE Identifier
	O
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS discovery filters
	O
	Set of characteristics to determine required EASs, as detailed in Table 8.5.3.2-2. 

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	Target DNAI (NOTE)
	O
	Target DNAI information which can be associated with potential T-EAS(s)

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC or, if this message is sent by the EEC to discover a T‑EAS, which ACR scenario(s) are intended to be used for the ACR.

	EES Service Continuity Support (NOTE)
	O
	The IE indicates if the S-EES supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EES or, if the EAS discovery is used for an S‑EES executed ACR according to clause 8.8.2.5, which ACR scenario is to be used for the ACR.

	EAS Service Continuity Support (NOTE)
	O
	The IE indicates if the S-EAS supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EAS or, if the EAS discovery is used for an S‑EAS decided ACR according to clause 8.8.2.4, which ACR scenario is to be used for the ACR.

	PUSH function availability
	O
	Whether the UE supports receiving push notifications.

	Notification management client information
	O
	OS type implemented in UE (e.g. Android, Mac).

	NOTE:	This IE shall not be included when the request originates from the EEC.



Table 8.5.3.2-2: EAS discovery filters
	Information element
	Status
	Description

	List of AC characteristics (NOTE 1)
	O
	Describes the ACs for which a matching EAS is needed.

	> AC profile (NOTE 2)
	M
	AC profile containing parameters used to determine matching EAS. AC profiles are further described in Table 8.2.2-1.

	List of EAS characteristics (NOTE 1, NOTE 3)
	O
	Describes the characteristic of required EASs.

	> EASID
	O
	Identifier of the required EAS.

	> EAS provider identifier
	O
	Identifier of the required EAS provider

	> EAS type
	O
	The category or type of required EAS (e.g. V2X)

	> EAS schedule
	O
	Required availability schedule of the EAS (e.g. time windows)

	> EAS Geographical Service Area
	O
	Location(s) (e.g. geographical area, route) where the EAS service should be available.

	> EAS Topological Service Area 
	O
	Topological area (e.g. cell ID, TAI) for which the EAS service should be available. See possible formats in Table 8.2.7-1.

	> Service continuity support
	O
	Indicates if the service continuity support is required or not.

	> Service permission level
	O
	Required level of service permissions e.g. trial, gold-class

	> Service feature(s)
	O
	Required service features e.g. single vs. multi-player gaming service

	NOTE 1:	Either "List of AC characteristics" or "List of EAS characteristics" shall be present.
NOTE 2:	"Preferred ECSP list" IE shall not be present.
NOTE 3:	The "List of EAS characteristics" IE must include at least one optional IE, if used as an EAS discovery filter.



[bookmark: _Toc37791030][bookmark: _Toc42003995][bookmark: _Toc50584338][bookmark: _Toc50584682][bookmark: _Toc57673568][bookmark: _Toc122439393]8.5.3.3	EAS discovery response
Table 8.5.3.3-1 describes information elements for the EAS discovery response from the EES to the EEC.
Table 8.5.3.3-1: EAS discovery response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EAS discovery request was successful.

	> Discovered EAS list
	O
	List of discovered EAS(s). Each element includes the information described below.

	>> EAS profile
	M
	Profile of the EAS. Each element is described in clause 8.2.4

	>> Lifetime
	O
	Time interval or duration during which the information elements in the EAS profile is valid and supposed to be cached in the EEC (e.g. time-to-live value for an EAS Endpoint)

	Notification management server information
	O
	Server type implemented in EDN (e.g. FCM, APN).

	Failure response
	O
	Indicates that the EAS discovery request failed.

	> Cause
	O
	Indicates the cause of EAS discovery request failure.



[bookmark: _Toc57673569][bookmark: _Toc122439394]8.5.3.4	EAS discovery subscription request
Table 8.5.3.4-1 describes the information elements for EAS discovery subscription request from the EEC to the EES. 
Table 8.5.3.4-1: EAS discovery subscription request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Event ID
	M
	Event ID:
- EAS availability change
- EAS dynamic information change

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Notification Target Address
	O
	The Notification target address (e.g. URL) where the notifications destined for the EEC should be sent to.

	EAS discovery filters
	O
	Set of characteristics to determine matching EASs (as detailed in Table 8.5.3.2-2).
Applicable for "EAS availability change" event

	EAS dynamic information filters
	O
	List of dynamic information changes (as detailed in Table 8.5.3.4-2) about EAS, the EEC is interested in.
Applicable for "EAS dynamic information change" event

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	PUSH function availability
	O
	Whether the UE supports receiving push notifications.

	Notification management client information
	O
	OS type implemented in UE (e.g. Android, Mac).

	Proposed expiration time
	O
	Proposed expiration time for the subscription



[bookmark: _Toc57673570]Table 8.5.3.4-2: EAS dynamic information filters
	Information element
	Status
	Description

	List of dynamic information filters 
	M
	List of EAS dynamic information required by the EEC per EAS.

	> EASID
	M
	Identifier of the EAS

	> ACIDs
	O
	Flag to notify change in list of ACIDs served by the EAS

	> EAS Description
	O
	Flag to notify change in description of the EAS.

	> EAS Endpoint
	O
	Flag to notify change in EAS endpoint

	> EAS Features
	O
	Flag to notify any change in features provided by the EAS

	> EAS Schedule
	O
	Flag to notify change in availability schedule of the EAS (e.g. time windows)

	> EAS Service Area
	O
	Flag to notify change in change in geographical service area that the EAS serves

	> EAS Service KPIs
	O
	Flag to notify change in characteristics of the EAS.

	> EAS Status
	O
	Flag to notify change in the status of the EAS (e.g. enabled, disabled, etc.) 

	> Service continuity support
	O
	Flag to notify change in EAS support for service continuity.



[bookmark: _Toc122439395]8.5.3.5	EAS discovery subscription response
Table 8.5.3.5-1 describes the information elements for EAS discovery subscription response from the EES to the EEC.
Table 8.5.3.5-1: EAS discovery subscription response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the subscription request was successful.

	> Subscription ID
	M 
	Subscription identifier corresponding to the subscription.

	> Expiration time
	O
	Indicates the expiration time of the subscription. To maintain an active subscription, a subscription update is required before the expiration time.

	Notification management server information
	O
	Server type implemented in EDN (e.g. FCM, APN).

	Failure response
	O
	Indicates that the subscription request failed.

	> Cause
	O
	Indicates the cause of subscription request failure



* * * Next Change * * * *
9	Usage of SEAL services
[bookmark: _Toc9812363][bookmark: _Toc9812607][bookmark: _Toc83159896][bookmark: _Toc122439698]9.1	Notification management service
[bookmark: _Toc536270654][bookmark: _Toc536270961][bookmark: _Toc9812364][bookmark: _Toc9812608][bookmark: _Toc83159897][bookmark: _Toc122439699]9.1.1	General
The notification management is a SEAL service that offers the notification functionality. This service enables EEC to subscribe and receive notifications from the EES and ECS, and thereby offloading the complexity of delivery and reception of notifications to the edge enabler layer. The EEC can include the Notification management client information [OS type, PUSH function support etc.] in the EES, ECS service request message. The EES or ECS can include the Notification management server information [OS type, PUSH function support etc.] in the EES, ECS service response message. So Each entity may check the notification management service setting information of the requested entity and provide its notification management service setting information to the response message. 
[bookmark: _Toc536270655][bookmark: _Toc536270962][bookmark: _Toc9812365][bookmark: _Toc9812609][bookmark: _Toc83159898][bookmark: _Toc122439700]9.1.2	Information flows
The following information flows of notification management service of SEAL as specified in 3GPP TS 23.434 [13] are applicable for the EEL:
-	Create notification channel request specified in clause 17.3.2.1;
-	Create notification channel response specified in clause 17.3.2.2;
-	Open notification channel specified in clause 17.3.2.3;
-	Notification message specified in clause 17.3.2.4.
The usage of the above information flows are clarified as below:
-	The Callback URL is the address (e.g. Notification Target Address) where the notifications destined for the EEC;
-	VAL Application ID is EECID;
-	VAL Service ID is ECS ID or EES ID;
-	VAL client is the EEC;
[bookmark: _Toc9812366][bookmark: _Toc9812610][bookmark: _Toc83159899][bookmark: _Toc122439701][bookmark: _Toc536270659][bookmark: _Toc536270966]-	VAL server is the EES or ECS.
9.1.3	Procedures
The following procedures of notification management service of SEAL as specified in 3GPP TS 23.434 [13] are applicable for the edge enabler layer:
-	Procedure for creating notification channel to receive notifications, specified in clause 17.3.3.
* * * End of changes * * * *

