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	* * * First Change * * * *	
[bookmark: _Toc37790893][bookmark: _Toc42003842][bookmark: _Toc50584152][bookmark: _Toc50584496][bookmark: _Toc57673339][bookmark: _Toc122439146][bookmark: _Toc122439160][bookmark: _Hlk124979627]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System architecture for the 5G System (5GS); Stage 2".
[3]	3GPP TS 23.502: "Procedure for the 5G System (5GS); Stage 2".
[4]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[5]	3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".
[6]	3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".
[7]	3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)".
[8]	3GPP TS 36.305: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Stage 2 functional specification of User Equipment (UE) positioning in E-UTRAN".
[9]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".
[10]	3GPP TS 38.305: "NG Radio Access Network (NG-RAN); Stage 2 functional specification of User Equipment (UE) positioning in NG-RAN".
[11]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[12]	3GPP TS 23.503: "Policy and charging control framework for the 5G System (5GS); Stage 2".
[13]	3GPP TS 23.434: "Service enabler architecture layer for verticals; Functional architecture and information flows; Stage 2".
[14]	3GPP TS 23.286: "Application layer support for Vehicle-to-Everything (V2X) services; Functional architecture and information flows ".
[15]	ETSI ISG MEC ETSI GS MEC 003 V2.1.1 (2019-01), "Multi-access Edge Computing (MEC); Framework and Reference Architecture"
[16]	Void
[17]	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[18]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[19]	GSMA Whitepaper OPG.01: "Operator Platform: Telco Edge Proposal", https://www.gsma.com/futurenetworks/wp-content/uploads/2020/10/GSMA-Operator-Platform-Proposal-Oct-2020.pdf
[20]	3GPP TS 23.548: "5G System Enhancements for Edge Computing".
[21]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[22]	3GPP TS 28.538: "Management and orchestration; Edge Computing Management".
[23]	3GPP TS 33.558: "Security aspects of enhancement of support for enabling edge applications".
[24]	3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".
[25]	3GPP TS 32.257: "Telecommunication management; Charging management; Edge computing domain charging".
[xx]	Operator Platform Telco Edge Requirements Version 3.0, "https://www.gsma.com/futurenetworks/wp-content/uploads/2022/10/Operator-Platform-Telco-Edge-Requirements.-v.3-October22.pdf".
[bookmark: _Toc122439147]	* * * Next Change * * * *	
3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc37790895][bookmark: _Toc42003844][bookmark: _Toc50584154][bookmark: _Toc50584498][bookmark: _Toc57673341][bookmark: _Toc122439148]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Application Context: A set of data about the Application Client that resides in the Edge Application Server.
Application Context Relocation: Refers to the end-to-end service continuity procedure described in clause 8.8.
Application Context Transfer: Refers to the transfer of the Application Context between the source Edge Application Server and the target Edge Application Server, which is a part of the service continuity procedure described in clause 8.8.
Application Server: Application software resident in the cloud performing the server function.
Edge Computing: A concept, as described in 3GPP TS 23.501 [2], that enables operator and 3rd party services to be hosted close to the UE's access point of attachment, to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network.
Edge Computing Service Provider: A mobile network operator or a 3rd party service provider offering Edge Computing service.
Edge Data Network: A local Data Network that supports the architecture for enabling edge applications.
EEC Context: A set of data about the Edge Enabler Client that resides in the Edge Enabler Server.
Edge Enabler Layer: Refers to the overall functionality provided by the entities such as Edge Enabler Client, Edge Enabler Server and Edge Configuration Server, in support of applications as per the architecture defined in clause 6.
Edge Hosting Environment: An environment providing support required for Edge Application Server's execution.
Partner ECS: Refers to an ECS deployed by a partner ECSP.
Partner ECSP: An ECSP with whom the there is a service level agreement for resource sharing for roaming and federation.
[bookmark: _Toc37790897][bookmark: _Toc42003846][bookmark: _Toc50584156][bookmark: _Toc50584500][bookmark: _Toc57673343][bookmark: _Toc122439150]	* * * Next Change * * * *	
3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AC	Application Client
ACID	Application Client Identification
ACR	Application Context Relocation
ACT	Application Context Transfer
AF	Application Function
ASP	Application Service Provider
DN	Data Network
DNAI	Data Network Access Identifier
DNN	Data Network Name
H-ECS	Home Edge Configuration Server
H-EES	Home Edge Enabler Server
EAS	Edge Application Server
EASID	Edge Application Server Identification
ECS	Edge Configuration Server
ECS-ER	Edge Configuration Server – Edge Repository
ECSP	Edge Computing Service Provider
EDN	Edge Data Network
EEC	Edge Enabler Client
EECID	Edge Enabler Client Identification
EEL	Edge Enabler layer
EES	Edge Enabler Server
EESID	Edge Enabler Server Identification
FQDN	Fully Qualified Domain Name 
GPSI	Generic Public Subscription Identifier
GSM	Global System for Mobile Communications
GSMA	GSM Association
LADN	Local Area Data Network 
NEF	Network Exposure Function
OP	Operator Platform
OPG	Operator Platform Group
S-EAS	Source Edge Application Server
S-EES	Source Edge Enabler Server
SCEF	Service Capability Exposure Function
SSID	Service Set Identifier
T-EAS	Target Edge Application Server
T-EES	Target Edge Enabler Server 
TAI	Tracking Area Identity
V-ECS	Visited Edge Configuration Server
V-EES	Visited Edge Enabler Server

	* * * Next Change * * * *	
4.a	Support for Roaming
An edge enabler layer compliant UE can roam to a different PLMN. The edge enabler layer provides support for providing services to the roaming UEs. 
4.b	Support for Federation
Federation enables ECSPs to share their resources with other ECSPs, allowing consumers of one ECSP to access edge resources deployed by other ECSPs of the federation. Further details of the federation concept are described in GSMA OP Telco Edge Requirements [xx]. The edge enabler layer supports federation of services by the ECSPs.
	* * * Next Change * * * *	
[bookmark: _Toc37793120][bookmark: _Toc50584195][bookmark: _Toc50584539][bookmark: _Toc57673382][bookmark: _Toc122439196][bookmark: _Toc37790936][bookmark: _Toc42003885]5.2.a	ECS discovery
[bookmark: _Toc37793121][bookmark: _Toc50584196][bookmark: _Toc50584540][bookmark: _Toc57673383][bookmark: _Toc122439197]5.2.a.1	General
This clause specifies the requirements for ECS discovery.
[bookmark: _Toc37793122][bookmark: _Toc50584197][bookmark: _Toc50584541][bookmark: _Toc57673384][bookmark: _Toc122439198]5.2.a.2	Requirements
[AR-5.2.a.2-a]	The application layer architecture shall provide mechanisms for ECS to discover available ECS(s) which may have suitable EES(s).
[AR-5.2.a.2-b]	The application layer architecture shall provide mechanisms for configuring the EEC and EES with available ECS(s) which may have suitable EES(s),
	* * * Next Change * * * *	
[bookmark: _Toc42003890][bookmark: _Toc50584203][bookmark: _Toc50584547][bookmark: _Toc57673390][bookmark: _Toc122439201]6.2	Architecture
This clause describes the architecture for enabling edge applications in the following representations:
-	A service-based representation, where the Edge Enabler Layer functions (e.g. ECS) enable other authorized Edge Enabler Layer functions (e.g. EES) to access their services. This representation also includes point-to-point reference points where necessary; 
-	A service-based representation as specified in 3GPP TS 23.501 [2], where the Network Functions (e.g. NEF) enable authorized Edge Enabler Layer functions (e.g. ECS) i.e. Application Functions, to access their services; 
-	A service-based representation, where the Core Network Northbound APIs as specified in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3], are utilized by authorized Edge Enabler Layer functions via CAPIF core function specified in 3GPP TS 23.222 [6]; and
-	A reference point representation, where existing interactions between any two functions (e.g. EES, ECS) is shown by an appropriate point-to-point reference point (e.g. EDGE-6, EDGE-7). 
Edge Enabler Layer functions shown in the service-based representation of the edge architecture shall only use service-based interfaces for their interactions.
Figure 6.2-1 illustrates the service based representation of architecture for enabling edge applications.


Figure 6.2-1: Architecture for enabling edge applications - service-based representation
NOTE:	The EEC function and EAS function in figure 6.2-1 do not expose any service to the other functions.
Editor's note:	How the possible deployment models of the ECS affect the above representation is FFS.
The mechanisms for service discovery in the service-based representation depicted in figure 6.2-1 are as follows:
-	The EES discovers the ECS via pre-configuration or by using CAPIF as specified in 3GPP TS 23.222 [6];
-	The EAS discovers the EES via pre-configuration or by using CAPIF as specified in 3GPP TS 23.222 [6];
-	The EAS discovers the other EAS(s) as specified in clause 8.8.3.2;
-	The EEC discovers the ECS as specified in clause 8.3.2; and
-	The EEC discovers the EES via service provisioning as specified in clause 8.3.3.
Figure 6.2-2 illustrates the service-based representation for utilization of the 5GS network services based on the 5GS SBA specified in 3GPP TS 23.501 [2].


Figure 6.2-2: Utilization of 5GS network services based on the 5GS SBA – service based representation
The ECS, EES and EAS acts as AFs for consuming network services from the 3GPP 5G Core Network entities over the Service Based Architecture specified in 3GPP TS 23.501 [7]. 
Figure 6.2-3 illustrates the service-based representation for utilization of the Core Network (5GC, EPC) northbound APIs via CAPIF.


Figure 6.2-3: Utilization of Core Network Northbound APIs via CAPIF – service based representation
The ECS, EES and EAS act as authorized API invoker to consume services from the Core Network (5GC, EPC) northbound API entities like SCEF, NEF, SCEF+NEF which act as API Exposing Function as specified in 3GPP TS 23.222 [6]. 
The mechanism for northbound APIs discovery using the service-based interfaces depicted in figure 6.2-3 is as specified in 3GPP TS 23.222 [6].
Figure 6.2-4 illustrates the reference point representation of the architecture for edge enabling applications.



Figure 6.2-4: Architecture for enabling edge applications - reference points representation
The EDN is a local Data Network. EAS(s) and the EES are contained within the EDN. The ECS provides configurations related to the EES, including details of the EDN hosting the EES. The UE contains AC(s) and the EEC. The EAS(s), the EES and the ECS can interact with the 3GPP Core Network. When SEAL notification management service is used, the EES and the ECS interacts with the SEAL notification management server and the SEAL EEC interacts with SEAL Notification management client.
To support UEs that are roaming, the architecture uses ECSs provided in HPLMN and VPLMN. The EEC in the UE obtains edge enabler layer services from V-ECS and V-EES. EDGE-10 reference point is used between the H-ECS and the V-ECS. Two roaming models are supported for edge enabling applications:
-	Local breakout roaming architecture; and
-	Home-routed roaming architecture.
NOTE:	H-ECS, H-EES and V-ECS, V-EES can be provided by the same ECSP.
Figure 6.2-5 illustrates the reference point representation of the local breakout roaming architecture.


Figure 6.2-5: Local breakout roaming architecture for enabling edge applications - reference points representation
In this architecture, the EDGE-4 traffic between the EEC and the H-ECS is routed via a local breakout session. 
Figure 6.2-6 illustrates the reference point representation of the home-routed roaming architecture.


Figure 6.2-6: Home-routed roaming architecture for enabling edge applications - reference points representation
In this architecture, the EDGE-4 traffic between the EEC and the H-ECS is routed via a home-routed session. This architecture is valid if the UE is supported to access the EDN in the VPLMN (i.e. the local access to the EDN of the VPLMN is supported in the HR roaming scenario). The traffic toward the EDN in the VPLMN (i.e. EDGE-1 traffic and application data traffic between AC and EAS) is routed via session breakout in the VPLMN.
	* * * Next Change * * * *	
[bookmark: _Toc37790946][bookmark: _Toc42003895][bookmark: _Toc50584208][bookmark: _Toc50584552][bookmark: _Toc57673395][bookmark: _Toc122439206]6.3.4	Edge Configuration Server (ECS)
ECS provides supporting functions needed for the EEC to connect with an EES. To support roaming and federation, information about partner ECSs can be preconfigured in the ECS or can be configured by the OAM system. For cases where the preconfigured and OAM configured information is not sufficient or not available, the ECS can be enhanced as an edge repository making it the center of information for edge deployments. This enhanced ECS acting as edge repository (ECS-ER) receives information about edge deployments from other ECSs and stores it. ECS-ER also interfaces with other ECS-ERs to share the stored information.
Functionalities of ECS are:
a)	provisioning of Edge configuration information to the EEC. The Edge configuration information includes the following:
1)	the information for the EEC to distinguish amongst the EESs (e.g. EDN service area); and 
2)	the information for establishing a connection with EESs (such as URI);
b)	 providing  the T-EES information to the S-EES;
NOTE:	The ECS can be deployed in the MNO domain or can be deployed in 3rd party domain by service provider. 
c)	supporting the functionalities of registration (i.e., registration, update, and de-registration) for the EES(s); 
d)	supporting the functionalities of API invoker and API exposing function as specified in 3GPP TS 23.222 [6]; and
e)	interacting with 3GPP Core Network for accessing the capabilities of network functions either directly (e.g. via PCF) or indirectly (i.e. SCEF/NEF/SCEF+NEF);.
f)	registering and providing edge deployment information to ECS-ER;
g)	providing EDN configuration information to a partner ECS; and
h)	retrieving EDN configuration information from a partner ECS.
In addition to the ECS functions, the functionalities of ECS-ER are:
a)	supporting the functionalities of registration (i.e., registration, update, and de-registration) for the ECS(s); 
b)	receiving and storing information about edge computing resources from the ECS(s);
c)	receiving and storing information about edge computing resources from other ECS-ER(s); and
d)	providing information about Edge computing resources to other ECS-ER(s) of the federation.
[bookmark: _Hlk117073549]Editor's Note: Comparison and alignment of ECS-ER definition with the MEC Federator (MEF) as defined by ETSI MEC GS 040, which is aimed to host EWBI as defined by GSMA OPG, is FFS.
* * * Next Change * * * *	
[bookmark: _Toc122612622]6.5.x	EDGE-10
EDGE-10 reference point enables interactions between the ECSs, including ECS-ERs. It supports:
a)	registration and de-registration of the ECS with the ECS-ER;
b)	retrieval of ECS configuration information from the ECS-ER; and
c)	retrieval of EDN configuration information from other ECSs.
	* * * Next Change * * * *	
[bookmark: _Toc37790966][bookmark: _Toc42003916][bookmark: _Toc50584230][bookmark: _Toc50584574][bookmark: _Toc57673417][bookmark: _Toc122439232]6.6.2.4	ECS
The following cardinality rules apply for ECSs:
a)	One or more ECS(s) may be deployed to support one EDN;
b)	One ECS may be deployed to support one or more EDN(s);
c)	One or more ECS(s) may be deployed by a PLMN operator; and
d)	One or more ECS(s) may be deployed by an ECSP.
To support roaming and federation:
a)	One ECS-ER may be deployed by an ECSP.
NOTE:	There can be alternate deployments for ECS-ER, for e.g., each ECSP deploys its own edge repository, or 	multiple ECSPs use a common ECS-ER, or each MNO deploys an ECS-ER for all ECSPs associated with the MNO.
	* * * Next Change * * * *	
[bookmark: _Toc42003925][bookmark: _Toc50584240][bookmark: _Toc50584584][bookmark: _Toc57673427][bookmark: _Toc122439242]6.6.3.x	EDGE-10 (Between ECS and ECS)
The following cardinality rules apply for EDGE-10:
a)	One ECS may communicate with one or more ECS(s) concurrently;
b)	One ECS may communicate with one or more ECS-ER(s) concurrently;
c)	One ECS-ER may communicate with one or more ECS(s) concurrently; and
d)	One ECS-ER may communicate with one or more ECS-ER(s) concurrently.
	* * * Next Change * * * *	
[bookmark: _Toc50584272][bookmark: _Toc50584616][bookmark: _Toc57673464][bookmark: _Toc122439282][bookmark: _Toc122439283]8.3.2.1	General
[bookmark: OLE_LINK132][bookmark: OLE_LINK145][bookmark: OLE_LINK146]ECS configuration information consists of one or more endpoint information (e.g. URI(s), FQDN(s), IP address(es)) of ECS(s), and optionally the corresponding ECS Provider Identifier. ECS configuration information can be 
-	pre-configured with the EEC;
-	configured by an edge-aware AC;
-	configured by the user; 
-	provisioned by MNO through 5GC procedure if the UE has the capability to deliver the ECS configuration information to the EEC on the UE (see 3GPP TS 23.548 [20], clause 6.5.2); or 
-	derived from HPLMN identifier for non-roaming scenario or from VPLMN identifier for roaming scenario.
NOTE:	How the ECS configuration information is configured to the EEC user, or pre-configuration is out of scope of the present specification.
It may be possible to provide the ECS configuration information to the EEC from the 5GC if the UE has the capability to deliver the ECS configuration information to the EEC on the UE.
It may be possible to provide the ECS configuration information to the EEC from an edge-ware AC via EDGE-5 reference point within the UE if the AC is configured with the ECS configuration information and can communicate with the EEC. When the ECS configuration information is provided from an AC, the EEC uses the ECS configuration information for the initial service provisioning for the AC if there is no ECS configuration information is provided from the 5GC.
If the ECS configuration information is provided by 5GC and available at the EEC, the EEC shall use the information for the initial provisioning request. Otherwise, the EEC shall use pre-configured ECS address for the initial provisioning if ECS configuration information is preconfigured with the EEC.
NOTE:	The ECS configuration information configured by an edge-aware AC is considered to be part of pre-configured ECS configuration information with the EEC for the AC.
Table 8.3.2.1-1 describes the information elements of ECS configuration information for an ECS.
Table 8.3.2.1-1: ECS configuration information per ECS
	Information element
	Status
	Description

	ECS address 
	M
	Endpoint information of ECS (e.g. URI, FQDN, IP address)

	ECSP Identifier
	O
	The identifier of the ECSP (e.g., the MNO or a 3rd party service provider) that provides the ECS. 

	Spatial Validity Conditions
	O
	Spatial validity condition, as described in 3GPP TS 23.548 [20]

	List of supported PLMN(s)
	O
	The List of PLMNs and associated ECSPs for which EDN configuration information can be provided by the ECS.

	> PLMN ID
	O
	The identifier of a PLMN for which EDN configuration information can be provided by the ECS.

	> List of supported ECSP(s) (NOTE x)
	O
	The identifier of the ECSP(s) associated with the PLMN and whose information is available at the ECS

	>> ECSP ID
	M
	Identifier of an ECSP

	NOTE:	This IE shall be included when the ECS configuration information is provisioned by the MNO through the 5GC procedure.
NOTE x:	This IE may not be included if the ECSP does not want to expose its EES deployment information or business relationship-related information.



Editor's Note:	Information Elements of ECS configuration information are FFS.
	* * * Next Change * * * *	
[bookmark: _Toc122439293]8.3.3.2.2	Request-response model
Figure 8.3.3.2.2-1 illustrates service provisioning procedure based on request/response model.
Pre-conditions:
1.	The EEC has been pre-configured or has discovered the address (e.g. URI) of the ECS;
2.	The EEC has been authorized to communicate with the ECS;
3.	The UE Identifier is either preconfigured or resulted from a successful authorization; and
4.	The ECS is configured with ECSP's policy for service provisioning.
NOTE 1:	Details of ECSP's policy are out of scope.


Figure 8.3.3.2.2-1: Service provisioning – Request/Response
1.	The EEC sends a service provisioning request to the ECS. The service provisioning request includes the security credentials of the EEC received during EEC authorization procedure and may include the UE identifier such as GPSI, connectivity information, UE location and AC profile(s) information.
2.	Upon receiving the request, the ECS performs an authorization check to verify whether the EEC has authorization to perform the operation. The ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.10.2. If the UE serving PLMN identifier is not provided by the EEC in the connectivity information of the service provisioning request, the ECS may invoke the NEF monitoring event API as described in 3GPP TS 29.522 [4] and 3GPP TS 29.122 [5] to obtain the UE roaming status and serving PLMN identifier. If the UE is roaming, the ECS may use the serving PLMN identifier to determine the partner ECS information to be provided to the EEC in the service provisioning response.
If AC profile(s) are provided by the EEC, the ECS identifies the EES(s) based on the provided AC profile(s) and the UE location. When AC profiles(s) are not provided, then:
-	if available, the ECS identifies the EES(s) based on the UE-specific service information at the ECS and the UE location;
-	ECS identifies the EES(s) by applying the ECSP policy (e.g. based only on the UE location);
NOTE 2:	Details of the UE-specific service information and how it is available at the ECS is out of scope.
NOTE 3:	Both steps are evaluated prior to sending a response.
The ECS also determines other information that needs to be provisioned, e.g. identification of the EDN, EDN service area, EES endpoints.
If ECS does not identify any suitable EES(s) based on EDN configuration aavailable at the ECS, the ECS discovers a partner ECS that may satisfy the requirements using:
-	preconfigured or OAM configured information about the partner ECSs; and 
-	the ECS discovery procedure as defined in clause 8.x.2.3.
If required by the ECSP policies, the ECS may use the EDN configuration retrieval procedure as specified in clause 8.3.2.2.4 to obtain the EDN configuration information from the partner ECS.
3.	If the processing of the request was successful, the ECS responds to the EEC's request with a service provisioning response. If the ECS has determined the EDN configuration information, the service provisioning response which includes a list of EDN configuration information, e.g. identification of the EDN, EDN service area, and the required information (e.g. URI, IP address) for establishing a connection to the EES. If the ECS has determined suitable partner ECS(s), the response includes a list of ECS configuration information and may include information for roaming UEs to establish an LBO PDU session with the ECS as specified in 3GPP TS 23.548 [20].
If the ECS is not provisioned with any EDN configuration information or is unable to determine either the EES information or the partner ECS information using the inputs in service provisioning request, UE-specific service information at the ECS or the ECSP's policy, the ECS shall reject the service provisioning request and respond with an appropriate failure cause. 
If the service provisioning response contains a list of ECS configuration information, the EEC may initiate service provisioning procedure with one or more ECS(s) listed in the response. If the UE is roaming to a V-PLMN and the ECS configuration information includes V-PLMN ID in the list of Supported PLMN ID(s), the EEC establishes a connection with the V-ECS as specified in 3GPP TS 23.548 [20]. The connection with the V-ECS can be a HR PDU session or an LBO PDU session if information to establish a LBO BDU session is available. 
 If the EDN configuration information includes an LADN DNN as an identifier for the EDN, the EEC considers the LADN as the EDN. Therefore, the service area of EDN is the LADN Service Area which can be discovered using the UE Registration Procedure. 
The EEC may cache the service provisioning information (e.g. EES endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the Service provisioning response, then the EEC may cache and reuse the Service provisioning information only for the duration specified by the Lifetime IE, without the need to repeat step 1.
[bookmark: _Toc50584275][bookmark: _Toc50584619]If the ECS provided information regarding the service continuity support of individual EESs, the EEC may take this information into account when selecting an EES for EEC registration, EAS discovery or T-EAS discovery, respectively.
When the EES profile(s) include instantiable EAS information, the EEC can select one EES for EAS discovery to mitigate the waste of EDN resources considering the instantiable EAS information, if the EAS instantiation status corresponding to the EASID requested by AC/EEC is instantiable but not yet instantiated.
NOTE 4:	If the service provisioning request fails, the EEC can resend the service provisioning request again, taking into account the received failure cause.
[bookmark: _Toc57673467]NOTE 5:	Even after the EEC establishes a connection to the EES using information received in step 3, the EES can issue AF request to influence traffic routing from EEC to EES as specified in 3GPP TS 23.501 [2] clause 5.6.7.
NOTE 6:	If the EAS instantiation fails based on the selected EES, the EEC may retry the EAS discovery request to another EES.
8.3.3.2.3	Subscribe-notify model

	* * * Next Change * * * *	
[bookmark: _Toc57673470][bookmark: _Toc122439296]8.3.3.2.3.3	Notify
Figure 8.3.3.2.3.3-1 illustrates the service provisioning notification procedure between the EEC and the ECS.
Pre-conditions:
1.	The EEC has subscribed with the ECS for the provisioning information as specified in clause 8.3.3.2.3.2.


Figure 8.3.3.2.3.3-1: Service provisioning notification
1.	An event occurs at the ECS that satisfies trigger conditions for updating service provisioning of a subscribed EEC. If UE's location information is not available, the ECS may obtain the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.10.2. If the UE serving PLMN identifier is not provided by the EEC in the connectivity information of the service provisioning request, the ECS may invoke the NEF monitoring event API as described in 3GPP TS 29.522 [4] and 3GPP TS 29.122 [5] to obtain the UE roaming status and serving PLMN identifier. If the UE is roaming, the ECS may use the serving PLMN identifier to determine the partner ECS information to be provided to the EEC in the service provisioning notification. If AC profile(s) were provided by the EEC during subscription creation, the ECS identifies the EES(s) based on the provided AC profile(s) and the UE location. If AC profiles(s) were not provided, then:
-	if available, the ECS identifies the EES(s) based on the UE-specific service information at the ECS and the UE location;
-	ECS identifies the EES(s) by applying the ECSP policy (e.g. based only on the UE location);
NOTE 1:	Details of the UE-specific service information and how it is available at the ECS is out of scope.
NOTE 2:	Both steps are evaluated prior to sending a response.
The ECS also determines other information that needs to be provisioned, e.g. identification of the EDN, EDN service area, EES endpoints.
If ECS does not identify any suitable EES(s) based on EDN configuration aavailable at the ECS, the ECS identifies a partner ECS that may satisfy the requirements using:
-	preconfigured or OAM configured information about the partner ECSs; and 
-	the ECS discovery procedure as defined in clause 8.x.2.3.
If required by the ECSP policies, the ECS may use the EDN configuration retrieval procedure as specified in clause 8.3.2.2.4 to obtain the EDN configuration information from the partner ECS.
2.	The ECS sends a provisioning notification to the EEC. If the ECS has determined the EDN configuration information, the service provisioning notification includes with the list of EDN configuration information determined in step 1. If the ECS has determined suitable partner ECS(s), the service provisioning notification includes a list of ECS configuration information and may include information for roaming UEs to establish an LBO PDU session with the ECS as specified in 3GPP TS 23.548 [20].
If the service provisioning notification contains a list of ECS configuration information, the EEC may initiate service provisioning procedure with one or more ECS(s) listed in the notification. If the UE is roaming to a V-PLMN and the ECS configuration information includes V-PLMN ID in the list of Supported PLMN ID(s), the EEC establishes an LBO PDU session with the V-PLMN to access the ECS in the visited network as specified in 3GPP TS 23.548 [20].
If the EDN configuration information in the service provisioning notification includes an LADN DNN as an identifier for the EDN, the EEC considers the LADN as the EDN. Therefore, the service area of EDN is the LADN Service Area, which can be discovered using the UE Registration Procedure. 
If the ECS provided information regarding the service continuity support of individual EESs, the EEC may take this information into account when selecting an EES for EEC registration, EAS discovery or T-EAS discovery, respectively.
NOTE 3:	Even after the EEC establishes a connection to the EES using information received in step 2, the EES can issue AF request to influence traffic routing from EEC to EES as specified in 3GPP TS 23.501 [2] clause 5.6.7.
	* * * Next Change * * * *	
[bookmark: _Hlk124879269][bookmark: _Toc50584444][bookmark: _Toc50584788][bookmark: _Toc57673697][bookmark: _Toc122439547]8.3.3.3.3	Service provisioning response
Table 8.3.3.3.3-1 describes the information elements for service provisioning response from the ECS to the EEC.
Table 8.3.3.3.3-1: Service provisioning response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the service provisioning request was successful.

	> List of EDN configuration information
	M 
	List of EDN configuration information as defined in Table 8.3.3.3.3-2.

	Failure response
	O
	Indicates that the service provisioning request failed.

	> Cause
	O
	Indicates the cause of service provisioning request failure.

	Redirect
	O
	Indicates redirection to (an)other ECS(s). 

	> ECS(s) information
	M
	Address of ECS(s) to which the UE is redirected for service provisioning.



[bookmark: _Toc50584284][bookmark: _Toc50584628][bookmark: _Toc57673476]Table 8.3.3.3.3-2: EDN configuration information
	Information element
	Status
	Description

	EDN connection information (NOTE 1)
	M 
	Information required by the UE to establish connection with the EDN.

	> DNN/APN
	M
	Data Network Name/Access Point Name

	> S-NSSAI
	O
	Network Slice information

	> EDN Topological Service Area
	O 
	The EDN serves UEs that are connected to the Core Network from one of the cells included in this service area. See possible formats in Table 8.2.7-1.

	List of EESs
	M
	List of EESs of the EDN.

	> EESID 
	M
	The identifier of the EES

	> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	> EASIDs (NOTE 2)
	O
	List of EASIDs registered with the EES.

	> instantiable EAS information
	O
	The EAS instantiation status per EASID (e.g. instantiated, instantiable but not be instantiated yet)

	> EES Provider identifier
	O
	The identifier of the EES Provider (such as ECSP) 

	> EES Topological Service Area
	O
	The EES serves UEs that are connected to the Core Network from one of the cells included in this service area. EECs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1. 

	> EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	> List of EES DNAI(s)
	O
	DNAI(s) associated with the EES/EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

	> EES Service continuity support
	O
	Indicates if the EES supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EES.

	> EEC registration configuration
	M
	Indicates whether the EEC is required to register on the EES to use edge services or not.

	> Security Credential
	O
	Indicates the security credential sent by the ECS. The security credential is used by EEC to communicate with the EES as specified in 3GPP TS 33.558 [23], clause 6.2.

	Lifetime
	O
	Time duration for which the EDN configuration information is valid and supposed to be cached in the EEC.

	NOTE 1:	If the UE is provisioned or pre-configured with URSP rules by the HPLMN, the UE handles the precedence between EDN connection info and URSP rules as defined in 3GPP TS 23.503 [12] clause 6.1.2.2.1. EDN connection info is considered to be part of UE Local Configurations. 
NOTE 2:	EAS information is limited to the EEC requested applications. If no AC profiles were present in the service provisioning request, the EAS information is subject to the ECSP policy (e.g. no EAS information or a subset of EAS information related to the EES).



[bookmark: _Toc50584286][bookmark: _Toc50584630][bookmark: _Toc57673478][bookmark: _Toc122439305]	* * * Next Change * * * *	
8.3.3.3.6	Service provisioning notification
Table 8.3.3.3.6-1 describes the information elements for service provisioning notification from the ECS to the EEC.
Table 8.3.3.3.6-1: Service provisioning notification
	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the subscription stored in the ECS for the request

	List of EDN configuration information (NOTE)
	M 
	List of EDN configuration information as defined in Table 8.3.3.3.3-2.

	Redirect (NOTE)
	O
	Indicates redirection to (an)other ECS(s). 

	> ECS(s) information
	M
	Address of ECS(s) to which the UE is redirected for service provisioning.

	NOTE: One of the IEs shall be present.



[bookmark: _Toc50584287][bookmark: _Toc50584631][bookmark: _Toc57673479]NOTE:	When SEAL NMS is used, Service provisioning notification is the Notification data in SEAL Notification message of clause 17.3.2.4 in 3GPP TS 23.434 [13].
Editor's note:	Similar updates to other Subscription and Notification messages is FFS.
	* * * Next Change * * * *	
8.8.3.3	Retrieve T-EES procedure
Figure 8.8.3.3-1 illustrates the procedure for the S-EES to retrieve the T-EES information from the ECS.
Pre-condition:
1.	The S-EES has been pre-configured with the address of the ECS; and
2.	The AC at the UE already has on-going application traffic with the S-EAS.


Figure 8.8.3.3-1: Retrieve T-EES procedure
1.	The S-EES sends the Retrieve EES request (UE location information or UE identity, EASID of the S-EAS, target DNAI and UE connectivity information) to the ECS in order to identify the T-EES which has an EAS available to serve the given AC in the UE.
2.	If the request contains the UE identity (e.g. GPSI) but the UE location is not known to the ECS, then the ECS interacts with 3GPP core network to retrieve the UE location. The ECS determines T-EES(s) as per the parameters (e.g. EASID, target DNAI) in the request and the UE location information.
If ECS does not identify any suitable T-EES(s) based on EDN configuration aavailable at the ECS, the ECS identifies a partner ECS that may satisfy the requirements using:
-	preconfigured or OAM configured information about the partner ECSs; and 
-	the ECS discovery procedure as defined in clause 8.x.2.3.
If required by the ECSP policies, the ECS may use the EDN configuration retrieval procedure as specified in clause 8.3.2.2.4 to obtain the EDN configuration information from the partner ECS.
3.	The ECS sends the Retrieve EES response. If the ECS has determined the EDN configuration information, the retrieve EES response includes including the list of EDN configuration information to the S-EES. The list of EDN configuration information includes the EDN details with the endpoint information of T-EES(s) as described in table 8.3.3.3.3-2. If the ECS has determined suitable partner ECS(s), the retrieve EES response includes a list of ECS configuration information.
If the retrieve EES response contains a list of ECS configuration information, the S-EES may initiate retrieve T-EES procedure with one or more ECS(s) listed in the retrieve EES response.
NOTE:	The Retrieve EES request initiated by the S-EES can be restricted only to its registered ECS.
	* * * Next Change * * * *	
[bookmark: _Toc122439285]8.x	Support for roaming and federation
8.x.1	General
To support roaming and federation, information about partner ECSs for the purpose of discovery can be preconfigured in the ECS or can be configured by the OAM system based on federation terms. The configuration can include information of applications available through the partner ECS as required.
Editor’s Note:	How OAM can configure the ECS needs coordination with SA5.
For cases where the preconfigured and OAM configured information is not sufficient or isn’t available, the ECS is enhanced as an edge repository making it the center of information for edge deployments. This enhanced ECS acting as edge repository (ECS-ER) receives information about edge deployments from other ECSs and stores it. ECS-ER also interfaces with other ECS-ERs to share the stored information.
8.x.2	Procedures
8.x.2.1	General
Following sets of procedures are defined to support roaming and federation:
-	Registration;
-	ECS discovery; and
-	EDN configuration retrieval.
[bookmark: _Hlk123641357]8.x.2.2	Registration
8.x.2.2.1	General
Following procedures are defined for ECS registration:
-	ECS registration procedure;
-	ECS registration update procedure; and 
-	ECS de-registration.
8.x.2.2.2	ECS registration
ECS registers with the ECS-ER and provides the information such as ECS configuration information and EASID(s) for which EDN configuration information is available via the ECS. Figure 8.x.2.2.2-1 illustrates the procedure.
Pre-conditions:
1.	The ECS has the address (e.g. URI) of the ECS-ER.


Figure 8.x.2.2.2-1: ECS registration procedure
1.	The ECS sends the ECS registration request to the ECS-ER. The request from the ECS includes security credentials, ECS configuration information and EDN configuration information available via the ECS. The request may include a proposed expiration time for the registration, and may include list of partner ECSPs that are allowed to receive its information. The request may also include DNN and S-NSSAI information for roaming UEs to establish an LBO PDU session with the ECS as specified in 3GPP TS 23.548 [20].
2.	Upon receiving the request from the ECS, the ECS-ER verifies the security credentials of the ECS and stores the ECS registration information received in step 1.
3.	The ECS-ER sends an ECS registration response indicating success or failure of the registration operation. The ECS-ER may provide an expiration time to indicate to the ECS when the registration will automatically expire. To maintain the registration, the ECS sends a registration update request prior to the expiration time. If a registration update request is not received prior to the expiration time, the ECS-ER treats the ECS as implicitly de-registered.
8.x.2.2.3	ECS registration update 
Figure 8.x.2.2.3-1 illustrates the ECS registration update procedure.
Pre-conditions:
1.	The ECS is registered with the ECS-ER.


Figure 8.x.2.2.3-1: ECS registration update procedure
1.	The ECS sends the ECS registration update request to the ECS-ER. The request from the ECS includes security credentials and may include updated ECS configuration information, updated EDN configuration information available via the ECS, updated DNN and S-NSSAI information, and an updated list of partner ECSPs that are allowed to receive its information. The request may also include a proposed expiration time for the updated registration.
2.	Upon receiving the request from the ECS, the ECS-ER verifies the security credentials of the ECS and updates the stored the ECS registration information as received in step 1.
3.	The ECS-ER sends an ECS registration update response indicating success or failure of the registration update operation. The ECS-ER may provide an updated expiration time to indicate to the ECS when the updated registration will automatically expire. To maintain the registration, the ECS sends another registration update request prior to the expiration time. If a registration update request is not received prior to the expiration time, the ECS-ER treats the ECS as implicitly de-registered.
8.x.2.2.4	ECS de-registration 
[bookmark: _Hlk123641630]Figure 8.x.2.2.4-1 illustrates the ECS de-registration procedure.
Pre-conditions:
1.	The ECS is registered with the ECS-ER.


Figure 8.x.2.2.4-1: ECS de-registration procedure
1.	The ECS sends the ECS de-registration request to the ECS-ER. The request from the ECS includes its security credentials.
2.	Upon receiving the request from the ECS, the ECS-ER verifies the security credentials of the ECS and de-registers the ECS.
3.	The ECS-ER sends an ECS de-registration response indicating success or failure of the de-registration operation.
8.x.2.3	ECS discovery 
8.x.2.3.1	General
Following procedures are supported for ECS discovery:
-	Request-response procedure;
-	Subscribe-notify procedures, including:
-	Subscription procedure;
-	Notification procedure;
-	Subscription update procedure; and
-	Unsubscribe procedure.
8.x.2.3.2	Request-response model
When required to find a suitable partner ECS, the ECS queries the ECS-ER by providing information such as the location of the UE, applications required by the UE etc. In response the ECS-ER provides ECS configuration information of partner ECS(s) providing the required application at the location indicated by the ECS. Figure 8.x.2.3.2-1 illustrates the procedure.
Pre-conditions:
1.	The ECS has the address (e.g. URI) of the ECS-ER.


Figure 8.x.2.3.2-1: ECS querying ECS-ER
1.	The ECS sends a ECS discovery request to the ECS-ER. The request contains security information of the ECS, Service Provisioning filters received from the EEC or the EES and UE’s current location. If the UE hosting the EEC is roaming in a V-PLMN (determined using the serving PLMN information in the received service provisioning request, or by interacting with the H-PLMN), then the ECS discovery request includes the information of the serving PLMN i.e. the V-PLMN.
2.	The ECS-ER authorizes the received request. If authorized, the ECS-ER processes the request and gathers the information of partner ECS(s) that can satisfy the query parameters received in step 1.
3.	The ECS-ER sends a ECS discovery response to the ECS. The response includes ECS configuration information of the Partner ECS(s) available in the H-PLMN and/or the V-PLMN, depending on the serving PLMN of the UE as indicated in step 1 and may include DNN and S-NSSAI information for roaming UEs to establish an LBO PDU session with the ECS as specified in 3GPP TS 23.548 [20]. The ECS caches the received information for further use.
NOTE:	The ECS sending the ECS discovery request can also be an ECS-ER.
8.x.2.3.3	Subscribe-notify model
8.x.2.3.3.1	General
8.x.2.3.3.2	Subscribe
Figure 8.x.2.3.3.2-1 illustrates the procedure.
Pre-conditions:
1.	The ECS has the address (e.g. URI) of the ECS-ER.


Figure 8.x.2.3.3.2-1: ECS discovery subscription procedure
1.	The ECS sends a ECS discovery subscription request to the ECS-ER. The request contains security information of the ECS, a list of ECS discovery filters containing Service Provisioning filters, location information and optionally the PLMN information.
2.	The ECS-ER authorizes the received request. If authorized, the ECS-ER creates and stores the subscription.
3.	The ECS-ER sends a ECS discovery subscription response to the ECS which includes the subscription identifier and may include the expiration time, indicating when the subscription will automatically expire. To maintain the subscription, the EEC shall send a ECS discovery subscription update request prior to the expiration time. If a ECS discovery subscription update request is not received prior to the expiration time, the ECS-ER shall treat the ECS as implicitly unsubscribed.
8.x.2.3.3.3	Notify
Figure 8.x.2.3.3.3-1 illustrates the procedure.
Pre-conditions:
1.	The ECS has subscribed for ECS discovery.


Figure 8.x.2.3.3.3-1: ECS discovery notification
1.	An event occurs at the ECS-ER that satisfies trigger conditions for ECS discovery notification, e.g. after new ECS registration. 
2.	The ECS-ER sends a ECS discovery notification to the ECS. The notification includes the ECS configuration information of the Partner ECS(s) as requested in the subscription and may include information for roaming UEs to establish an LBO PDU session with the ECS as specified in 3GPP TS 23.548 [20]. The ECS caches the information for further use.
8.x.2.3.3.4	Subscription update
Figure 8.x.2.3.3.4-1 illustrates the procedure.
Pre-conditions:
1.	The ECS has subscribed for ECS discovery.


Figure 8.x.2.3.3.4-1: ECS discovery subscription update procedure
1.	The ECS sends a ECS discovery subscription update request to the ECS-ER. The request contains security information of the ECS and may include an updated list of ECS discovery filters containing Service Provisioning filters, location information and optionally the PLMN information.
2.	The ECS-ER authorizes the received request. If authorized, the ECS-ER updates the stored subscription.
3.	The ECS-ER sends an ECS discovery subscription update response indicating success or failure of the subscription update operation. The ECS-ER may provide an updated expiration time to indicate to the ECS when the updated subscription will automatically expire. To maintain the subscription, the ECS needs to send another subscription update request prior to the expiration time. If a subscription update request is not received prior to the expiration time, the ECS-ER treats the ECS as implicitly unsubscribed.
8.x.2.3.3.5	Unsubscribe
Figure 8.x.2.3.3.5-1 illustrates the procedure.
Pre-conditions:
1.	The ECS has subscribed for ECS discovery.


Figure 8.x.2.3.3.5-1: ECS discovery unsubscribe procedure
1.	The ECS sends a ECS discovery unsubscribe request to the ECS-ER. The request contains security information of the ECS and the subscription identifier.
2.	The ECS-ER authorizes the received request. If authorized, the ECS-ER cancels the stored subscription.
3.	The ECS-ER sends an ECS unsubscribe response indicating success or failure of the subscription update operation. 
8.x.2.4	EDN configuration retrieval
8.x.2.4.1	General
When required to retrieve EDN configuration information from a partner ECS, the ECS queries the partner ECS by providing information such as required applications, location, service continuity support information and connectivity information. In response the partner ECS provides EDN configuration information of EDNs satisfying the requirements.
8.x.2.4.2	Procedures
8.x.2.4.2.1	General
8.x.2.4.2.2	Request-response model
Figure 8.x.2.4.2.2-1 illustrates the procedure.
Pre-conditions:
1.	The ECS has the ECS configuration information of the partner ECS (e.g. through preconfiguration, OAM configuration or ECS discovery).


Figure 8.x.2.4.2.2-1: ECS querying ECS-ER
1.	The ECS sends an EDN configuration retrieval request to the partner ECS. The request contains security information of the ECS, Service Provisioning filters received from the EEC or the EES and UE’s current location. If the UE hosting the EEC is roaming in a V-PLMN (determined using the serving PLMN information in the received service provisioning request, or by interacting with the H-PLMN), then the EDN configuration retrieval request includes the information of the serving PLMN i.e. the V-PLMN.
2.	The partner ECS authorizes the received request. If authorized, the partner ECS processes the request and gathers the EDN configuration information of the EDNs that can satisfy the query parameters received in step 1.
3.	The partner ECS sends an EDN configuration retrieval response to the ECS. The response includes EDN configuration information of the EDNs that can satisfy the query parameters received in step 1 and may include lifetime information. The ECS caches the received information for further use. If the Lifetime IE is included, then the ECS may reuse the EDN configuration information only for the duration specified by the Lifetime IE, without the need to repeat step 1.
NOTE:	Partner ECS can be a V-ECS based on the roaming status of the UE for which the EDN configuration is being retrieved.
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