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1. Introduction
This contribution adds a multiple PEGC procedure to TS 23.542 using the procedure described in sections 7.3.2.3.8 of TR 23.700-78 as a baseline.

2. Reason for Change
Adds multiple PEGC procedure for PINs having a large number of PIN elements, covering a large area, and/or requiring extra reliability.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.542 V0.0.0.
* * * First Change * * * *

8.5.4
Multiple PEMCs/PEGCs
8.5.4.1
General

This clause describes the procedures for the configuration and use of multiple PEMCs and PEGCs in a PIN. 
For a PIN having a large number of PIN elements, covering a large area, and/or requiring extra reliability, multiple PIN Elements may be assigned the role of PEMC and/or PEGC.  




8.5.4.2
Procedures

8.5.4.2.1
PIN configuration with default and backup PEGC

s
Figure 8.5.4.2.1-1 illustrates a procedure for configuring a new PIN Element, when requesting to join, with a default PEGC and one or more backup PEGCs. 

Pre-conditions:

1. The PEMC is pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PIN server.
2. The PEMC is authorized to access the PIN server.
3. The PEMC has registered to the PIN server.
4. The PEMC has requested and has been authorized by the PIN server to create a PIN.
5. The required KPIs of the PIN have been configured.
6. PINE-1, PINE-2, PEGC-A and PEGC-B have registered to the PEMC

 and PIN server. 
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2. PINE-1 Join request

3. PEGC Notification

5. PINE-1 Join response (PEGC-A default, PEGC-B backup)

7. PINE-2 Joins and is assigned PEGC-B as default and PEGC-A as backup

4. PEGC Notification

1. PEGC-A / PEGC-B Join 

6. Update PIN profile


Figure 8.5.4.2.2-1: Multiple PEGC configuration for a PIN
1. PEGCs (e.g., PEGC-A and PEGC-B) shall join the PIN by sending PIN join requests to the PEMC. The PIN Client Profile information (supported PIN roles, supported PEGC KPIs, Supported PEGC schedule, UE location) shall be included in the PIN join requests. The PEMC shall use this information to determine whether multiple PEGCs are needed to meet the required KPIs of the PIN and which PIN elements (e.g., PEGC-A and PEGC-B) are able to serve as PEGCs. The PEMC shall configure multiple PEGCs (e.g., PEGC-A and PEGC-B) with a role of PEGC if needed. The PEMC shall then send a PIN profile update to the PIN server informing the PIN server that of the multiple PEGCs. 
2.  


When PINEs (e.g., PINE-1) send a PIN join request to the PEMC, PIN Client Profile information (application client KPIs, application client schedule, UE location) shall be included in the request. The PEMC shall use this information and the PEGC information the PEMC receives in step 1 to determine the optimal default and backup PEGCs for the PINE. For example, PEMC assigns PEGC-A as the default PEGC for PINE-1 and PEGC-B as the backup PEGC for PINE-1. 
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  The PEMC shall notify a default PEGC (e.g., PEGC-A) to update its local PIN Profile information to reflect that a PINE (e.g., PINE-1) is authorized to relay PIN communications via the PEGC.   
4.  The PEMC shall notify any backup PEGCs (e.g., PEGC-B) to update their local PIN Profile information to reflect that a PINE (e.g., PINE-1) is authorized to relay PIN communications via the PEGC.  
5.
The PEMC shall return a join response to the PINE (e.g., PINE-1). The response shall include updated PIN client profile information informing the PINE that it shall use a specified PEGC (e.g., PEGC-A) as its default PEGC and a specified PEGC (e.g., PEGC-B) as its backup PEGC. 
6. The PEMC shall send a PIN profile update to the PIN server informing the PIN server of a PEGC (e.g., PEGC-A) serving as the default PEGC for a PINE (e.g., PINE-1) and any PEGCs (e.g., PEGC-B) serving as backup PEGCs for a PINE.
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.
Steps 2 to 6 may be repeated for any additional PINEs joining the PIN. For example, based on PIN client profile information provided by PINE-2, the PEMC configures PEGC-B to serve as the default PEGC for PINE-2 and PEGC-A to serve as the backup PEGC for PINE-2.

8.5.3
Information flows


8.5.3.1
General
8.5.3.2
PINE Join request enhancements.
Table 8.5.3.2-1 shows informational elements needed to be included in the PINE-1 Join request to support this functionality, in addition to those captured in Table xx.

Table 8.5.3.2-1: PINE Join request enhancement
	Information element
	Status
	Description

	PIN client profile
	M
	PIN client profile information of the PINE requesting to join the PIN (e.g., application client KPIs, application client schedule, UE location)

	NOTE: The Information Elements in this table are additional to those in Table xx.




8.5.3.3
PINE Join response enhancements.
Table 8.5.3.3-1 shows information elements needed to be included in the PINE Join response message to support this functionality, in addition to those captured in Table yy.

Table 8.5.3.3-1: PINE Join response enhancement
	Information element
	Status
	Description

	Updated PIN client profile
	M
	PIN client profile information updated by the PEMC (e.g., default and backup PEGCs assigned to PINE).

	NOTE: The Information Elements in this table are additional to those in Table yy


8.5.3.4
PEGC_notification
Table 8.5.3.4-1 shows the information elements of the PEGC notification from PEMC to a PIN element.

Table 8.5.3.4-1: PEGC notification
	Information element
	Status
	Description

	Updated PIN profile
	M
	Updated PIN profile information that includes identifiers of PIN clients authorized to use PEGC to relay PIN communications.


* * * Second Change * * * *

8.2.2
PIN Profile

8.2.2.1
PIN Profile in a PIN

Table 8.2.2.1-1: PIN profile information 
	Parameter Name
	Parameter Description
	PIN Server
	PEMC
	PEGC

	PIN ID 
	The identifier of the PIN
	Y
	Y
	Y

	PIN Server ID
	The identifier of the PIN server that serves the PIN
	N
	Y
	Y

	PIN server endpoint
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PIN server. 
	N
	Y
	Y

	PIN KPIs
	Required KPIs for this PIN as described in Table 8.2.5-1.
	Y
	Y
	N


8.2.2.2
Dynamic profile information of a PIN
Table 8.2.2.2-1: Dynamic profile information of a PIN
	Parameter Name
	Parameter Description
	PIN Server
	PEMC
	PEGC

	List of PEMCs
	The list of PIN elements currently serving as PEMC
	Y
	Y
	Y

	> PEMC ID
	PIN client ID of PIN client serving as PEMC
	Y
	Y
	Y

	> PEMC endpoint
	PIN client endpoint information of PIN client serving as PEMC (e.g. URI, FQDN, IP address) 
	Y
	Y
	Y

	> Authorized PIN clients 
	List of IDs of PIN clients authorized to access this PEMC 
	Y
	Y
	Y

	List of PEGCs
	The list of PIN elements currently serving as PEGCs
	Y
	Y
	Y

	> PEGC ID
	PIN client ID of PIN client serving as PEGC
	Y
	Y
	Y

	> PEGC endpoint
	PIN client endpoint information of PIN client serving as PEGC (e.g. URI, FQDN, IP address) 
	Y
	Y
	Y

	> Supported PEGC KPIs
	Maximum KPIs supported by PEGC as described in Table 8.2.4-1. 
	Y
	Y
	Y

	> Supported PEGC schedule
	Schedule (e.g., time windows) of when PEGC is operational. 
	Y
	Y
	Y

	> Authorized PIN clients 
	List of IDs of PIN clients authorized to access this PEGC 
	Y
	Y
	Y

	List of PIN clients 
	List of registered PIN elements that have joined the PIN
	Y
	Y
	N

	> PIN client ID
	Identifier of PIN client
	Y
	Y
	N

	> PIN client endpoint
	PIN client endpoint information (e.g. URI, FQDN, IP address)
	Y
	Y
	N

	> Default PEGC
	Identifier of the default PEGC authorized to service the PIN client
	Y
	Y
	N

	> Backup PEGCs List
	Identifiers of backup PEGCs authorized to service the PIN client
	Y
	Y
	N

	> List of application clients
	List of application clients of the PIN client
	Y
	Y
	N

	>> Application client Identity
	Application client identity
	Y
	Y
	N

	>> Application client KPIs
	Minimum KPIs required for application client to receive meaningful services from the PIN, as described in Table 8.2.3-1
	Y
	Y
	N

	>> Application client schedule 
	Expected operational schedule of application client (e.g. time windows)
	Y
	Y
	N


8.2.2.3
PIN client profile

Table 8.2.2.3-1: PIN Client Profile

	Informational Element
	Status
	Description

	UE identifier
	M
	Identifier of the UE hosting the PIN client (i.e., GPSI or identity token)

	UE location
	O
	Location of the UE hosting the PIN client 

	UE Access type
	O
	Type of access supported by the UE (e.g., 3GPP, non-3GPP, both)

	PIN client ID
	M
	Unique Identifier of the PIN client within PIN

	PIN client endpoint
	M
	Endpoint information of PIN client (e.g. URI, FQDN, IP address) used to communicate with the PIN client. 

	PIN ID
	M
	Identifier of the PIN that the PIN client has joined

	Supported PIN roles
	O
	List of PIN roles (i.e., PEGC, PEMC, both PEGC and PEMC) the PIN client is capable of supporting

	Supported PEGC KPIs  
	O
	Maximum KPIs supported by the PIN client when functioning in the role of PEGC, as described in Table 8.2.4-1. 

	Supported PEGC schedule
	O
	Schedule (e.g., time windows) of when the PIN client is capable of functioning in the role of PEGC. 

	Assigned PIN service roles
	O
	The PIN roles (e.g., PEMC, PEGC, both PEMC and PEGC) currently assigned to the PIN client.

	Default PEGC
	M
	Identifier of the default PEGC authorized to service the PIN client

	List of Backup PEGCs
	O
	Identifiers of backup PEGCs authorized to service the PIN client

	List of application clients
	O
	List of application clients of the PIN client

	> Application client Identity
	O
	Application client identity

	> Application client KPIs
	O
	Minimum KPIs required for application client to receive meaningful services from the PIN, as described in Table 8.2.3-1

	> Application client schedule 
	O
	Expected operational schedule of application client (e.g. time windows)


8.2.3
PIN Application KPIs
PIN Application KPIs provide information about PIN service characteristics required by the PIN applications.
Table 8.2.3-1: PIN Application KPIs

	Information element
	Status
	Description

	Connection bandwidth
	O
	The required connection bandwidth in Kbit/s for the PIN application.

	Request rate
	O
	The PIN service request rate to be generated by the PIN application. 

	Response time
	O
	The PIN service response time required by the PIN application.

	Availability
	O
	The percentage of time PIN services are required to be available for the application to use.


8.2.4
PEGC KPIs
PEGC KPIs provide information about PIN service characteristics provided by a PEGC.
Table 8.2.4-1: PEGC KPIs

	Information element
	Status
	Description

	Maximum connection bandwidth
	O
	The maximum aggregate connection bandwidth in Kbit/s supported by the PEGC across all PIN applications it services. 

	Maximum request rate
	O
	The maximum aggregate PIN service request rate supported by the PEGC across all PIN applications it services.  

	Maximum response time
	O
	The maximum response time of the PEGC to service PIN application requests. 

	Availability
	O
	The percentage of time the PEGC is available to service PIN application requests.


8.2.5
PIN KPIs
PIN KPIs provide information about PIN service characteristics required by a PIN.
Table 8.2.5-1: PIN KPIs

	Information element
	Status
	Description

	Connection bandwidth
	O
	The required aggregate connection bandwidth in Kbit/s required by the PIN across all PIN applications it services. 

	Request rate
	O
	The required aggregate PIN service request rate required by the PIN across all PIN applications it services.  

	Response time
	O
	The required response time of the PIN when servicing PIN application requests. 

	Availability
	O
	The required percentage of time the PIN needs to be available to service PIN application requests.


�This is good information but not sure if it is “normative text”. Maybe check with Catalina on her thoughts.


�Good point. I put Quan's wording ahead, so that text fits better. If anyone will have issues with it I will delete it.


�Suggest keeping and adjust based on comments.


�Thanks. Look good to me.


�Don't worry about ordering PEMCs and PEGCs. Assuming that there are other procedures based on these multiplicities, each procedure should have a more descriptive name. The procedures will likely be intermingled, as functionality is added.





Feel free to rename the procedure, this is what I came up with now


��Thanks. Name is good for me.





�Can we put the first 2 steps as preconditions?








For my understanding: at end of step 2 PEGC-A and PEGC-B are known to the PIN  server as (a) simple elements, or (b) as PEGCs?





If (a) either another precondition or another step should show a message like in sol 3 with request to take the role of PEGC from PEGC-A, right?





If (b) can I assume that having multiple PEGCs is just a matter of allowing it in the profile, or do you think a different PIN creation procedure is needed (similar to that in sol #2)





�We spoke briefly about this and it seems PINE Registration and PINE Join requests are the same or overlap each other. We may need to be able to explain what the differences are. The solutions in the TR have them separated but I think during normative work, they may be combined. We can leave the procedure the way it is but we may get comments about why we need both.


�Agreed that they may ultimately get combined. Moving registration to pre-condition until this gets firmed up by WG.  


�Question: Before this PINE joined, was there a relationship (default/backup) between the 2 PEGCs in the system?


�Our main idea was focus on assigning PINE default and backup PEGCs.


�Our ideas focus on assigning default and backup PEGCs individually to each PINE when a PINE joins the PIN. Assigning default and backup PEGCs to each PIN is something the PEMC determines. Each PINE may be assigned the same or different default and backup PEGCs. Our ideas focus on the PEMC making this decision based on info provided by each PINE and PEGC such as location, KPIs and schedule.


�Shouldn't we show the PEGCs subscribing for notifications? I can see where we can just say it in the preconditions, but the message needs to be defined somewhere/ Given that we need to define or modify the notification for this, maybe we should try define the subscribe message as well?


�We can revisit this at later meetings; at this meeting, we should focus on our main ideas.


�I don't think step 7 (and maybe 8) is needed or helpful to us. First is that just to show that the TS does not need to show that a procedure can simply be repeated





Second, related to another comment above: the update of the PIN profile occurs only after 7, I think it should occur also after 6.





It would be helpful for me if you can provide in an email the PIN Profile we envision to support this. That would be needed anyway if vivo brings something on the profile, to ensure that it has everything needed. Here it can help me support our viewpoint.


�Step 7 may not be needed but step 8 definitely is needed to inform the PIN server of the changes made.


�I restricted the flow and steps a bit. I think its good to show step 7 since it shows that PINE-2 is assigned a different combination of default and backup PEGC than PINE-1.


�Please check �HYPERLINK "https://interdigital.sharepoint.com/sites/RI/CPP/Convida/stds3GPP/SA6/Meetings/SA6-52bis.e-(Jan-2023)/Convida-tdocs/PIN/S6-23xxxx_PIN_management_procedures.doc?d=wff5e7f7ff6f746b79191224acf96a017"��S6-23xxxx_PIN_management_procedures� for tables to add to this section. Catalina had suggested adding tables to describe the IEs. It may be a good opportunity with these tables to add what we want to align with our disclosure.


�It is true that I told Dale that information flows are not needed for this one, as it is a procedure relying upon other procedures.





At the same time, Quang's comment is correct, so it is more a matter of bandwidth. Initially I thought that there would be a lot more dependencies. As it is I think that our idea would rely upon: PINE join request/response and PEGC notification. If there is time, see my proposal below and fill in.





Note: depending on the decision to show PEGC subscription to PEMC, the subscription message should be added to 8.5.3 as well.





PIN Server
PEGC-A
PEMC
PEGC-B
PINE-1
PINE-2
2. PINE-1 Join request
3. PEGC Notification
5. PINE-1 Join response (PEGC-A default, PEGC-B backup)
7. PINE-2 Joins and is assigned PEGC-B as default and PEGC-A as backup
4. PEGC Notification
1. PEGC-A / PEGC-B Join
6. Update PIN profile



