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* * * First Change (all new text)* * * *
[bookmark: _Toc113268585]7.3.2.5	Procedures of PIN activation and deactivation
The procedures in this clause describes how a PEMC can activate and deactivate the PIN. PEMC being an authroized entity to manage the PIN can request to activate and deactivate the PIN. When the PIN is in deactivated state services offered by the PIN are inaccessible and no PIN elements can join the PIN.
[bookmark: _Toc113268578]7.3.2.5.1	PIN activation by PEMC
Pre-conditions:
1.	PEMC(PINE-3), PEGC, PINE-1, PINE-2 all are part of same PIN
2.	The PIN being activated has already been created earlier.
3.	The PINE-3 is capable of acting as PEMC
4.	The PEMC (PINE-3) in a PIN has been pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PIN server;

Figure 7.3.2.5.1-1: Activation of PIN by PEMC
1.	PEMC (PINE-3), PEGC, PINE-1 and PINE-2 all are part of same PIN, which is created earlier and is now in deactivated state.
2.	PEMC requests to the PIN server to register itself as PEMC as described in the clause 7.13.2.2.
3.	PEMC requests the PIN server to activate the PIN and this request contains the PIN ID, PIN Element ID/PINAPP ID of PINE-3, duration of the PIN to be in active state etc.,
4.	PIN server activates the PIN and sends the response to PEMC.
5.	PIN server and PEMC creates the dynamic PIN information with the details such as PIN ID, PIN validity duration.
6.	Other PIN elements including PEGC joins the PIN as described in clause 7.4.2.2.1.
* * * Next Change (all new text)* * * *
7.3.2.5.2	PIN deactivation by PEMC
Pre-conditions:
1.	The PINE-3 is authorized as PEMC
2.	PEMC (PINE-3) decides to deactivate the PIN


Figure 7.3.2.5.2-1: Deactivation of PIN by PEMC
1.	PEMC (PINE-3), PEGC, PINE-1, PINE-2 all are part of same PIN, which is created earlier and is now in activated state.
2.	PEMC (PINE-3) decides to deactivate the PIN and sends the request to deactivate the PIN to PIN server. Decision reason by PEMC to deactivate the PIN could be PIN validity duration is expiring or all the PIN elements have left the PIN or for any other reasons which could be implementation specific. This request carries the PIN identifier of the PIN to be deactivated, PIN Element identifier of the PEMC and the reason for de-activating the PIN.
3.	PIN server checks whether PINE-3 is authorized to deactivate the PIN by checking the PIN profile.
4.	PIN server sends the deactivaton response to the PEMC (PINE-3) for the request to deactivate the PIN.
5a-5c.	PEMC (PINE-3) on receiving the PIN deactivation response from the PIN server notifies all the PIN elements which are currently attached/joined/registered to the PIN that PIN is being deactivated.
6.	PIN server, PEMC and PEGC cleansup the dynamic PIN profile information of the PIN being deactivated.

* * * End Change * * * *
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