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1. Introduction
This pseudo-CR transposes conclusions of TR 23.700-78 KI#3 on Service Switching in TS 23.542
2. Reason for Change
TR23.700-78 has concluded KI#3 on Service Switching with the principles of Solution #8 and Solution #10
This pseudo-CR transposes Solution #8 of TR 23.700-78 in TS 23.542
The Solution 8 is service switch with support from PIN server. The following principle is considered normative for Solution 8: 

-
The PINE discovers a PIN and decide a potential candidate PINE to be the target of service switch with the help of PIN server. 

-
And the PIN server requests the PEMC to configure PEGC, PINE, as well as informs AS to trigger another new application layer traffic to candidate PINE/AS.
-
And after the new application layer is established, that some of the application client context relocation may needed between two clients.
3. Conclusions

NA
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.542 version 0.0.0.
* * * First Change * * * *

8.7.2
Procedure
8.7.2.1
Service switch in a PIN with PIN server support
8.7.2.1.1
General

Following procedures are supported for service switch in a PIN with PIN server support:

-
PIN Service Switch procedure;
-
PIN Configure Service Switch procedure;
8.7.2.1.1
PIN Service Switch procedure
Pre-conditions:

1.
The PIN Client established an application session with an Application Server;
2.
The PIN Client joined a PIN.
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Figure 8.7.2.1.1-1: PIN Service Switch procedure
1.
The PIN Client sends a PIN Service Switch request to the PIN Server. The PIN Service Switch request includes the requestor identifier [PIN Client ID], security credential, a PIN identifier [PIN ID], an Application Client identifier [ACID], an Application Server identifier, an application session identifier, can include an IP 4 tuple that descibes the traffic of the application session and can include a target PIN Client [PIN Client ID] if a target is known.
2.
Upon receiving the request from the PIN Client, the PIN Server checks if the PIN Client is authorized to request service switching for the given Application Server and validates the request. If the request is authorized and valid, the PIN server can determine a target PIN Client if the target PIN Client was not included in the request. The PIN Server sends a PIN Configure Service Switch request to the PIN Management Client and the Application Server as in clause  8.7.2.1.2. The PIN Server can use the PIN ID to identify the PIN Management Client instance and the Application Server identifier, or IP 4 tuple, to identify the Application Server instance.
3.
If the processing of the request was successful, the PIN Server sends a PIN Service Switch response to the PIN Client that indicates the Service Swich request was successfully processed and can include the target PIN Client information if it was decided by the PIN Server. Otherwise, the PIN Server sends a PIN Service Switch response to the PIN Client indicating that the request processing failed and can include appropriate reasons.
Upon reciving the PIN Service Switch response, the PIN Client validates if the request was succesful and can indicate the result to the Application Client; the PIN Client can transfer the application context to the target PIN Client. If the PIN Service Switch response indicated a failure, the PIN Client can attempt perform service switch again for the same or a different target PIN Client considering the failure reason.
8.7.2.1.2
PIN Service Switch Configure procedure
Pre-conditions:

1.
The PIN Client successfully requested a service switch with the PIN Server
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Figure 8.7.2.1.2-1: PIN Configure Service Switch procedure

1.
The PIN Server sends the PIN Configuration Service Switch Configure request to the PIN Management Client or Application Server. The PIN Configuration Service Switch Configure request includes the requestor identifier, security credential, Application Client identifier, Application Server identifier, target PIN Client, application session identifier and can include IP 4 tuple that descibes the traffic of the application session.
NOTE 1:
The PIN Server first performs PIN Configure Service Switch procedure with the PIN Management Client, then if successful, with the Application Server.
2.
Upon receiving the request from the PIN Server, the PIN Management Client or the Application Server checks if the PIN Server is authorized to request service switch configuration and validates the request.
If the request was recevied at the Application Server, if the request is authorized and valid, the Application Server uses the information provided in the request to switch the application session to the target PIN client and proceeds to step 6 of the procedure.
If the request was recevied at the the PIN Management Client, if the request is authorized and valid, the PIN Management Client prepares for sending PIN Configure Service Switch request to the PIN Gateway Client or the target PIN Client. The PIN Management Client can use the PIN ID to identify the PIN Gateway Client instance and the target PIN Client identifier to identify the target PIN Client.
3.
The PIN Management Client sends the PIN Management Service Switch Configure request to the PIN Gateway Client or the target PIN Client including the information defined in step 1.
NOTE 2:
The PIN Management Client first performs PIN Configure Service Switch procedure with the PIN Gateway Client, then if successful, with the target PIN Client.

4.
Upon receiving the request from the PIN Management Client, the PIN Gateway Client or the target PIN Client checks if the PIN Managment Client is authorized to request service switch configuration and validates the request. If the PIN Management Client is authorized and the request is valid, the PIN Gateway Client or the target PIN Client use the information provided in the request to switch the application session to the target PIN Client.
NOTE 3:
The target Application Client needs to receive the application context prior to re-establishing a switched application session with the Application Server.
NOTE 4:
How the target Application Client recovers the switched application session is out of scope of this specification.
5.
If the processing of the request was successful, the PIN Gateway Client or the target PIN Client send a PIN management Service Switch Configure response to the PIN Management Client indicating the processing was successful. Otherwise, the PIN Gateway Client or target PIN Client send a PIN Management Service Switch Configure response to the PIN Management Client indicating that processing the request failed and can include appropriate reasons.
6.
If the processing of the request was successful, the PIN Management Client or Application Server send a PIN Configuration Service Switch Configure response to the PIN Server that indicates the request was successfully processed. Otherwise, the PIN Management Client or Application Server send a PIN Configuration Service Switch Configure response to the PIN Server indicating the processing the request failed and can include appropriate reasons. 
* * * Next Change * * * *

8.7.3
Information flows

Editor's note: Information flows definition for Service Switch is FFS
8.7.4
APIs

Editor's note: API definition for Service Switch is FFS
* * * End of Changes * * * *
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