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1. Introduction
This pCR provides a new solution for KI#8.
2. Reason for Change
There is no solution to address the 2nd open issue in KI#8 :
-
How to control the SEALDD data distribution between the VAL client and VAL server.

This proposal brings a new solution including:

· provisioning of the policy for data distribution from the VAL server of regulator to SEALDD server of regulator via SEAL-S.

· and how SEALDD server enforces the policy.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.700-34.
* * * First Change * * * *

6.X
Solution #XX: Data distribution management in SEALDD
6.X.1
Solution description

6.X.1.1
General
The regulator manages Data Delivery (DD) policy provisioning in its SEALDD server. During the application communication between VAL client (provider A) and VAL server (provider B), the DD policy is enforced by the SEALDD server (regulator). 
NOTE:
Provider A and Provider B can be the same provider.
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Figure 6.X.1.1-1: General communication between the VAL client and VAL server via SEALDD
6.X.1.2
DD connection establishment
Pre-conditions: 

1.
The SEALDD server (regulator) has DD policies received from the VAL server (regulator).
2.
The VAL server (provider B) and SEALDD client has subscribed to receive notifications from SEALDD server (regulator).

[image: image2.emf]SEALDD server 

(regulator)

VAL server 

(provider B)

 

4. DD connection establishment notif. ack.

3. DD connection establishment notif.

3GPP CN

SEALDD 

client

 

 

5. DD connnection establishment notif.

6. DD connection establishment notif. ack.

7. DD client further 

notifies VAL client 

(provider A)

1. enforce policy to 

establish DD 

connection

2. provide application guidance for URSP 

determination; request QoS; subscribe to CN analytics


Figure 6.X.1.2-1: Policy enforced by SEALDD server (regulator) for connectivity
1.
When the time for data transmission is about to start, the SEALDD server (regulator) enforces the policy to trigger DD connection establishment. If spatial condition for UE is provided, the SEALDD server (regulator) also ensures the UE’s location requirement is satisfied when establishing DD connnection (e.g. by using NEF service for monitoring UE location or SEAL location service for UE entering area of interest). 
2.
If there is a special routing requirement for SEALDD user plane traffic (e.g. running on a specific slice and DNN), the SEALDD server (regulator) interacts with 3GPP CN to provision service specific parameters with NEF as described in 3GPP TS 23.502 [7], clause 4.15.6.10 and clause 4.15.6.7. If there are QoS requirement in the DD policy, the SEALDD server also apply QoS to ensure the quality for SEALDD traffic by utilizing NEF/PCF/NRM/EES service for QoS adjustment. If the DD policy specifies failure detection report, the SEALDD server may subscribe to CN analytics (e.g. DN performance analytics) from NEF/NWDAF and further notify data delivery status of application traffic to VAL client of provider A (via SEALDD client) and VAL server (provider B) based on analytics result.
3-4.
The SEALDD server allocates an IP address and port for sending and receiving packet over SEAL-S reference point, then SEALDD server sends DD connection establishment notification to the VAL server (provider B) with VAL service ID, the IP address and port. The notification is acknowledged by the VAL server (provider B). 
5-6.
The SEALDD server allocates an IP address and port for sending and receiving packet over SEAL-Uu reference point, then SEALDD server sends DD connection establishment notification to the SEALDD client with VAL service ID, the IP address and port. The notification is acknowledged by the SEALDD client. UE IP address (and port) may be included by the SEALDD client in the notification acknowledgement or sent in a separate update message by SEALDD client if a different UE IP address is to be used in DD connection user plane.
NOTE 1:
Step 3 and step 5 can be done in parallel.
NOTE 2:
Step 5 can be sent via PDU session (if exist) or via application triggering (if no PDU session exists).
7.
The SEALDD client further notifies the VAL client (provider A) about the DD connection being established.
Upon receiving application traffic from VAL client (not shown in the figure), the SEALDD client sends it to SEALDD server (regulator) in SEALDD traffic. The SEALDD server (regulator) identifies application traffic based on the VAL service ID and further sends the application traffic to VAL server (provider B). The downlink application traffic sent from VAL server to VAL client is processed similarly.
6.X.1.3
Data delivery policy deletion
Pre-conditions: 

1.
The VAL server (provider B) and SEALDD client has subscribed to receive notifications from SEALDD server (regulator).
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Figure 6.X.1.3-1: DD connection deletion
1. SEALDD server decides to remove the connection. Such a decision may be based on decision in SEALDD server in the following cases:

a.
DD policy removal or validity time expiration;
b.
DD policy specified end time reached for DD communication;

c.
UE is leaving the area of interest (if spatial condition for UE is provided in the policy).
2-3.
The SEALDD server (regulator) notifies DD connection deletion to the VAL server (provider B). The notification is acknowledged by the VAL server (provider B). The application traffic is stopped on both sides.
4-5.
The SEALDD server (regulator) notifies DD connection deletion to the SEALDD client. The notification is acknowledged by the SEALDD client. The application traffic is stopped on both sides.
NOTE 1:
Step 2 and step 4 can be done in parallel.
NOTE 2:
Step 5 can be sent via PDU session (if exist) or via application triggering (if no PDU session exists).
6.
The SEALDD client further notifies the VAL client (provider A) about the DD connection being removed. The application traffic is stopped on both sides.
7.
If a special routing requirement for SEALDD user plane traffic was provided to 3GPP CN, the SEALDD server (regulator) interacts with 3GPP CN to remove service specific parameters with NEF as described in 3GPP TS 23.502 [7], clause 4.15.6.7.

8.
The SEALDD server removes the DD connection (i.e. deletes the DD connection context).
6.X.2
Solution evaluation

This solution addresses KI #8 about the SEALDD data distribution control between the VAL client and VAL server. The policy control in SEALDD helps to manage the SEALDD connectivity for application traffic transfer with QoS and status notification.
This solution also addresss KI #3 about how to support data transmission in SEALDD enabler layer with guaranteed quality by providing QoS for application traffic (i.e. using NEF/PCF/NRM/EES QoS service).
* * * End of Changes * * * *
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