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1. Introduction
There were offline questions about the procedure of 7.3.2.3.7.
2. Reason for Change

Address offline questions to clarify the role of UE/PEMC1 and PEMC2 in the PIN and how UE/PEMC1 knows of PINE-1 capability.

3. Proposal

It is proposed to agree to the following changes in 3GPP TR 23.700-78 v0.5.0.
* * * First Change * * * *

7.3.2.3.7
PIN modification triggered after local PEMC failure 
An authorised administrator is the owner of a PIN and accesses PIN configuration using an application on a UE, which is one of the PEMC for the PIN. The authorised administrator leaves the local area of the PIN (e.g. in a home) and is able to access the PIN remotely through the 5G network. The authorised administrator is able to manage the PIN through the 5G network.
Pre-conditions:

1.
The PIN server has authorised the creation of the PIN.
2.
The authorised administrator is the owner of the PIN and has created the PIN.

3.
The authorised administrator configures PEMC2 to provide PIN managementfor the PIN. PEMC2 becomes the active PEMC and UE/PEMC1 is an inactive PEMC.
4.
PEMC2, PEGC, PINE-1, PINE-2, and the UE/PEMC1 are members of the PIN. PINE-1 has PEMC capability.
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Figure 7.3.2.3.7-1: PIN Modification after local PEMC failure 
1.
 UE/PEMC1 receives a notification from PEGC that there is a communication failure with PEMC2.

2.
An authorised administrator on UE/PEMC1 sends a PIN modification request to the PIN server through the 5G network. The modification request includes the security credentials of the authorised administrator, the UE ID, the PIN ID, PIN member ID, and a request that PINE-1 be assigned the new PEMC.

3.
The PIN server processes the modification request and checks if the authorised administrator is allowed to modify the PIN.
4. 
If the authorised administrator is allowed to perform PIN modification, the PIN server sends a request to PINE-1 to assign PINE-1 as the new PEMC and provides PIN profile and dynamic profile information to PINE-1.

5.
PINE-1 returns an accept response to the PIN server.

6.
The PIN server notifies the other members of the PIN that PINE-1 will be the new PEMC for the PIN.

7.
The PIN server sends a response to the PIN modification request with updated information for the PIN profile and the dynamic profile information.

8.
PIN communications resume with PINE-1 serving as the new PEMC.

Editor's Note: How the concept of PIN localization is to be captured in this specification, and its alignment with relevant text in 3GPP TS 22.261[2] and 3GPP TR 22.859[3], are FFS.
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