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1. Introduction
This pCR proposes to put forward an evaluation of PIN create in KI#1.
2. Reason for Change
This paper gives an evaluation of PIN create in KI#1. 
3. Conclusions

N/A
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-78 v 0.5.0.
* * * First Change, all new text * * * *

9.2.2
Evaluation of key issue #1: PIN Management

For PIN create that addressed in KI#1, solution 2 gives the solution of the PIN create procedure with the following principle: 
-
The PIN creation can only be triggered by the PEMC. The PINE receives the role of PEMC during the registration procedure towards PIN server as indicated in solution 12. And the PEMC receives the PIN server endpoint address before triggering the creation. 
-
The PEMC sends the PIN create request to PIN server with the GPSI, PIN client ID, UE location, security credential and PIN profile. The PIN profile includes some of the information that PEMC can request defined in solution 6, for example, the description of PIN, duration of PIN and etc.
-
The PIN server sends a successful response to PEMC, which includes a newly assigned PIN ID to indicate the PIN. Also, the PIN lifetime or duration can be indicated to PEMC. If the PIN creation request fails, the PIN server should give the failure response to indicates that indicates the cause of PIN creation request failure.
-
After the PIN create successfully, the PIN server or PEMC can allocate the access control information to PEGC if the gateway is selected for the PIN and delivers the access control information to PINEs. The access control information includes: user name, account, SSID, BSSID and etc. All the information is used by PINE in PIN to access the PEGC or benefited by 5GS communication. 
Editor’s note: The evaluation of solution 1 of PINAPP architecture needs further update. 
* * * Second Change, all new text * * * *

10
Conclusions

This clause provides conclusions of the study.

10.1
 Conclusion of PIN management of KI#1
The following principle is considered normative for PIN create: 

-
The PIN creation can only be triggered by the PEMC. The PINE receives the role of PEMC first during the registration procedure towards PIN server.
-
The PEMC sends the PIN create request to PIN server with the GPSI, PIN client ID, UE location, security credential and PIN profile. 
-
The PIN server sends a successful response to PEMC, which includes a newly assigned PIN ID to indicate the PIN. Also, the PIN lifetime or duration can be indicated to PEMC. If the PIN creation request fails, the PIN server should give the failure response to indicates that indicates the cause of PIN creation request failure.
-
After the PIN create successfully, the PIN server or PEMC can allocate the access control information to PEGC if the gateway is selected for the PIN and delivers the access control information to PINEs. The access control information includes: user name, account, SSID, BSSID and etc. All the information is used by PINE in PIN to access the PEGC or benefited by 5GS communication. 
Editor’s note: The conclusion of solution 1 of PINAPP architecture needs further update. 
Editor’s note: Whether Access control information is determined by 5GC or PIN server itself depends on SA2 feedback and needs further update.  
* * * End of Change * * * *

