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1. Introduction
This contribution provides support for OT integration.
2. Reason for Change
Add solution support for OT integration.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.545 v0.6.0.
* * * First Change * * * *

7.x
5G system capabilities exposure for OT integration
7.x.1
General
NOTE :
Whether usage 5G system capabilities exposure for OT integration or not is FFS.
The FF application specific server provides FF services to the FF applications (OTs). The FAE capabilities act as a broker to provide 5G system capabilities exposure for integration of Operation Technologies  according to OT application level requirements. 
This functionality is related to the translation of the 5G system capabilities to FF service APIs based on configuration and mapping. FF service APIs can be defined as customized/tailored sets of service APIs, which can be either NEF northbound APIs or OAM provided APIs or enabler layer/SEAL provided APIs. 
7.x.2
Procedure on FF service API configuration
In this procedure, the FF application specific server initially provides an application requirement to the FAE server including the service KPIs. Then, the FAE server configures the mapping of the FF application to a FF service API which is a combination/bundling of northbound APIs (from both management and control plane). In particular, a FF service API consists of telco-provided/platform dependent service APIs (e.g., NEF, OAM, SEAL, etc), and provides an abstraction/simplification on top of them. The procedure also covers the scenario where a trigger event occurs (e.g., service KPIs change, application requirement change) and the mapping configuration or the FF service API configuration needs to change. In this scenario, the FAE server updates the configuration of the API and provides a notification to the FF application specific server. 

These two procedures for the initial configuration and the configuration update are covered in 7.x.2.1 and 7.x.2.2 accordingly.

7.x.2.1
Initial Configuration

Figure 7.x.2.1-1 illustrates the flow for the initial FF service API configuration.
Pre-conditions:

1.
The FF application specific server has registered to the FAE server. 
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Figure 7.x.2.1-1: Initial configuration
1.
The FF application specific server sends a FF application requirement request to the FAE server. 

2.
The FAE server maps the FF application requirement to a FF service API which includes a list of APIs which are needed to be consumed as part of this service capability exposure. 

The FAE server may also store the mapping of the FF service API to the service API list and per service API information (e.g. data encoding, transport technology, API protocol and versions)

3.
The FAE server registers to consume the corresponding APIs from the 5GS (NEF and OAM) and SEAL service producers. The FAE server registers to the following:

-
to consume NEF APIs as specified in 3GPP TS 29.522 [x], e.g., related to network monitoring, device triggering, analytics exposure, 5G LAN parameter provisioning, time synchronization exposure; 
-
to consume Management services from OAM; 

-
to consume SEAL services based on 3GPP TS 23.434 [5].
4.
The FAE server sends a FF application requirement response to the FF application specific server.

5.
The FAE server sends the FF service API information notify to the FF application specific server.

7.x.2.2
FASS Configuration Update
Figure 7.x.2.2-1 illustrates the flow for the FASS configuration update.

[image: image2.emf]FAE Server

FF application 

specific server

5GS/SEAL 

Enablers

2. FFservice API 

configuration update

3. subscription / registration update to 5GS/SEAL 

services 

4. FASS configuration update response

5. FFservice API notify

1. FASS configuration update request


Figure 7.x.2.2-1: FASS configuration update

1.
The FF application specific server sends a FASS configuration update request to the FAE server. 

2.
The FAE server processes and updates the mapping of the FF service APIs. 

3.
The FAE server updates the subscription/registration to the underlying 5GS and SEAL service producers, if an update on the service APIs (e.g., NEF APIs, SEAL APIs, OAM provided APIs) is needed.
4.
The FAE server sends a FASS configuration update response to the FF application specific server.

5.
The FAE server optionally sends the updated FF service API information notify to the FF application specific server.
7.x.3
Procedure on FF service API translation
Pre-condition:

-
The FF application specific server has registered to the FAE server.

-
 The FF application specific server has configured to the FAE server and get FF service APIs.
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Figure 7.x.3-1: Procedure on FF service API translation
1.
The FF application specific server sends FF service API invocation request to the FAE server.
2.
The FAE server maps the FF service API into 5GS/SEAL service API. 



3.
The FAE server performs the corresponding service API invocation procedures to 5GS or SEAL Enablers.

4.
The FAE server sends FF service API invocation response to the FF application specific server. 

5. 
The FAE server sends the FF service API invocation notify to the FF application specific server  with 5G service invocation result.
7.x.4
Information flows
7.x.4.1
FF application requirement request
Table 7.x.4.1-1 describes information elements for the FF application requirement request from the FF application specific server to the FAE server.

Table 7.x.4.1-1: FF application requirement request
	Information element
	Status
	Description

	FASS ID
	M
	The identifier of the FF application specific server

	Application level requirements 
	M
	The FF application requirements, e.g. QoS requirements, service KPIs 

	Time validity
	O
	The time validity of the request

	


7.x.4.2
FF application requirement response
Table 7.x.4.2-1 describes information elements for the FF application requirement response from the FAE server to the FF application specific server.

Table 7.x.4.2-1: FF application requirement response

	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of the FF application requirements request.


7.x.4.3
FF service API notify
Table 7.x.4.3-1 describes information elements for the FF service API notify from the FAE server to the FF application specific server.

Table 7.x.4.3-1: FF service API notify
	Information element
	Status
	Description

	List of FF service API 
	M
	List of the configured FF service APIs


Table 7.x.4.3-2: FF service API
	Information element
	Status
	Description

	FF service API info
	M
	The information for the configured FF service API

	> API details
	M
	The FF service API name, type and identifier

	> API version
	O
	The version of the FF service API

	> Communication method
	O
	The communication type (e.g. request/response, subscribe/notify)


7.x.4.4
FASS configuration update request
Table 7.x.4.4-1 describes information elements for the FASS configuration update request from the FF application specific server to the FAE server.

Table 7.x.4.4-1: FASS configuration update request

	Information element
	Status
	Description

	FASS ID
	M
	The identifier of the FF application specific server

	Updated application level requirements 
	M
	The new FF application requirements, e.g. QoS requirements, service KPIs 

	Time validity
	O
	The time validity of the request

	


7.x.4.5
FASS configuration update response
Table 7.x.4.5-1 describes information elements for the FASS configuration update response from the FAE server to the FF application specific server.

Table 7.x.4.5-1: FASS configuration update response

	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of the FF application requirements request.


7.x.4.6
FF service API invocation request
Table 7.x.4.6-1 describes information elements for the FF service API invocation request from the FF application specific server to the FAE server.

Table 7.x.4.6-1: FF service API invocation request
	Information element
	Status
	Description

	FASS ID
	M
	Identifier of the FF application specific server 

	FF service API
	M
	FF service API to invocate

	
	
	

	
	
	

	
	
	


7.x.4.7
FF service API invocation response
Table 7.x.4.7-1 describes information elements for the FF service API invocation response from the FAE server to the FF application specific server.

Table 7.x.4.6-1: FF service API invocation response
	Information element
	Status
	Description

	Result
	M
	Result from the FAE server in response to FF service API invocation request indicating success or failure


7.x.4.8
FF service API invocation notify
Table 7.x.4.8-1 describes information elements for the OT 5G service notify from the FAE server to the FF application specific server (OT application).

Table 7.x.4.8-1: FF service API invocation notify
	Information element
	Status
	Description

	5G service invocation result
	M
	The result of the FF service API invocation, which can be:

· UE location info
· Network monitoring info

· Network Slice info

· QoS info
· 5GLAN group info
· TSN bridge info
· …..


* * * Second Change * * * *

2
References

[x]
3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".

* * * End Change * * * *
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