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[bookmark: _Toc113900592]1st CHANGE

[bookmark: _Toc114873941]4.5	Capability exposure to EAS
The edge enabler layer exposes services towards the EASs. The exposed capabilities include the services of the Edge Enabler Layer and the re-exposed and enhanced services of the 3GPP core network. The capabilities exposed by the edge enabler layer are specified in clause 8.6 and the 3GPP network capability exposure is specified in clause 8.7. Other application layer capabilities like application enabler services and SEAL services may be exposed via edge enabler layer as per CAPIF as illustrated in Annex A.4. 
The edge enabler layer also supports for an EAS to expose its Service APIs (i.e., EAS Service APIs) towards the other EASs via CAPIF as specified in 3GPP TS 23.222 [6].

2nd CHANGE

[bookmark: _Toc37790918][bookmark: _Toc42003867][bookmark: _Toc50584177][bookmark: _Toc50584521][bookmark: _Toc57673364][bookmark: _Toc114873963]5.2.5	Capability exposure to EASs
[bookmark: _Toc37790919][bookmark: _Toc42003868][bookmark: _Toc50584178][bookmark: _Toc50584522][bookmark: _Toc57673365][bookmark: _Toc114873964]5.2.5.1	General
[bookmark: _Toc37790920][bookmark: _Toc42003869]This clause specifies the requirements for capability exposure to EAS.
[bookmark: _Toc50584179][bookmark: _Toc50584523][bookmark: _Toc57673366][bookmark: _Toc114873965]5.2.5.2	Requirements
[AR-5.2.5.2-a]	The application layer architecture shall support exposure of 3GPP network's capabilities to the EASs.
[AR-5.2.5.2-b]	The application layer architecture shall support exposure of EES's capabilities to the EASs.
[AR-5.2.5.2-c]	The application layer architecture shall support exposure of EAS's capabilities to the other EASs.

3rd CHANGE

(VOID)

4th CHANGE

[bookmark: _Toc37790948][bookmark: _Toc42003897][bookmark: _Toc50584210][bookmark: _Toc50584554][bookmark: _Toc57673397][bookmark: _Toc114873993]6.3.6	Edge Application Server (EAS)
EAS is the application server resident in the EDN, performing the server functions. The AC connects to the EAS in order to avail the services of the application with the benefits of Edge Computing.
It is possible that the server functions of an application are available only as an EAS. 
However, it is also possible that certain server functions are available both at the edge and in the cloud, as an EAS and an Application Server resident in the cloud respectively. The server functions offered by an EAS and its cloud Application Server counterpart may be the same or may differ; if they differ, the Application Data Traffic exchanged with the AC may also be different.
The EAS can consume the 3GPP Core Network capabilities in the following ways, all of which are optional to support:
a)	invoking 3GPP Core Network capabilities via the edge enabler layer through the EES
b)	invoking 3GPP Core Network function (e.g. PCF) APIs directly, if it is an entity trusted by the 3GPP Core Network; and
c)	invoking the 3GPP Core Network capabilities through the capability exposure functions i.e. SCEF/NEF/SCEF+NEF.
The EAS can support processing ACR related operations (e.g. ACR status update, selected target EAS declaration).
The EAS can expose its Service API(s) (i.e., EAS Service API(s)) towards the other EASs by supporting API provider domain functions as specified in TS 23.222 [6]; and the EAS can consume the EAS Service API(s) exposed by the other EAS(s) by supporting API invoker functionalities as specified in TS 23.222 [6]. 

5th CHANGE

[bookmark: _Toc114874029]6.7.1	General
The Figure 6.7.1-1 shows the capability exposure for enabling edge applications.


Figure 6.7.1-1: Capability exposure for enabling edge applications
Capability exposure includes the 3GPP core network (i.e. 5GC, EPC), ECS and the EES capability exposure, to fulfil the needs of the edge service operations. The capability exposure functionality is utilized by the functional entities (i.e. EES, EAS and ECS) depicted in the architecture for enabling the edge applications.
NOTE: 	The edge enabling layer also supports the exposure of EAS Service APIs using CAPIF, which is not explicitly depicted in the Figure 6.7.1-1.

END OF CHANGES
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