
3GPP TSG-SA WG6 Meeting #51-e
S6-222864
e-meeting, 10th – 19th October 2022
(revision of S6-22xxxx)
Source:
Motorola Solutions
Title:
MCShAC enhancement to functional architecture
Spec:
TR 23.700-38 v0.3.0
Agenda item:
9.2
Document for:
Approval
Contact:
Dom.Lazara@motorolasolutions.com
1. Introduction
This purpose of this pCR is to give a solution for key issue 1 in subclause 5.1. This key issue suggests that modifications are needed to the MC services functional architecture that is found in TS 23.280 (and potentially other MC service TSs) in order to fulfill the requirements in TS 22.280 section 5.16.4
Sharing of administrative configuration between Mission Critical Organizations. 
This solution only brings what is new and necessary in order to fulfill the requirements listed above. There is no point in duplicating functions or interfaces, where an appropriate function or interface already exists.
2. Reason for Change
Provide a solution for key issue 1 in 5.1.
3. Conclusions

It is best to take into account the existing MC service functional architecture during this study.
4. Proposal

It is proposed to agree the changes below to 3GPP TR 23.700-38 v0.3.0
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.280: "Mission Critical Services Common Requirements (MCCoRe); Stage 1".

[3]
3GPP TR 22.881: "Study on sharing administrative configuration information between interconnected Mission Critical (MCX) service systems".
[4]
3GPP TS 33.180: "Security of the Mission Critical (MC) service".
[x]
3GPP TS 23.280: "Common functional architecture to support mission critical services; Stage 2".

* * * Next Change * * * *

7
Solutions 


7.1
General

This clause provides a general description of the solutions.

7.2
Mapping of solutions to key issues

Table 7.2-1 Mapping of solutions to key issues
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Although this solution is for Key Issue 1, it should be clear that any solution for Key Issue 1 also has impacts to the other key issues in this TR.

7.x
Solution #1: Enhancement to the MC service functional architecture
7.x.1
Solution description
This solution builds upon the what is already contained in TS 23.280 functional model for the MC services architecture.
7.x.2
Functional model description

7.x.3
On-network functional model

Each MC service can be represented by an application plane functional model. The functional model across MC services may be similar but is described by the individual functional entities and reference points that belong to that MC service. Within the application plane for an MC service there is a common set of functions and reference points. The common set is shared across services. This common set of functions and reference points is known as the common services core.

Figure 7.x.3.1-1 shows the functional model for the application plane for an MC system.
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Figure 7.x.3.1-1: Functional model for application plane for an MC system
The common services core functions and reference points are described in TS 23.280. The new common services core functions and interfaces are described below.
In the model shown in figure 7.x.3.1-1, the following apply:

-
The administrative configuration management client is an integrated functional entity of the configuration management client. The administrative configuration management client is described below.

-
The administrative configuration management server is an integrated functional entity of the configuration management server. The administrative configuration management server is described is described below.
7.x.4
Administrative configuration management client
The administrative configuration management (ACM) client functional entity acts as the application user agent for an authorized user that is responsible for requesting, approving, and applying configurations between a primary MC system and partner MC system. The administrative configuration management client interacts with the administrative configuration management server.
The administrative configuration management client functional entity is supported by the signalling user agent and by the HTTP client functional entities of the signalling control plane.
7.x.5
Administrative configuration management server

The administrative configuration management (ACM) server functional entity provides the temporary storage of configuration management changes when requests are received from a partner MC system. The administrative configuration management server validates requests from the administrative configuration management (ACM) client.
The administrative configuration management server functional entity is supported by the SIP AS and by the HTTP server functional entities of the signalling control plane.
7.x.6
Solution evaluation

This clause provides an evaluation of this solution.
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