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1. Introduction
This contribution proposes a new solution for key issue #5.
2. Reason for Change
One of the open issues of KI #5 is that 

-
-
Whether and how to provide data storage service to support application data (e.g. application context) storage for VAL servers?
The SEAL DD layer is designed to provide different kinds of data delivery service for the application layer. 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v1.0.0..
* * * First Change * * * *

6.X
Solution #X: SEALDD enabled application context transfer
6.X.1
Architecture enhancements

None.

6.X.2
Solution description

6.X.2.1
General

This solution addresses the key issue #5. In this solution, the SEAL DD server provides an application context transfer service to the application layer. With this new delivery service, the ASP can transfer the application context via the SEAL DD layer. 

6.X.2.2
Procedure

Pre-conditions:

.
The source VAL server already obtains the serving target SEAL DD server of the target VAL server.
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Figure 6.X.2.2-1 SEALDD enabled application context transfer

1.
The target VAL server subscribes the application context transfer event from its serving SEAL DD server.

2.
The source VAL server determines to use the application context transfer service provided by the SEAL DD server. The srouce VAL server invokes the application context transfer creation request, the target VAL server and target SEAL DD server information is included.

3.
The source SEAL DD server determines to create a delivery connection with the target SEAL DD server.

4.
The source SEALDD server sends the SEAL DD connection establishment request towards the target SEAL DD server. The target VAL server is included. Other information related to the connection is also provided, e.g., the supporting protocols for this delivery. The target SEAL DD server accepts the request and returns the SEAL DD connection establishment response. The selected protocol, port number for this connection is included. The target SEAL DD server allocates the storage for the target VAL server.

5.
The source SEALDD server allocates storage for the source VAL server and return the URL for application context storage, if the application context URL is not provided from the source VAL server.

6.
If the SEAL DD storage service is used, the source VAL server puts the application context to the destination storage via the storage management procedure as described in Sol#4. 

7.
If the SEAL DD storage service is used, the application context is delivered from the source SEAL DD server towards the target SEAL DD server, and further fetched by the target VAL server via the storage management procedure as described in Sol#4.
6.X.3
Solution evaluation

This solution enables the VAL server to use the SEAL DD provided application context delivery service to transfer the application context.

