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1. Introduction
This contribution provides overall evaluation and conclusion for KI#5.
2. Reason for Change
This contribution provides overall evaluation and conclusion for KI#5.

There are two solutions in the TR, Data storage management is described in solution#4 and Application context transfer via data storage service is described in solution #X.
Solution #4 defined a data storage service where the stored data can be queried by the creator or the other network functions for context or content transfer. The solution includes the data storage creation, data storage query and data storage management (including status notification, storage update, storage refresh, storage delete). This solution addresses the open issues of KI #5.
Solution #X defined an application context transfer service between the VAL servers via invoking the data storage service defined in solution #4. This solution addresses the open issue “Whether and how to provide data storage service to support application data (e.g. application context) storage for VAL servers?” of KI #5.
Solution #4 and solution #X can be considered in the normative work, detailed APIs and information flows can be discussed in TS phase.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v1.0.0..
* * * First Change * * * *

7.3.7
Overall evaluation of key issue#5

The open issues of KI #5 include:

-
What capability should the SEALDD server provide to support the data storage service?

-
What APIs should SEALDD enabler provide to enable the VAL server and VAL client to use the data storage service provided by SEALDD, such as the creation, refreshing, update, and deletion of the stored data?

-
What APIs should SEALDD enabler provide to VAL clients/servers to monitor the status of the stored data?

-
What management information or analytics should be provided to configure the storage service?

-
Whether and how to provide data storage service to support application data (e.g. application context) storage for VAL servers?

There are two solutions in the TR, Data storage management is described in solution#4 and Application context transfer via data storage service is described in solution #X.
Solution #4 defined a data storage service where the stored data can be queried by the creator or the other network functions for context or content transfer. The solution includes the data storage creation, data storage query and data storage management (including status notification, storage update, storage refresh, storage delete) procedures and functionalities.
Solution #X defined an application context transfer service between the VAL servers via invoking the data storage service defined in solution #4. This solution addresses the open issue “Whether and how to provide data storage service to support application data (e.g. application context) storage for VAL servers?” of KI #5.

* * * Next Change * * * *

8.3.5
Conclusion of key issue#5


Solution #4 and solution #X can be considered in the normative work, detailed APIs and information flows can be discussed in normative phase.

* * * Next Change * * * *

<Proposed change in revision marks>

