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1. Introduction
This pCR adds details to the conlusions clause based on the progress made so far.
2. Reason for Change
This pCR capatures the conclusions which can serve as basis for the normative work.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-76 V1.2.0.
* * * First Change * * * *

9
Conclusions


This technical report fulfils the objectives of the study on supporting ad hoc group communication for MC services. The report includes the following:

1.
Definition of terms and abbreviations used in the study (clause 3);

2.
Key issues identified by the study (clause 4);

3.
Individual solutions addressing the key issues (clause 7); and
4.
Overall evaluations of all the solutions (clause 11).

No architectural requirements and enhancements were identified as part of the study. Also no dependencies on other working groups within 3GPP were identified.
The study concludes with following considerations for the normative work:
1.
Definition of terms and abbreviations captured in clause 3 will be reused;
2.
Following individual solutions, corresponding to the key issues, will be considered as candidate solutions:
a.
for Key issue #1 (Ad hoc group communication):

i.
Information flows specified in Solution #1 (Ad hoc group communication set up for MCX service)
ii. Information flow AHGC share security material command is not required

iii. Pre-configured group as specified in Solution #2 to be used for achieving the end-to-end security for both the cases where the participants list is supplied by the initiator of the AHGC and participants list is determined by the MC Service server.
iv. Pre-configured group to be used for the AHGC is determined by the MC Service server and not by the initiating client.
b.
for Key issue #2 (Network topology hiding):

i.
Mechanism provided in Solution #1 (Ad hoc group communication set up for MCX service) where the MC service group ID is created by the MC Service server and shared to the participating clients to be adapted.
c.
for Key issue #3 (Configuration parameters):

i.
Solution #3 (Configuration parameters)
d.
for Key issue #4 (Modifying participants list):

i.
Solution #4 (Modifying participants list)
* * * End Change * * * *

