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1. Introduction
This contribution proposes a new solution for KI#22.
2. Reason for Change
The key issue on EAS discovery for Edge Node Sharing scenario is agreed in KI#22, it is required to provide solution for the KI.
Clause 3.5.4.3.3 of GSMA OPG.02 Operator Platform Telco Edge Requirements (version 2.0) specifies following:

“A subscriber of Operator B accesses its home network/operator platform and asks for the required Edge-Enhanced or edge-Native Application. When Operator B's OP identifies that the most suitable edge node is in Partner A, Operator B's OP requests the Edge Cloud service through the E/WBI to Partner A's OP.”
Clause 3.5.4.3.3 of GSMA OPG.02 Operator Platform Telco Edge Requirements (version 2.0) specifies following:

“Edge node sharing is a scenario wherein an OP, when serving the UNI requests originating from (its own) UCs, decides to provide the application from the Edge nodes of a partner OP (where the application is available). Like the scenario discussed in section 3.3.5, this decision may be due to the Operator's policy controls, specific Application Provider restrictions, due to constraints originating from the federation agreement between the Operators and others.”

3. Proposal

It is proposed to agree the following changes in TS 23.700-98 v1.2.0.
* * * First Change * * * *

7.x
Solution #XX: EAS discovery for Edge node sharing
7.x.1
Architecture enhancements
None.
7.x.2
Solution description
7.x.2.2
Publish/unpublish and fetch application
Since the application instance is deployed in the partner’s data network, when the leading OP (OP-B) receives a request from the UC, the leading OP (OP-B) needs to contact the partner OP (OP-A) to discover the application. In EDGEAPP architecture, the EES and ECS are entities within the OP. This clause provides ways for the leading OP to discover EAS of the partner OP for subsequent communication.
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Figure 7.x.2.2-1: publish and unpublish application information between ECS
0)
Once EAS(s) are instantiated in OP-B, the EAS(s) are registered with EES (of OP-B). Upon EAS registration, the EES determines whether the registered EAS is to be shared with other OP(s) or not.
1)
Based on service level agreement between ECSP-A and ECSP-B if EAS is shared to ECSP-A and also based on EAS registration status, the EES (of OP-B) sends registered EAS information publish or unpublish request to an Edge repository (designated ECS of OP-B). The request includes the registered and allowed EAS for sharing between ECSP-1 and ECSP-2, EAS profile (along with service area and endpoint address).
2)
The Edge repository checks whether EES is authorized to publish or unpublish registered EAS list or not based on service level agreement.

3)
If authorized, the Edge repository stores the EAS information and sends registered EAS information publish or unpublish response.
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Figure 7.x.2.2-2: publish and unpublish application information between ECS

1)
Based on service level agreement between ECSP-1 and ECSP-2, the Edge repository of OP-A (i.e. designated ECS of OP-A) sends subscription request to receive registered EAS information (including service area) to Edge repository of OP-B (i.e. designated ECS of OP-B). The request includes required parameters like ECSP identifier, ECS identifier, security parameters and federation identifier.
2)
Upon receiving the request from Edge repository (of OP-A), the Edge repository (of OP-B) checks whether Edge repository (of OP-A) is authorized to receive registered EAS list or not based on service level agreement.

3)
The Edge repository (of OP-B) sends subscription response – which indicates result of the subscription (success or failure) and subscription identity (if the result is success).

4)
The list of registered and allowed EAS is changed on the Edge repository (of OP-B) – that is either new EAS is registered or EAS registration is updated or EAS is deregistered or new EAS is published or already published EAS is unpublished.

5)
The Edge repository (of OP-B) sends notification to the Edge repository (of OP-A). The notification includes the registered and allowed EAS for edge node sharing service between ECSP-1 and ECSP-2, EAS profile (along with service area and endpoint address). Upon receiving the notification, the entity-1 stores the information to be used in other procedures (like EAS discovery or get registered EAS information request).
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Figure 7.x.2.2-2: Getting registered EAS information from partner

The ECS (OP-B) may fetch application information from its partner OP (e.g. OP-A) as shown in figure 7.x.2.2-2, periodically. In such a fetch operation, the fetched information includes a list of EAS IDs and EES information of OP-A.

NOTE 2:
If the ECS (OP-B) does not receive EES information of OP-A from the published/notified application information, the ECS (OP-B) can also fetch it from the ECS (OP-A) via the fetch operation. 

NOTE 3:
Procedures in this clause is applicable when leading OP’s OAM provisioned application sharing info (EAS IDs and EES info) of OP partners is not available in ECS. 

7.x.2.1
General

Figure 7.x.2-1 illustrates the procedure for EAS discovery for Edge Node Sharing scenario, where the EES-B requests list of all registered EASs from partner OP’s EES-A or perform EAS discovery based on the discovery filters provided by the EEC.

Pre-conditions: 

1.
ECSP-1 and ECSP-2 have a service level agreement to share edge services.
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Figure 7.x.2-2: EAS discovery for edge node sharing

1)
The EAS may be registered in EES of OP-A over EDGE-3 reference point. The EAS may be dynamically instantiated during EAS discovery processing on the EES (OP-A) and then registered in the EES (OP-A).

NOTE:
The EES (OP-A) also registers into the ECS (OP-A) via EDGE-6 reference point, which is not shown for simplicity.

2)
EEC performs service provisioning from ECS-B as specified in 3GPP TS 23.558 [2].

3)
if required, EEC performs registration to EES-B as specified in 3GPP TS 23.558 [2].
4)
The EEC sends EAS discovery request. The EES-A determines that the required EAS(s) is(are) not registered with the EES, and decides to provide service from partner OP’s EAS. 

Based on service provider policy, the EES-B either requests list of all registered EASs from partner OP’s EES-A as specified in step 5 to step 7, or perform EAS discovery based on the discovery filters provided by the EEC as specified in step 8 to step 9.

Following steps shows procedure to request list of all registered EASs from EES-A.

5)
If the EES-B does not have full application knowledge at the time of EAS discovery request from the EEC, the EES triggers request to EES-A to provide list of all registered and allowed EAS information. The request includes required parameters like ECSP identifier, EESID, security parameters and federation identifier.

6)
Upon receiving the request from EES-1, the EES-2 checks whether EES-1 is authorized to receive registered EAS list or not based on service level agreement.

7)
If authorized, the EES-A sends registered EAS information response. The response includes the registered and allowed EAS for edge node sharing service between OP-A and OP-B, EAS profile (along with service area and endpoint address). Otherwise, the EES-A sends the failure response. Upon receiving the success response, the EES-B stores the information to be used during EAS discovery procedure.
NOTE 1:
The request to get list of all registered EASs from EES-A to EES-B can be triggered anytime based on implementation.
Following steps shows procedure to perform EAS discovery based on the discovery filters provided by the EEC.

8)
the EES-B sends EAS discovery request over EDGE-9 reference point to the EES-A.
NOTE 2:
If required, the EES-B may perform Retrieve T-EES procedure as specified in clause 8.8.3.3 of 3GPP TS 23.558 [2] to retrieve information about EES-A.
9)
the EES-A validates the edge service SLA and returns EAS discovery response including the discovered candidate EAS(s) to the EES-B.

10)
Upon receiving registered EAS information from EES-A (either via notification or request to get all registered EAS information or EAS discovery procedure), the EES sends the EAS discovery response to EEC including matching EAS details.
NOTE 3:
It is up to implementation to decide which option to use to get list of registered EAS(s) from partner OP.
7.x.3
Solution evaluation

This solution addresses KI#22 for the EAS discovery in edge node sharing case. This solution enables EAS discovery for edge node sharing scenario, where the EES-B either requests list of all registered EASs from partner OP’s EES-A or perform EAS discovery based on the discovery filters provided by the EEC. Based on received registered EAS information from EES-A, the EES-B uses the information while providing the EAS discovery response to the EEC. This solution is a viable solution.
* * * End of Changes * * * *
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