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1. Introduction
TR 23.700-78 has the below Editor ‘s note related to the PIN modification :
Editor's note: Whether the PIN modification can be triggered or accomplished internal PIN needs more study. 

This pCR intends to address this editor’s note.
2. Reason for Change
PIN being a personal network we need to have the procedures which support management of PIN internally as much as possible. PEMC being a management entity shall be able to manage the PIN internally and only the cases where the PIN modification is not possible internally it should be managed by the PIN server or authorized user fro outside the PIN. We already have procedures for PIN modification internal to PIN and hence this editor’s note can be deleted without any changes.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-78 V0.5.0.
* * * First Change * * * *

7.3.2.1
General

This solution addresses aspects of Key Issue #1. 
After the UE or PINAPP acquires the role of PEMC, the PINAPP can trigger a creation of PIN towards PIN server. 

When the PINAPP as a PEMC to trigger the creation of PIN, there may the two situations below: 

-
There is only one element in PIN, and the PEMC manages itself; 

-
There are already serveral PIN elements or PEMC. The other PIN elements or PEGC have communication links with PEMC via non-3GPP access and the PEMC can trigger creation of PIN with these PIN elements in group. 
After the creation of PIN is accepted by network, the PIN server response with the PIN ID, the PEGC information about access control configured in PEGC. 

At the network side, a PIN server should be deployed. The PIN server (represent the operator) is responsible for the authorization of the Creation request of PIN, and arranges the PEGC information about access control to PIN. 

How the PIN server receives or derives PEGC information about access control is in the scope of SA2.
For an established PIN, the PIN can be modified in the following situation: 

-
Changes of PEMC. For example, the current PEMC may no longer be provide management of PIN and the role of PEMC will be changed to another PIN elements. 

-
Changes of PEGC. For example, if the current PEGC has broken down or is switched off, or the PEGC moves out of the direct communication proximity of the PINE client(s). The current PEGC is no longer suitable and enforcing another PIN element as PEGC is needed. 

-
Update of PIN service. If the service that a PINE (in a PIN) or PIN can provide is updated, the PEMC should trigger the modification of PIN towards PIN server to update the PIN service. 

-
Update of PIN service remotely by authorised administrator after local PEMC failure. An authorised administrator is the owner of the PIN and needs to reconfigure the PIN after a communication failure with the local PEMC. The authorised administrator can access the PIN and the PIN server only through the 5G network.
Editor's note: The access control information should be coordinated with SA2 and wait for further update. 


* * * End Change * * * *

