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1. Introduction

This contribution proposes to update and add solution evaluation of sol#16.
2. Reason for Change

The “Editor's note:
It is FFS where the User information can be stored and how to use the User information” needs to be solved and the solution evaluation is needed.

Service differentiation during the EAS discovery is provided on previous e-meeting (option 2 in this paper), however, it is commented that the User of EAS is the asset of application over the top and shouldn’t be mixed with user of EEL. So option 1 is proposed to try to solve the issue.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98.

* * * First Change * * * *

7.16
Solution #16: EAS discovery for different users 

7.16.1
Architecture enhancements

None.

7.16.2
Solution description-Option 1 Service differentiation based on user information pre-configured in ECS
7.16.2.1
General

The following solution corresponds to the key issue #12 on service differentiation for users.

In this solution, the User information corresponding to service permission level is introduced to achieve service differentiation. 

The User information corresponding to service permission level could be a list of UE identifier(s) associated with service permission level. It enables EES/ECS support to handle the information of user priority or something like "allowed-list", or EAS deployment segmentation in EDN.  

7.16.2.2
Procedure  
7.16.2.2.1
Service differentiation during the service provisioning  
In this precedure, when ECS receives the Service Provisioning request, the ECS identifies the EES based on pre-configured User information. 
The procedure of Service Provisioning for different users follows procedures defined in clause 8.3.3.2 TS 23.558 with following changes:
Pre-conditions:

1.
The ECS is locally configured with the User information and ECSP policy indicating whether the service differentiation based on the User information is going to be used.
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If AC profile(s) are provided by the EEC, the ECS identifies the EES(s) based on the provided AC profile(s), the UE location, and optionally, the User information could be taken into consideration to provide different edge service to different user. 
When AC profiles(s) are not provided, then:

-
if available, the ECS identifies the EES(s) based on the UE-specific service information, User information at the ECS and the UE location;

-
ECS identifies the EES(s) by applying the ECSP policy (e.g. based only on the UE location, or based on the User information and UE location.
7.16.2.2.2
Service differentiation during the EAS discovery  
In this precedure, the User Information could be taken into consideration during the EAS discovery 
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1.
The EAS discovery request includes the Service permission level to indicate the Required level of service permissions e.g. trial, gold-class. 

2.
If there is no User information available in the EES, the EES can request it from the ECS by sending the User Information verification request.


The ECS verify the Required level of service permissions from the EEC by comparing it with the User information. Then sends the result to the EES.

Once it is verified, the EES select the EAS corresponding to the required level of service permissions by filtering the EAS based on the EAS service permission level in EAS profile.
  If the processing of the request was successful, the EES sends an EAS discovery response to the EEC.
7.16.3
Solution description-Option 2 Service differentiation during the EAS discovery
7.16.3.1
General

The following solution corresponds to the key issue #12 on service differentiation for users.

In this solution, the User information corresponding to service permission level is introduced to achieve service differentiation. 

The User information corresponding to service permission level could be a list of UE identifier(s) associated with service permission level. It enables EES support to handle the information of user priority or something like "allowed-list", or EAS deployment segmentation in EDN. And it is provided to EES by EAS during the EAS registration or EAS registration update.

Editor's note:
It is FFS where the User information can be stored and how to use the User information.

7.16.3.2
Procedure

In this solution, when EES receives the EAS discovery request, in addition to service permission level filter, the EES identifies the EAS based on received User information.
The procedure of EAS discovery for different users follows EAS discovery procedures defined in clause 8.5.2.2 TS 23.558 with following changes:
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1.
The EAS discovery request includes the Service permission level to indicate the Required level of service permissions e.g. trial, gold-class. 

3.
If there is no User information corresponding to the service  in the EES, the EES can request it from the CAS/EAS by sending the User Information request.

4.
The CAS/EAS provides the response with the User information which is a list of UE identifier(s) associated with service permission level supported in the EAS(s).

NOTE: If the amount of the User information is too large, some of the User information could be offloaded to the CAS/EAS.
5.
The EES verify the Required level of service permissions from the EEC by comparing it with the User information. Once it is verified, the EES select the EAS corresponding to the required level of service permissions by filtering the EAS based on the EAS service permission level in EAS profile.

6.
If the processing of the request was successful, the EES sends an EAS discovery response to the EEC.

7.16.4
Solution evaluation
The proposed solution solves key issue#12. For open issue “What service differentiation should be enabled by the EEL”. The User information corresponding to service permission level is used to enable EES/ECS to support request of different service permission level. 
Option#1 proposes to enable the ECS to deal with the different service permission level based on information pre-configured in the ECS. 

Option#2 proposes to enable the EES to deal with the different service permission level based on information provided by CAS/EAS. 

* * * Next Change * * * *

<Proposed change in revision marks>
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