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The interactions between the VAL server and the SEALNSCE server are generically referred to as NSCESEAL‑S reference point.  This reference point supports network slice capability exposure such as: application layer slice lifecycle management, fault diagnosis, slice API configuration and mapping, QoS verification, slice performance analytics exposure etc.



