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1. Introduction
This pCR provides solution to KI#20 - Method of supporting federated EAS service 
2. Reason for Change

In a federated EAS scenario, the EAS context relocation method may vary depending on the edge computing configuration. Currently, EAS utilizes APIs to use different EAS functions or CAPIFs to use APIs of EAS with different EASs. Since this is done regardless of Federation, the EAS must call the EAS API every time.However, in current rel-17, there is an inefficient aspect of having to discover the API list used every time when context relocation such as ACR is required.
Depending on the federation service requirements, specific APIs can be listed and managed by the CCF, and the API list can be relocated together without having to call the API again each time an ACR occurs through the CCF.
This solution proposes how to configure and rearrange the API list information of efficient fed EASs using CCF when the CAPIF function is available.
3. Conclusions

This solution allows federated EAS API list management and API discovery API relocation procedures in edge computing environments that provide CAPIF through it.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98
* * * First Change * * * *

7.x
Solution #XX: Federated EAS API management
7.x.1
Architecture enhancements

None.

7.x.2
Solution description

7.x.2.1
General

This solution addresses key issue 20.
- Federated EAS indicator : One EAS may support multiple federated EAS services. Each federated EAS service can be distinguished by a federated EAS indicator.
7.x.2.2
Federated EAS API relocation with CCF
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· Figure 7.x.2-1: federated EAS API relocation with CCF
In Figure 7.x.2-1, The CCF may configure an EAS(F) API list that the S-EAS can invoke. The S-EAS(F) API list can be provided to the CCF including the federated EAS(F) API list of the S-EAS. The CCF can configure the API list of S-EAS(F) related to all S-EAS by receiving it from S-EAS(F).
The S-EAS is an API invoker and can be transmitted to the CCF by including a fed EAS indicator in the EAS(F) API list's request message.

The CCF may include and transmit the EAS(F) API list's matching the indicator received from the S-EAS in the response message.
1. The S-EAS may store the federated EAS API list’s provided from the CCF.
2. The S-EAS may include the fed EAS indicator, fed EAS API list, and EAS(f) ID in the ACR request message and transmit it to the S-EES.
3. The S-EES may perform an authentication procedure for the ACR request and perform an ACR for each EAS(F). All ACR scenarios determined by EAS and EES can be used for the ACR procedure.
4. The S-EES may transmit a response mesh to the ACR request message to the S-EAS.
5. The S-EES may transmit a clean up notification message to remove all contexts remaining in the S-EAS(F) from the CCF when the ACR is successful.
6. The CCF may transmit a clean up message to all S-EAS(F) corresponding to the notification message received from the S-EES.
* * * Next Change * * * *
7.x.3
Solution evaluation

This solution introduces federated EAS API management and relocation using CCF function.

In order to maintain the same service quality as before when ACR occurs due to UE movement, etc., the procedure for obtaining and relocating federated EASs APIs and performing clean up operation of all EAS(F) API providers context registered in the CCF is proposed.
* * * Next Change * * * *

7
Solutions

7.0
Mapping of solutions to key issues

Table 7.0-1 Mapping of solutions to key issues
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* * * End of Change * * * *
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