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1. Introduction
This contribution proposes a new key issue on possible CAPIF enhancements to support app layer analytics.
2. Reason for Change
In CAPIF, CCF acts as a repository of all, PLMN and 3rd party, service APIs. Some of the capabilities of CAPIF (as provided in TS 23.222) include:
-
Storing the logs for the service API invocations and providing the service API invocation logs to authorized entities;

-
Charging based on the logs of the service API invocations;

-
Monitoring the service API invocations;

CCF could leverage ADAE service, since the use of service API analytics (stats or predictions) could enhance the monitoring related to service API invocations and allow more efficiently charging of the API invoker, not only based on the number of invocations but also based on predicted service API usage. CCF also supports logging of API invocations and could be useful to expose such API logs to ADAES for allowing service API analytics.

This KI aims to investigate:

· possible enhancements to CAPIF for exposing API logs to ADAES and for consuming ADAES analytics

· enhnacements to ADAES for interacting with CAPIF entities for collecting service API logs and for providing service API related analytics to CCF. 

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-36 v0.1.0.
* * * Change * * * *

4.x
Key issue #x: Support for CAPIF enhancements
In CAPIF, CCF acts as a repository of all, PLMN and 3rd party, service APIs. Some of the capabilities of CAPIF (as provided in TS 23.222) include:

-
Storing the logs for the service API invocations and providing the service API invocation logs to authorized entities;

-
Monitoring the service API invocations;

CCF supports logging of API invocations and could be useful to expose such API logs to ADAES for allowing service API analytics. ADAES can consume the API invocation logs in order to provide analytics on the service APIs. This requires some enhancements of CAPIF to allow ADAES to consume aggregated API invocation logs from multiple API invokers for a target API (or API type).
CAPIF needs to be enhanced (e.g. CCF, AEF, API management function) to expose API logs and potentially storing service API analytics based on consuming ADAE services.

This KI aims to investigate:

· whether service API analytics would be useful for enhancing CAPIF operation?

· what are the possible enhancements to CAPIF procedures for exposing API logs to ADAES?
* * * End of Change * * * *

