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1. Introduction
Add the registration procedure to the TS.
2. Reason for Change
Provide registration capabilities
3. Proposal

It is proposed to agree the proposed changes to 3GPP TS 23.554 v.0.3.0
* * * First Change * * * *

8.x
UE Registration
8.x.1
MSGin5G UE Registration
The signalling flow for MSGin5G UE registration is illustrated in figure 8.x.1-1. The procedure assumes that the MSGin5G UE is responsible for triggering registration to the MSGin5G Server in order to establish association with the MSGin5G Server to receive MSGin5G services.  
Pre-conditions:

1. The MSGin5G UE has connected to the serving network successfully.

2. A UE Service ID has been provisioned on the MSGin5G UE.

3. The MSGin5G Server address has been provisioned on the MSGin5G UE.
4. Both the MSGin5G UE and MSGin5G Server have been configured with the necessary credentials to enable authenticating one another.
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Figure 8.x.1-1: MSGin5G Client registration

1. The MSGin5G Client sends a MSGin5G Client registration request to the MSGin5G Server. The request includes security credentials required for the MSGin5G Client to register to the MSGin5G Server.  The request includes the UE Service ID and MSGin5G Client Profile information as detailed in Table 8.x.1-1.

Table 8.x.1-1: MSGin5G UE Registration Request
	Information element
	Status
	Description

	UE Service ID
	M
	UE service identifier assigned to the requesting MSGin5G UE.

	UE credential information
	M
	The information needed to authenticate the UE. It is SA3 responsibility to define the detail of the needed credential information.

	MSGin5G Client Profile
	M
	Set of parameters describing the MSGin5G Client

	>MSGin5G Client Triggering Information
	O
	UE Identifier (i.e., MSISDN, external ID), port number(s) and associated protocol (e.g., SMS, NIDD, etc.) for device triggering. The MSGin5G Server uses the information in step 5 of clause 8.8.3. See Table 8.x.1-2.

	>MSGin5G Client Capabilities
	O
	A list of the MSGin5G capabilities required or supported by the MSGin5G Client (e.g., MOMT, AOMT, MOAT, Group, Broadcast). The MSGin5G Server may use this information, e.g. to determine whether it can support services for this MSGin5G Client, allocate resources and provide a success/ failure registration response. See Table 8.x.1-3.

	>MSGin5G Client Communication Availability
	O
	Communication availability information for the MSGin5G Client to receive MSGin5G messages. This IE informs the MSGin5G Server if the client has a specific application-level schedule/periodicity to its MSGin5G communications, which may be used in conjunction with UE reachability monitoring to determine whether and when MSGin5G communications are attempted. See Table 8.x.1-4.


Table 8.x.1-2: MSGin5G Client Triggering Information
	Information element
	Status
	Description

	UE ID
	M
	Identity of the UE hosting the MSGin5G Client (e.g. the External Identifier defined in TS 23.682 [19], or an MSISDN)

	MSGin5G Client Ports
	M
	List of port numbers that the MSGin5G Client listens on for device triggers from the MSGin5G Server. Also included with each port number is an associated protocol (e.g. SMS, NIDD, etc.).  


Table 8.x.1-3: MSGin5G Client Capabilities
	Information element
	Status
	Description

	MOMT Support indicator
	M
	Bool indicating whether MOMT is supported or not

	AOMT Support indicator
	M
	Bool indicating whether AOMT is supported or not

	MOAT Support indicator
	M
	Bool indicating whether MOAT is supported or not

	Group Support indicator
	M
	Bool indicating whether Group functionality is supported or not

	Broadcast Support indicator
	M
	Bool indicating whether Broadcast is supported or not

	NIDD Support indicator
	M
	Bool indicating whether NIDD is supported or not

	Max MSGin5G message latency required
	O 
	Provides a maximum for message latency. 

	Min data rates required
	O 
	Provides a minimum data rate required 

	Max data rates required
	O 
	Provides a maximum data rate required


Table 8.x.1-4: MSGin5G Client Communication Availability
	Information element
	Status
	Description

	Scheduled communication time
	M
	Time when the UE becomes available for communication. 

	Communication duration time
	M
	Duration interval time of periodic communication. 

	Periodic communication indicator
	O
	Identifies whether the client communicates periodically or not, e.g. on demand.

	Periodic communication interval 
	O
	Interval Time of periodic communication. This IE is mandatory if the Periodic communication indicator indicates periodic communications.

	Data size indication
	O
	Indicates the expected data size to be exchanged during the communication duration.

	Validity time
	O
	Identifies when the Communication Availability parameter set expires. If absent, it indicates that there is no expiration time for this parameter set.


2.
Upon receiving the request, the MSGin5G Server validates the registration request and verifies the security credentials. The MSGin5G Server checks if the MSGin5G Client Capabilities are compatible with its own capabilities.

3.
The MSGin5G Server sends a registration response to the MSGin5G UE. If the MSGin5G Server is not able to fulfil, or provide, the MSGin5G services that are indicated within the MSGin5G Client Profile, then the MSGin5G Server may indicate Supported MSGin5G Client Capabilities in the MSGin5G Client registration response. If the registration is successful, the MSGin5G Server stores the MSGin5G Client Profile information. If the registration is not successful, the MSGin5G UE may use the Supported MSGin5G Client Capabilities received in the response to attempt registration with different (e.g. reduced) MSGin5G Client Capabilities.
Table 8.x.1-2: MSGin5G UE Registration Response

	Information element
	Status
	Description

	UE Service ID
	M
	UE service identifier assigned to the requesting MSGin5G UE.

	Registration result
	M
	Indication if the registration is success or failure

	Supported MSGin5G Client Capabilities
	O
	Set of parameters describing support at the MSGin5G Server for the MSGin5G Client Profile capabilities


8.x.2
MSGin5G UE De-Registration

By de-registering, the MSGin5G UE informs the MSGin5G Server that it wishes to terminate its association with the MSGin5G Server.    

The procedure assumes that the MSGin5G UE is responsible for triggering the de-registration from the MSGin5G Server.  The signalling flow for MSGin5G UE de-registration is illustrated in figure 8.x.2-1.

Pre-conditions:

1.
The MSGin5G UE is registered to the MSGin5G Server.
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Figure 8.x.2-1: MSGin5G UE de-registration

1. The MSGin5G UE determines to de-register from the MSGin5G Server.
2. The MSGin5G Client sends a de-registration Request to the MSGin5G Server that includes the UE Service ID, as detailed in Table 8.x.1-1.
Table 8.x.2-1: De-registration request

	Information element
	Status
	Description

	UE Service ID
	M
	UE service identifier assigned to the non-MSGin5G UE.

	UE credential information
	M
	The information needed to authenticate the UE. It is SA3 responsibility to define the detail of the needed credential information.


3. The MSGin5G Server deletes any applicable MSGin5G Client Profile information that it has stored and replies with a De-registration response as detailed in Table 8.x.2-2.
Table 8.x.2-2: De-registration response

	Information element
	Status
	Description

	UE Service ID
	M
	UE service identifier assigned to the non-SGin5G UE.

	De-registration result
	M
	Indication if the de-registration is success or failure


8.x.3
non-MSGin5G UE Registration

Non-MSGin5G UEs (i.e., legacy 3GPP UEs or a non-3GPP UEs) are connected to the MSGin5G Server through a Message Gateway. When receiving non-MSGin5G UE registration requests, the Message Gateway determines whether to register the requesting UE with the MSGin5G Server based on the registration request and pre-provisioned information. The Message Gateway performs registration with the MSGin5G Server on behalf of the non-MSGin5G UEs. After the procedure is complete, the Message Gateway communicates the result to the requesting UE to enable MSGin5G services at the non-MSGin5G UEs.
The signalling flow is illustrated in figure 8.x.3-1. 
Pre-conditions:

1. The Message Gateway has been pre-provisioned with the MSGin5G Server address and UE Service ID for a non-MSGin5G UE.

2. Both the non-MSGin5G UE and Message Gateway have been configured with the necessary credentials to enable authentication and non-MSGin5G UE registration at the Message Gateway.
3. A secured connection has been established between the Message Gateway and the MSGin5G server.
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Figure 8.x.3-1: non-MSGin5G UE registration

1. The non-MSGin5G UE registers at the Message Gateway. The Message Gateway determines based on the registration request and pre-provisioned information., whether to register the requesting UE with the MSGin5G Server, a corresponding UE Service ID and, if available, a non-MSGin5G UE profile.
Table 8.x.3-1: non-MSGin5G UE Registration Request

	Information element
	Status
	Description

	UE Service ID
	M
	UE service identifier assigned to the requesting MSGin5G UE.

	GW Service ID
	M
	GW service identifier of the Message Gateway performing registration on behalf of a non-MSGin5G UE

	UE credential information
	M
	The information needed to authenticate the UE. It is SA3 responsibility to define the detail of the needed credential information.

	non-MSGin5G UE Profile
	O
	Set of parameters describing the non-MSGin5G UE

	>non-MSGin5G UE Capabilities
	O
	A list of capabilities supported at the gateway for the non-MSGin5G UE (e.g., MOMT, AOMT, MOAT, Group, Broadcast). The MSGin5G Server may use this information, e.g. to determine whether it can support services for this non-MSGin5G UE, allocate resources and provide a success/ failure registration response. See Table 8.x.3-2.

	>non-MSGin5G UE Communication Availability
	O
	Communication availability information for the non MSGin5G UE to receive messages. This IE informs the MSGin5G Server if the UE has a specific application-level schedule/periodicity to its MSGin5G communications, which may be used to determine whether and when MSGin5G communications are attempted. See Table 8.x.3-3.


Table 8.x.3-2: non-MSGin5G UE Capabilities

	Information element
	Status
	Description

	MOMT Support indicator
	M
	Bool indicating whether MOMT is supported or not

	AOMT Support indicator
	M
	Bool indicating whether AOMT is supported or not

	MOAT Support indicator
	M
	Bool indicating whether MOAT is supported or not

	Group Support indicator
	M
	Bool indicating whether Group functionality is supported or not

	Broadcast Support indicator
	M
	Bool indicating whether Broadcast is supported or not

	NIDD Support indicator
	M
	Bool indicating whether NIDD is supported or not

	Max MSGin5G message latency required
	O 
	Provides a maximum for message latency. 

	Min data rates required
	O 
	Provides a minimum data rate required 

	Max data rates required
	O 
	Provides a maximum data rate required


Table 8.x.1-3: non-MSGin5G UE Communication Availability

	Information element
	Status
	Description

	Scheduled communication time
	M
	Time when the UE becomes available for communication. 

	Communication duration time
	M
	Duration interval time of periodic communication. 

	Periodic communication indicator
	O
	Identifies whether the client communicates periodically or not, e.g. on demand.

	Periodic communication interval 
	O
	Interval Time of periodic communication. This IE is mandatory if the Periodic communication indicator indicates periodic communications.

	Data size indication
	O
	Indicates the expected data size to be exchanged during the communication duration.

	Validity time
	O
	Identifies when the Communication Availability parameter set expires. If absent, it indicates that there is no expiration time for this parameter set.


2. The Message Gateway sends the non-MSGin5G UE Registration request to the MSGin5G Server. The request includes the information detailed in Table 8.x.3-1, where the non-MSGin5G UE Capabilities indicate the capabilities provided by the GW for communication with the non-MSGin5G UE.
3. The MSGin5G Server authenticates the Message Gateway and authorises the non-MSGin5G UE to receive the MSGin5G service. The MSGin5G Server records the UE’s availability for MSGin5G service.

4. The MSGin5G Server returns the result of the registration in the Registration response message with the information detailed in table 8.x.3-4.
Table 8.x.3-4: MSGin5G UE Registration Response

	Information element
	Status
	Description

	UE Service ID
	M
	UE service identifier assigned to the requesting non-MSGin5G UE.

	Registration result
	M
	Indication if the registration is success or failure

	Supported non-MSGin5G UE Capabilities
	O
	Set of parameters describing support at the MSGin5G Server for the non-MSGin5G UE Profile capabilities


8.x.4
non-MSGin5G UE De-registration

When receiving non-MSGin5G UE de-registration requests, the Message Gateway uses the registration request and pre-provisioned information to determines whether to de-register the UE with the MSGin5G Server. The Message Gateway performs de-registration with the MSGin5G Server on behalf of the non-MSGin5G UEs, in order to terminate services from the MSGin5G Server. After the procedure is complete, the Message Gateway communicates the result to the requesting UE.
The procedure assumes that the MSGin5G Client is responsible for triggering the de-registration from the MSGin5G Server.  The signalling flow for MSGin5G Client de-registration is illustrated in figure 8.x.4-1.

Pre-conditions:

1. A non-MSGin5G UE has successfully registered to a Message Gateway and the Message Gateway successfully performed registration with the MSGin5G Server on behalf of the non-MSGin5G  UE.
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Figure 8.x.4-1 : non-MSGin5G UE De-registration

1. The non-MSGin5G UE determines to de-register from the Message Gateway. The Message Gateway determines based on the registration de-request and pre-provisioned information., whether to de-register the requesting UE with the MSGin5G Server.
2. The Message Gateway sends a de-registration Request to the MSGin5G Server that includes the UE Service ID associated with the non-MSGin5G UE, as shown in Table 8.x.4-1, including its own GW Service ID.
Table 8.x.4-1: non-MSGin5G De-registration request

	Information element
	Status
	Description

	UE Service ID
	M
	UE service identifier assigned to the non-MSGin5G UE.

	GW Service ID
	M
	GW service identifier of the Message Gateway performing registration on behalf of a non-MSGin5G UE

	UE credential information
	M
	The information needed to authenticate the UE. It is SA3 responsibility to define the detail of the needed credential information.


3. The MSGin5G Server deletes any applicable information that it has stored and replies with a De-registration response as shown in table 8.x.2-2., including the GW Service ID.
Table 8.x.2-2: nonMSGin5G De-registration response

	Information element
	Status
	Description

	UE Service ID
	M
	UE service identifier assigned to the non-SGin5G UE.

	GW Service ID
	M
	GW service identifier of the Message Gateway performing registration on behalf of a non-MSGin5G UE

	De-registration result
	M
	Indication if the de-registration is success or failure


Editor's Note:
Support for bulk registration and de-registration of non-MSGin5G UEs (i.e., registering more than one UE Service ID at the same time) is FFS.
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