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1. Introduction
This contribution proposes indicating service continuity planning in interaction between edge entities.
2. Reason for Change
Currently, there are 5 e2e ACR scenarios specified in clause 8.8.2 of TS 23.558 (triggered by UE or EDN).

Service continuity planning is an Edge Enabler Layer value-add feature of providing support for seamless service continuity.

For ACR clean-up stage, it is only executed when the UE moves to the expected location. Also, the ACT in a planned service continuity is different than the one in a normal service continuity. In a planned service continuity, the application context in the T-EAS is synchronized with up-to-date information in S-EAS from the time when UE has not yet moved to the predicted/expected location to the time when UE really moves to the predicted/expected location. Therefore, to use different fashion in ACT and control when to start the clean-up stage, the edge entity responsible for triggering ACT and subsequent clean-up stage needs to be synchronized with the service continuity type (i.e. normal or planned) detected by other edge entity.
In all e2e ACR scenarios:

· For EEC detected, decided and executed scenario via EEC itself (scenario#1 in cl.8.8.2.2), EEC, as the detection entity, knows whether it is a planned service continuity. It’s assumed that EEC can notify AC about the service continuity type via EDGE-5.
· For S-EAS detected, decided and executed scenario (scenario #3 in cl.8.8.2.4), S-EAS, as the detection entity and ACT execution entity, knows whether it is a planned service continuity.
· For EEC detected, decided scenario with execution via S-EES (scenario #2 in cl.8.8.2.3), S-EAS, as the ACT execution entity, doesn’t know whether it is a a planned service continuity.

· For EEC detected, decided scenario with execution via T-EES (scenario #5 in cl.8.8.2.6), T-EAS, as the ACT execution entity, doesn’t know whether it is a a planned service continuity.
· For S-EES determined and executed scenario (scenario #4 in cl.8.8.2.5):

a) If it is detected by EEC, S-EAS, as the ACT execution entity, doesn’t know whether it is for a normal ACR or a planned ACR.

b) If it is detected by S-EAS, S-EAS, as the detection entity and ACT execution entity, knows whether the service continuity planning is required.

c) If it is detected by S-EES, S-EAS, as the ACT execution entity, doesn’t know whether it is for a normal ACR or a planned ACR.

From above analysis, for scenario#2, #5 and #4 (a and c) there is a gap to synchronize the Service Continuity Planning information to the Edge Application Server if the Service Continuity planning detection was done by Edge Enabler Layer.
The proposed solution impacts the following procedures:

- ACR launching procedure (ACR initiation or ACR determination); and
- ACR notification from EES to EAS.

And ACR scenario#2, #4 and #5.
Rev1: remove scenario impacts, use common procedure and information table (8.6.3.2.3, 8,8.4.4) for update instead .
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes in TS 23.558.
* * * First Change * * * *

8.6.3.2.3
Notify
Figure 8.6.3.2.3-1 illustrates the notify operation between the EES and the EAS for continuous ACR management event notifications. 
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Figure 8.6.3.2.3-1: ACR management event API: Notify operation

1.
The EES detects the ACR management event of the UE (e.g. receiving User plane path management event notification for the UE from the 3GPP core network). 

a.
If "user plane path change" Event is subscribed, the EES may cache the detected User plane path management event notification locally with timestamp as the latest information of the UE(s) and start the notification aggregation for a group of UEs. The EES decides whether to aggregate and the aggregation period based on the analytics result received from the 3GPP Core Network, local policy and User Plane path management subscription information received from the EAS. The EES determines to notify the user plane path management event notification information (e.g., DNAI) to the EASs which has subscribed for the "user plane path management" event. 

b.
If "ACR monitoring" Event is subscribed, based on the detected user plane path change report sent from the 3GPP core network, the EES checks whether the target DNAI is in the EAS profile of the subscribing EAS, if not it further checks whether a T-EAS is available at the target DNAI as described in steps 2-4 of clause 8.8.3.2. If a T-EAS is available, the EES notifies the EAS with T-EAS endpoint; otherwise this event notification will not be sent.

c.
If "ACR facilitation" Event is subscribed, based on the detected user plane path change report sent from the 3GPP core network, the EES checks whether the target DNAI is in the EAS profile of the subscribing EAS, if not it further checks whether a T-EAS is available at the target DNAI as described in steps 2-4 of clause 8.8.3.2. If a T-EAS is available, the EES selects the T-EAS from the discovered EAS list and applies the AF traffic influence with the N6 routing information of the selected T-EAS in the 3GPP Core Network. The EES also notifies the S-EAS with the selected T-EAS endpoint.

2.
The EES sends ACR management event notification to the EAS. The EES includes the ACR management event notification information of the UE(s) and optionally the timestamp. If the ACR is triggered for service continuity planning, the EES indicates it in the ACR management event notification to the EAS. If the event triggering the notification is DNAI change, the timestamp can be included to indicate the age of the user plane path management event notification information. The EES may only provide part of information included in the user plane path management event notification from 3GPP network (e.g. target DNAI). If the EAS had provided "Indication of EAS acknowledgement", the EES waits for acknowledgement from the EAS before it sends AF acknowledgement to the 3GPP core network.

3.
If the EAS had included Indication of EAS Acknowledgement within ACR path management event subscribe request described in clause 8.6.3.2.1, the EAS sends EAS Acknowledgement as a response to ACR management event notification to the EES either immediately or after the required ACT is completed. The EAS may reply in negative, e.g., the EAS may determine not to perform ACR. Then, the EES sends the AF acknowledgement to the 3GPP core network.

* * * Next Change * * * *

8.6.3.3.4
ACR management event notification 

Table 8.6.3.3.4-1 describes the information elements for an ACR management event notification from the EES to the EAS. 

Table 8.6.3.3.4-1: ACR management event notification 

	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the subscription stored in the EES for the request

	List of event notifications
	M
	A list of event notifications for one or more UEs.

	> Event report
	M
	Event reporting information as specified in clause 5.2.8.3.1 of 3GPP TS 23.502 [3]

	> Timestamp
	O
	The timestamp of each event report.

	> T-EAS endpoint
	O
	The T-EAS endpoint. This information shall be included for the "ACR monitoring" event and "ACR facilitation" event.

	> Service continuity type
	O
	Indicates the type of the service continuity (normal or planning). If omitted, it implies a normal service continuity. Applicable for the "ACR monitoring" and "ACR facilitation" event.


* * * Next Change * * * *

* * * Next Change * * * *

8.8.3.4
ACR launching procedure

Figure 8.8.3.4-1 illustrates the ACR launching procedure by the EEC. Depending on the ACR action indicated in the ACR request, the procedure is used for either ACR initiation or ACR determination. 

Pre-condition:

1.
The EEC has been authorized to communicate with the EES as specified in clause 8.11. 
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Figure 8.8.3.4-1: ACR launching procedure

1.
The EEC sends an ACR request message to the EES in order to start ACR. The ACR request message includes ACR action to indicate either ACR initiation request or ACR determination request. The ACR request message may include service continuity type to indicate whether the launching procedure is for service continuity planning.
An ACR request for ACR initiation:

-
includes an indication of whether the EEC requests the EES to perform EAS notification; and

-
provides information used by EES to perform AF traffic influence as in 3GPP TS 23.501[2].

An ACR request for ACR determination informs the EES that the need for ACR has been detected at EEC.

2.
The EES checks if the EEC is authorized for this operation. If authorized, the EES processes the request and performs the required operations.

If the request in step 1 is for ACR initiation:

-
the EES may use information provided in the request to apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in 3GPP TS 23.501 [2], clause 5.6.7.1; and

-
if the EAS notification indication is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS about the need to start ACR.

If the request in step 1 is for ACR determination, the EES decides to execute ACR as described in clause 8.8.2.5.

3.
The EES responds to the EEC's request with an ACR response message.

* * * Next Change * * * *

8.8.4.4
ACR request

Table 8.8.4.4-1 describes information elements for the ACR request sent from the EEC either to the S-EES or T-EES. 

Table 8.8.4.4-1: ACR request

	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	UE identifier
	M
	The identifier of the UE (i.e. GPSI).

	ACR action
	M
	Indicates the ACR action (ACR initiation or ACR determination)

	Service continuity type (NOTE X)
	O
	Indicates the type of the service continuity (normal or planning). If omitted, it implies a normal service continuity. 

	ACR initiation data (NOTE 2)
	O
	ACR initiation IEs to be included in an ACR request message when ACR action indicates it is ACR initiation request.

	> T-EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS.

	> DNAI of the T-EAS
	O
	DNAI information associated with the T-EAS.

	> N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to the T-EAS DNAI.

	> EAS notification indication
	M
	Indicates whether to notify the EAS about the need of ACR.

	> S-EAS endpoint (NOTE 1)
	O
	Endpoint information of the S-EAS

	ACR determination data (NOTE 2)
	O
	ACR determination IEs to be included in an ACR request message when ACR action indicates it is ACR determination request.

	> S-EAS endpoint
	M
	Endpoint information of the S-EAS

	NOTE 1:
This IE shall be present if the EAS notification indication indicates that the EAS needs to be informed.

NOTE 2:
Either ACR initiation or ACR determination shall be included corresponding to the ACR action.
NOTE X:
This IE is not applicable when EEC does not indicate notifying EAS in EAS notification indication.


* * * End of Changes * * * *
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2. Authorization check and processing the request 


1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



