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1. Introduction
The contribution resolves the following EN:
Editor's note:
Currently there is no unanimity on the usage of the term "AutomatedACR" and identifying a suitable term to replace the term "AutomatedACR" is FFS.
2. Reason for Change
The "AutomatedACR" service allows an S-EAS to pass on the ACR related responsibilities to the S-EES. It is not exactly automatic but rather a delegation of the responsibilities, which the S-EAS has to explicitly request.
The name 'AutomatedACR' is therefore confusing and should be changed. The pCR proposes changing it to 'ACRDelegation', which clearly represents the service.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v2.1.0.
* * * First Change * * * *

6.7.2
APIs provided by the Edge Enabler Layer

Table 6.7.2-1 summarizes the APIs exposed by the ECS.

Table 6.7.2-1: APIs provided by the ECS

	API Name
	Known Consumers
	References

	Eecs_ServiceProvisioning
	EEC
	8.3

	Eecs_EESRegistration
	EES
	8.4.4

	Eecs_TargetEESDiscovery
	EES
	8.8.3.3


Table 6.7.2-2 summarizes the APIs exposed the EES.

Table 6.7.2-2: APIs provided by the EES

	API Name
	Known Consumers
	References

	Eees_EECRegistration
	EEC
	8.4.2

	Eees_EASRegistration
	EAS
	8.4.3

	Eees_EASDiscovery
	EEC
	8.5

	Eees_UELocation
	EAS
	8.6.2

	Eees_ACRManagementEvent
	EAS
	8.6.3

	Eees_AppClientInformation
	EAS
	8.6.4

	Eees_UEIdentifier
	EAS
	8.6.5

	Eees_SessionWithQoS
	EAS
	8.6.6

	Eees_TargetEASDiscovery
	EAS, EES
	8.8.3.2

	Eees_AppContextRelocation
	EEC
	8.8.3.4

	Eees_ACREvents
	EEC
	8.8.3.5

	Eees_ACRDelegation
	EAS
	8.8.3.6


NOTE:
The event exposure related APIs (e.g. Eees_EASDiscovery and Eees_ACREvents) can be realized as
* * * Next Change * * * *

8.8.2.5
S-EES executed ACR

Figure 8.8.2.5-1 illustrates the procedure for the S-EES to detect, decide and execute the ACR from the S-EAS to the T-EAS. This procedure may support delegation of the ACR to the S-EES by the S-EAS as per clause 8.8.3.6.
Editor's note:
Usage of network path information for the scenarios in clause 8.8.2.5 is FFS.

Pre-condition:

1.
The AC at the UE already has a connection to the S-EAS; 
2.
The EEC is able to communicate with the S-EES; and

3.
The EEC has subscribed to receive ACR information notifications for target information notification events and ACR complete events from the S-EES, as described in clause 8.8.3.5.2.
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Figure 8.8.2.5-1: S-EES executed ACR procedure

1.
The S-EAS may delegate ACR to the S-EES as specified in clause 8.8.3.6. In this step, the S-EAS and S-EES negotiate an address of the Application Context storage to S-EES. The S-EAS puts the Application Context at this address which can be further accessed by the S-EES when the ACT is required.

In this case, the S-EES executes steps 2 (i.e., S-EES detection), 4, 5, 6, 7, 8, 9 and 11. Rest of steps are skipped.

Phase I: ACR Detection

2.
Detection entities (S-EAS, S-EES, EEC) detects that ACR may be required as described in clause 8.8.1. The detection by the S-EES may be triggered by the User Plane path change notification received from the 3GPP Core Network due to S-EAS request for "ACR facilitation" event (see clause 8.6.3).

The detection entity may detect that ACR may be required for an expected or predicted UE location in the future as described in clause 8.8.1.

3.
The detection entity performs ACR launching procedure (as described in 8.8.3.4) with the ACR action indicating ACR determination and the corresponding ACR determination data.

Phase II: ACR Decision

4.
The S-EES authorises the message if received. The S-EES decides to execute ACR based on the information received or local detection, and the information of EEC context or EAS profile, and then proceed the below steps.

Phase III:
ACR Execution

5.
The S-EES determines T-EES and T-EAS via the Discover T-EAS procedure in clause 8.8.3.2 of the present document. When in step 2 the ACR has been triggered for service continuity planning, then UE Location and Target DNAI values provided in the Retrieve T-EES procedure contain the expected UE Location and expected Target DNAI. The S-EES may decide not to perform ACR if T-EAS is not available.
6.
The S-EES sends the target information notification to the EEC as described in clause 8.8.3.5.3.

7.
The S-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable).

8.
The S-EES sends the ACR Notify message (e.g. as notification for "ACR facilitation" event) to the S-EAS to initiate ACT between the S-EAS and the T-EAS.

9.
The Application Context is transferred from S-EAS to the T-EAS at implementation specific time. In case ACR was delegated to the S-EES, the S-EES accesses the Application Context from the address as per step 1 and the S-EES and T-EES engage in the ACT from S-EAS to the T-EAS (obtained as per step 5) in a secure way. Further the T-EAS accesses the Application Context made available by the T-EES. If S-EAS performs the ACT directly with T-EAS, the specification of such process is out of scope of the present document.

NOTE 1:
The Application Context is encrypted and protected by the application layer. The S-EES and the T-EES engage in the packet level transport of the Application Context and they have no visibility to the content of the Application Context.

Phase IV:
Post-ACR Clean up 

When in step 2 the ACR has been triggered for service continuity planning, if the UE does not move to the predicted location, the EEC does not connect to T-EES, the AC does not connect to the T-EAS. Steps 10 and 11 are skipped.
NOTE 2:
When in step 2 the ACR has been triggered for service continuity planning, steps 10 and 11 would only be performed after the UE moves to the expected location.

10.
The S-EAS sends the ACR Complete message to the S-EES to confirm that the ACR has completed.

11.
The S-EES sends the ACR information notification message to the EEC to confirm that the ACR has completed as specified in clause 8.8.3.5.3.

NOTE 3:
The Application Client mechanism to support switchover of the application traffic to T-EAS is out of scope of the specification.

* * * Next Change * * * *

8.8.3.6
ACR delegation procedure

8.8.3.6.1
General

This clause introduces a procedure for S-EAS to delegate the ACR to the S-EES. 

When S-EES receives a request for ACR delegation from the S-EAS, the S-EES performs the following service operations for the service continuity including:

-
detecting the event which may trigger the ACR;
-
making the ACR decision;

-
discovering the T-EAS;
-
accessing and transferring the Application Context to the T-EES/T-EAS;

-
notifying the 3GPP network about ACR information; and

-
notifying the EEC about the T-EAS information (as per EEC subscription).

The ACR delegation procedure is an asynchronous operation wherein the S-EES will generate notifications (e.g. failure of any ACR related operation) to the S-EAS while performing the ACR operations.
8.8.3.6.2
Procedure

Figure 8.8.3.6.2-1 illustrates the procedure for ACR delegation.
Pre-conditions:

1.
Information related to the S-EES is available with the S-EAS.

2.
The T-EAS has subscribed to the ACR related event from the T-EES.

3.
The EEC has subscribed to the ACR related event from the S-EES.
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Figure 8.8.3.6.2-1: ACR delegation procedure

1.
The S-EAS sends an ACR delegation request (UE identifier, EAS characteristics for ACR) to request the S-EES to handle all the service operations of the ACR. The S-EAS may initiate this request with S-EES based on different triggers (e.g. when Application Client is connecting to the S-EAS). An address for accessing the Application Context may be provided if available, which allows the S-EES to access the Application Context generated by the S-EAS for ACT.

2.
The S-EES checks whether the requesting EAS is authorized to perform the operation. If it is authorized, the S-EES responds with an ACR delegation response. If no address for accessing Application Context is provided by S-EAS in step 1, then the S-EES provides an address for storing the Application Context by S-EAS.

NOTE:
How the EES accesses the Application Context related to the EAS from the address of the Application Context storage is up to implementation and outside the scope of the present document. 

3.
The S-EES determines the delegated ACR operations to be executed as specified in clause 8.8.2.5.
* * * Next Change * * * *

8.8.4.15
ACR delegation request

Table 8.8.4.15-1 describes information elements for the ACR delegation request from the S-EAS to the S-EES.

Editor's note: It is FFS whether this message can be merged with the message defined in clause 8.6.3.3.2.

Table 8.8.4.15-1: ACR delegation request

	Information element
	Status
	Description

	UE identifier
	M
	Identifies the UE for which ACR is requested

	EAS characteristics for ACR
	M
	Set of characteristics to determine required Edge Application Servers, as detailed in Table 8.5.3.2-2. 

	Security credentials
	M
	Security credentials of the source Edge Application Server

	Address for Application Context storage
	O
	The address information from where the Application Context can be accessed for ACT.


8.8.4.16
ACR delegation response

Table 8.8.4.16-1 describes information elements for the ACR delegation response from the S-EES to the S-EAS.

Editor's note: It is FFS whether this message can be merged with the message defined in clause 8.6.3.3.3.
Table 8.8.4.16-1: ACR delegation response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the ACR request was successful.

	> Address for Application Context storage (NOTE)
	O
	The address information from where the Application Context can be accessed for ACT.

	Failure response
	O
	Indicates that the automated ACR request failed.

	> Cause
	O
	Indicates the cause of request failure

	NOTE:
This IE is included if "Address for Application Context storage" IE as specified in Table 8.8.4.15-1 is not included in ACR service request.


* * * Next Change * * * *

8.8.5.1
General

Table 8.8.5.1-1 illustrates the APIs for ACR.

Table 8.8.5.1-1: ACR APIs

	API Name
	API Operations
	Operation

Semantics
	Consumer(s)

	Eees_TargetEASDiscovery
	Request
	Request/Response
	EAS, EES

	Eecs_TargetEESDiscovery
	Request
	Request/Response
	EES

	Eees_AppContextRelocation
	Request
	Request/Response
	EEC

	Eees_ACREvents
	Subscribe
	Subscribe/Notify
	EEC

	
	Notify
	
	

	
	UpdateSubscription
	
	

	
	Unsubscribe
	
	

	Eees_ACRDelegation
	Request
	Request/Response
	EAS


* * * Next Change * * * *

8.8.5.6
Eees_ACRDelegation API


8.8.5.6.1
General

This clause describes the Eees_ACRDelegation API and its operations.

8.8.5.6.2
Eees_ACRDelegation_Request operation

API operation name: Eees_ACRDelegation_Request

Description: The consumer delegates the ACR handling to the Edge Enabler Server. To use this API, the ASP (EAS provider) and ECSP should have an agreement to use a shared Application Context storage, which enables the EES to undertake the ACT in a transparent and secure way, maintaining end user privacy. 

Inputs: See clause 8.8.4.15.

Outputs: See clause 8.8.4.16.
See clause 8.8.3.6 for details of usage of this operation.
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