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1. Introduction
This pCR proposes that service continuity in the intra-EDN scenario does not need to be addressed by this specification.

2. Reason for Change
The motivation is two-fold:

· Edge cloud concepts are inherited from central cloud ones. The attributes of central clouds are: high throughput, low latency and no single point of failure. Typically, all cloud applications are instantiated multiple times (at least more than once) so that the above attributes are addressed. Within central cloud, service continuity is a regular practice that happens at the application layer – that is with no need to provide any support beyond connectivity. The same will be true for edge cloud. This is further explained in the next bullet.

· Generally, cloud (and edge cloud) applications are instantiated into multiple instances. For stateful applications, the application client discovers only one IP address of the application server, regardless of the number of application instances that are deployed. A non- sticky load balancer will manage routing to the application instances serving the application client. The context is never stored in the application instance itself – this is a basic pre requisite to ensure robustness. It is typically stored in a replicated shared memory (e.g. Redis database) and fetched each time a request is made from the application client to the server. The application client includes a token (e.g. JSON Web Token) in every request which allows the application instance to fetch the context before responding to the application client request.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.4.0.
* * * First Change * * * *
8.8
Service continuity

8.8.1
General

8.8.1.1
Introduction

This clause describes features that support service continuity for Application Client in the UE to minimize service interruption while replacing the serving Edge Application Server with a target Edge Application Server. When a UE moves to a new location, different Edge Application Servers may be more suitable for serving the Application Clients in the UE. Such transitions may not only result from a mobility event but also other non-mobility events.

Generally, a source Edge Application Server which is in communication with an Application Client is associated with an application context. To support service continuity, the application context from a source Edge Application Server is transferred to a target Edge Application Server. 

The potential roles of an edge enablement layer in the application context relocation procedure include: 

-
providing detection events;

-
selecting the target Edge Application Server(s); and

-
supporting the transfer of the Application Client context from the source Edge Application Server(s) to the target Edge Application Server(s).

Editor's note:
It is FFS whether the potential roles of an edge enablement layer include obtaining the endpoint(s) of the target Edge Application Server(s) or offering the endpoint(s) of the source Edge Application Server(s).

Editor's note:
It is FFS whether the potential roles of an edge enablement layer include the cutover of application traffic from the source Edge Application Server(s) to the target Edge Application Server(s).

The capabilities for supporting service continuity provided at the Edge Enabler Layer may consider various application layer scenarios in which there may be involvement of Application Client and one or more Edge Application Server(s).

The following scenarios are supported for service continuity at the Edge Enabler Layer:

-
Application service continuity due to UE mobility, including predictive or expected UE mobility for the following cases:
-
inter-EDN UE mobility; and

-
LADN-related UE mobility.


-
Overload situations in source Edge Application Server or EDN for the following cases:

-
intra-EDN;
-
inter-EDN; and

-
LADN-related.

Editor’s Note: How the architecture is affected by load balancing (i.e. EAS Proxy) or multiple reachable EAS instances is FFS.
-
Maintenance aspects for the following case:

-
graceful shutdown of an Edge Application Server.

Editor's note:
It is FFS whether service recovery where the connection with source Edge Application Server is lost is applicable as a scenario for application context relocation.
* * * End Changes * * * *

