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1. Introduction
EAS discovery merge version of 1137+1116
2. Reason for Change
EAS discovery merge version of 1137+1116
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.3.0.
* * * First Change * * * *

8.5.2
Edge Application Server Discovery

8.5.2.1
General 

Edge Application Server discovery enables Edge Enabler Clients to obtain information about available Edge Application Servers of interest. The identification of the Edge Application Servers is based on matching query filters or Application Client Profiles provided in the request. 

Editor's Note: It is FFS how to select an EAS when the EEC discovered multiple EAS(s) from multiple ECSPs. 

8.5.2.2
Procedure

Pre-conditions:

1.
The Edge Enabler Client has received information (e.g. URI, IP address) related to the Edge Enabler Server.
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Figure 8.5.2.2-1: Edge Application Server Discovery procedure

1.
The Edge Enabler Client sends an Edge Application Server discovery request to the Edge Enabler Server. The Edge Application Server discovery request includes the EEC ID along with the security credentials and may include EAS discovery filters to retrieve information about a particular Edge Application Server or a category of Edge Application Servers, e.g. gaming applications.. 

2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server checks if the Edge Enabler Client is authorized to discover the requested Edge Application Server(s). The authorization check may apply to an individual Edge Application Server, a category of Edge Application Servers or to the Edge Data Network, i.e. to all the Edge Application Servers. The EES may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.3.

The Edge Enabler Server determines a set of discovered Edge Application Servers that match the discovery filters (e.g. Application Client Profiles) provided in the request.

3.
The Edge Enabler Server sends an Edge Application Server discovery response to the Edge Enabler Client, which includes information about the discovered Edge Application Servers. For discovered Edge Application Servers, this includes endpoint information. Depending on the EAS discovery filters received in the Edge Application Server discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, Application Client locations(s) that the Edge Application Servers can support, KPIs, etc. 

Upon receiving the Edge Application Server discovery response, the Edge Enabler Client uses the endpoint information for routing of the outgoing application data traffic to Edge Application Server(s), as needed, and may provide necessary notifications to the Application Client(s). The EEC may cache the EAS information (e.g. EAS endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the response, the Edge Enabler Client may cache the Edge Application Server information  only for the duration specified by the Lifetime IE. If the Lifetime IE is not included or its value is zero, then EEC shall not cache the EAS information.
NOTE:
Within the duration specified by the Lifetime IE, the cached EAS Profile can be updated (e.g. according to notifications from the Edge Enabler Server for changes of Edge Application Server information due to EAS status change) or the cached Edge Application Server Profile can be invalidated due to new Edge Application Server information discovery (e.g. due to UE mobility).

8.5.2.3
Information flows

8.5.2.3.1
Edge Application Server discovery request

Table 8.5.2.3.1-1 describes information elements for the Edge Application Server Discovery Request from the Edge Enabler Client to the Edge Enabler Server. Table 8.5.2.3.1-2 provides further detail about the Query Filter information element.

Table 8.5.2.3.1-1: Edge Application Server discovery request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the Edge Enabler Client.

	UE Identifier
	O
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS discovery filters
	O
	Set of characteristics to determine required Edge Application Servers, as detailed in Table 8.5.2.3.1-2. 

	
	
	




Table 8.5.2.3.1-2: Query EAS discovery filters
	Information element
	Status
	Description

	List of Application Client characteristics (NOTE 1)
	O
	Describes the Application Clients for which a matching Edge Application Server is needed.

	> Application Client ID(s)
	M
	Identities of Application Client(s) that may initiate application data traffic with the discovered EASs

	List of Edge Application Server characteristics (NOTE 1, NOTE 2)
	O
	Describes the characteristic of required Edge Application servers.

	> EAS ID
	O
	Identifier of the required EAS.

	> EAS provider identifier
	O
	Identifier of the required EAS provider

	> EAS type
	O
	The category or type of required EAS (e.g. V2X)

	> EAS schedule
	O
	Required availability schedule of the EAS (e.g. time windows)

	> EAS service area
	O
	Location(s) (e.g. geographical area, route) where the EAS service should be available.

	> Service continuity support
	O
	Indicates if the service continuity support is required or not.

	> EAS status
	O
	Required status of the EAS (e.g. enabled, disabled, etc.) 

	> Service permission level
	O
	Required level of service permissions e.g. trial, gold-class

	> Service feature(s)
	O
	Required service features e.g. single vs. multi-player gaming service

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	NOTE 1:

Only one of the information elements shall be present.
NOTE 2:

The ‘List of Edge Application Server characteristics’ IE must include at least one optional IE, if used as an EAS discovery filter.






8.5.2.3.2
Edge Application Server discovery response

Table 8.5.2.3.2-1 describes information elements for the Edge Application Server Discovery Response from the Edge Enabler Server to the Edge Enabler Client.
Table 8.5.2.3.2-1: Edge Application Server discovery response

	Information element
	Status
	Description

	Discovered EAS list
	O
	List of discovered EAS(s). Each element includes the information described below.

	>EAS profile
	M
	Profile of the EAS. Each element is described in clause 8.2.4

	>Lifetime
	O
	Time interval or duration during which the information elements in the EAS profile is valid and supposed to be cached in the EEC (e.g. time-to-live value for an EAS Endpoint)


Editor's Note:
The use of EAS Instance ID (including optionality) is dependent on how the ID is defined and assigned, which is FFS.



* * * Next Change * * * *

8.2.2
Application Client Profile

An Application Client Profile includes information about Application Client used to determine services and service characteristics required.
Table 8.2.2-1: Application Client Profile

	Information element
	Status
	Description

	List of EAS IDs
	M


	List of EAS Ids that serve the Application Client

	Application Client Type
	O
	The category or type of Application Client (e.g. V2X). This is an implementation specific value.

	Preferred ECSP list
	O
	The identity of Edge Computing Service Provider(s) whose associated EES(s), the Application Client or the EEC prefers to connect to. 

	Application Client Schedule
	O
	The expected operation schedule of the Application Client (e.g. time windows)

	Application Client Service Area
	O
	The expected location(s) (e.g. route) of the hosting UE during the Application Client's operation schedule. This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.

	Application Client Service KPIs
	O
	KPIs required in order for Application Clients to receive services form the EAS, as described in Table 8.2.3-1

	Service Continuity Support
	O
	Indicates if service continuity support is required or not for the application.


Editor's Note:
Whether the 'Application Client Service KPIs' are applicable per EAS ID is FFS.

* * * Next Change * * * *

8.2.4
Edge Application Server Profile

Table 8.2.4-1: Edge Application Server Profile

	Information element
	Status
	Description

	EAS ID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to Application Clients so that application clients can establish contact with the EAS.

	Application Client ID(s)
	O
	Identifies the Application Client(s) that can be served by the EAS 

	EAS Provider Identifier
	O
	The identifier of the EAS Provider 

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Service Area
	O
	The geographical service area that the EAS serves

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	EAS service permission level
	O
	Level of service permissions e.g. trial, gold-class supported by the EAS

	EAS Feature(s)
	O
	Service features e.g. single vs. multi-player gaming service supported by the EAS

	Service continuity support
	O
	Indicates if the EAS supports service continuity or not.

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heart beat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Required Service APIs
	O
	A list of the Service APIs that are required by the EAS

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 


Editor's Note: The inclusion of EAS Instance ID (including optionality) is dependent on how the ID is defined and assigned, which is FFS.

Editor's Note: The current text in the TS has the definition of a 'service area' IE associated with certain entities (such as the EAS Service Area in the table above). The following are FFS: (1) Which entities should have a 'service area' and (2) What is the relationship between the service areas of the different entities if any.
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