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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
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3
Rationale

3.1
Introduction

The concept of state management was introduced a long time ago and is based on ITU-T X.731, see reference [1]. At that time a guideline how to use state management in 3GPP SA5 was introduced and documented in TS 28.625, see reference [2]. 
The definition for operational state and administrative state [1] and [2] are shown in table 3.1 which is copied from TS 28.625 [2]. 

Table 3.1: Definition of operationalState and adminstrativeState, see TS 28.625 [2]

	operationalState
	It indicates the operational state of the object instance. "It describes whether or not the resource is physically installed and working." [7] This attribute is READ-ONLY.

The meaning of these values is as defined in ITU‑T Recommendation X.731 [7].

allowedValues: “Enabled”, “Disabled”.


	type: String

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None 

isNullable: False

	administrativeState
	It indicates the administrative state of the object instance. "It describes the permission to use or prohibition against using the resource, imposed through the management services." [7]

The meaning of these values is as defined in ITU‑T Recommendation X.731 [7].

allowedValues: "Locked", "Shutting down", "Unlocked".


	type: String

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False


This paper discusses the suitabilty of using state management attributes for management of network slicing. The following aspects are explored: 
-The lack of definitions
- An NSI/NSSI is collections of shared functions (managed functions) 
3.2
Lack of implementable definitions

For network slicing the state management attributes operationalState and administrativeState are attributes of an NSI and NSSI. How the state management attributes should be used between an MnS consumer and an MnS producer is described Annex B in TS 28.541 [3]. 
The state transition diagram for NSSI or NSI is shown in Figure 3.1. The state transition table for NSI and NSSI are shown in Table 3.2 and Table 3.3. 
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Figure 3.2.1: State transition diagram for NSI, see TS 28.541 [3]

Table 3.2.1: State transition table for NSI, see TS 28.541 [3]

	Trigger number
	The state transition events and actions

	0
	Operation allocateNsi results in the creation of NSI. The administrative state is set to LOCKED and operationalState is set to DISABLED

-- or –

CM operation creates NSI. The administrative state is set to LOCKED and operationalState is set to DISABLED

	1
	CM operation sets administrative state to UNLOCKED.

	2
	The last user of the NSI stops using the NSI

	2a
	CM operation sets administrative state to SHUTTING DOWN

	2b
	The last user of the NSInetwork slice stops using the NSInetwork slice

	3
	The related NSSI (identified by NetworkSlice.networkSliceSubnetRef) changes state to UNLOCKED and ENABLED.

	4
	The related NSSI (identified by NetworkSlice.networkSliceSubnetRef) changes state to LOCKED

-- or –

The related NSSI (identified by NetworkSlice.networkSliceSubnetRef) changes state to DISABLED

	5
	Operation deallocateNsi results in the deletion of NSI

-- or –

CM operation deletes NSI


Table 3.2.2: State transition table for NSSI, see TS 28.541 [3]

	Trigger number
	The state transition events and actions

	0
	Operation allocateNssi results in the creation of NSSI. The administrative state is set to LOCKED and operationalState is set to DISABLED

-- or –

CM operation creates NSSI. The administrative state is set to LOCKED and operationalState is set to DISABLED

	1
	CM operation sets administrative state to UNLOCKED.

	2
	CM operation sets administrative state to LOCKED



	2a
	CM operation sets administrative state to SHUTTING DOWN



	2b
	The last user of the NSSInetwork slice subnet stops using the NSSInetwork slice subnet

	3
	All constituent NSSIs (identified by NetworkSliceSubnet.networkSliceSubnetRef) change state to UNLOCKED and ENABLED.

	4
	At least one constituent NSSI (identified by NetworkSliceSubnet.networkSliceSubnetRef) changes state to LOCKED

-- or –

At least one constituent NSSI (identified by NetworkSliceSubnet.networkSliceSubnetRef) changes state to DISABLED

	5
	Operation deallocateNssi results in the deletion of NSSI

-- or –

CM operation deletes NSSI.




The events that trigger state transitions are described in generic terms in ITU-T X.731 [1], the descriptions for Unlock, Lock, Shut down and User quit shown below.  

Unlock 

This event consists of an operation being performed at the managed object boundary to unlock the managed object’s corresponding resource. It can occur only if the managed object’s administrative state is locked or shutting down. It causes a transition to the unlocked administrative state. 

Lock 

This event consists of an operation being performed at the managed object boundary to lock the managed object’s corresponding resource. It can occur only if the managed object’s administrative state is unlocked or shutting down. It causes a transition to the locked administrative state
Shut down

This event consists of an operation being performed at the managed object boundary to shut down the managed object’s corresponding resource. It can occur only if the managed object’s administrative state is unlocked. It causes a state transition as follows: 

– if, at the time of the event, the resource has existing users, the administrative state becomes shutting down; 

– if, at the time of the event, the resource has no users, the administrative state becomes locked. 

User quit 

This event consists of an existing user of the resource terminating its use. It can occur only if the managed object’s administrative state is unlocked or shutting down. If the administrative state is unlocked, no administrative state transition occurs. If the administrative state is shutting down, the user quit event causes a transition as follows: 

– if, after the event, the resource still has existing users, the administrative state remains as shutting down;

– if, after the event, the resource has no users, the administrative state becomes locked.
Observation O.1: There is no definition of the term “user” in the specifications that can be used in the context of NSSI.  

Observation O.2: There is no definition of “corresponding resource” when the managed object is NSSI.

Observation O.3: There is no definition how to detect that the “corresponding resource” of an NSSI has existing users.
Observation O.4: There is no definition how to detect that the “corresponding resource” of an NSSI has no existing. users

Observation O.5: There is no definition how to detect that the “corresponding resource” of an NSSI has no existing users

Recommendation R.1: Based on observations O.1, O.2, O.3, O.4 and O.5  it is not clear how state management could be implemented for network slicing it is therefore proposed that state management is removed from the NetworkSlice and NetworkSliceSubnet definitions in TS 28.541 [3]. 

3.3
An NSI/NSSI is a collection of shared functions
The definition of resource in Table 3.1 is not documented. But one can surmise that a resource in OAM context is a network resource. Network resources in OAM are modelled and defined the NRM. 

The following entities in the NRM uses the state management attributes from Table 3.1; ThresholdMonitor, ManagedNFService, AlarmList, PerfMetricJob, see TS 28.622 [4], NRCellDU, NetworkSlice, NetworkSliceSubnet, see TS 28.541 [3] and ACCL, see TS 28.536 [5].
According to the NRM the entities: ThresholdMonitor, ManagedNFService, AlarmList, PerfMetricJob, NRCellDU, NetworkSlice, NetworkSliceSubnet and ACCL are contained by a at least one of the following: SubNetwork, ManagedElement or ManagedFunction.

The NetworkSlice has a reference to an NetworkSliceSubnet which has the associations to the network resources i.e., ManagedFunction, Network Services (ETSI NFV) and other NSSIs. In other words, a NetworkSlice/NetworkSliceSubnet is collection of NE, MF, NF/NS, as a whole or parts thereof. 

The network resources that can be used by a network slice are grouped in the corresponding network slice subnet. The grouping is however not a containment but an association or reference to the network resources. The reason is that the network resources may be shared (i.e used by other NetworkSlice or NetworkSliceSubnet). There are two scenarios:   
- network resources dedicated to this network slice subnet, and therefore dedicated to the network slice (special case).
- or network resources not dedicated to this network slice subnet, the network resources could be associated (or used by) other network slice subnets i.e., the network resources are shared with other network slices or network slice subnets (general case).
In the first scenario one could say that the operationalState of the network slice subnet is Enabled when all network resources in the network slice subnet are Enabled. As soon as one network resource is Disabled the network slice subnet is Disabled. The management function for the network slice subnet needs to keep track of the operationalState of each of the network resources through the MnS for that network resource. The same could apply to the administrativeState. 
NOTE: for this solution to work all network resources as part of a network slice subnet have to support state management attributes.
In the second scenario the network resources are shared and even though a network resource can have an operationalState and administrativeState, the assessment of the aggregated state (of network slice or network slice subnet) is not obvious. In a sharing scenario a network slice subnet instance could be a configuration applied to another network slice subnet, a group of network resources or a single network resource. A configuration of a network resource is not a network resource and cannot have an operational or administrative state.  
Conceptually the network service specified by ETSI NFV SOL005, see reference [6], and the network slice subnet are similar as both represent groupings of network resources. While the grouping in 3GPP is called NSI/NSSI the grouping in ETSI NFV is Network Service (NS), the NetworkService does not use operationalState or adminstrativeState. 
NOTE: The network service descriptor (NSD) defines a datatype for nsdOperationalStateType to allow data change notification to be sent for nsdOperationalState which indicates if the newly on-boarded NSD is ENABLED or DISABLED. In SA5 the concept of template which is defined as object in NRM does not exists. 
Observation O.6: The use of operational and adminstrative state applies to network resources.
Observation O.7: Network resources are contained by SubNetwork, ManagedElement or ManagedFunction.

Observation O.9: NetworkSliceSubnet represents a grouping of references to network resources, while NetworkSlice represents the reference to a single NetworkSliceSubnet. 
Observation O.10: State management attributes as defined in Table 3.1 do not apply to NetworkSlice and NetworkSliceSubnet
Recommendation R.2: The definitions of operationalState and adminstrativeState are not applicable to NetworkSlice and NetworkSliceSubnet and they should therefore be removed from the NetworkSlice and NetworkSliceSubnet definitions in TS 28.541 [3]. 
3.3
Use cases and requirements are missing

The network slice solution was built from the use cases and requirements in TS 28.531see reference [7]. There are no use cases and requirements for state management. State management was introduced in with reference to TS 28.625 see [2]. 
Recommendation R.3: The use case and requirements for state management of network slice and network slice subnet are missing (stage 1). The state management (stage 2/3) should therefore be removed from the NetworkSlice and NetworkSliceSubnet definitions in TS 28.541 [3]. 

4
Detailed proposal

The group is asked to endorse recommendation R.1 in section 3.1, recommendation R.2 in section 3.2 and recommendation R.3 in section 3.3.
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